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SUBJECT:
CONFIGURATION MANAGEMENT

I.
PURPOSE

This policy establishes the basis for the definition, implementation, and coordination of configuration management (CM) activities within OCC ITS Enterprise (hereafter referred to as “the organization”). CM is necessary to advance the organization’s product development capabilities in support of the business plan and ITS goals.  CM is designed to maintain the integrity of the products of the system throughout the system’s life cycle.  It is required to start with the requirements definition of a project and continue until the product is permanently retired.  CM systematically helps control changes to the configuration and maintains the integrity and manageability of the product configuration throughout its life cycle.

II.
APPLICABILITY

This policy applies to all ITS Enterprise programs within the organization.

III.
POLICY STATEMENT

A. CM activities shall be planned for all projects under development and in production.  The plan shall specify CM activities appropriate for the risks and cost involved. The plan shall identify relevant stakeholders of the CM process and the appropriate level of their involvement. 

B. Work products including documentation shall be identified, controlled, and available. The selection of the configuration items shall be based on documented criteria.  Any and all changes to these selected work products also shall be controlled.

C.  Affected groups and individuals are informed of the status and content of baselines. Relevant stakeholders shall be involved according to the plan.

D.  CM responsibility for each project shall be explicitly assigned.

E. All five elements of CM (configuration identification, configuration control, configuration status accounting, release management, and configuration auditing) shall be implemented throughout the system’s life cycle.

F. CM shall be implemented for externally deliverable products, designated internal work products (e.g., hardware, system software, application software code, drawings, documents, data, and processes), and designated support tools used inside the project (e.g., compilers and test equipment).

G.  Each system shall establish or have access to a repository for the CM records; for hardware and software, a repository shall be established for storing configuration items/units. Authorization shall be obtained before changed configuration items are entered into the CM system. A procedure for check-in and check-out shall be established.

H. The baselines and CM activities shall be audited internally on a periodic basis.

I. The ITS Enterprise shall have a board with the authority for managing the enterprise’s baselines (e.g., an enterprise configuration control board (ECCB)).  Baselines shall be released only with authorization from the ECCB and from configuration items in the CM system. The ECCB shall have responsibility to analyze the impact of changes. Changes shall be tracked to closure.

J. Each project under development, system in production and the technical infrastructure shall have a board with the authority for managing the baselines (e.g., a software configuration control board (SCCB) and the technical infrastructure configuration control board (TCCB)).  Baselines not impacting the organization shall be released only with authorization from the SCCB or TCCB and from configuration items in the CM system. The ECCB shall have responsibility to analyze the impact of changes to the organization. Changes shall be tracked to closure.

K. Adequate resources, funding, and tools shall be made available for performing CM activities.

L. CM personnel shall be trained in the objectives, procedures, and methods for performing their CM activities. 

M. All those involved with the development of the product and related activities shall be trained to perform their associated CM activities.

N. Measurements shall be made and used to determine the status of the CM activities.

O.  CM activities shall be reviewed with senior management and assigned project and maintenance managers.  The senior management reviews shall be on a periodic basis, and the project and maintenance manager reviews shall be on both a periodic and an event-driven basis.  These reviews shall be identified in the project and maintenance plans and included in the project schedule.

P. CM personnel shall periodically audit the baselines to verify that the baselines conform to the documentation that defines them.

Q. The quality assurance group shall review and/or audit the activities and work products for CM and report the results.  At a minimum, the reviews and/or audits verify:

1.
Compliance with the CM standards and procedures by CM personnel and all those involved with the development and maintenance of the product, and related activities

2. Occurrence of periodic baseline audits
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