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Statement of Objectives

1. INTRODUCTION

The Office of the Comptroller of the Currency (OCC) seeks experienced industry partners to provide the required operations and maintenance (O&M) support and continuity of services for its portfolio of deployed applications, business systems, tools, Web services, and data delivery/management resources while maximizing the efficiency, effectiveness, and quality of the products and services delivered. In addition, the OCC intends to leverage industry leading practices and innovations to continue to mature its processes and meet growing demands for secure, reliable, timely, and customer-centric technology solutions.

Commensurate with its commitment to provide a state-of-the-art information technology (IT) environment in support of its strategic goals, the OCC invests in a range of sophisticated technologies. The OCC IT portfolio ranges from simple form-based surveys to mainframe applications to complex .NET implementations that support approximately 3,000 users, 40 percent of whom are highly mobile. The OCC is expanding into enterprise approaches in Web content management, document management, records management, knowledge management, identity management, notification services, data management and analytics, expansion of communication channels, and enterprise-wide security operations. Current initiatives include:

· WISDM:  Implemented in FY08, WISDM is an information system and document/records manager that provides large bank examiners and OCC management the ability to collaboratively develop, securely store, search, and report on the status of their work documents and retain those documents for enterprise records management purposes.

· STARS: A strategic and resources system, currently in development, that will enable bank examiners to plan, track, and schedule bank supervision activities and assign resources accordingly.

· CATS:  A central application tracking system, presently in the planning phase, that will provide critical corporate application processing, tracking and monitoring functions currently provided by a mainframe application. CATS incorporates workflow, document management, records management, and reporting components to enable automation of the receipt, processing and monitoring of corporate applications.

· WEPS:  Under development, WEPS combines a Web content management system to modernize how OCC Web sites are produced, managed, and updated with an electronic publishing system to transform paper-based publication process into XML-driven process to allow documents to be produced, managed, published, and disseminated in multiple formats more efficiently.

· DART:  A data analytics reporting tool that will be used to enhance the collection, analysis, and reporting of financial, risk analysis, early warning, and other information. DART will standardize the methods of data collection, validate and document the data that is collected, and allow the identification and documentation or early warning and risk metrics.  

To ensure that its IT investments are managed and monitored throughout their lifecycles, the OCC employs a structured governance and oversight process. O&M services are currently provided by multiple contractors in a business-unit facing approach. Customer service is a key strategic focus: OCC systems must be available, as needed, and the processes that support the systems must be mature. Introductions of new technologies – whether major updates or minor fixes - require rigorous control to ensure that they are handled smoothly, with timely delivery, and no disruption to the continuity of operations.

The very sophistication of the OCC IT portfolio, coupled with a changing regulatory environment, highly mobile workforce, and emerging trends in the financial and banking industry, presents unique challenges and opportunities for maintaining the availability, reliability, and security of the resources while allowing them to adapt to changing business needs. Additionally, OCC workforce expectations are rising as staff becomes increasingly more sophisticated in their knowledge and use of IT. Whether the topic is mobility, security, accountability, data analytics and reporting, or a range of other technical concerns, customers want and expect timely, accurate, and responsive service.

1.1. Organization Background

The Department of the Treasury is the primary Federal agency responsible for the economic and financial prosperity of the United States. The Treasury is organized into departmental offices and operating bureaus. The bureaus carry out specific missions. A primary mission operation is the corporate governance of financial institutions.

As a Treasury bureau, the OCC charters, regulates, and supervises national banks to ensure a safe, sound, and competitive banking system that supports both the citizens and the economy of the United States. Currently, the OCC supervises approximately 1,648 institutions with national bank charters and 50 federal branches of foreign banks in the United States. 

The OCC has approximately 3,000 employees in locations throughout the United States. The OCC has its headquarters in Washington, D.C., a data center in Landover, Md. and four district offices in Chicago, Dallas, Denver, and New York. The Office of the Ombudsman is located in Houston. The OCC also operates field offices and satellite locations in cities throughout the United States, resident examiner teams in the largest banking companies, and an examining office in London, England.

The OCC's nationwide staff of examiners conducts on-site reviews of national banks operations and provides sustained supervision of bank operations. The agency issues rules, legal interpretations, and corporate decisions concerning banking, bank investments, bank community development activities, and other aspects of bank operations. Additionally, OCC provides assistance to customers of national banks to answer questions and complaints about national banks and the national banking system.  Supporting this mission, the agency operates a consumer Web site, a state of the art call center, and complaint processing and information sharing technologies.

1.2. OCC Corporate Objectives

The OCC’s activities are predicated on four objectives that support its mission to ensure a stable and competitive national banking system. The four objectives are:

· To ensure the safety and soundness of the national banking system;

· To foster competition by allowing banks to offer new products and services;

· To improve the efficiency and effectiveness of OCC supervision, including reducing regulatory burden;

· To ensure fair and equal access to financial services for all Americans.

Additional information regarding OCC’s mission, business objectives, and other product information can be attained at www.occ.gov.

1.3. OCC IT Service Delivery
The Information Technology Services Department (ITS) provides centralized information systems development, operations and maintenance, and technical infrastructure engineering and operations for the business functions of the OCC. While ITS accepts primary responsibility for continuous improvement in the provision of IT-related services, effective implementation and use of these services results from a strong partnership between the OCC business units and ITS. 

In support of its strategic corporate objectives, the OCC commits to the following IT goals:

· Provide technical leadership and IT governance for better overall IT decision-making;

· Deliver highest quality products and services, and assure a reliable, secure, accessible, and modern IT environment in accordance with the IT modernization vision and strategy;

· Assure a competent, high-performing IT workforce;

· Securely provide data of decision-making quality and business-quality data documentation to authorized OCC staff, whatever their location.

The OCC CIO has initiated an effort to establish a multi-year, enterprise-wide IT Modernization Vision and Strategy (IT MV&S).  The IT MV&S will emphasize both IT strategy and execution, with a direct focus on maximizing IT:

· Cost efficiency;

· Service availability;

· Stakeholder satisfaction;

· Business impact and value; and, 

· Service quality.

The IT MV&S will serve as OCC’s roadmap for:

· Establishing a disciplined approach for managing IT systems that is customer-centric and ensuring that near-term (0 to 2 years) and long-term (3 to 5 years) IT solutions and services are fully aligned with emerging and future business drivers, goals, and opportunities;

· Maximizing information sharing with internal and external stakeholders;

· Unifying and virtualizing technology and protecting business critical IT operations and assets;
· Optimizing return on investment (ROI) for new IT development investments while streamlining product development and delivery times; 
· Identifying the IT initiatives to be executed during the period of 2010 through 2015;
· Aligning IT service sourcing strategies to business objectives and fully leveraging industry innovation; and  

· Identifying crosscutting IT capabilities, target solutions, information architectures, and technology standards.
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Figure 1-1: The OCC IT Modernization Vision and Strategy

The IT MV&S will be completed in Q1/FY2009.  The Enterprise Systems Support Services requirements described herein shall be necessarily impacted by the strategies, target standards, solutions and information architectures, business opportunities, and other such drivers defined in the IT MV&S. Every effort will be made to maintain alignment between IT MV&S and the Enterprise Systems Support Services.
1.4.  OCC Conceptual O&M Environment 
Figure 1-2, the OCC Conceptual O&M Environment, represents OCC’s key current applications and business systems. It assists the reader in understanding conceptually the breadth and mission critical nature of OCC’s technologies and associated applications, data devices, and business systems.  
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2. PURPOSE

The purpose of this Statement of Objectives (SOO) is to convey the current OCC organization, business objectives, and applicable scope and constraints and solicit experienced industry partners that will provide a comprehensive disciplined approach to manage the required operations and maintenance (O&M) support for its portfolio of applications, data delivery/management, and business system services. The intention of using a SOO instead of a conventional performance-based statement of work (SOW) is to provide the maximum flexibility to each Offeror to propose innovative solutions using proven processes, methods, standards and technologies.  Offerors shall use the SOO with other applicable portions of this RFP as the basis for preparing their proposal, including their Contractor performance-based statement of work (CPBSOW).  Offerors shall ensure that all aspects of the SOO are addressed in their proposals.  

3. PROCUREMENT OBJECTIVES

As a direct result of Contract performance, the OCC expects to achieve the following outcomes:

3.1. Expand Consistency and Standardization in Contract and Performance Management

Promote process and quality management methodologies that produce repeatable positive outcomes, encourage the incorporation of lessons learned, reduce solution delivery time, costs, and defects, and provide OCC greater visibility into the status and health of ongoing O&M initiatives. 

3.2. Capitalize on Industry Leading Practices and Innovation

Incorporate industry leading practices, standards, and innovation while ensuring compliance with applicable Federal policies and regulations. 

3.3. Establish a Service Level Agreement-based (SLA) Framework

Ensure that desired outcomes are achieved through measurable service level metrics and associated reporting and surveillance methods that are tied to the actual experience of the OCC business units and their stakeholders.

3.4. Continuously Increase Customer Satisfaction 

Provide compliant, state-of-the-market, reliable, sustainable, accessible, and interoperable IT services and products in support of the OCC strategic objectives, business drivers and key opportunities, and technology requirements included in OCC’s multi-year IT MV&S. 

3.5. Rationalize OCC’s IT Assets

Develop a comprehensive legacy systems disposition plan and strategy that identifies applications whose functions and support that should be retired, migrated, or renewed. 

3.6. Facilitate a High-performing Partnership between the OCC and its Contractors

Optimize organizational alignment, roles, and responsibilities to best leverage system support services resources, and maximize organizational efficiency and nurture continuous improvement. 

3.7. Maximize the ROI of System Maintenance and Enhancement Expenditures
Standardize the acceptance criteria, prioritization and evaluation process for requests concerning maintenance of and enhancements to existing applications, core business systems, and data management resources. Enable OCC management to track maintenance and enhancement expenditures and assess their relative value to the organization.  
4. SCOPE

4.1. General

The OCC Enterprise Systems Support Services contract encompasses the complete range of activities required to successfully achieve the objectives described in this SOO. The Contractors shall perform contracted tasks in all OCC environments (e.g., Development, Staging, Testing, Preview, Production.) The Task Orders to be awarded under this contract may run the gamut from technical analysis and consulting to Web publication services and content management to the full lifecycle of maintenance activities for the OCC’s business systems, applications, tools and mission-critical databases, data warehouse environments and associated data products. Maintenance shall be understood to include adaptive, corrective, and perfective maintenance as well as technology refreshment. 

Task Orders may include the requirement to provide scheduled evening and weekend duty as well as on-call and emergency support 24 hours each day, every day of the year.  

Offerors shall propose Service Level Agreements (SLAs) and metrics appropriate to each task area that will ensure that Task Order performance addresses the Agency’s objectives. Recommended surveillance methods and associated incentives and disincentives shall be included where appropriate.

All tasks shall be performed in a manner that meets the highest level of professional and technical standards and adheres to industry leading practices. All Contractor personnel shall be considered experts in the areas in which they work.  All Contractor personnel are expected to routinely:

· Keep current with advances in technology and share this knowledge with project team members;

· Act in a consultative manner, proactively searching for creative solutions and strategies;

· Respond promptly, professionally and courteously to requests for assistance;

· Freely provide knowledge transfer of work products and technology expertise associated with contracted tasks;

· Provide and maintain complete documentation to a standard that allows OCC personnel and appropriate third parties to install, maintain, support and independently test the products of contracted tasks;

· Support OCC training efforts by creating and updating training materials to reflect changes in features or procedures;

· Comply with all OCC security requirements;

· Support OCC Equal Employment Opportunity (EEO) policy through the development and delivery of electronic and information technology in accordance with Section 508 of the Rehabilitation Act that is accessible to individuals with disabilities thereby creating an environment that fosters a diverse workplace.

4.2. Work Requirements

The Contract work requirements are divided into seven task areas including Application/Business System/Tool Maintenance, Data Delivery/Management, System Engineering/Architecture, Production Support/Operations, Technical Assistance, Process Improvement, and Transition Management. The activities listed within each work area are representative of those that will be required in the Task Orders to be released under this contract but are not considered to be exhaustive.

4.2.1 Application/Business System/Tool Maintenance

The Contractor shall maintain the functionality, reliability, availability, performance, stability, sustainability and security of the applications, business systems, and tools of the OCC. Tasks shall encompass the complete lifecycle of activities required for application, business system, and tool maintenance including but not limited to problem identification, tracking, analysis, and resolution to code generation, testing, deployment, and documentation. The Contractor shall analyze and report on the impact of infrastructure, connectivity, capacity and other changes to the computing environment.  The Contractor shall also maintain, support and evolve designs, customizations and process automation such as interfaces, templates, workflows, and reports. Deliverable products shall be validated and tested to ensure that they meet applicable/specified standards, policy, business requirements and quality measures. 

4.2.2 Data Delivery/Management

The Contractor shall maintain the functionality, reliability, availability, performance, stability, sustainability and security of the databases, data warehouse environments, and other data delivery/management products (e.g., data marts), tools and information resources of the OCC. The Contractors shall maintain, support, evolve and fully document:

· Information about objects (metadata) and relationships of interest to the OCC in the OCC Agency Metadata Repository (an INTRANET tool to facilitate the collection and use of structured and non-structured items of interest or objects, such as Application Solutions, Databases, Tables, Views, Data Elements, and Persons, for example);

· The Operational Data Store (ODS), transactional database structures, applications, interfaces, database triggers, database constraints, shared subject matter and warehouse databases, data structures, data content, data acquisition and transformation processes, database stored procedures, data transformation packages, data products, and reports that provide information to the OCC and its customers; 

· Business intelligence, data analytics and reporting tools, reporting facilities and data resources, and custom reports, views, and interfaces.

The Contractor shall perform database administration functions in all OCC environments. Representative activities include but are not limited to the following: backup and recovery functions (including logs), disaster recovery support, security management, data encryption, performance monitoring, performance tuning, auditing, application release support, consumption of Interagency data (including Federal Financial Institutions Examination Council – Central Data Repository (FFIEC-CDR)), functionality monitoring and problem resolution, XML import / export, ETL processes, and expert consulting. 

The Contractor shall ensure that managed data is current, viable and consistent by refreshing the Data Warehouse Environment (e.g., Data Marts and the ODS) in the OCC’s production environment, as noted in Figure 1-2.
4.2.3 System Engineering/Architecture 

The Contractor shall perform system analysis, requirements analysis, impact analysis, risk assessment, capacity planning, architectural analysis/engineering, and system engineering activities that promote optimal resource use of the OCC applications, business systems, tools, databases and data delivery/management resources. The Contractor shall proactively research, evaluate and recommend new technologies, infrastructure modifications, industry leading practices and other innovations to provide the OCC a state-of-the-art IT environment.

4.2.4 Production Support/Operations

The Contractor shall perform all production support/operations tasks necessary to ensure the operability, functionality, availability, reliability, security, and responsiveness of the applications, business systems, and tools of the OCC. Representative activities shall include access control, monitoring, performance tuning, troubleshooting, alarm management, backup/restore support and validation, license management, asset management, logistics support, disaster recovery support, content management, structured and unstructured data loading and reporting. 

The Contractor shall produce, edit, test, and publish material in multiple formats and media on the OCC internal and external Web sites.

The Contractor shall test, integrate, and deploy new releases, upgrades and/or new modules and incorporate changes (e.g., updates, patches, service packs).

4.2.5 Technical Assistance

The Contractor shall provide technical and business-level assistance, incident resolution, and daily support to the application developers, end-users, and other service providers of OCC applications, business systems, tools, databases, data warehouse environments, and other data delivery/management products. The Contractor shall ensure that work processes and status are visible to OCC peers and supervisors and implement OCC-approved knowledge management methods.  

4.2.6 Process Improvement 

The Contractor shall identify, recommend, and implement agreed upon leading industry practices, process methodologies, new technologies, and streamlined approaches that afford OCC ITS and its customers the ability to improve performance and IT processes and meet the objectives described in this SOO.

4.2.7 Transition Management

The Contractor shall define their approach to providing uninterrupted support while assuming responsibility for  maintenance activities currently provided by other vendors. The solution should focus on replacing the current fragmented (in most cases, system-by-system and business unit-by-business unit) O&M support with a structure that leverages common technologies, rationalized assets and optimized processes, while remaining flexible in response to OCC’s dynamic operational environment. The solution should also address how the Contractor will handle new systems as their development contracts expire and their tasks are folded into this contract.
5.1.1. CONSTRAINTS

5.1.1. Operational Controls

The Contractor shall work with others as defined in the following controls:

· Incident Reception and Documentation will be maintained by a separate contractor that will provide notification of incident requirements.

· Server operating systems, Web servers and Portals will primarily be monitored and administered by others.

· Database administration and management of data resources will be performed by others in the initial phases of this contract.

· Network infrastructure and connectivity will primarily be provided, monitored and administered by others.

· Production, administration, maintenance and other activities that may degrade the performance of network environments, operating systems, databases and applications must be performed outside of business hours.

· All products and deliverables must be provided in a format supported by the OCCs available tools to support future updates unless otherwise agreed to by the COTR.

5.2.1. Program Management

OCC requires an on-site Program Manager for this contract who has operational and administrative authority for all persons under this contract.  Moreover the Contractor Program Manager is the single corporate liaison for all contract issues.  Subcontract relationships must not be visible to OCC in management, administration, or operations.
5.3.1. Reporting

The Contractor shall provide visibility into technical performance and risk management, as well as cost and schedule performance measured against the contract baseline, through weekly Contractor Progress Reports and Earned Value Management (EVM) reporting. 

5.4.1. Quality Action Plan (QAP)

The Contractor shall submit a QAP covering all tasks required for this contract as part of their SOW.  When approved by the OCC COTR, the Contractor shall operate under the QAP.  The QAP shall include at least the following elements: a Performance Measurements Plan, a Document Change Management Plan, and a Communications Plan.  The QAP shall promote excellence in all functional areas of the contract. The specifics of the plan may be changed periodically through negotiation to establish parameters that are fair and optimally helpful to the objectives of the contract.

5.4.1. Performance Measurements Plan

The following minimum elements of a Performance Measurements Plan (PMP) are required:

· The Contractor shall establish for each work requirement a minimum, but sufficient, set of specific, time-bound, and objective quality measurements;

· The Contractor shall establish, for each measurement, the person responsible for that measurement process, the process to acquire the measure, the frequency of the measurement, the format for recording the measure, the frequency for reporting the measure, the means and format of communicating the measures, and the identity of the recipients of the communication; 

· The PMP results shall be tied in a graduated manner to the contract incentives and disincentives.

5.4.2. Document Change Management Plan

The following minimum elements of a Document Change Management Plan are required:

· All major repetitive work practices and test procedures shall be documented and approved by the COTR within 30 days of the start of a Task Order;

· All changes to the work practices or test procedures shall be documented and the documentation shall be submitted by Contractor PM and approved by the COTR as soon as practicable.  Master documents shall be maintained current by the Contractor PM with mirror documents maintained at a location specified by the COTR for ITS management use; 

· Periodic audits of work place documentation and compliance is required.

5.4.3. Communications Plan

The following minimum elements of a Communications Plan are required:

· Identify the kinds, purpose, ownership, leadership, format, and frequency of meetings or other communications needed to manage and report the contract status, both for routine and for special/emergent circumstances;

· Identify the kinds, purpose, originator, recipients, format, and frequency of reports needed to manage and report the contract status, both for routine and for special/emergent circumstances;

· Establish a process to ensure the quality of written deliverables at all levels, including technical writing.  The purpose of this process is to assure that written documents at all levels are intelligible, suitable, and sufficient for the purpose intended;

· Knowledge Transfer: Establish a process that assures OCC that Contractor knowledge of individual work processes and status is available to OCC peers and supervisors.  The purpose of this communications process is to ensure that no critical body of knowledge resides uniquely in one individual.

5.5.1. Personnel Management

Key personnel shall be identified.  As a minimum, the Contractor Project Manager, all supervisory personnel, and architects shall be key personnel. OCC requires 30-day notification of loss of key personnel and concurrent approval of proposed loss and replacement.

Resumes are required of key personnel.  Resumes of other personnel are optional.

Contractor shall provide notification to the COTR of personnel adds, losses, assignment, and assignment changes within 24 hours of their occurrence.  Prior approval of OCC is not required except in the case of Key Personnel. 

5.6.1. Subject Matter Experts

In light of the specialization and high level of expertise of services typically required, the OCC is looking for Offerors to demonstrate the ability to attract, develop, motivate, organize, and retain the talent needed over the course of the contract.

In order to meet the requirements of the task orders released under this contract, Offerors shall provide a plan for providing personnel with expertise in the following disciplines:

· Systems architecture 

· Data architecture 

· Security architecture 

· Systems design and development 

· COTS configuration 

· Interface design and development 

· Systems integration 

· Data conversion 

· System performance monitoring, tuning, and testing 

· Post-implementation support 

· Configuration management 

· Unit, systems, regression, integration, and acceptance testing 

· Data modeling 

· Cutover/transition planning and execution 

5.7.1. Reviews and Approvals

The contractor shall incorporate formal reviews and/or walk-throughs for all deliverables to eliminate iterative comment/clarification/revision stages which elongate the review process.  The project plan should be developed to include the following progression:

· Submission of draft;

· Formal walk-through;

· OCC review and comment;

· Comment walk-through;

· Final submission.

5.8.1. IV&V

The system will be subject to independent verification and validation (IV&V). The Contractor shall anticipate that the OCC IV&V contractor will be an involved party throughout the development and testing utilizing the environments provided to OCC for their testing.  The IV&V contractor will ensure fidelity of the development and serve as an extension of the OCC’s normal review. Their responses will be incorporated into the normal review process.

5.9.1. Test Plans

The Contractor shall develop and submit test strategies/plans, in accordance with SDLC and CMMI standards, for review and approval.  The test plans shall address how all requirements will be tested to ensure compliance with program objectives and verify that requirements are satisfied at the applicable phase(s) of the SDLC. The plans shall include features such as a description of the product to be tested, modules and related routines, the requirements for conversion or creation of files necessary to conduct the test, the design and development of test scripts/test scenarios and test data, the process by which the test will be conducted, requirements for regression testing and the results expected.  The Contractor shall document test cases in conformance with IEEE standards.

5.10.1. Testing

The Contractor shall follow CMMI best practices in conducting testing activities.  The Contractor shall conduct unit, integration, system and regression testing activities as necessary to verify integration and suitability of new products for production along with updates to existing products.  The testing shall be accomplished in accordance with OCC’s SDLC, OCC’s release management practices and coordinated with the OCC’s Enterprise Test Team (ETT). The ETT is responsible for test environment management and ensuring/validating contractor test artifacts.  The ETT also performs verification testing prior to release of systems to production. Test cases must be mapped to the requirements and ensure that all requirements have been met successfully.  The Contractor shall troubleshoot and resolve issues/defects that arise during testing. The Contractor shall prepare and submit a Test Analysis Report detailing the results of the test, including a plan for resolving any problems or errors found during testing. The Contractor shall use the OCC’s defect reporting tools and processes.  The Contractor shall also perform performance testing to demonstrate that the performance requirements specified in the requirements document have been met.  The OCC will provide a suitable environment to conduct Performance Testing.  All testing will be monitored by the ETT during the testing lifecycle. New systems and updates to existing systems will not be allowed into the production environment until all testing has been completed and defects corrected or mitigated.  OCC will have final approval prior to a system being promoted to production.[image: image3][image: image4][image: image5][image: image6][image: image7][image: image8]
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