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Executive Summary
<Direction:  The Interface Design Description (IDD) describes the interfaces for all services under a Capability Module (CM).  It is intended for the CM’s service consumers/end-users.  The IDD is part of the Software Configuration Item baseline.
The Executive Summary summarizes the key service interfaces for the CM.>
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1 Scope

1.1 Identification

<Direction:  Provide the full identification of the Capability Module (CM), including title, abbreviations and version.  (They should be consistent with those provided in the CM Work Package.)>

1.2 System Overview

<Direction:  State the purpose of the CM.  Describe the general nature and history of the CM, the development, operations, and maintenance.  Specify sponsor, organization, users, and projected uses.  Describe the CM’s relationship to other known systems.>

1.3 Document Overview

<Direction:  Summarize the purpose and use of the document.  Describe security, privacy, and other constraints associated with the document.>

1.4 Referenced Documents

<Direction:  List the title, version/revision, and date of referenced documents.>
2 Interface Design
<Direction:  Summarize briefly the contents in this section.  List the services provided by the CM.  See Table 1 for an example.>

Table 1:  Services in <Capability Module Name>
	Services
	Descriptions 

	Service A
	…

	Service B
	…

	
	


2.1 <Service A>
<Direction:  Each service in Table 1 SHALL have one such section.>
2.1.1 Interface Description

<Direction:  For Web services, MUST document all operations defined under the service.  See Table 2 for an example.

If the service is SOAP-based, embed (“Insert/Object/Create from File”) the Web Services Description Language (WSDL) and associated XML schema files in an appendix and refer to it from here.  Provide the Uniform Resource Locator (URL) to the WSDL file and the XML schema files at the DoD Metadata Registry (MDR).

If the service is REST-style (either Really Simple Syndication (RSS) or one of the Open Geospatial Consortium standards), identify the standards used for the service.>

Table 2:  Operations in <Service A>
	Operations
	Inputs
	Outputs
	Faults
	Descriptions

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


<Direction:  Describe the data structure defined by the XML schemas and their semantics in the context of the operations.  Reference the data model section in the Software Design Description (SDD) as appropriate.  Describe the faults associated with each operation and their meanings.  All operations are assumed to be REQUEST_RESPONSE type, unless they are explicitly identified otherwise (such as being ONE_WAY).>

<Direction:  For presentation services, MUST document all user interfaces and how end users interact with them.  See Figure 1 for an example.>
Figure 1:  User Interface <A> 
2.1.2 Interface Usage

<Direction:  For Web services, provide description on the usage of the operations along with documentation of the sample consumer codes provided in the Software End Items.  This should be written from the service consumer’s viewpoint.>

2.1.3 Information Assurance/Security

<Direction:  For Web services, describe the security mechanisms for accessing the service.  This includes authentication (e.g. with username/password, DoD X.509 PKI certificate, etc.), access control model (e.g. role based), and encryption (e.g. using the Transport Layer Security (TLS) protocol).

Describe the use of Information Security Marking (ISM) in the data schemas (e.g. the elements tagged with ISM).  Also, describe the use of message level security (e.g. WS-Security), if any.>
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