
STATEMENT OF WORK (SOW)
 as of 20 FEB 2009



	Contract Number:
	(completed by the KO at time of TO award)

	Task Order Number:
	(completed by the KO at time of TO award or N/A)


1.  1.  Task Monitors (TMs).  


a.  Primary TM.

	Name:
	Mike Gudgel

	Organization:
	Defense Manpower Data Center

	Department of Defense Activity
Address Code (DODAAC):
	H98259

	Address:
	

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.

	Name:
	Greg Boyd

	Organization:
	Defense Manpower Data Center

	DODAAC
	H98259

	Address:
	

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Intrusion Detection System Monitoring & Maintenance 
3.  Background.  Defense Manpower Data Center (DMDC - http://www.dmdc.osd.mil/) is a highly referenced source for comprehensive repositories and associated resources of personnel, manpower, training and financial data within the Department of Defense (DoD). DMDC’s data and programs encompass the military personnel life cycle from accession to retirement, reserve components, families and dependents of Service Members, and civilian employees of the DoD. To facilitate the speed and accuracy of responding to data requests, DMDC maintains the data in a variety of media: files, data delivery systems, and published reports. DMDC also manages several operational programs using these databases. Automated Personnel data extends back in time to the early 1970s, while the other categories of data represent significant holdings, and in most cases provide the only single source of commonly coded data on the Military Services.

DMDC's primary function is to support the management information requirements of the Office of the Under Secretary of Defense for Personnel and Readiness (OUSD/P&R). DMDC also provides data and analysis for other OSD offices, agencies, and individuals outside the DoD.  Clients of DMDC have included Congressional offices, the Office of Management and Budget, the Defense Finance and Accounting Service, the General Accounting Office, Office of Personnel Management, and a variety of military components.  Operationally, DMDC has supported the identification of delinquent debtors on Government Loan programs, setting active Duty housing and living allowances, analyzing troop readiness, and in contributing to reports studying historical trends in the military – through centralized data sources.
4.  Objectives. DMDC expectations is to have monitoring (including, intrusion alarm, backup monitoring, eService & Opening & Closings) , Full Maintenance Service: (24X7, 365 days) covers Labor and Equipment cost for normal “wear & Tear” repair or replacement and includes Batteries and 24X7 Technical Assistance, Semi-Annual Preventative Maintenance: (including visual inspection of all devices, test of system components,  cleaning of devices as needed, and verification of communication links and to be UL 2050 cetified.                                               

The Defense Manpower Data Center (DMDC) has built a secure facility and procured a UL-2050 IDS that is
 required to be in compliance with DCID 6-9 (Physical Security Standards for Sensitive Compartmented Information

Facilities).  The DCID 6-9 Manual, Annex B "sets forth the requirements and establishes the Standard for Intrusion Detection Systems (IDS) and associated operations for Government and Government-Sponsored Sensitive

Compartmented Information Facilities (SCIFs).  Compliance with these requirements is mandatory for all SCIFs established after the effective date of this annex."  Specifically, Section 5.1 (of Annex B) covers IDS

Monitoring and states the following:

5.1 Monitoring.

5.1.1 Monitoring Station Staffing. The monitoring station shall be

continuously supervised and operated by US citizens who have been subjected

to a trust-worthiness determination (favorable NAC with no clearance

required). Non-US citizens shall not provide these services without prior

written approval by the CSA.

5.1.2 Monitoring Station Operator Training. Monitoring station operators

shall be trained in IDE theory and operation to the extent required to

effectively interpret incidents generated by the IDE and to take proper

action when an alarm activates.
5.   Scope.  
Provide UL 2050 certified Monitoring and Maintenance service for 3 Intrusion Detection Systems to include the following;

Full Maintenance

Semi-Annual Inspections

Monitoring with backup communication – Monitoring Center must have cleared personnel to monitor these systems

Opening & Closing Tracking

Must be able to be on-site (400 Gigling Road, Seaside, California 93955) within 4 hours. 
6.  Specific Tasks.

To provide Monitoring and Maintenance for 3 Intrusion Detection systems:
Monitoring: Systems must be monitored 24 hours a day, 365 days a year. If the Alarm System activates, the contractor must contact federal police immediately, followed by the Operations Manager. Monitoring includes intrusion alarm, backup monitoring, eService & Opening & Closings.   

Full Maintenance Service: (24X7, 365 days) covers Labor and Equipment cost for normal “wear & tear” repair or replacement and includes Batteries and 24X7 Technical Assistance. When maintenance is needed, the contractor must be able to respond and be on-site, as needed, within 4 hours. 

Semi-Annual Preventative Maintenance: includes visual inspection of all devices, test of system components, cleaning of devices as needed, and verification of communication links                                         

UL 2050 Certificate                                

System #1

Consists of 1 Bosch D7412G Control Panel with battery backup

1 Bosch Keypad

1 Bosch Network Interface module

12 Ceiling Mount Motion Detectors with tamper

3 Glass break Detectors with tampers

2 Balanced Magnetic Switches for doors

System #2

Consists of 1 Bosch D7412G Control Panel with battery backup

1 Bosch Keypad

1 Bosch Network Interface module

5 Ceiling Mount Motion Detectors with tamper

1 Balanced Magnetic Switches for doors

System #3

Consists of 1 Bosch D7412G Control Panel with battery backup

1 Bosch Keypad

1 Bosch Network Interface module

4 Ceiling Mount Motion Detectors with tamper

2 Glass break Detectors with tampers

1 Balanced Magnetic Switches for doors

7.  Place of Performance.    Defense Manpower Data Center, 400 Gigling Road, Seaside, California 93955
8.  Period of Performance: 
The Period of Performance will be from the Date of Award, 2009 thru Date of Award, 2010 with four (4) Option Years. 

Base Year: 2009-2010

Option Year 1: 2010-2011

Option Year 2: 2011-2012

Option Year 3: 2012-2013

Option Year 4: 2013-2014


9.  Delivery Schedule.  ASAP but No Later Than (NLT)  30 Days After Receipt of Order (ARO)
10.  Security.  
11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI)

12.  Other Pertinent Information or Special Considerations.  

a.  Identification of Possible Follow-on Work.  


b.  Identification of Potential Conflicts of Interest (COI)

c.  Identification of Non-Disclosure Requirements.  

d.  Packaging, Packing and Shipping Instructions.  


e.  Inspection and Acceptance Criteria.  

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria
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