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Description

The Defense Information Systems Agency (DISA) is considering the introduction of state of the art Data Services into the Global Information Grid Services (GIG) Core Enterprise Services (CES) Architecture. This is a request for information (RFI).

The Defense Information Systems Agency (DISA) is considering the introduction of state of the art Data Services into the Global Information Grid Services (GIG) Core Enterprise Services (CES) Architecture. This is a request for information (RFI).

DISA is seeking information from industry on state of the art Data Services Technologies & Architectures, and metadata products that support Messaging, Mediation, Discovery, Publication, Subscription, Content Management,  and Security services to ensure that it has considered all available commercial-off-the-shelf (COTS) products that provide this capability. This RFI includes but is not limited to software specifications to include: data management tools, interface software, data catalogs, formatting tools, data quality control, metadata management, translation and correlation capabilities, and integration support from all manufacturers and suppliers Data Services.
THE GOVERNMENT DOES NOT INTEND TO AWARD A CONTRACT ON THE BASIS OF THIS RFI OR 

TO OTHERWISE PAY FOR INFORMATION RECEIVED IN RESPONSE TO THIS RFI. However, this RFI will be the basis for collecting information on products available, and as a result of information received; the government may enter into Product Loan Agreements for trial and testing of products identified. This RFI is issued for information and planning purposes only and does not constitute a solicitation. All information received in response to this RFI that is marked proprietary will be handled accordingly. The Government shall not be liable for or suffer any consequential damages for any proprietary information not properly identified. Proprietary information will be safeguarded in accordance with the applicable Government regulations. Responses to the RFI will not be returned.     Information provided in response to this RFI will be used to assess tradeoffs and alternatives available for determining how to proceed in the acquisition   process for the Data Technology products. In accordance with FAR 15.201(e), responses to this RFI are not offers and cannot be accepted by the Government to form a binding contract.

1. Introduction: Net-Centric Enterprise Services (NCES) provides the foundation for network-centric operations by creating a set of nine core services for joint and service systems to use. NCES is part of the larger Global Information Grid (GIG) Enterprise Services (ES). The GIG ES supports the entire Department of Defense Information Technology (IT) requirements, including the Business and War-fighting domains, as well as interfaces with the national Intelligence Community (IC) domain.

As the enterprise services component of the Global Information Grid, NCES is the infrastructure on which Department of Defense (DoD) computer applications (e.g., C2, Combat Support, and Medical) rely. This new environment must:

(1) Support posting data to common storage spaces as early as possible,

(2) Alert edge users to changes in relevant DoD information or time-critical events affecting their survival or threatening their mission, 

(3) Provide users, down to the last tactical mile, with the capability to pull whatever they want, whenever they want, from wherever they are and limited only by the commanders information management policy, 

(4) Ensure information assurance (IA)/security, 

(5) Support interoperability among allies, coalition, and multinational partners.  

NCES relies upon the GIG transport services and tactical communications systems for exchange of information with the Core Enterprise Services (CES) and the Community of Interest (COI) capabilities. Data Services is an inherent component of NCES and the CES are dependent upon a robust set these services to support the domains COI.     

The NCES facilitates data sharing and reuse of the many redundant, dissimilar, but overlapping, data stores used in legacy applications by making use of a set of standard NCES compliant data services engineered from components that blend multiple data technologies. To do this, the data engineering team provides architectural definition of data services that support discovery, data access, mediation, collaboration, security, and content management services. NCES defines the data management services, support tools, engineering support services, and legacy data migration guidance for system developers and administrators and end user applications on the network that will enable both horizontal fusion and vertical integration of data sources. These tools and services allow easy organization and publication of existing data components to encourage reuse and migration away from application-centric data stores to NCES data management services. These services will provide the ability to post information to public space, advertise requirements, advertise service offerings, publish content in easily accessible form, precision discovery of needed information efficient pull and reliable subscription, alerts, tip-offs, notifications of significant events collaboration among geographically dispersed team(s) asynchronous (intermittently connected) operations, expanded messaging capability, and comprehensive help. Under the NCES, application developers use common data-related services rather than re-implementing them for each application. NCES shall use COTS products, relational database management systems (RDBMS), message-oriented middle-ware, and GOTS products (metadata registries) to provide mainline data services. NCES emphasizes coordinated management of the sharable data structures and semantics employed within heterogeneous data product frameworks. 

The purpose of this RFI is to perform market research. Information from industry is required for planning purposes about COTS software products that enable the government to define a comprehensive set of data service requirements.  The requirements shall be used to formulate a strategy for development and integration of the CES defined in NCES. Since NCES is a data centric program, the government requests information concerning Data Services Technologies software in support of Mediation, Data and Service Discovery, Publication & Subscription, Messaging, Security (Information Assurance) and Metadata Management services of the GIG. These services are defines as follows: 

Mediation

Services that help broker, translate, aggregate, fuse or integrate data, providing capabilities that enable transformation processing (translation, aggregation, integration), situational awareness support (correlation and fusion), negotiation (brokering, trading, and auctioning services) and publishing.
Data and Service Discovery

The set of services that enables the formulation and execution of processes to locate data assets (e.g., files, databases, services, directories, web pages, streams) by exploiting metadata descriptions stored in and or generated by IT repositories (e.g., directories, registries, catalogs, repositories, other shared metadata storage).
Messaging

Services that support synchronous and asynchronous information exchange. Selected capabilities used to exchange information among users or applications on the enterprise infrastructure (e.g., Email, DMS, VMF, USMTF, TADIL, OTH, Message Oriented Middleware, AOL instant messenger, Wireless Services, Alert Services).
Publication and Subscription
The services that provide the capability to publish data or services to the public space and the ability of of  COI’s to subscribe to them.
IA/Security

Capabilities used in addressing vulnerabilities in networks, computing infrastructure, core services, and/or discreet systems. The set of services that provides Defense in Depth to ensure the integrity and continuity of the information environment and the information it stores, processes, maintains, uses, shares, disseminates, disposes, displays, or transmits.

Metadata Management

The capability to catalog metadata artifacts, manage their configuration, share the artifacts among various COIs, and provide reuse capabilities to service developers.
1. Data Services General Information.
1.1  Vendors should provide at a minimum descriptions or products and services that address the following:
  1.1.1. Current state of the art data services software in use today.  As used here, current refers to software that is installed and operational for at least one customer.

  1.1.2. Imminent release data services software (available today, but not necessarily fielded in an operational network to date)

  1.1.3. Announced products and other forward-looking statements or documents. 

  1.1.4. DISA is interested in state of the art Data Services software that are able to support one or more of the development and operational components of NCES.  NCES core services are Mediation, Discovery, Publication, Subscription, Content Management, Security, Messaging, Applications, User Assistant, Storage, Collaboration, and Enterprise Services Management.  

2. Capabilities.

2.1 Within the context of the services in Section 1 describe how the Enterprise Data Services Software can provide the following capabilities to the NCES:

· Support multiple heterogeneous sources of data

· Provides scalability, reliability, resilience, fault tolerance, speed, etc.

· Enables publish & subscribe communications

· Enables generic and standardized data distribution services 

· Relates to architectural initiatives (e.g., shared software services, Web, XML, etc.)

· Operates in a network-centric architecture

· Supports “event mode” capability

· Stays current with technology
· Supports Metadata Tagging
· Supports Federation Catalogs and Registries among Diverse COIs
  3.   Questions.   Responses to the following questions should address the Data Services Software.

  3.1. What is the technology life expectancy of the product/s?

  3.2. What are the storage requirements of the product/s?

  3.3. What are the metrics of the product/s to include but not be limited to 

  data exchange rates, seek time, mean time between failures, etc.? 

  3.3. What are the technical specifications, operating parameters, and network design specifications for each product/s?
  3.5. What are the configuration options available for each product/s?

  3.6. Describe the scalability of each product/s to include but not be limited 

  to hardware and software upgrades.

  3.7. What is the product/s and services corporate support policy?

  3.8. What data types does each product/s support? 

  3.9. What interfaces and protocols does each product/s support?

  3.10. What is the corporate 5-year evolution strategy for each product/s and   services?

  3.11. What ancillary devices (interfaces, HVAC) are necessary for a fully capable deployment of the product/s and services?

  3.12. What security and information assurance capabilities will be provided to ensure secure and reliable management and operation of the product/s and services?

  3.13. What are the costs associated with the product/s?

  3.13. What software licenses are necessary for software product/s and what   features do each provide?     

  3.15. Are enterprise wide software licenses available?

  3.16. What integration engineering services are included with the product/s?   

  3.17. What additional integration engineering product/s and services are provided and at what cost?     

  3.18. What are the costs or rates for all product/s including integration engineering discussed in your response to this RFI?

 3.19. What metadata tagging tools are provided or support your product?

4. CONTACT/ADMINISTRATIVE INFORMATION.     

  4.1. The following is the technical Point of Contact (POC) for this RFI.

  Name:   Mr. Peter Pasek, Telephone:    (703) 882-1365

  4.2. The following is the Acquisition Liaison Point of Contact (POC) for this  RFI.

  Name:  Ms. Deborah Phillips, Telephone:   (703) 882-1 601 

  4.3. Please submit one soft copy via E-MAIL in MS Word format, to peter.pasek@disa.mil. Do not send hard copy.  Please provide Website address (URL) if available.

  4.4. In order to be evaluated and considered in time to influence a potential near-term acquisition effort, submission should occur within thirty days of   the posting date of the RFI.     

  4.5. The Government may request additional information or discuss information received in responses to this RFI with individual responders. 

4.6. Firms wishing to respond must send responses NLT 15 August 2008 no later than 4:00 p.m. EST.

. 

Original Point of Contact Stephanie Snyder, Contract Specialist, (703) 681-0306 Fax: (703) 681-0347
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