Technical Questions and Answers

1. Are there any plans for a Site visit? No
2. Who is the intended "user community?"  The entire FRA community is made up of many professional disciplines (i.e. Lawyers, Engineers, Railroad Safety Inspectors, Administrator Assistants, Secretaries and Computer Specialists).
3. Page 9, Network Security 11th bullet states; “There are currently approximately 600 employees who regularly access the network remotely.” Is this stating that 600 of the 760 supported users are remote?  FRA has 910 employees that have access to the Network.  Approximately 600 of these employees will access the network remotely.
4. Location of Users: Are the state personnel (150) located within the FRA offices listed in the solicitation? No, the state personnel are located nationwide in state offices.
5. Regional Computer Specialists: Are these FRA employees or state personnel?  Regional Computer Specialists are FRA employees.  

6. Is there one regional computer specialist at each regional office? Yes
7. Is this opportunity related to last year's Railroad Safety Information System program? No
8. Other than the email management task, are there any new tasks that are not included in the current contract? No
9. How long has incumbent had this contract?  The incumbent has had this contract since 2003.
10. Rapid Response and Sustained Engineering Support. “The level of effort required on an annual basis is estimated to be 500 total hours.”  Question: Is this level of effort to be included in the firm fixed price?  Yes 

11. Is this the current support a 7/24 operation and if so, what areas and what types of support are required?  See C.5.3, C.5.4, C.5.5, and C.5.6 of the solicitation.
12. Section C.5.15 - Transition talks about a 3 day transition commencement after contract award.  Can you clarify the level/degree of commencement expectation?  Also, do have a minimum (realistic) expectation of how long the transition period should take?  The current contract ends July 31, 2004, and we anticipate the award taking place July 1 2004. Therefore, the transition must take place sometime during that 30-day period.
13. What FRA technical personnel will the new contractor interface with during the transition period? Director, IT and Support Systems, and the IT Manager and Staff.
14. What three components/processes of the existing support system would the FRA like to improve most? FRA would consider, as a best value, any improvements to components/processes of the existing support system.
15. Will the transition affect the performance metrics? The transition should not affect the metrics.
16. Page 5 section c.5.1 says that help desk personnel will provide: “hands-on tasks and support of the entire FRA IT Infrastructure and user community. Is it expected that help desk personnel will be able to perform maintenance tasks such as database management, server management and actually go out in the field and fix the problems or do the help desk personnel answer the phone and try to resolve and if they cannot, escalate to someone else?   The vendor will determine appropriate actions to meet the SLA.
17. How can we possibly know how we will "technically" do things without being there first?   The offeror is required to base its technical approach on what is described in the SOW.  

18. Are you looking for one vendor to provide solutions and services to everything outlined in synopsis, or multi vendors providing different services? One vendor. 
19. What was the amount of award for the email management contract? The total amount awarded was  $448,874 for the base period.   This requirement was for transition of FRA’s email service from an Applications Service Provider (ASP) to an in-house system.  The contractor also provided support services to operate and maintain the in-house system.  
20. What company won the current email management contract? Adeptech Systems Incorporated, as indicated in the RFP.
21. Does the Help Desk have the ability to resolve trouble calls via remote access? Yes

22. Please describe the current phone system and capabilities (call routing, interactive voice response, reporting.)  The Help Desk phone has four incoming lines and a voicemail box.  After hours, voicemail is routed to an interactive menu for emergency and routine service.  If emergency service is selected, then an after hours pager is alerted.  If a routine service is selected, then a user will have the option to leave a voicemail to be addressed next business day. 
23. Is there a manual available? No, the phone system is serviced and maintained by DOT.
24. Is current configuration available? No, the phone system is serviced and maintained by DOT. 
25. Will phone system training be provided to the new contractor prior to beginning work? No, but the instructions are available on DOT’s Intranet site, and the successful offeror will have access to the DOT site.
26. Will the contractor be permitted to have off-site, remote administration and monitoring capability? Yes
27. Will the contractor be provided with VPN access for remote and off-hour support, and/or to the Test/QA lab remotely? Yes
28. Does the current Helpdesk staff have the capability to remote into end user machines for support? No 

29. Are Terminal Services used to remote into the Windows servers and if not, does a remote capability exist? Yes, Terminal Service is available for Windows servers.
30. From C.5.2 (Help Desk Management and Support) - Is Magic configured to support incoming/outgoing e-mail integration and Web-access by support staff or end users? No 

31. Does you phone switch allow tracking of actual incoming calls, drops, hold time, and busy signals? No 

32. If so, how many actual incoming calls were received by Level 1?  N/A
33. What was the average and mean hold time?  N/A
34. Do you collect statistics on dropped calls? No
35. Will the contractor be required to provide on-site support to the branch offices in the 8 states listed on the RFP? Yes, on rare occasions.
36. What is the scope of this support?  The scope is to provide support to the Regional Computer Specialists to include, but not limited to, tape backup, server maintenance, and hardware/software report.
37. From C.5.2 (Help Desk Management and Support) - What is the average support level required when the regional customer support specialists are absent?  Minimal.  It generally consists of providing phone support to the users in that Region when the Regional Computer Specialist is absent. 

38. What remote access capability do the help desk support specialists have to interface with regional office staff? None
39. From C.5.3 (Help Desk Management and Support) - Is the contractor required to respond to all “after hours” calls within 30 minutes regardless of importance level?   The contractor is required to respond to all emergency calls within 30 minutes. 

40. What is the average number of hours dedicated to “after hours” support monthly? Four (4) hours  

41. Will the transition from Magic Support to Remedy Help Desk software occur before or after contract award?  After contract has been awarded.  The anticipated date for this transition is FY06.
42. Please provide a description of Support Magic (manual, custom configurations, modules used by FRA, screenshots.) Support Magic is a COTS product. As such, their website should provide the requested information, except for FRA custom configurations. 

43. Will the transition plan we prepare include the change from Magic Support to Remedy Help Desk Software? No
44. Will Remedy be customized for the FRA, and if so, how?  Yes, however, we have not determined how Remedy will be customized. 

45. Please describe the requirements for the Remedy implementation (ticket tracking, reporting).  We have not determined how Remedy will be implemented.
46. Is there a Project Plan developed for the implementation and migration to Remedy? No
47. Does the help desk have any online (Intranet/Portal) capability where users can go for answers to common problems and self-help troubleshooting? No
48. If not, is the FRA interested in enhancing its help desk support in this fashion? The contractor can include any new capabilities.  See Number 14.
49. Section C.5.2) Will the contractor be responsible for the implementation and migration to Remedy? Yes 

50. Do you plan to migrate historical information?  Yes
51. From C.5.3  (Help Desk Management and Support) - What tools are currently used to automate the update of desktop software (patches, updates, virus signatures, etc.)? BigFix is used for updates and patches. Symantec Antivirus is used for virus signatures.
52. Are system build standards based on any industry or agency framework (SOP, ISO Certification, GxP compliance)? System build standards are based on Federal mandates and guidelines. 

53. Do functional work groups exist throughout the FRA, and do they drive how systems are configured and secured? If so, what are the functional areas and are standardized system builds configured for each?  All systems have a base standard configuration (see pg. 43, the first 13 products listed).  The remaining products listed on pages 43-44 are optional software packages that are based on program office unique functional requirements.
54. Is the contractor also responsible for disposing of the obsolete equipment? No 

55. From C.5.3 (Help Desk Management and Support) - Are users able to modify their own desktop or laptop by policy or practice?  FRA currently has a policy in place, which states that users are to refrain from installing software without approval from the appropriate authority, but users do have the physical capability to do so. 
56. Does the FRA have any plans to consolidate or upgrade the servers to one platform (i.e. Microsoft Server 2003) or will the FRA continue to use both Novell and Microsoft server software? Yes, we anticipate consolidating to Microsoft Server platform by FY05.
57. Is the contractor responsible for the migration and planning?  Yes 
58. C.7.2.7 (Inventory/Asset Management) - Is SMS currently deployed?  No
59. Will the Government provide communication equipment (i.e. pager, cell phone) in support of the on-call support for all other hours and days? Yes, pagers will be provided. 

60. Will service contracts, vendor maintenance, and/or warranty support be provided by third parties for servers, printers, Blackberries, document scanners and other specialized equipment, and therefore be outside the scope of this contract? The successful awardee will be required to utilize the 3rd party contracts; therefore, it is not outside the scope of the contract.
61. What is the state of the existing hardware inventory (how many machines are relatively new and how many are approaching end-of-life (EOL)? About 90% of FRA’s existing hardware is less than three years old.  

62. What is the range of specifications for employee desktops (CPU, RAM, HD)?  The minimum specification for FRA’s replacement desktops or laptops are PIII 600MHZ, 256MB RAM and 30GB HD.
63. Please provide a general description of any spare parts inventory kept on-site?  None
64. Is hardware owned or leased by the FRA? Owned
65. What warranty and/or support agreements (SLA’s) are in place by vendor?  The majority of FRA’s Hardware/Software is under warranty and/or support agreements. (See Section C.11.3 – C.11.8)
66. Is the liaison to the Department of Transportation's Information Technology Consolidation Project a full time position? No, the designated representative will be attending meetings with FRA’s liaison to DOT as a subject matter expert.
67. Please clarify the duties associated with the statement that the Contractor shall be required to enforce of security policies, paragraph six of Section C.5.1 Overview.    In other words, what are the security policies that the contractor must enforce and who are the people, contractor or government personnel, whose behavior the contractor must monitor?  (See C.5.12) 
68. What will the chain of management be throughout the contract?  Director, Office of IT and Support Systems and the IT Manager.
69. Who is the FRA technical point-of-contact (POC)?  The IT Manager and FRA IT Staff. 
70. Who is the FRA administrative POC? FRA’s Office of Acquisition and Grants Services staff.
71. What is the number and severity of after hour’s calls/support? FRA receives approximately eight after hours’ calls a month, and 50% of them are emergency calls.
72. What are the current remote access products? 3Com Total Control Manager, and Cisco VPN solution.
73. Is there a corporate requirement to migrate to Remedy? Yes
74. What, if any web enabled applications other than email will require support (Intranet, Internet)? CCM (Correspondence Control Manager), Prism, Magic Total Service desk, Concord, Cisco Works, Solar winds, IMS 4000 environmental tool
75. What is included in web services? Does web services only apply to Internet connectivity (Establishing, monitoring, Troubleshooting) Yes
76. Is the government going to be providing the facility for the storage of the tape backups? No, the contractor is required to maintain an offsite storage facility to meet DOT guidelines.
77. How are the tapes going to be made available to the contract for any restores? Contractor will be responsible for storage and availability.
78. Who pay for transportation of the tape from the storage facility to the facility where the restores are being performed? The contractor
79. Paragraph C.5.11 – Configuration Management, Page 16:  This talks about the maintenance of the Configuration Status Accounting (CSA) System.  Is the FRA going to provide this system, or will we need to provide this system?  FRA provides the system.

80. Is the decision to move to Remedy been finalized, or will the FRA consider a tool that we will provide them, which will have a total lower cost compared to Remedy?  The decision to move to Remedy has been finalized.    

81. Does the FRA currently have any applications or general support systems that are currently hosted at non FRA/DOT sites?  Yes
82. What is the accreditation boundary for the certification and accreditation?  Does it include the LAN?  The WAN – and if so – how far into the regional locations?  The headquarters LAN and individual eight regional offices’ LANs compile the LAN portion of the certification and accreditation.  The WAN portion is the connection from headquarters to the regional offices.  Do any major applications need to be certified as well?  Yes.  Have physical site surveys and assessments of all sites been completed or do they also need to be conducted?  Yes, completed.

83. From C.5.12. (IT Security and COOP Support) Do the separate security plans for LAN/WAN and e-mail comply with DOT, FRA, and other security requirements cited in the SOW?  Yes.  However, the email security plan is in development.  Have they been successfully implemented and audited for compliance?  The LAN and WAN plans are implemented.  FRA is unclear as to what is meant by “Audited for compliance”.  If not, have deficiencies been identified, recorded, and addressed?
84. Since the LAN\WAN equipments owned and supplied by the FRA, will the FRA acquire spare components as specified by the contractor as being necessary to have on-hand to meet the required SLAs? Yes, as long as the equipment specified by the contractor is within FRA’s budget, complies with DOT and Federal government mandates, is compatible with industry standards, and is approved by the COTR.
85. Will the FRA implement recommended system security upgrades, or accept the potential documented risks at no penalty to the contractor? Yes, as long as the equipment specified by the contractor is within FRA’s budget, complies with DOT and Federal government mandates, is compatible with industry standards, and is approved by the COTR.
86. What is the expected user and server growth rate for the next 5 years? 10%
87. What is the minimum amount of Errors and Omissions insurance that a contractor is required to carry on this project? FRA requires clarification on what is being asked.
88. What is the Enterprise Management Application currently utilized for electronic software distribution, system performance monitoring, intrusion detection, such as HP OpenView, etc. FRA does not have an Enterprise Management Application for software distribution. However, FRA uses the following Enterprise Management Applications for performance monitoring and intrusion detections: HP OpenView, SolarWInds, Concord, CiscoWorks, and IDS.
89. What type of Linux server do you have, such as RedHat, SuSe, or Mandrake? RedHat
90. Are you using sendmail as the mail server software? No 

91. Is there any other Linux server in your env? No
92. What are the Netware servers used for? File and print sharing
93. Will this require on-going support for the base year and all optional years? Yes
94. Referring to section C.5.1 9(overview) contractor is supposed to provide on-call/extended hours service coverage of central network servers as 24/7 service.  Is this service to be provided remotely or on site?  Both
95. If partial on-site service monitoring service is required, is it limited to business hours only and the rest remotely? Yes
96. Referring to section C-5.1 (overview), the Contractor is required to provide system administration and system programming of the FRA central server facility.  The solicitation document does not explain the type of system programming needed.  Can an example of the typical system programming needed be provided? This was an error in the Statement of Work. Software programming is not required. The SOW will be corrected by amendment.
97. Referring to section C.5.1 (overview), the Contractor is required to perform in accordance with the FRA Configuration Management Procedures.  Can the procedures and configuration documentation be made available in a reference library to the bidders? No, the Configuration Management procedures will not be available to bidders due to security concerns.
98. Referring to section C.5.1 (overview), the Contractor is required to comply with FRA program management standards and requirements.  Are these standards available as a document?  Can this document be made available to the bidders? FRA is a small organization and does not retain a large library of documentation. We possess minimal documents, which we do not release due to security concerns.
99. Referring to section C.5.1 (overview), the Contractor is required to make a staff member available to serve as a technical subject matter expert and liaison to the Department of Transportation IT Consolidation Project.  Is the subject matter expert be working at contractor’s site or at FRA’s site? FRA’s site.
100. Referring to section C.5.2 (Help Desk Management Support), under the SPOC concept, all headquarter requests for service shall be called in to the Help Desk (or sent via e-mail or web access).  Are all three access methods, phone, e-mail, and web access) required to be available under the SPOC concept or one of the three methods is sufficient? All three.
101. Referring to section C.5.2 (Help Desk Management Support), the Contractor shall provide ad-hoc support for regional users during times that the Regional Computer Specialists are unavailable. Are these regional computer specialists appointed locally by FRA or part of this scope of work?  Regional Computer Specialists are FRA employees
102. In case the regional specialists are not part of this contract, how is FRA planning to resolve the conflict in case there is any difference of option about technical matters? The FRA IT solution is a collaborative effort, however the COTR has the final decision authority.
103. Referring to section C.5.2 (Help Desk Management Support), the contractor is required to provide monthly help desk statistics and status reports in the format directed by the COTR.  Do these status reports include performance of solver groups as well? Yes
104. Referring to section C.5.4 (Network Monitoring), the contractor is supposed to provide network outage status reports within 30 minutes of outage and hourly updates until resolved.  Are these status reports verbal or written?  Status reports are typically verbal and are followed up by an incident report.
105. Can these announcements be posted on contractor’s web site? No
106. Referring to section C.5.4 (Network Monitoring), the contractor is supposed to ensure users can remotely access the network.  Can FRA provide details of the network remote access services that are available to the users?  Dial-up Remote Access Services and VPN.
107. Is there any remote access equipment list available that needs support? 3Com Total Control chassis
108. Referring to section C.5.7 (Database Management Support), the contractor is required to monitor the performance of FRA servers using Government provided tools.  Can a list of the tools be made available? The tools are Concord e-health, solar winds, Ciscoworks, HP OpenView, and Oracle Enterprise Manager.
109. Referring to the section C.5.7 (Database Management Support – Configuration) references to the FRA change management process; and the FRA change control policies and procedures; are these available as documents? FRA is a small organization and does not retain a large library of documentation. We possess minimal documents, which we do not release due to security concerns.
110. Referring to C.5.8 (Rapid Response and Sustained Engineering Support) the contractor is required to provide technical input to the FRA configuration management and control board.  Can we have details of control board? The IT staff is the control board.
111. RFP references Popkin System Architect Tool (page 12), are alternative Configuration Management Tools to be considered? Yes, alternative Configuration Management Tools will be considered.
112. Please provide additional detail related to the FRA inventory database.  How many items are in the database? 4351 records
113. How many data elements. Etc.?  There are 15 tables, with one main table and it is not relational.  The main table contains 33 fields.
114. Are procurement/disposal actions electronically linked to the database to support tracking of inventory changes? No
115. Are all hardware components currently bar-coded? Yes
116. Please provide additional detail related to the FRA-provided system used to scan workstations?  Foundstone Enterprise.
117. What is the FRA-provided inventory database?  Is it a customized dbms or simply a spreadsheet? It is a customized DBMS with web front end, SQL server on back end, and utilizes ASP.
118. There are frequent references that personnel will be required to use Popkin’s System Architect, however this product is not mentioned in the inventory of C.11.3 FRA Approved Desktop Hardware and Software.  Does FRA have an inventory of hardware and software that the Contractor will use? See Sections C.11.3, and C.11.8 of the solicitation.
119. Primary work site is listed as FRA HQ facility and that travel will be required to regional FRA offices and to other contractor sites.  Will any of the people assigned to work under this contract be permanently located at any site other than FRA HQ? No
120. Where is the Help Desk staff physically located with reference to the End-User Support staff?  The Help Desk staff is located in Washington, DC.
121. Is the primary and only function of the Help Desk staff to answer telephone calls, respond to e-mail problem messages, and to open all trouble tickets by entering the problems into the automated help desk support system?  That is, are help desk personnel Tier I support only? No, refer to Section 5.1, Paragraph 3 of the SOW.
122. The RFP indicates there are about 600 laptops to support.  Are these laptops all located in FRA HQ, or used by FRA employees assigned at FRA HQ? Laptops are assigned to FRA employees located nationwide.
123. In reference to C.11.7, FRA Databases, is the contractor expected to assume responsibility for the PRISM and CCM applications or just provide database support?  Database support for PRISM and Application Management for CCM, which includes, security settings, creating roles, modifying users interfaces, creating reports, etc.
124. If required to assume responsibility for the applications, where are the applications written in?  Please provide application specifics/details. The client application is written in VB (Visual Basic) and backend is ASP.
125. What is the name if the tools currently being used for network monitoring and auditing? See Section C.11.8 of the solicitation.
126. What is the name of the configuration management software that is currently in place? No software is currently in place.
127. Would the Government please provide additional information on how Oracle and SQL Server is being used by FRA? Oracle is used for FRA procurement and Help Desk management systems. SQL is used for CCM, Websites, and Inventory.
128. Would the Government define Blackberry Enterprise Server (used for the email system)? Yes, the Blackberry Enterprise Server is used for email.  

129. What does the Government mean by complete inventory?  All hardware and software that supports the LAN/WAN, database, and email services.
130. Does this contract include hardware as well as services? The contract includes the support of both. 
131. Will the new contractor have the ability to perform system and network assessments during the transition period?  As long as the assessments do not interfere with the live system, and do not disrupt any activities supporting the system, yes.
132. What are the “Rules of Engagement” for both FRA and incumbent personnel during the transition period?  The FRA IT Manager (and COTR) and staff will work closely with incumbent contractor personnel and the awardee to ensure a smooth transfer of knowledge and procedures.
133. What are the new SLA/projects not mention in the contract?  How would we deal with that?  FRA has listed all known requirements.
134. Section C.10.3 – General Information - “The FRA shall provide the Contractor with additional historical information that is not found in the appendices of this document upon request, to assist with preparation of their response to this RFP.”  Request: Could you please provide this information (Help Desk Call Data; End-User Desktop Support Volume Data; Server Information; Email Information; Database Information; Network Information; and GFE Tools and Equipment) outlined on pages 41-42?
Help Desk Call/Ticket Data

Users Supported: approx. 910

Number of tickets/Calls per month: 340

Listing of Software to be supported:  (See C.11.3) 

End User Desktop Support Volume:

Number of moves, adds and changes per month: 24

Number of new system installs (tech refresh) per month: 9

Description of system to be supported: (See C.11.3)

Description of peripherals to be supported: (See C.11.3)

Server Information

Description of the systems to be supported: (See C.11.4)

Location of Servers: Head Quarters, Regions

      Account Creation and deletions per month: 5

      Backup Method: dedicated server

      Size of backups: 1.6TB

      Email Information

      Number of servers: (See C.11.6)

      Size of Data store: 52GB

      Number of accounts: 1073

      Account creation and deletion per month: N/A

     Database Information:

     (See C.11.7)

     Network Information
     Network Diagram: (See C.11.9)

     Description of network components to be supported: (See C.11.8)

    GFE (Government Furnished Equipment) Tools and Equipment
    Hardware: Desktops and Laptops

    Network Monitoring Tools and Devices: See C.11.8 P. 47
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