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Executive Summary
The Association Management CM is responsible for managing User Defined Operational Contexts (UDOP) and the processing of input data as it relates to each of the active operational contexts. The CM is provided in four capability packages which will be the boundaries of the remainder of this discussion. 
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1. Scope

1.1 Identification
This document describes the Association Management (AM) Capability Module (CM), its component capability packages (CPs), and its relationship to other CMs within the Net_Enabled Command Capability (NECC). The requirements traceability matrix contained in section 4 of this document traces system requirements to the operations that implement each requirement.  Each requirement is mapped to one or more operations listed in section 3, External Interfaces. Further decomposition of the services provided in the capability packages are presented in the data flow discussions in section 2.4 of this document.

Table 1.1 Capability Module Identification contains identification information for this capability module

	CM Official Name:
	Association Management Capability Module

	CM Acronym:
	AM

	Version Number:
	SA-AM-C2CS-2.0.0.0

	Increment Number:
	1

	Spiral Number:
	2

	Material Provider Name/Address
	Northrop Grumman Space and Mission Systems Corp.

2340 Dulles Corner Blvd.

Herndon, VA 20171


Table 1.1 Capability Module Identification
1.2 System Overview
The four Capability Packages (CPs) contained within the Association Management CM, each run within its own VM. Each of the VMs are implemented using Windows Server 2003 Standard Edition (SP2) as the guest operating system. All the CPs, except the MarkLogic Database CP also require the BEA WebLogic 9.2 Application Server environment.

All data communications between servers are conducted over SSL encrypted links. All servers’ credentials are registered with the Local Registration Authority. All user sessions are established using username and password. Determining application authorization is based on the session user and group permissions. Direct user interactions with this CM are limited to web page access to the Operational Context Management Services (OCMS) of the C2 Common Services CP. Access to the web pages may only be conducted by a user who has signed in with a valid BEA-managed username and password and is granted permission to edit operational contexts.

The following sections describe each of the CPs within the Association Management CM. These descriptions further decompose the CM’s functionality provided in each CP. Figure 1 in Section 2.3 provides a UML diagram that depicts the relationship of the various CPs within the Association Management CM.

1.2.1 C2 Common Services Capability Package (C2CS)
CPS is a proxy that provides a set of standardized web service interfaces to manage net-centric data resources based on OC (Operational Context). This is achieved by providing an implementation of the WS-Eventing, WS-Enumeration and WS-Transfer specifications.

It presents a browser-based user interface for creating, deleting and editing user-defined operational contexts.

1.2.1 Messaging Capability Package (MSG)

The Messaging Capability Package supplies the infrastructure necessary to allow components to publish and subscribe to content channels as well as deliver user alerts by providing an implementation of the WS-Messaging and WS-Eventing specifications. Components may also access JMS (Java Messaging Service) directly for communication.
This capability is contained in this single CP to allow it to be easily replaced by NCES (Net Centric Enterprise Services) capabilities in the future.

1.2.2 Discovery Capability Package

The Discovery Service CP is implemented using a UDDI (Universal Description, Discovery and Integration) server. It provides a local repository for storing service descriptions including WSDL (Web Services Description Language) files for use during development, as well as providing service endpoint information at runtime. This functionality is provided by the UDDI Server that is part of WebLogic 9.2.

1.2.3 Storage Capability Package

This XML database is a high performance COTS product that manages XML documents and responds to XML-based queries. The use of an XML database provides a flexible data management solution where new data types can be automatically consumed without revising the database configuration or schema definitions. 

1.3 Document Overview

This document conforms to the NECC Software Design Description template.  It describes the Association Management CM architecture and design. 

Section 1 contains overview information.  Section 2 describes the design approach and architecture.  Section 3 defines the external interfaces and Section 4 provides traceability for the design back to the requirements. 

Copyright © 2008 Northrop Grumman Space & Mission Systems Corp.  All rights reserved.  This software and technical documentation were developed under U.S. Government Contract No. DCA200-02-D-5010-0225, and therefore the U.S. Government is granted a copyright license to this software and technical documentation for U.S. Government purposes.
1.4 Referenced Documents

1. Net-Enabled Command Capability Context Data Source Adapter (CDSA) Specification  v2.0 November 2007

2. Capability Module Specification : Association Management Spiral 2 August 14 2008

2 Software Design
This section describes the high level design of the AM CM beginning with the overall system use cases and the derived use cases for the each sub-system. Each service is described and associated with the use cases they support.

An overview of the logical and physical architectures is provided, along with descriptions of how the various components interact with each other to satisfy the use cases.

2.1 Use Case Analysis 
Table 2.1 lists the use cases associated with the UDOP CM by title and use case ID. Please refer to the individual use case documents for diagrams and details.

	Use Case Name
	Use Case ID

	 Manage Tracks, Version 2.0
	UC06

	 Modify Tracks, Version 2.0
	UC06.2

	 Correlate Tracks, Version 2.0
	UC06.2.2

	Aggregate Tracks, Version 2.0
	UC06.2.4

	 Analyze Shared Situational Awareness, Version 2.0
	UC07 

	 Analyze Tracks, Version 2.0 
	UC07.1

	 Check for Duplicate Tracks, Version 2.0 
	UC07.1.1

	 Check Ambiguities, Version 2.0 
	UC07.1.2

	 Conduct Correlation Analysis, Version 2.0
	UC07.1.3

	 Analyze Blue Force Situation, Version 2.0 
	UC07.2


Table 2.1 AM Use Cases 
2.2 Service Description

The AM CM provides four services, each of which contains interfaces that expose the various features of the CM. These services are summarized in Table 2.2, along with the use cases they support. Section 3 provides detail on the interfaces that each service supports.
	Services
	Description
	Use Cases Supported

	Manage Associations
	Provides the ability to manage associations’ data. Provides ability to edit create or delete is program interface to EMS service and only for association between entities available through EMS (ie. In Marlogic database) or between entities and URL.  Viewing through CPS either through program call with GUID in URL (displays 2525 properties page with Anns button) or through UDOP which provides GUI to CPS for same function by clicking on track (vice GUID in URL).
	…

	Manage User Defined Rules
	Provides the ability to manage user defined rules for association management.  Provides ability to edit, create, view or delete users association management rule sets.
	…

	Correlate Tracks
(Not Supported in Spiral 2)
	Provides all of the processing logic required for correlating tracks.   Provides the capability to select and approve correlation candidates, then receive the user selected tracks for correlation. 
	· UC06 Manage Tracks

· UC6.2 Modify Tracks

· UC06.2.2 Correlate Tracks

· UC07.1.3 Conduct Correlation Analysis

	Aggregate Tracks
(Not supported in Spiral 2)
	Provides the capability to aggregate and disaggregate a group of tracks to facilitate viewing within display.  The service provides the ability to aggregate and disaggregate tracks both manually and automatically.
	· UC06 Manage Tracks

· UC6.2 Modify Tracks

· UC6.2.4 Aggregate Tracks


Table 2.2. Mapping Services to Use Cases
2.3 Logical Architecture Diagram
Figure 2.1 shows the Capability Packages (CPs) that are included within the AM CM. The interfaces shared by the AM CPs are contained within the CM box. The interfaces which are provided by the AM CM to external CMs are colored bold blue and extend to the perimeter of the CM boundary. Those interfaces are the subject of Section 3 External Interfaces.


Figure 2.1 AM Logical Architecture
2.4 Dynamic Analysis
The sequence diagram depicted in Figure 2.2 illustrates the series of actions needed to create an association as well as the operations used by a client to retrieve associations for a particular entity.
In the first step, the client creates an association by describing the relationship in an association document, specifically, and association of Track Y to Track X. An association document is an XML document that contains the details of the association of entities. The portion of the schema shown here is the association type that allows a parent entity to be associated with one or more child entities. The complete schema is listed in Appendix A.
<xs:complexType name="Association">

   <xs:sequence>


<xs:element name="GUID" type="xs:string"/>


<xs:element name="Name" type="xs:string" minOccurs="0"/>


<xs:element name="Description" type="xs:string" minOccurs="0"/>


<xs:element name="Creator" type="AssociationDetails"/>


<xs:element name="Parent" type="AssociationDetails"/>


<xs:element name="Child" type="AssociationDetails" maxOccurs="unbounded"/>

</xs:sequence>

In the second step, a second client associates track Z with Track X, also using the create operation, which results in the Association Management CM storing two associations to Track X.

The remainder of the sequence diagram depicts a third client, acting as an association consumer. This client first creates a new op-context using the create operation. A UUID is returned to the client to be used in identifying the op-context in subsequent calls. The client then uses the UUID as an argument to the enumerate call resulting in an enumeration context being returned.
The client can then use the pull operation to read from the list of association documents returned. The result in this case would be two association documents, each containing associations to Track X. See Section 3.1 Interface Implementation for additional details on the operations used in this scenario.
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Figure 2.2 Create Association Sequence Diagram

2.5 Physical Architecture Diagram
Figure 2.3 depicts a UML deployment diagram for the AM CM. This is representative of a possible solution as individual sites may opt to deploy components differently based on available resources. It is not necessary that all the virtual machines shown in the deployment diagram be deployed on the same physical hardware.
Server virtualization is achieved using a COTS hypervisor running on the server hardware. There is currently a separate VM (Virtual Machine)  for UDDI and another for Messaging. These have been separated out so that no other VMs are impacted when these services are replaced with those provided by NCES (Net Centric Enterprise Services).

Note: NECS is a DoD program managed by DISA that provides IT infrastructure for net centric systems.
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Figure 2.3 Physical Architecture

2.6 Information Assurance/Security
Security and information assurance for NECC is managed by the User Management (UM) CM which provides authentication and authorization services. A variety of security mechanisms are used to cover the various methods of data access and communication. For in depth information that goes beyond the overview provided here please refer to the UM documentation.

The AM CM makes use of DoD Public Key Infrastructure (PKI) by using public key certificates as the primary means to identify users. This is the method used throughout all of NECC. As part of this solution, certificates are installed on each virtual machine that hosts a CP to enable the digital signing of messages and machine to machine authentication through the use of the Transport Layer Security (TLS) protocol.

Web Service security follows NCES guidelines by using digitally-signed SOAP messages containing user identity as well as other security information in a Security Assertion Markup Language (SAML) assertion contained in the message header, allowing the users identity to pass through a chain of web services. 

2.7 Design Issues and Notes
3 External Interfaces
The individual interfaces provided by each service in the Association Manager are summarized in Table 3.1. The services are described in detail in the following sections.

	Service
	Specification Interfaces
	Implementation Interface

	Manage Associations
	

	
	Present Association Data
	CDSA 2.0

	
	Create Association
	CDSA 2.0

	
	Read Association
	CDSA 2.0

	
	Delete Association
	CDSA 2.0

	
	Query Association
	CDSA 2.0

	Manage User Defined Rules
	

	
	Present User Defined Rules
	CDSA 2.0

	
	Create User Defined Rules
	CDSA 2.0

	
	Read User Defined Rules
	CDSA 2.0

	
	Update User Defined Rules
	CDSA 2.0

	
	Delete User Defined Rules
	CDSA 2.0

	Correlate Tracks

(Not Supported in Spiral 2)
	

	
	Present Correlated Track Data
	CDSA 2.0

	
	Create Track Correlation
	CDSA 2.0

	
	Read Track Correlation
	CDSA 2.0

	
	Update Track Correlation
	CDSA 2.0

	
	Delete Track Correlation
	CDSA 2.0

	
	Query Track Correlation
	CDSA 2.0

	Aggregate Tracks

(Not Supported in Spiral 2)
	

	
	Present Track Aggregation Data
	CDSA 2.0

	
	Create Track Aggregation Data
	CDSA 2.0

	
	Read Track Aggregation Data
	CDSA 2.0

	
	Update Track Aggregation Data
	CDSA 2.0

	
	Delete Track Aggregation Data
	CDSA 2.0

	
	Query Track Aggregation Data
	CDSA 2.0


Table 3.1 External Interfaces
3.1 Interface Implementation

The implementation descriptions in the following sections are used to provide requirements traceability. Please refer to the Context Data Source Adapter Specification Version 2.0 for in depth implementation details.
3.2 CDSA 2.0
This interface, depicted in Figure 3.1 is provided to satisfy the requirements for the Manage Associations and Manage User Defined Rules Services defined in the Capability Module Specification, Association Management Spiral 2 document.
The Context Data Source Adapter (CDSA) specification builds on top of Web Service (WS)-Management as a means for providing a set of standardized web service interfaces to manage net-centric data resources in context.  
A Context is a persistent filter that can be named and then referenced in other WS-Management actions such as in enumeration and eventing. It consists of XML-based filtering criteria that are applied to a given set of entities resulting in a subset of that given set of entities. These filtering criteria are based on XPath 2.0, XQuery 1.0, or OGC Filter Encoding.  This provides a mechanism to support long running sessions between CDSA producers and consumers without having to pass the contextual information with each call.  

A CDSA is self-describing by using the WS-Metadata Exchange specification.  This allows the CDSA to return its Web Services Description Language (WSDL) and its Capabilities as metadata through a standardized web service interface. The capabilities are expressed as a DDMS record that contains information such as what data models and filters the CDSA supports.  A client to the CDSA can then use this information to form its context filter and shape the types of transactions it performs with the CDSA.
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Figure 3.1 CDSA 2.0 Interface
3.2.1 Create

This web service operation is an implementation of the Create operation from the WS-Transfer specification and is used to allocate a new resource that is initialized with the data provided in the call. The endpoint reference is returned in the response message.

3.2.2 Put

The Put web service operation provides updated data to a CDSA. It is an implementation of the WS-Transfer Put operation. It provides the ability to update data by providing a replacement representation.  The response will be a success message if the operation succeeded, or, in the case of an error, one of the standard fault codes defined in WS-Addressing. 
3.2.3 Get

The Get web service operation is used to retrieve data from a CDSA. It implements the WS-Transfer Get operation and is used to retrieve a one time snapshot of the desired data.
3.2.4 Delete

The Delete web service operation is an implementation of the WS-Transfer Delete operation and is used to delete data. In the case of an error, one of the standard fault codes defined in WS-Addressing.  
3.2.5 Enumerate

The Enumerate operation supports the establishment of an enumeration context from a data source that represents a logical cursor through a sequence of data items. The consumer passes that context back to the data source as part of the Pull operation in one or a sequence of SOAP messages. It is an implementation of the WS-Enum specification Enumerate operation.

3.2.6 Pull

The Pull operation is used to request a sequence of XML elements in the context of the supplied enumeration (See Enumerate 3.2.5).  Each successive Pull request returns the next n elements from the sequence. When the last element in the enumeration context expires, the enumeration context becomes invalid. This operation is an implementation of the WS-Enum specification Pull operation.
3.2.7 Renew

The Renew operation allows a subscriber to update the expiration for a subscription. The request parameter can be either a date/time or a duration value. The Renew operation is an implementation of the WS-Eventing specifications Renew operation.

3.2.8 Release

The Release operation is an implementation of the WS-Enum specification’s Release operation. Calling the Release operation allows the consumer to release a particular enumeration context, causing the context to become invalid and allowing the CDSA to free up resources allocated to that particular enumeration.
3.2.9 Subscribe

The Subscribe operation is an implementation of the WS-Eventing Specification’s Subscribe operation and is used to subscribe to data begin published by a data source. The request provides subscription request parameters shown in Table 3.2.

	Subscription Parameter
	Description

	EndTo
	The endpoint that should receive a SubscriptionEnd message if the subscription is terminated unexpectedly.

	Delivery Mode
	The delivery mode used for messages sent for this subscription. The default is Push Mode.

	Expires
	Requested expiration time. If this parameter is not present, the request is for an indefinite period of time, and can be terminated using an Unsubscribe request. ( See section 3.1.11)

	Filter Dialect
	Used to indicate the type of filtering. The CDSA supports XPath 2.0, XQuery 1.0 and OGC Filter Encoding.


Table 3.2 Subscription Parameters

3.2.10 Unsubscribe

The subscriber uses the Unsubscribe operation to terminate a subscription. This operation should be used if the initial subscription was set up for an undetermined length of time, or as a way to conserve resources at the publisher if the data being published is no longer needed before the expiration time initially set in the subscription.

3.3 CDSA View

A general purpose CDSA web page will be deployed as part of the SA CM. The web page is able to invoke the functions of the CDSA (Get, Enumerate, and Subscribe) to display XML representation of Track and Overlay data out of the SA CM.

4 Requirements Traceability

Table 4.1lists the requirements for the UDOP CM. Backwards traceability is provided using the “CDP Req. Trace” column. Forward traceability is provided by the Forward Traceability column, which lists the section in this document that contains design details that satisfy the particular requirement it is associated with. Currently, some requirements are not met. There are also requirements contained in Table 6 that are in the process of being further clarified.

	System Requirement 
	 AM CM Requirement Description
	CDP Req Trace
	Service
	Forward Traceability

	1
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force surface units
	4.1.01.01
	CDSA 2.0
	3.2.3 Get

3.2.5 Enumerate

3.2.6 Pull

3.2.9 Subscribe

	2
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force subsurface units
	4.1.01.02
	CDSA 2.0
	3.2.3 Get

3.2.5.Enumerate

3.2.6 Pull

3.2.9 Subscribe

	3
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force air units
	4.1.01.03
	CDSA 2.0
	3.2.3 Get

3.2.5 Enumerate

3.2.6 Pull

3.2.9 Subscribe

	4
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force space units
	4.1.01.04
	CDSA 2.0
	3.2.3 Get

3.2.5 Enumerate

3.2.6 Pull

3.2.9 Subscribe

	5
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force ground units
	4.1.01.05
	CDSA 2.0
	3.2.3 Get

3.2.5 Enumerate

3.2.6 Pull

3.2.9 Subscribe

	6
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force surface units
	4.1.01.06
	CDSA 2.0
	3.3.1 CDSA VIEW

	7
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force subsurface units
	4.1.01.07
	CDSA 2.0
	3.3.1 CDSA VIEW

	8
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force air units
	4.1.01.08
	CDSA 2.0
	3.3.1 CDSA VIEW

	9
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force space units
	4.1.01.09
	CDSA 2.0
	3.3.1 CDSA VIEW

	10
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force ground units
	4.1.01.10
	CDSA 2.0
	3.3.1 CDSA VIEW

	11
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force locations established from tactical data links.
	4.1.01.11
	CDSA 2.0
	3.2.3 Get

3.2.5.Enumerate

3.2.6 Pull

3.2.9 Subscribe

	12
	The Association Management CM shall provide the capability to create an association between friendly force locations and associated amplifying data established from tactical data links.
	4.1.01.11
	CDSA 2.0
	3.2.1 Create

	13
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force locations established from Line-of-Sight/Non-Line-Of-Sight (LOS/NLOS) BLUE Force Tracking devices.
	4.1.01.12
	CDSA 2.0
	3.2.3 Get

3.2.5.Enumerate

3.2.6 Pull

3.2.9 Subscribe

	14
	The Association Management CM shall provide the capability to create an association between friendly force locations and associated amplifying data established from Line-of-Sight/Non-Line-Of-Sight (LOS/NLOS) BLUE Force Tracking devices.
	4.1.01.12
	CDSA 2.0
	3.2.1 Create

	15
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force locations established from unattended ground stations (e.g. Federal Aviation Administration radar).
	4.1.01.13
	CDSA 2.0
	3.2.3 Get

3.2.5 Enumerate

3.2.6 Pull

3.2.9 Subscribe

	16
	The Association Management CM shall provide the capability to create an association between friendly force locations and associated amplifying data established from unattended ground stations (e.g. Federal Aviation Administration radar).
	4.1.01.13
	CDSA 2.0
	3.2.1 Create

	17
	The Association Management CM shall provide the capability to access amplifying data associated with friendly force locations established from broadcast messages.
	4.1.01.14
	CDSA 2.0
	3.2.3 Get

3.2.5.Enumerate

3.2.6 Pull

3.2.9 Subscribe

	18
	The Association Management CM shall provide the capability to create an association between friendly force locations and associated amplifying data established from broadcast messages.
	4.1.01.14
	CDSA 2.0
	3.2.1 Create

	19
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force units established from tactical data links.
	4.1.01.15
	CDSA 2.0
	3.3.1 CDSA VIEW

	20
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force units established from Line-of-Sight/Non-Line-Of-Sight (LOS/NLOS) BLUE Force Tracking devices.
	4.1.01.16
	CDSA 2.0
	3.3.1 CDSA VIEW

	21
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force units established from unattended ground stations (e.g. Federal Aviation Administration radar).
	4.1.01.17
	CDSA 2.0
	3.3.1 CDSA VIEW

	22
	The Association Management CM shall provide the capability to display amplifying data associated with friendly force units established from broadcast messages.
	4.1.01.18
	CDSA 2.0
	3.3.1 CDSA VIEW

	23
	Association Management CM shall provide the capability to create associations’ data with friendly force surface locations.
	4.1.01.00.01, 4.1.01.01
	CDSA 2.0
	3.2.1 Create

	24
	Association Management CM shall provide the capability to update associations’ data with friendly force surface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.2 Put

	25
	Association Management CM shall provide the capability to save associations data with friendly force surface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.1 Create
3.2.2 Put



	26
	Association Management CM shall provide the capability to delete associations’ data with friendly force surface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.4 Delete

	27
	Association Management CM shall provide the capability to create associations’ data with friendly force subsurface locations.
	4.1.01.00.01, 4.1.01.02
	CDSA 2.0
	3.2.1.Create

	28
	Association Management CM shall provide the capability to update associations’ data with friendly force subsurface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.2 Put

	29
	Association Management CM shall provide the capability to save associations data with friendly force subsurface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	30
	Association Management CM shall provide the capability to delete associations’ data with friendly force subsurface locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.4.Delete

	31
	Association Management CM shall provide the capability to create associations’ data with friendly force air locations.
	4.1.01.00.01, 4.1.01.03
	CDSA 2.0
	3.2.1 Create

	32
	Association Management CM shall provide the capability to update associations’ data with friendly force air locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.2 Put

	33
	Association Management CM shall provide the capability to save associations data with friendly force air locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	34
	Association Management CM shall provide the capability to delete associations’ data with friendly force air locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.4.Delete

	35
	Association Management CM shall provide the capability to create associations’ data with friendly force space locations.
	4.1.01.00.01, 4.1.01.04
	CDSA 2.0
	3.2.1 Create

	36
	Association Management CM shall provide the capability to update associations’ data with friendly force space locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.2 Put

	37
	Association Management CM shall provide the capability to save associations data with friendly force space locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	38
	Association Management CM shall provide the capability to delete associations’ data with friendly force space locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.4.Delete

	39
	Association Management CM shall provide the capability to create associations’ data with friendly force ground unit locations.
	4.1.01.00.01, 4.1.01.05
	CDSA 2.0
	3.2.1 Create

	40
	Association Management CM shall provide the capability to update associations’ data with friendly force ground unit locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.2.Put

	41
	Association Management CM shall provide the capability to save associations data with friendly force ground unit locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	42
	Association Management CM shall provide the capability to delete associations’ data with friendly force ground unit locations.
	4.1.01.00.01
	CDSA 2.0
	3.2.4.Delete

	43
	Association Management CM shall provide the capability to aggregate selected friendly force units into succeeding higher echelons. 
	4.1.04.01
	N/A
	Not Supported in Spiral 2


	44
	Association Management CM shall provide the capability to disaggregate selected friendly force units into succeeding lower echelons. 
	4.1.04.01
	N/A
	Not Supported in Spiral 2


	45
	Association Management CM shall provide the capability to aggregate data associated with selected friendly force units being organized into succeeding higher echelons. 
	4.1.04.01
	N/A
	Not Supported in Spiral 2


	46
	Association Management CM shall provide the capability to disaggregate data associated with selected friendly force units being organized into succeeding lower echelons. 
	4.1.04.01
	N/A
	Not Supported in Spiral 2


	47
	Association Management CM shall provide the capability to manually aggregate tracks. 
	4.1.04.00.01
	N/A
	Not Supported in Spiral 2


	48
	Association Management CM shall provide the capability to manually disaggregate tracks. 
	4.1.04.00.01
	N/A
	Not Supported in Spiral 2


	49
	Association Management CM shall provide the capability to automatically aggregate tracks. 
	4.1.04.00.01
	N/A
	Not Supported in Spiral 2


	50
	Association Management CM shall provide the capability to automatically disaggregate tracks. 
	4.1.04.00.01
	N/A
	Not Supported in Spiral 2


	51
	Association Management CM shall provide the capability to manually aggregate tracks with user-defined track properties. 
	4.1.04.00.05
	N/A
	Not Supported in Spiral 2


	52
	Association Management CM shall provide the capability to manually disaggregate tracks with user-defined track properties. 
	4.1.04.00.05
	N/A
	Not Supported in Spiral 2


	53
	Association Management CM shall provide the capability to automatically aggregate tracks with predefined user track properties. 
	4.1.04.00.05
	N/A
	Not Supported in Spiral 2


	54
	Association Management CM shall provide the capability to automatically disaggregate tracks with predefined user track properties. 
	4.1.04.00.05
	N/A
	Not Supported in Spiral 2


	55
	Association Management CM shall provide the capability to automatically create metadata that is associated with aggregated tracks. 
	4.1.04.00.06
	N/A
	Not Supported in Spiral 2


	56
	Association Management CM shall provide the capability to create an association between data and hostile land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1.Create

	57
	Association Management CM shall provide the capability to create an association between data and hostile maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	58
	Association Management CM shall provide the capability to create an association between data and hostile air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1.Create

	59
	Association Management CM shall provide the capability to create an association between data and hostile space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1.Create

	60
	Association Management CM shall provide the capability to create an association between data and neutral land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1.Create

	61
	Association Management CM shall provide the capability to create an association between data and neutral maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	62
	Association Management CM shall provide the capability to create an association between data and neutral air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	63
	Association Management CM shall provide the capability to create an association between data and neutral space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	64
	Association Management CM shall provide the capability to create an association between data and unknown land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	65
	Association Management CM shall provide the capability to create an association between data and unknown maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	66
	Association Management CM shall provide the capability to create an association between data and unknown air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1.Create

	67
	Association Management CM shall provide the capability to create an association between data and unknown space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

	68
	Association Management CM shall provide the capability to update an association between data and hostile land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	69
	Association Management CM shall provide the capability to update an association between data and hostile maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	70
	Association Management CM shall provide the capability to update an association between data and hostile air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2.Put

	71
	Association Management CM shall provide the capability to update an association between data and hostile space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	72
	Association Management CM shall provide the capability to update an association between data and neutral land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	73
	Association Management CM shall provide the capability to update an association between data and neutral maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	74
	Association Management CM shall provide the capability to update an association between data and neutral air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	75
	Association Management CM shall provide the capability to update an association between data and neutral space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	76
	Association Management CM shall provide the capability to update an association between data and unknown land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	77
	Association Management CM shall provide the capability to update an association between data and unknown maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2.Put

	78
	Association Management CM shall provide the capability to update an association between data and unknown air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	79
	Association Management CM shall provide the capability to update an association between data and unknown space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.2 Put

	80
	Association Management CM shall provide the capability to save an association between data and hostile land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	81
	Association Management CM shall provide the capability to save an association between data and hostile maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	82
	Association Management CM shall provide the capability to save an association between data and hostile air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	83
	Association Management CM shall provide the capability to save an association between data and hostile space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	84
	Association Management CM shall provide the capability to save an association between data and neutral land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	85
	Association Management CM shall provide the capability to save an association between data and neutral maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	86
	Association Management CM shall provide the capability to save an association between data and neutral air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	87
	Association Management CM shall provide the capability to save an association between data and neutral space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	88
	Association Management CM shall provide the capability to save an association between data and unknown land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	89
	Association Management CM shall provide the capability to save an association between data and unknown maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	90
	Association Management CM shall provide the capability to save an association between data and unknown air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	91
	Association Management CM shall provide the capability to save an association between data and unknown space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.1 Create

3.2.2 Put



	92
	Association Management CM shall provide the capability to delete an association between data and hostile land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	93
	Association Management CM shall provide the capability to delete an association between data and hostile maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	94
	Association Management CM shall provide the capability to delete an association between data and hostile air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	95
	Association Management CM shall provide the capability to delete an association between data and hostile space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	96
	Association Management CM shall provide the capability to delete an association between data and neutral land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	97
	Association Management CM shall provide the capability to delete an association between data and neutral maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	98
	Association Management CM shall provide the capability to delete an association between data and neutral air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	99
	Association Management CM shall provide the capability to delete an association between data and neutral space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	100
	Association Management CM shall provide the capability to delete an association between data and unknown land force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	101
	Association Management CM shall provide the capability to delete an association between data and unknown maritime force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	102
	Association Management CM shall provide the capability to delete an association between data and unknown air force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	103
	Association Management CM shall provide the capability to delete an association between data and unknown space force locations.
	4.1.05.00.01
	CDSA 2.0
	3.2.4 Delete

	104
	The Association Management CM shall provide the capability to perform federated query against tracks associated data. 
	4.1.13.00.27
	N/A
	Not Supported in Spiral 2


	105
	The Association Management CM shall provide the capability to display the results of a federated query applied against tracks associated data. 
	4.1.13.00.27
	N/A
	Not Supported in Spiral 2


	106
	The Association Management CM shall provide the capability to associate tracks with authoritative data sources. 
	4.1.13.00.34
	CDSA 2.0
	3.2.1 Create

	107
	Association Management CM shall provide the capability to correlate tracks.
	4.1.13.00.37
	N/A
	Not Supported in Spiral 2


	108
	Association Management CM shall provide the capability to display correlated tracks.
	4.1.13.00.37
	CDSA 2.0
	3.3.1 CDSA VIEW

	109
	Association Management CM shall provide the capability to decorrelate tracks.
	4.1.13.00.37
	N/A
	Not Supported in Spiral 2


	110
	Association Management CM shall provide the capability to display decorrelated tracks.
	4.1.13.00.37
	CDSA 2.0
	3.3.1 CDSA VIEW

	111
	Association Management CM shall provide the capability for the user to accept correlated tracks.
	4.1.13.00.38
	N/A
	Not Supported in Spiral 2


	112
	Association Management CM shall provide the capability for the user to decline correlated tracks.
	4.1.13.00.38
	N/A
	Not Supported in Spiral 2


	113
	Association Management CM shall provide the capability for the user to accept decorrelated tracks.
	4.1.13.00.38
	N/A
	Not Supported in Spiral 2


	114
	Association Management CM shall provide the capability for the user to decline decorrelated tracks.
	4.1.13.00.38
	N/A
	Not Supported in Spiral 2


	115
	Association Management CM shall provide the capability to correlate data associated with correlated tracks.
	4.1.13.00.39
	N/A
	Not Supported in Spiral 2


	116
	Association Management CM shall provide the capability to display correlated data associated with correlated tracks.
	4.1.13.00.39
	N/A
	Not Supported in Spiral 2


	117
	Association Management CM shall provide the capability to decorrelate data associated with decorrelated tracks.
	4.1.13.00.39
	N/A
	Not Supported in Spiral 2


	118
	Association Management CM shall provide the capability to display decorrelated data associated with decorrelated tracks.
	4.1.13.00.39
	N/A
	Not Supported in Spiral 2


	119
	The Association Management CM shall provide an HTML or XHTML display of data for each service
	Software Architecture
	CDSA 2.0
	3.3.1 CDSA VIEW

	120
	The Association Management CM shall provide a browser-based client capable of consuming exposed service.
	Software Architecture
	CDSA 2.0
	3.3.1 CDSA VIEW


Table 4.1 Requirements Traceability Matrix

Appendix A Association Document Schema– 

<?xml version="1.0" encoding="UTF-8"?>

<!-- edited with XMLSPY v5 rel. 4 U (http://www.xmlspy.com) by Newton C. Lim (Northrop Grumman I T) -->

<xs:schema targetNamespace="urn:disa:udop.association:1.0:types" xmlns="urn:disa:udop.association:1.0:types" xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">


<xs:element name="Association" type="Association"/>


<xs:complexType name="Association">



<xs:sequence>




<xs:element name="GUID" type="xs:string"/>




<xs:element name="Name" type="xs:string" minOccurs="0"/>




<xs:element name="Description" type="xs:string" minOccurs="0"/>




<xs:element name="Creator" type="AssociationDetails"/>




<xs:element name="Parent" type="AssociationDetails"/>




<xs:element name="Child" type="AssociationDetails" maxOccurs="unbounded"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="AssociationDetails">



<xs:sequence>




<xs:element name="GUID" type="xs:string">





<xs:annotation>






<xs:documentation>The GUID so this assocation can be referanced at a later date</xs:documentation>





</xs:annotation>




</xs:element>




<xs:element name="Name" type="xs:string" minOccurs="0"/>




<xs:element name="Description" type="xs:string" minOccurs="0"/>




<xs:element name="Nationality" type="xs:string" minOccurs="0"/>




<xs:element name="Keywords" type="xs:token" minOccurs="0"/>




<xs:element name="LastModifiedBy" type="xs:string" minOccurs="0"/>




<xs:element name="LastModifiedTime" type="xs:dateTime" minOccurs="0"/>




<xs:element name="CreatorID" type="xs:string" minOccurs="0"/>




<xs:element name="CreatationDate" type="xs:dateTime" minOccurs="0"/>




<xs:element name="DeletionDate" type="xs:dateTime" minOccurs="0">





<xs:annotation>






<xs:documentation>This is the date when this Association is no longer valid and it becomes eligible for automatic deletion.</xs:documentation>





</xs:annotation>




</xs:element>




<xs:element name="StartDate" type="xs:dateTime" minOccurs="0"/>




<xs:element name="EndDate" type="xs:dateTime" minOccurs="0"/>




<xs:element name="AssociationData" type="AssociationData" minOccurs="0"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="WebServiceCall">



<xs:annotation>




<xs:documentation>





This type of web service call represents a call that follows the following pattern: 
 





result = webService.call(arguments); 




</xs:documentation>



</xs:annotation>



<xs:sequence>




<xs:element name="ConnectionEndPoint" type="xs:string"/>




<xs:element name="MethodName" type="QName"/>




<xs:element name="Parameter" type="WebServiceParameter" maxOccurs="unbounded"/>




<xs:element name="ReturnType" type="QName"/>




<xs:element name="OperationStyle" type="xs:string"/>




<xs:element name="SOAPActionURI" type="xs:string"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="WebServiceDeferredResponse">



<xs:annotation>




<xs:documentation>






This type of web service call represents a call that follows the following pattern: 





key = webService.call(arguments);  





result = webService.getResult(key);




</xs:documentation>



</xs:annotation>



<xs:complexContent>




<xs:extension base="WebServiceCall">





<xs:sequence>






<xs:element name="Result" type="WebServiceCall"/>





</xs:sequence>




</xs:extension>



</xs:complexContent>


</xs:complexType>


<xs:complexType name="WebServiceDeferredPartialResponse">



<xs:annotation>




<xs:documentation>





    This type of web service call represents a call that follows the following pattern:




    key = webService.call(arguments); 





do{






result = webService.getResult(key);






processResult(result);





}while(result != null);

 


</xs:documentation>



</xs:annotation>



<xs:complexContent>




<xs:extension base="WebServiceDeferredResponse"/>



</xs:complexContent>


</xs:complexType>


<xs:complexType name="WebServiceDeferredGuardedResponse">



<xs:annotation>




<xs:documentation>





    This type of web service call represents a call that follows the following pattern:




    key = webService.call(arguments); 




    while(webService.guard(key)){






result = webService.getResult(keys);






processResult(result);





};

 


</xs:documentation>



</xs:annotation>



<xs:complexContent>




<xs:extension base="WebServiceDeferredResponse">





<xs:sequence>






<xs:element name="Guard" type="WebServiceCall"/>





</xs:sequence>




</xs:extension>



</xs:complexContent>


</xs:complexType>


<xs:complexType name="WebServiceParameter">



<xs:sequence>




<xs:element name="Name" type="xs:string"/>




<xs:element name="QName" type="QName"/>




<xs:element name="Mode" type="ParameterMode"/>




<xs:element name="Value" type="xs:string"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="QName">



<xs:sequence>




<xs:element name="NamespaceURI" type="xs:anyURI"/>




<xs:element name="LocalPart" type="xs:string"/>



</xs:sequence>


</xs:complexType>


<xs:simpleType name="ParameterMode">



<xs:restriction base="xs:token">




<xs:enumeration value="IN"/>




<xs:enumeration value="INOUT"/>




<xs:enumeration value="OUT"/>



</xs:restriction>


</xs:simpleType>


<xs:complexType name="MimeType">



<xs:sequence>




<xs:element name="Type" type="xs:string"/>




<xs:element name="DataContentHandlerClass" type="xs:string" minOccurs="0"/>



</xs:sequence>


</xs:complexType>


<xs:complexType name="AssociationData">



<xs:sequence>




<xs:element name="MimeType" type="MimeType" minOccurs="0"/>




<xs:choice>





<xs:element name="Object" type="xs:base64Binary"/>





<xs:element name="URL" type="xs:string"/>





<xs:element name="WebServiceCall" type="WebServiceCall"/>





<xs:element name="ForeignKey" type="xs:string"/>




</xs:choice>



</xs:sequence>


</xs:complexType>

</xs:schema>

� EMBED StaticEnhancedMetafile  ���








_1277817962.bin

