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1. IDIQ Overview

The primary objective of this Indefinite Delivery/Indefinite Quantity (IDIQ) is to provide Federal Student Aid’s (FSA) Financial Management System (FMS) division long-term assistance with its IT Financial Systems.  This long-term FMS assistance will consist of task order projects within the following 4 Phases/Contract Line Items Numbers (CLINs):

1. Transition of Operations

2. Operations and Management Services

3. Security Services

4. Development Services

Specific tasks, objectives, performance measurements, and performance targets will be detailed in Task Orders issued under this IDIQ.  The activities under this IDIQ are primarily in support of the Department of Education’s Strategic Plan (http://www.ed.gov/about/reports/strat/plan2007-12/2007-plan.pdf), specifically, cross-goal objective 1, “Maintain and Strengthen financial integrity and management and internal controls,” and FSA’s FY 2006 Five-Year Plan (http://thestartingline.ed.gov/analysis/ped/ped/products/FSAfiveyearplan.pdf) and core objectives including the following:

· Integrate Federal Student Aid systems and provide new technology solutions

· Improve program integrity to facilitate access to postsecondary education

· Reduce vulnerability of the federal student financial assistance programs to fraud, waste, abuse and mismanagement

· Reduce program administration costs

· Improve products and services to provide better customer service

FMS Area Objectives

Transition of Operations

· Maintain continuity/stability of production environment while assuming responsibility for Operations 

· Establish proficiency in application security, operations management, application maintenance, help desk operations, and application development

· Gain mastery of operational processes related to monthly & fiscal year-end close

Operations and Management Services

· Monitor daily FMS Operations activity

· Perform daily application maintenance

· Coordinate all changes, including those originating from Security, Development, and external task orders

· Perform core DBA activities, including cloning, application of patches, and performance monitoring

Security Services

· Enforce Department of Education and Federal Student Aid IT security & privacy policies

· Enforce compliance with security clearance procedures

· Follow agency established best practices for system security

· Assess security implications of planned system and procedural changes

· Approve FMS system access, review access points and recommend changes to Operations and Development areas

Development Services

· Support FSA acquisition strategies, including all upgrades to FMS and related applications

· Follow FSA Change Management procedures

· Source and manage development resources, project plans, stakeholders, throughout the development lifecycle

2. About FSA

Federal Student Aid, an office of the U.S. Department of Education, plays a central and essential role in America's postsecondary education community.

Federal Student Aid's core mission is to ensure that all eligible Americans can benefit from federal financial assistance including grants, loans and a work-study program for education beyond high school.  Theses programs, commonly known as the Title IV programs, including the Federal Work-Study (FWS) Program, comprise the nation's largest source of student aid.  The loan programs include the William D. Ford Federal Direct Loan (Direct Loan) Program, the Federal Family Education Loan (FFEL) Program, and the Federal Perkins Loan Program.  Grant programs include the Federal Pell Grant Program, the Federal Supplemental Educational Opportunity Grant (FSEOG) Program, the Academic Competitiveness Grant (ACG) Program, the National Science and Mathematics Access to Retain Talent Grant (National SMART Grant), the TEACH Grant Program, the Leveraging Educational Assistance Partnership (LEAP) Program, and the Special Leveraging Educational Assistance Partnership (SLEAP) Program.

These programs provide a total of approximately $83 billion in new aid to more than ten million postsecondary students in FY 2007.  In addition to managing these programs, FSA directly manages or oversees approximately $500 billion in outstanding loans representing almost 29 million borrowers.

FSA has a staff of 1,026 augmented by many support contractors who provide outsourced business operations.  Together, these staff and contractors operate and maintain the many systems and processes used by FSA to manage the federal student aid programs.

3. Current State of FMS

FSA FMS supports FSA Chief Financial Officer (CFO) directive to account for all FSA program transactions (e.g., FFEL, Pell, Direct Loan, etc.), perform funds checking, and support the Department of Education’s financial statements.  FMS is the single point of institutional financial information for FSA, integrating data from several sources.  This includes transactions both from the FSA feeder systems such as eCampus Based (eCB), Common Origination and Disbursement (COD), as well as from the Department’s Education Central Automated Processing System (EDCAPS), which includes, among other systems, the Grants Administration Payment System (GAPS) and Financial Management System Software (FMSS).  Accordingly, FMS provides consolidated data to support key management analysis and is the only place within the Department of Education to obtain a comprehensive financial picture of a school across all FSA programs.  In addition, FMS provides a front-end structure to support the operations of various FSA programs (e.g. FFEL GA, LEAP/SLEAP, and FFEL Lender) through data input forms and processes.

The following subsections provide a general overview of the FMS system including custom extensions and interfaces.  Listed below are the FMS functionalities detailed in the following sub-sections:

· FMS Application Structure

· Lender Application Process (LAP) and Lender Reporting System (LaRS)

· Federal Family Education Loan (FFEL) Guaranty Agency (GA)

· Leveraging Educational Assistance Partnership (LEAP)/ Special Leveraging Educational Assistance Partnership (SLEAP)

· Common Origination and Disbursement (COD)

· eCampus Based (eCB) Partner Systems

· Common Services for Borrowers (CSB)

· Direct Loan Servicing (DLS)

· Conditional Disability Discharge Tracking System (CDDT)

· Debt Management and Collection Systems (DMCS)

· Loan Consolidation (LC)

· Non-Default Perkins

· Splitter

· Automated Budget Entry (ABE)

· FMS to FMSS Oracle Financials Interface

· FSA FMS Reconciliation Workbench

· FSA CheckFree

· Applimation

The assessment of each system includes the overall system flow and supporting descriptive text.  On the system flows, systems and programs are represented within boxes and data flows are represented by arrows connecting the systems and programs.  “Swim lanes” represent the ownership of the system and/or data.  The supporting text for each flow includes an overview of the program being discussed followed by a description of the key movement and characteristics of data managed by the system.

3.1 FMS Application Structure

FSA FMS Multi-Org Structure

The various FSA programs are supported within FMS by Oracle’s sub-ledger multi-org structure.  Multi-org allows multiple operating units to operate in the same Oracle Applications environment.  Each FSA program has its own operating unit, which ties back to a single legal entity, set of books, and business group allowing for data segregation and security.  The multi-org structure as of January 1, 2008 is illustrated below in Figure 1.
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Note : SFA FMS name in org is the physical name of the org structure in the FMS database and reflect FSA’s legacy name.

Figure 1 – FSA FMS Multi-Org Structure
FSA FMS Account Classification Code Structure

The FSA FMS set of books in FMS includes a 15-segment account classification code structure (ACCS) shown in Table 1 below.  The FSA CFO ACCS contains additional segments that are not included in the ED CFO ACCS.  These additional segments enable FSA to report on school balances (Institution) and by combination of program and the type of loan (Source Code and Loan/Grant Type).  FMS sends GL summary data to the Department’s FMSS financial system using a consolidation mapping process (this process is detailed in the FMS to FMSS subsection).  Segments included in the ED CFO set of books are indicated in Table 1.
	Segment Name
	FSA Segment #
	FSA Segment Size
	ED CFO Segment #
	ED CFO Segment Size

	Fund*
	1
	7
	1
	9

	Fund Category
	2
	1
	2
	1

	Segment Name
	FSA Segment #
	FSA Segment Size
	ED CFO Segment #
	ED CFO Segment Size

	Budget Fiscal Year*
	3
	2
	3
	4

	Account
	4
	6
	4
	6

	Organization
	5
	8
	5
	8

	Limitation
	6
	3
	6
	3

	Object Class
	7
	5
	7
	5

	Activity
	8
	3
	9
	3

	CFDA
	9
	3
	10
	3

	Cohort Year*
	10
	2
	12
	4

	Sector
	11
	1
	11
	1

	Source Code
	12
	2
	N/A
	N/A

	Cost Code
	13
	4
	N/A
	N/A

	Institution
	14
	11
	N/A
	N/A

	Loan/Grant Type
	15
	2
	N/A
	N/A

	FCL (Fund Check Level)
	N/A
	N/A
	8
	5

	Future Use 1
	N/A
	N/A
	13
	6

	Future Use 1
	N/A
	N/A
	14
	6


*Note:  Segment values size differentiates between FSA and ED CFO charts because of 2 versus 4 character year format.

Table 1 – FSA/ED CFO ACCS

FSA Segment Name Descriptions

Fund – The Fund value is the Treasury Fund Account Symbol (TFAS) paired with fiscal year indicating the initial year of the appropriation or the year in which funds originally become available (Year of appropriation / enactment).

Fund Category - The Category code is a one position alphanumeric field and identifies the apportionment category, i.e. category A, category B, exempt from apportionment, etc.  This segment permits the system to accommodate those funds that contain multiple apportionment categories and streamlines the processing of apportionment transactions (SF132).

Budget Fiscal Year – The Budget Fiscal Year indicates the fiscal year in which the planned budget is executed (Year of apportionment / execution).

Account - The Account represents the USSFL Treasury 4-numeric account paired with an agency-owned 2-digits sub-account.

Organization – The Organization represents US Department of Education’s internal organization structure.

Limitation – The Limitation is the first three positions of the current project code.  Maintaining the limitation as a separate data element from the rest of the current project code reduces table maintenance by allowing a new limitation to be added without requiring the establishment of a new code for each limitation/CFDA/Activity combination.

Object Class – The Object Class is required for the Federal expense categories. The object class is a method of classifying obligations and expenditures according to the nature of the service or articles procured.

Activity – The Activity code supports the activity based budgeting model and performance measurement.  This is assigned to identify crosscutting activities to track.

CFDA – The Catalog of Federal Domestic Assistance (CFDA) represent positions 4 through 6 of the project code for program accounts.  Maintaining this as a separate data element streamlines maintenance in a manner similar to that described for the limitation code.

Cohort Year – The Cohort Year is required for credit reform.  Defined as the year in which the original loan was first disbursed (obligated), subsidy estimate and re-estimates calculations required for credit reform use cohort year to determine risk calculations.

Sector - The Sector code is a one position alphanumeric field used to distinguish governmental verses non-governmental transactions.  

Source Code – The Source Code identifies the major education source systems (e.g. Direct Loan, FFEL Loans, CBS, LEAPP, Pell).  

Cost Code – The Cost Code is an identifier supporting FSA’s activity based costing.

Institution – The Institution code is a unique ID for external parties such as Schools and Financial Partners.

Loan/Grant Type – The Loan/ Grant Type identifier indicates type of Loan or Grant (e.g., Direct Subsidized Loan, Direct Unsubsidized Loan, Direct PLUS Loan, Direct Consolidation Loan, FFEL Stafford Loans, FFEL Unsubsidized Stafford Loans, Perkins Loans, Pell Grants, SEOG Grants, etc.)  This code concatenates actual loan type code and risk category for credit reform reporting.

· NOTE:Additional details of the ACCS structure are documented in Appendix G, FMS Segment CVR Process, included with this solicitation.  In addition, a number of functions enhancing the overall functionality of FMS is detailed in Appendix R, FMS Design Documentation, included the system security processes, Vendor/IPM interface process, Metrics processing and tracking, and data verification and integrity.

3.2 FSA FMS Process Flow

The following diagram provides an overall view of FMS and how it interacts with the various partner systems housing FSA programs.  Currently, FMS consists of 3 integrated modules (AP, AR, GL) and multiple custom extensions supporting FSA reporting and work processes in an Oracle 11.5.10 (11i) application environment.  Detailed descriptions of each program can be found on subsequent pages.

Figure 2 illustrates at a high level an overview of FMS Oracle modules and related partner systems and custom applications.
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Figure 2 – Overview of FSA FMS

3.3 LAP/LaRS

The LAP and LaRS Applications (Extensions) were developed under the Lender Payment Process Redesign initiative.  The purpose of this initiative was to provide lenders with the ability to enroll in the FFEL program and submit their quarterly report(s) over the Web or via file transfer, thus eliminating paper processing.  These two applications support both payments and collections and are integrated into FSA's FMS, the centralized system for processing all FSA lender financial transactions.  Through this integrated system, 3,500 lenders receive Federal dollars in a more efficient manner.  Figure 3 depicts the system flow for the LAP/LaRS applications.
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Figure 3 – LAP/LaRS System Flow

The LAP application is accessible via the Financial Partners (FP) portal and enables lenders and servicers to enroll in the FFEL program.  A custom alert is sent to the lender when the lender number (LID) is initially assigned and activated.  The LAP/LaRS conversion program extracts enrollment and demographic data for approved lenders and servicers from the LAP schema tables for use by the LaRS application.  This conversion takes place daily within the FMS Oracle environment using custom build programs.

On a quarterly basis, lenders submit the Lender’s Interest and Special Allowance Request and Report to the Department to report loan origination, lender fees, and excess interest related to the disbursement of new FFEL program loans, claims for interest and special allowance benefits for eligible loans and portfolio data for all loans held by their institution. Lenders must submit a form within 90 days of the end of the quarter. Lenders can submit the form online via LaRS, electronically via the Student Aid Internet Gateway (SAIG) mailbox, or a paper form via mail.  

The lender enters data on to the LaRS online forms. The form consists of five parts. 

· Part one contains the information on loans originated.  From this LaRS calculates the loan origination and lender loan fees due to the Department of Education.

· Part two contains the interest activity or adjustments for Federal Stafford (subsidized) loans in an in-school, grace, or authorized deferment status, and for Federal Consolidation/underlying loans in a period of authorized deferment.

· Part three contains the bills to the Department for special allowance payments. The lender must separate the loans according to loan type, applicable interest rate, and special allowance category, and provide the sum of the average daily balances for each loan within these groupings.  Based on the calculations, the lender may be subject to excess interest liabilities.

· Part four contains any changes in the principal amount for FFEL loans held by the lender during the quarter. This part provides a summary of the institution’s loan portfolio, which is used to verify the completeness and accuracy of the information provided in other parts of the form.

· Part five contains the status of its FFEL loans at the end of the quarter. In this part, loans are sorted by their status into three categories: loans for which the borrower is in school or in a grace period, loans in authorized deferment, and loans in repayment.

Payment Data

Once the invoice is accepted, if the net amount is a payable, the invoices are created, batched, and designated as “paid” in FMS Accounts Payable (AP) for LaRS transactions.  Once approved, these payment records are available in FMS Federal Administrator module awaiting confirmation from Treasury.  In addition, File Transfer Protocol (FTP) transfers these payment batches to the shared network for review/certification by OCFO.  OCFO then sends these files to Treasury for payment.  Once payments are reported on the Treasury’s Government On-Line Accounting Link Information Access System (GOALS), they are manually confirmed in the FMS Federal Administrator module.  Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS General Ledger (GL).  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments.  A custom alert (e-mail with attachment) is created and sent to lenders detailing their payment.  There currently is a process to manually offset a receivable against a payment.  However, this is done on a limited basis. If an offset has taken place, the e-mail reflects the offset as a separate line item. 

Collection Data

In addition to payments, LaRS also processes collection transactions (Consolidation Loan Rebate Fees (CLRF) and lender fees).  Collections are processed via two payment methods:

· Paper checks - Processed by US Bank and included in the collections interface file which updates FMS Accounts Receivable (AR).  A daily collections interface file is provided by US Bank. The file is placed on FSA’s SAIG mailbox and the collections are loaded into FMS AR via EAI on a daily basis.  The Federal Reserve Bank (FRB), Cleveland, reports these collections to CA$HLINK, a Department of Treasury system that receives deposit information and provides Federal agencies with information to verify deposits.

· Electronic - Received by FMS via the Lender (LaRS) and CLRF Remittance Fees and processed via XML/Web-services by US Treasury’s Pay.gov and sent to FMS AR.

FRB forwards a daily copy of each deposit ticket or debit voucher along with copies of the check and attached correspondence.  Each deposit batch is reviewed for errors or problems and prepared for scanning.  In addition, FSA receives a daily ACH report from Pay.Gov that provides the electronic lockbox totals.  This report is used for reconciliation with transactions in FMS.  

Account Mapping/Bridge Programs

The Bridge Program maps the data to the FMS item number (transaction type) for the Account Mapping Program. The Account Mapping Program maps the transaction type to the ACCS and Oracle transaction code.  The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed.   

GL Data

GL data is provided from FSA FMS to the Department for recording in the FMSS General Ledger.  More detail on the operations of the FMS to FMSS Oracle Financials Interface can be found in subsequent section.

Vendor/Customer Updates

The custom LaRS Vendor/Customer Interface program pulls new records and record updates from the LaRS vendor tables to the FMS AP vendor tables on a nightly basis.  The custom program then loads the FMS AR customer tables based on the new or updated vendor information.  Once the vendor and customer records have been updated in FMS, custom Oracle vendor/customer cross reference tables are populated.  In addition, manual updates to the vendor/customer data are made by FSA, if requested by the lender.

LaRS and External Systems

LaRS data is fed from FMS to the following: 

· FP Data Mart – The FP Data Mart serves as a data warehousing function for the FFEL Lender program. Lender-related data is sent from FMS to the Data Mart on a monthly basis. The information is first sent to the Informatica application, which formats it and then sends it to the Data Mart.  

· National Student Loan Data System (NSLDS) - A flat file is sent to NSLDS for processing on the 15th day of the first month after the quarter ends. This flat file, transferred via file transfer, contains special allowance and interest benefit information.

· Postsecondary Education Participants System (PEPS) - Two separate files are sent to PEPS on a weekly basis for processing. One file contains basic lender information such as the lender’s name, address and other identifying demographic information. The other file contains critical lender portfolio data, such as the lender’s number, call report loan type, and call report bill period.

· Note: Additional details of the Lender FMS functionality are documentedAppendix F, LaRS FMS handbook, and Appendix R, FMS design documentation, included with this solicitation.

.

3.4 FFEL GA- Form 2000

Under the FFEL Program, a private lender (bank, credit union, or other lender that participates in the FFEL Program) issues loans to students.  The GA is the organization that acts as an intermediary between the Department and the lenders and administers the FFEL Program in each state. Figure 4 depicts the system flow for the FFEL GA Program.
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Figure 4 – FFEL GA System Flow

Currently, there are 36 active guaranty agencies. One Guaranty agency also has a Voluntary Flexible Agreement (VFA) with the Department. The 1998 Amendments of the Higher Education Act (HEA) authorized the Secretary of Education to enter into VFAs with individual guaranty agencies. Each VFA provides the guaranty agency flexibility to implement new business practices by waiving or modifying some of the requirements established under federal regulations that apply to other guaranty agencies. Each VFA is designed to improve the efficiency of collections and shift incentives from back-end (i.e., defaulted loan collections) to the front-end (i.e., avoiding default altogether).

Guaranty agencies use the Guaranty Agency Financial Report (GAFR), Form 2000 (OMB form designation, ED-2000), an extension of the FMS Oracle Financials application, which provides for web entry and electronically via the Student Aid Internet Gateway (SAIG) mailbox to guaranty agencies. Using the Form 2000, GAs submit data, which is used to request payments from, and make payments to, the Department of Education under the FFEL program.  All GAs submit their summary financial data through the FMS extension, which include requests for reinsurance payments and remittance of collections the GA has received on behalf of the Department. The Department also uses this information to monitor the guaranty agency’s financial status, including activities concerning its federal fund, operating fund and the guaranty agency’s restricted account.  VFA weekly reinsurance requests and monthly/quarterly/annual performance-based fees are another custom extension within the FMS Oracle Financials application. These applications are only accessible by the VFA guaranty agencies.  In addition to Form 2000, a Monthly GA Supplemental Form is used to request supplemental payments as mandated in Federal statutes. 

GAs are required to submit the Form 2000 on a monthly, quarterly and annual basis.  The GAs can either send a file or enter the transactions manually into the GAFR.  The FMS interface includes both the GL and AP open interfaces. FMS accounting is assigned to GA transactions via the custom FMS Account Mapping form. The GAs also transfers their detail loan data to the NSLDS via a separate feed.

Once the account mapping and custom validations are applied in the FSA staging area, the accounting data is subject to the splitter process (detailed in the splitter section) for allocation into the FMS AP and GL modules. The initial split is performed by FSA based on the fund, limitation and object class segment. The split percentages are stored in the custom “Splitter Allocation” table, which is maintained in FMSS by the Department’s Budget Service group and provided to FSA.

Invoice Data 

Invoicing and payment data for Account Maintenance Fees (AMF) are received from NLSDS on an annual basis and Loan Processing and Issuance Fees (LPIF) are received from NSLDS on a quarterly basis. The Bridge Program maps the data to the FMS item number (transaction type) for the Account Mapping Program. The Account Mapping Program maps the transaction type to the ACCS and Oracle transaction code.  The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed.    

After this interim processing occurs in the staging area, the data is transferred to the FMS AP module for creation of invoices and payment batches. The approved invoice details are transferred to the FMS GL via the standard Oracle interface. 

Payment/Confirmation Data 

The payment batches are created, built, formatted, and confirmed within FMS AP.  The confirmed payment records are then available in the FMS Federal Administrator module awaiting final confirmation from the Treasury. In addition, these payment batches are transferred (FTPed) to the shared network for review/certification by OCFO. OCFO then sends these files to Treasury for payment. Once payments are reported on the Treasury’s GOALS they are confirmed in the FMS Federal Administrator module. Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments.

In the event that a GA owes money to FSA, a Credit Memo is created in FMS AP, instead of an invoice in AR and the GAs next payment amount is adjusted.  However, the GAs do have an option to submit a payment for the owed amount rather than having an adjustment applied. This event occurs on a monthly basis for the one that receive weekly reinsurance payments (through the VFA program).

GL Data 

A summary of GA activity is sent to the FMSS GL via the FMS to FMSS interface on a daily basis.   Further details of this process and the splitter process can be found in subsequent sections of this document.  

FMS provides the GAs with a monthly Statement of Account (SOA). The SOA includes balances due to the Department or GA, trigger rate information and other financial information. The custom SOA table in FMS is populated with approved invoice data based on data submitted by the GAs. All GA reports use the SOA table and can be accessed via Forms 2000 (an extension of Oracle Financials application) and/or GA specific responsibilities in FMS Oracle Financials. In addition, GAs (VFAs) also receive weekly reports and detail reports performance based fees (PBF) monthly, quarterly and yearly basis from FMS.

· Note: Additional details of the FFEL GA FMS functionality are documented inAppenidix F, GA FMS Handbook, and Appendix R, GA design documents, included with this solicitation.

3.5 LEAP/SLEAP

The LEAP program provides grants to states/territories to assist them in providing need based grant and work study assistance to eligible post-secondary students.  States/territories must administer the program, which is dictated by the governor’s state appointee. Certain criteria must be met in order to participate in the program.  At a minimum, states/territories must match LEAP grants dollar for dollar with state allocated funds for this specific purpose.  If a state/territory does not use the entire award granted to them by the Department, the excess funds are provided to other states in the same proportion as the original distribution.

The SLEAP program is an additional component of the LEAP program.  SLEAP provides incentive grants to states/territories to assist them in providing grants, scholarships and community service work-study assistance to eligible postsecondary students.  States/territories must participate in the LEAP program in order to participate in the SLEAP program.  At a minimum, states/territories must spend two dollars of state allocated funds for every Federal dollar received for this program.  Figure 5 depicts the system flow for the LEAP/SLEAP application.
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Figure 5 – LEAP/SLEAP Application Flow

LEAP/SLEAP web input forms are available to the states/territories to apply for funding and report their performance under the LEAP/SLEAP programs. The web input forms are an extension to FMS specifically for the LEAP/SLEAP programs.  These forms are used to enter application (FORM 1288), reallocation, and performance reporting data.  A series of specialized processes use the LEAP/SLEAP data to calculate anticipated awards, actual awards and award notification within FMS.  Validations also are built into the web input forms.  

The LEAP/SLEAP application was available to states/territories to use for data entry; however, the states/territories found the forms cumbersome to complete and the system to be slow.  FSA agreed to allow them to submit their information via the Microsoft Excel spreadsheet – all are currently using this method rather than the LEAP/SLEAP web entry forms.  The application (FORM 1288), reallocation and performance reporting data on the spreadsheet is manually entered by the FSA program office directly on the LEAP/SLEAP web input forms.  

Once the processes to calculate LEAP/SLEAP data within FMS are complete, the data is manually entered by FSA into the GAPS for each state/territory.  There is no automated process to transfer the data from FMS to GAPS, primarily due to the low data volume.

Once the award data is entered in GAPS, states/territories may obtain (drawdown) their LEAP/SLEAP program funds through GAPS.  Transactional data is provided to FMSS Oracle Financials by the GAPS to FMSS Oracle Financials interface on a daily basis.  FMS receives data from GAPS regarding state/territory LEAP/SLEAP transactions via the Interim Payment Process (IPP) program.  

Vendor Updates

The states/territories submit vendor updates on the web input forms or Excel spreadsheets, which are used to manually update the vendor data in FMS AP module.  These updates occur using the LEAP/SLEAP Directories Maintenance Form, which allows the modification of vendor contact information.  An Oracle Alert uploads the information into the contacts area of the vendor tables within FMS AP module.

Budget Updates

Budget Service manually updates the funding amounts for the LEAP/SLEAP program in the FMS GL using the funding data from the Department’s Federal Administrator.  This data is updated in the LEAP/SLEAP application.  This data is used for funding purposes and compared against the data that is submitted on the Microsoft Excel Spreadsheets.

· Note: Additional details of the LEAP/SLEAP FMS functionality are documented in Appendix R, Leap_Sleap Design and GAPS Design Documentation, included with this soliciation.

3.6 COD Partner System Interface

The COD processes Direct Loan, Pell Grants, Academic Competitiveness Grants (ACG), National SMART (SMART) Grants, and TEACH grants financial aid data. Pell, ACG, National SMART, and TEACH grants (if requirements observed) do not have to be repaid to the Department.  These grants are awarded to undergraduate students based on the student’s ability to meet certain eligibility requirements. A Direct Loan is financial aid provided directly from the Department, issued to students through a school, which must be repaid. There are two main types of Direct Loans: Stafford Loans (loans to students) and PLUS Loans (loans to parents). While eligibility and loan amounts for Direct Loans are identical to FFEL, processing methods and repayment options differ.  Figure 6 depicts the system flow for the COD system.
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Figure 6 – COD System Flow

COD was implemented in April 2002 and replaced the origination and disbursement processes previously performed by the Pell Recipient Financial Management System (RFMS) and the Direct Loan Origination System (DLOS). COD disbursements are processed by the IPP program in FMS, which transmits payment requests from schools to be paid from GAPS.

Schools may submit Grant and Direct Loan origination and disbursement data to COD by sending batches via the Enterprise Architecture Integration (EAI) bus or the COD website. This data is transmitted to FMS in batch processes through a custom Account Mapping/Bridge program that validates and loads the data into custom COD staging tables. (It was decided to pull the COD transactions twice daily, instead of automatically loading them, in order to allow for control and reconciliation). The Bridge program maps the data to the FMS item number (transaction type) for the Account Mapping program. The Account Mapping program maps the transaction type to the ACCS and Oracle transaction code. The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed.  This data is then loaded into the FMS GL and AP interface tables and the standard Oracle import processes are initiated.  

Payment Data

The standard Invoice Import process loads the AP transactions into FMS AP. As these invoices will eventually be paid out of GAPS (and not FMS), a custom Oracle AutoPayment program is run to mark the invoices as ‘paid’. Next, the payment batch-formatting program generates a payment batch and calls the custom IPP program. The IPP program generates a payment batch file and sends it to GAPS for processing. These transactions are tagged with two unique identifiers (Trans ID and GAPS Trans ID) to allow tracking between COD, FMS, and GAPS.

Confirmation Data

Upon receipt of the file, GAPS generates a payment file with a sequential disbursement number and forwards it to the Federal Reserve Bank (FRB) for payment to schools. FRB then notifies Treasury of the monies that were paid. Typically, a payment will be confirmed by US Treasury within two to three business days. Information on the payment confirmation will be available in GOALS for users to print/download. These payments are then manually confirmed in GAPS. 

GL Data

For the GL transactions, the standard Oracle Journal Import loads the data into FMS GL. This Journal Import process includes posting to memo accounts (the memo accounts are reversed and the correct account posting occurs in a separate process described below). After the GL Journal Import process is complete, the custom IPP program generates a batch file and sends that file to GAPS for processing, through the IPP program Staging tables. Note: As FMS posts Journals nightly, the transactions are sent to GAPS prior to posting to GL. These transactions are tagged with an identifier to allow tracking from FMS GL to GAPS. The GL transactions included in this process are: obligations, adjustments, de-obligations, refunds, and Pell Expense transactions. 

Award Balance Adjustment Data

In certain instances, a Pell transaction may error out during processing in GAPS and requires a manual adjustment to correct the problem and to remove the transaction from the GAPS error file. The Pell Program Office manually creates a ‘DOS file’ (using Notepad) for loading directly into GAPS. This file includes pairs of obligation transactions that will move award balances in GAPS, thereby fixing the previously sent transaction.

Vendor Data

FMS contains a custom crosswalk table that includes all vendors (i.e., institutions) and is used to link the various feeder system vendor ids to the FMS Institution ID.  PEPS, used by COD, is a database that stores demographic information on eligible schools. Schools are able to update their information, when appropriate, using the PEPS website. A custom process then loads this data into the custom crosswalk table and standard Oracle Vendor tables. In addition, some vendor information comes directly from COD and is loaded into the custom crosswalk table and the standard Oracle Vendor tables.

Award and Acknowledgement Data

Certain data in GAPS must be returned to FMS and COD for reconciliation and reporting. The Common Output File is sent from GAPS daily and includes the previous days’ activity for all FSA transactions, regardless of where they originated (i.e., GAPS or FSA feeders). These transactions flow through FMS via the IPP program staging tables before reaching COD. This data is loaded into the FMS GL interface table and the standard Oracle Journal Import process is initiated. Certain transactions (such as payment acknowledgements or drawdowns) are posted to the FMS GL. Other transactions (such as errors or Data Universal Numbering System (DUNS) number updates) do not post to the FMS GL and simply flow through FMS to COD for further processing. As part of this process, the data is posted to the corresponding ACCS and GL accounts and the memo accounts are reversed.

Acknowledgment data includes recognition of obligations, de-obligations, and payments. Award data includes transactions that originated in GAPS for that award such as a drawdown, refund, or an FRB return.

· Note: Additional details of the COD/FMS functionality are documented in Appendix F, COD FMS handbook, and Appendix R, COD Design Documentation and GAPS Design Documentation, included with this solicitation.

3.7 e-Campus-Based (eCB)Partner System Interface

The eCampus-Based program provides schools with funding from the federal government. These funds are administered by the financial aid office at participating schools for the following three student programs:

•
Federal Supplemental Educational Opportunity Grant (FSEOG) – Grants

•
Federal Work-Study Program – Jobs

•
Federal Perkins Loan Program – Low Interest Loans

Figure 7 depicts the system flow for the processing of eCB transactions through GAPS.
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Figure 7 – eCB

eCB follows a path similar to the COD interface flow, using the IPP program to initiate payments from GAPS to schools.

eCB may submit data to FMS by sending transaction files through a custom Account Mapping/Bridge program that validates and loads the data into custom staging tables. The Bridge program maps the data to the FMS item number (transaction type) for the Account Mapping program. The Account Mapping program maps the transaction type to the ACCS and Oracle transaction code. The expansion of the transaction code for budgetary accounts is performed after the mapping process is completed. This data is then loaded into the FMS GL and AP interface tables prior to initiating the standard Oracle import processes. 

The eCB system generates the transaction files for FMS daily at midnight. The FSA eCB staff manually review these files for format integrity and functional issues (i.e., missing awards) prior to loading. If errors are found, the file is pulled, corrected, and placed back on the server for loading into the custom staging tables. 

Payment Data

The standard Invoice Import process loads the AP transactions into FMS AP. As these invoices will eventually be paid out of GAPS (and not FMS), a custom Oracle AutoPayment program is run to mark the invoices as ‘paid’. Then, the payment batch-formatting program generates a payment batch and calls the custom IPP program. The IPP program generates a payment batch file and sends it to GAPS for processing. These transactions are tagged with a unique identifier to allow tracking between the feeder, FMS, and GAPS.

Confirmation Data

Upon receipt of the file, GAPS generates a payment file with a sequential Disbursement number and forwards it to the FRB for payment to schools. FRB then notifies Treasury of the monies that were paid. Typically, a payment will be confirmed by the Treasury within two to three business days. Information on the payment confirmation will be available in GOALS for users to print/download. These payments are then manually confirmed in GAPS. 

GL Data

For the GL transactions, the standard Oracle Journal Import process loads the data into FMS GL. This Journal Import process includes posting to memo accounts (the memo accounts are reversed and the correct account posting occurs in a separate process described below). After the GL Journal Import process is complete, the custom IPP program generates a batch file and sends that file to GAPS for processing, through the IPP Program Staging tables. Note: As FMS posts Journals nightly, the transactions are sent to GAPS prior to posting to the FMS GL. These transactions are tagged with an identifier to allow tracking from FMS GL to GAPS.  The GL transactions included in this process are: obligations, adjustments, and de-obligations.

In addition to obligations and payments, there are three other transaction types from eCB:

· FISAP Expense transactions – includes the amounts actually disbursed by the schools (GAPS also stores this information)

· Perkins Loan Balance Sheet – includes the loan details

· Unpaid Teacher Cancellation Liabilities (UTCL) – includes the details for the loans that are converted to grants for students that agree to teach at low-income schools

Vendor Data

FMS contains a custom crosswalk table that includes all vendors (i.e., institutions) and is used to link the various feeder system vendor ids to the FMS Institution ID. PEPS is a database used by eCB that stores demographic information on eligible schools. Schools are able to update their information, when appropriate, using the PEPS website. FSA eCB staff manually links a DUNS number with an Award Number in PEPS for participating schools. A custom process then loads this data into the custom crosswalk table and standard Oracle Vendor tables. 

Award and Acknowledgement Data

The Common Output File is sent from GAPS daily and includes the previous days’ activity for all FSA transactions, regardless of where it originated (i.e., GAPS or FSA feeders).  These transactions flow through FMS via the IPP Program staging table. This data is loaded into the FMS GL interface tables and the standard Oracle Journal Import process is initiated. Certain transactions (such as payment acknowledgements or drawdowns) are posted to the FMS GL. Other transactions (such as errors or DUNS number changes) do not post to the FMS GL.  As part of this process, the data is posted to the correct ACCS and GL accounts and the memo accounts are reversed.

Acknowledgment data includes recognition of obligations, de-obligations, and payments. Award data includes transactions that originated in GAPS for that Award such as a drawdown, refund, or an FRB return.  For eCB, no files are returned from GAPS through FMS; instead, schools will access GAPS to determine their available balance by award.  

· Additional details of the eCB/FMS functionality are documented in the Appendix F, Campus Based FMS Handbook, and Appendix R, Campus Based design documents and GAPS Design Documentation, included in this solicitation.

3.8 Common Servicers for Borrowers (CSB)Partner Systems

To improve services to borrowers in the repayment cycle, Borrower Services began phase-in of a new initiative in January 2004. The new initiative, the Common Services for Borrowers (CSB), merge all backend services (loan repayment, collection, consolidation, credit management and disability discharge tracking) under a single contracting vehicle.  The primary purpose of CSB is to ensure seamless, customer-friendly interactions with FSA customers and partners during the loan repayment and recovery cycle.

Under the CSB umbrella, CSB manages the following FSA program systems:

· Direct Loan Servicing (DLS)

· Loan Consolidation (LC)

· Debt Management Collection System (DMCS)

· Conditional Disability Discharge Tracking System (CDDT)

· Non-Default Perkins 

3.8.1 DLSS Interface

The DLS system services Direct Loans while borrowers are in school, in deferment status, or in repayment. DLS receives all booked student loans and maintains them for their remaining life. DLS provides the following services to Direct Loan borrowers: 

· Maintain borrower and loan information; 

· Proactively counsel borrowers on selection of repayment plan; 

· Process billing information through the Direct Loan Servicing System and handle requests for billing documents and status;

· Process loan payments; 

· Manage aid status; 

· Collect Direct Loans in delinquent status (less than 270 days); 

· Report Direct Loan information to the NSLDS.

Figure 8 depicts the system flow for the DLS system interface.
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Figure 8 – DLS System Flow

DLS sends FMS the following types of files:

· IF010 – These are loan booking transactions and application of receipts by loan type and cohort year.

· IF020 – These are transactions representing breakup of principal and interest components of the loans.  

· Government Records (GREC) – These are summarized cash receipt transactions.

· Manual adjustment entries uploaded from ADI by the DLS group personnel in FMS GL.

· Custom DLS Refunds interface to FMS AP. 

After loans are originated and booked in COD and LC, they are passed to DLS where they are serviced (e.g., principal and interest collected and processed).  If the loan defaults, it is sent to the DMCS. Otherwise, the FMS interfaces allow loan servicing activities to be reflected on the Department’s book in summarized form.  The Direct Loan Servicing detailed activities are passed onto the CSB Data Mart to support the required reporting.

Loan and Receipt Data

DLS receives detailed (i.e., student level) direct loan transactions directly from the COD and LC systems (note: DLO has been replaced by COD for new loans). DLS also receives vendor data (new records and updates) from PEPS. DLS transfers batch files of detailed direct loan servicing transactions to the FMS FTP server on a daily basis (including the IF010, IF020, and GREC files). 

When FMS processes the DLS data files, the custom Bridge Program maps the data to the FMS item number (transaction type) for the Account Mapping Program. The Account Mapping Program maps the transaction type to the ACCS and Oracle transaction code.  The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed.   

After the interim processing and validations are performed in the staging area, a shared UNIX shell script copies the files to the FMS database server, calls DLS-specific interface programs (one for each type of file) that process the files, and removes the original files from the FTP server.  The interface programs, in turn, load DLS-specific staging tables (one for each type of file), perform data validation, load the FMS GL open interface table, and call the standard Oracle Journal Import program.

In addition to the above three types of files, the DLS system also requires upload of manual adjustments (e.g. journal entries for transfer of loans between two programs, check cancellation entries, bounced check entries) into the FMS GL via ADI by DLS group personnel. These transactions are reviewed and approved by FSA accounting before they are posted in the FMS GL. 

DLS Refund Transactions Interface

DLS Refund transactions are handled via a separate interface.  FMS has provided CSB, with a spreadsheet in which to record DLS Refund transactions, which are refunds to borrowers for over payments or misdirected payments.  The spreadsheet macros convert the spreadsheet data into a comma delimited text file, which CSB transfers to FSA. A custom interface program loads the DLS staging table, performs data validation, loads the FMS AP open interface table, and invokes the standard Oracle Invoice Import program to load these transactions into FMS AP (These transactions also undergo the same bridge program and account mapping program as other manual refund transactions). During this process a custom program runs to check if the vendor record exists; if not, this program creates a new vendor in FMS AP.

Payment/Confirmation Data 

Invoices are created, approved, and payment batches created in FMS AP for DLS Refund transactions. An extended payment batch-formatting program is used, and a separate concurrent process is run to create a payment batch transaction file. The confirmed payment records are then available in the FMS Federal Administrator module awaiting final confirmation from the Treasury. In addition, these payment batches are transferred (FTPed) to the shared network for review/certification by OCFO. OCFO then sends these files to Treasury for payment. Once payments are reported on the Treasury’s GOALS, they are confirmed in the FMS Federal Administrator module. Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments. (Note: Direct Loan payments are made to schools for disbursement activity to students; however, refund payments are made directly to the borrower.).

· Note: Additional details of the DLS/FMS functionality are documented in Appendix G, DLSS FMS Handbook, and Appendix R, CSB DLSS design documents, included with this solicitation.

3.8.2 CDDT Interface

The CDDT system was created in July 2002 to support the regulatory requirement to track borrower claims for total and permanent disability discharges.  Historically, loans and accrued interest have been written off upon receipt of a disability claim.  New regulations require monitoring of income and loan status for a period of three years after certification of the disability by a physician.  If the borrower still meets the eligibility criteria at the end of the period, final discharge of the loan and interest is made.  If the borrower is determined to be ineligible for disability based on program guidelines, they are returned to an active servicing status.  Figure 9 depicts the system flow for the CDDT system interface.
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Figure 9 – CDDT System Flow

The loan holder/servicer (i.e., Perkins, GA, DMCS, DLS) reviews the loan discharge application and determines the preliminary eligibility.  If the borrower is determined to be eligible, the loan holder notifies the borrower of the determination and submits the paperwork (i.e., assignment form, promissory note and other supporting documentation) to CDDT, which is administered by CSB in Utica, New York.  The paperwork is sent to CSB by the loan holder in either hard copy form or electronic form.  For hard copy submissions, CSB manually enters the loan record into the CDDT and scans an image of the promissory note and loan discharge application into the system.   For electronic submissions, CSB reviews the electronic package and validates the payment information.   

To complete the final determination on whether a borrower is eligible to participate in the CDDT program, a medical professional reviews the loan discharge applications.  If approved for eligibility, the borrower enters a conditional discharge period.  The borrower must maintain eligibility for three years by meeting poverty guidelines and other established criteria. 

If the borrower remains eligible for the entire conditional discharge period, the Department grants final discharge and relieves the borrower of their obligation to repay the loan and returns all payments made after the date of disability.  CSB sends a discharge notice to the borrower with a refund of payments that have been made.  

Ineligible loans are passed back to the appropriate servicer depending on where the loan originated (i.e., loans that originated in DMCS are returned to DMCS for servicing if the borrower becomes ineligible in the CDDT program).   

GL Data

GL entries are processed using Oracle’s ADI, which imports journal entries from a Microsoft Excel spreadsheet into the FMS GL.  Several types of transactions require update to the GL including collections, misdirected payments (between CDDT and DCS, DMCS and CDDT), reinstatement of loan principal and interest (reinstate loans to active servicing status for borrowers that are ineligible), changes in status of reinstated loans (changes from ineligible to eligible status) and collections of reinstated loans.  

CSB is responsible for entering the transactions into an ADI template and uploading it to the FSAFMS system. The ADI templates are broken down by accounting event and program.  FSA, verifies the journal entries, submits an approval (through the Journal Approval Workflow) and posts the transactions in the FMS GL.  These transactions are sent via the standard FMS to FMSS Oracle Financials interface to the FMSS GL. 

Payment Data

Once the original Disability Discharge application has been approved, a roster of payments made by the borrower after the assignment has taken place is provided to CSB.  After assignment to the CDDT program, the borrower forwards any payment directly to CSB.  CSB is responsible for manually entering pre-assignment and post-assignment payments into CDDT.  

When a borrower’s account has reached the final discharge stage in the CDDT program, CSB provides a list of borrowers who need refunds to FSA (on a monthly basis).  Once FSA approves this list (by comparing to the borrower’s roster of payments and/or borrower photocopied cash payment deposit ticket), CSB manually creates the refunds in the FMS AP module.  CSB documents the account information (name, SSN, address, program type, invoice dollar amount) for the eligible borrowers.  FSA is responsible for approving the batches in FMS AP.  

Occasionally, a borrower may submit a payment to the lender after the loan has been assigned to CDDT.  This is known as a misdirected payment.  If the payment is received by a loan program/servicer to which the loan is not currently assigned (other than DMCS), then the loan program/servicer that receives the funds is responsible for transferring the funds.  The loan program/servicer holding the monies submits a SF1081 and a listing of any payments received on or after the loan has been transferred to the correct loan program/servicer.  The total amount of collections received is then entered into an ADI spreadsheet template.

Payments received by DMCS after the loan has been transferred to CDDT are applied to DMCS.  On a weekly basis, DMCS submits a listing of payments.  If the loan discharge is granted, CDDT notifies DMCS to write off the loan and generate a check to CSB for the total amount of collections DMCS received from the borrower after the loan had been assigned to the CDDT program. 

In addition, payments are sometimes received from the Treasury Offset program (known as involuntary payments).  The Treasury Offset program offsets monies due to the borrower (e.g., income tax refunds) with amounts that they owe the Federal Government.  These payments are also processed via an ADI template.  CSB must credit the account within 24 hours.

If the borrower becomes ineligible in the program, the payment becomes a reinstated loan payment.  If the payment is for DLS or DMCS, then it is transferred back to the respective loan program.  If the payment is for FFEL GA or Perkins, they are serviced by CSB’s FFEL GA and Perkins servicing system. Any payment received by CSB after the loan has been returned to DMCS is kept at CSB until the final resolution of the discharge is determined.  If the loan discharge is denied, DMCS is notified and CSB generates a SF1081 to the National Payment Center for the total amount of collections that CDDT received from the borrower after the loan was assigned to DMCS.

Payment/Confirmation Data

Once approved, the payment records are available in Accounts Payable and remains in a disbursement in transit status until confirmed via the FMS Federal Administrator module based on US Treasury GOALS reports.  In addition, these payment batches are transferred (FTPed) to the shared network for review/certification by OCFO who then sends these files to Treasury for payment.  Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments. 

3.8.3 DMCS Interface

DMCS is the repository for the Department’s defaulted loans and grants that went to borrowers and/or schools.  DMCS is responsible for the collection and servicing of these defaulted loans and grants.  It is one of the final steps in the financial aid process for some borrowers.  Figure 10 depicts the system flow for the DMCS system.
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Figure 10 – DMCS System Flow

Data is transmitted to DMCS from multiple FSA feeder systems (e.g., transactions are transferred from DLSS to DMCS).  Transactions processed within DMCS include recording new debt, receipt and processing of collections, application of non-sufficient fund accounting, application of interest and fees, Treasury offset, write-off of receivables, application of administrative charges and refund overpayments.  The FMS interfaces record debt collection activities on FSA’s books.

CSB is currently responsible for managing the DMCS system.  Four types of files are currently received from DMCS:  collection and disbursement files, which are sent to FMS, and electronic funds transfer (EFT) and check files, which are sent to Treasury for payment after passing through the FMS staging tables for validation.  Separate processes are performed by FSA depending on the type of file. 

Account Mapping/Bridge Programs

The Bridge Program maps the data to the FMS item number (transaction type) for the Account Mapping Program. The Account Mapping Program maps the transaction type to the ACCS and transaction code.  The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed.  

Collection and Disbursement Files

The collections and disbursements files are transmitted through the account mapping and bridge programs.  The disbursement data is then transmitted to the FMS AP module (and then GL for recording).  Once approved, these payment records are available in the FMS Federal Administrator module awaiting confirmation from Treasury.  The collection data is transmitted directly to the GL and does not get transmitted to FMS AR.   

While invoices are created and “paid” in FMS AP for transactions received from DMCS, it is important to note that payment are not sent to Treasury for payment. DMCS files are sent directly to Treasury after the FMS validation process occurs between them and the collection and disbursement files.  The batch file created by FMS simply awaits confirmation in the Federal Administrator to facilitate Treasury Confirmation. 

EFT/Check Data

Once the EFT and check files are received from DMCS, they are transferred (FTPed) to the shared network for review/certification by OCFO, who then sends these files to Treasury.  Once payments are reported on the Treasury’s GOALS, they are confirmed in the FMS Federal Administrator module.  Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments.

It is important to note that as part of the custom validation process, FSA compares the totals of the check and EFT files against the totals of the collection and disbursement files to ensure that they are equal.

· Note: Additional details of the DMCS/FMS functionality are documented Appendix R, DMCS design documentation, included with this solicitation.

3.8.4 Loan Consolidation (LC)

The LC program was established to simplify loan repayment by allowing the borrower (i.e., students) to combine several types of federal student loans with various repayment schedules into a single loan.  LC sends data to GAPS to facilitate payment of consolidated loans.

Figure 11 depicts the system flow for the processing of LC transactions through to GAPS.
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Figure 11 – LC Feeder System Flow
LC follows a path similar to the COD system flow, using the IPP program to initiate payments from GAPS to schools.

LC may submit data to FMS by sending transaction files through a custom Account Mapping/Bridge program that validates and loads the data into custom staging tables. The Bridge program maps the data to the FMS item number (transaction type) for the Account Mapping program. The Account Mapping program maps the transaction type to the ACCS and Oracle transaction code. The expansion of the transaction code for budgetary accounts is performed after the mapping process has been completed. This data is then loaded into the FMS GL and AP interface tables prior to initiating the standard Oracle import processes.  On a daily basis, LC sends files to FSA for loading into FMS. 

LC Refund Transactions 

LC Refund transactions are handled via a separate interface.  FMS has provided CSB, with a spreadsheet in which to record LC Refund transactions, which are refunds to lending institutions for over payments or misdirected payments.  The spreadsheet macros convert the spreadsheet data into a comma delimited text file, which CSB transfers to FSA. The custom interface program loads the DLS staging table, performs data validation, loads the FMS AP open interface table, and calls the standard Oracle Invoice Import program to load these transactions into FMS AP (These transactions also undergo the same bridge program and account mapping program as any other manual refund transactions). During this process a custom program runs to check if the vendor record exists; if not, this program will create a new vendor in FMS AP.

Payment/Confirmation Data 

Invoices are created, approved, and payment batches created in FMS AP for LC Refund transactions. An extended payment batch-formatting program is used, and a separate concurrent process is run to create a payment batch transaction file. The confirmed payment records are then available in the FMS Federal Administrator module awaiting final confirmation from the Treasury. In addition, these payment batches are transferred (FTPed) to the shared network for review/certification by OCFO. OCFO then sends these files to Treasury for payment. Once payments are reported on the Treasury’s GOALS, they are confirmed in the FMS Federal Administrator module. Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments. (Note: Direct Loan payments are made to schools for loan disbursement activity to students; however, refund payments are made directly to the borrower.)

Payment Data

The standard Invoice Import process loads the AP transactions into FMS AP. As these invoices will eventually be paid out of GAPS (and not FMS), a custom Oracle AutoPayment program is run to mark the invoices as ‘paid’. Then, the payment batch-formatting program generates a payment batch and calls the custom IPP program. The IPP program generates a payment batch file and sends it to GAPS for processing. These transactions are tagged with a unique identifier to allow tracking between the feeder, FMS, and GAPS.

Confirmation Data

Upon receipt of the file, GAPS generates a payment file with a sequential Disbursement number and forwards it to the FRB for payment to schools. FRB then notifies Treasury of the monies that were paid. Typically, a payment will be confirmed by the Treasury within two to three business days. Information on the payment confirmation will be available in GOALS for users to print/download. These payments are then manually confirmed in GAPS. 

Collections/Receivable Data

Certain collections and receivable data (MA Schedules) are manually entered onto an excel spreadsheet and sent to FSA Accounting Division for uploading to FMS GL through Application Desktop Integrator (ADI).  Currently, the automated process described above does not support the processing of these LC transactions. These ADI transactions are posted as journals in FMS GL.

GL Data

For the GL transactions, the standard Oracle Journal Import process loads the data into FMS GL. This Journal Import process includes posting to memo accounts (the memo accounts are reversed and the correct account posting occurs in a separate process described below). After the GL Journal Import process is complete, the custom IPP program generates a batch file and sends that file to GAPS for processing, through the IPP Program Staging tables. Note: As FMS posts Journals nightly, the transactions are sent to GAPS prior to posting to the FMS GL. These transactions are tagged with an identifier to allow tracking from FMS GL to GAPS.  The GL transactions included in this process are: obligations, adjustments, and de-obligations.

The LC Unbooked Loan transactions are received monthly. As Direct Loan Servicing has not received the loan portfolio to start billing the individual, this information is not posted to FMS.

Vendor Data

FMS contains a custom crosswalk table that includes all vendors (i.e., institutions) and is used to link the various feeder system vendor ids to the FMS Institution ID.  FOR LC, a fax is received from the CSB contractor facility in Montgomery, Alabama.  The fax will indicate the necessary vendor updates, which are manually entered on a custom FMS form; this updates both the custom crosswalk table and the standard Oracle Vendor tables.

Award and Acknowledgement Data

Certain data in GAPS must be returned to FMS and LC for reconciliation and reporting. The Common Output File is sent from GAPS daily and includes the previous days’ activity for all FSA transactions, regardless of where it originated (i.e., GAPS or FSA feeders).  These transactions flow through FMS via the IPP Program staging tables before reaching LC. This data is loaded into the FMS GL interface tables and the standard Oracle Journal Import process is initiated. Certain transactions (such as payment acknowledgements or drawdowns) are posted to the FMS GL. Other transactions (such as errors or DUNS number changes) do not post to the FMS GL and simply flow through FMS to COD for further processing. As part of this process, the data is posted to the correct ACCS and GL accounts and the memo accounts are reversed.

Acknowledgment data includes recognition of obligations, de-obligations, and payments. Award data includes transactions that originated in GAPS for that Award such as a drawdown, refund, or an FRB return.  

· Note: Additional details of the LC / FMS functionality are documented in Appendix F, LCS FMS design documents, and Appendix R, CSB LCS Design Documents, included with this solicitation.

3.8.5 Non-Default Perkins

The Non-Default Perkins portfolio was moved to the Campus Based Student Loan System (CBSL) at CSB in 2004 to manage the servicing of these loans.  The loans are assumed by FSA when a school closes operations.  This portfolio is serviced (e.g., principal and interest collected and processed) by CSB who manually passes the accounting events to FMS for GL and AP processes.  Figure 12 depicts the system flow for the processing of non-default Perkins transactions to FMS.
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Figure 12 – Non-Default Perkins System Flow
GL Data

GL entries are processed using Oracle’s ADI, which imports journal entries from a Microsoft Excel spreadsheet into the FMS GL.  Several types of transactions require update to the GL including new loans, collections, misdirected payments, reinstatement of loan principal and interest (reinstate loans to active servicing status for borrowers that are ineligible), changes in status of reinstated loans (changes from ineligible to eligible status) and collections of reinstated loans.  

CSB is responsible for entering the transactions into an ADI template and sending it via e-mail to FSA. The ADI templates are broken down by accounting event and program.  FSA imports the ADI spreadsheet into the FMS GL, confirms that the journal import was successful, and posts the transactions in the FMS GL.  These transactions are sent via the standard FMS to FMSS Oracle Financials interface to the FMSS GL. 

Payment Data

Non-default Perkins refund transactions are handled via a separate interface.  FMS has provided CSB, with a spreadsheet in which to record Non-default Perkins transactions, which are refunds to borrowers for over payments or misdirected payments.  The spreadsheet macros convert the spreadsheet data into a comma delimited text file, which CSB transfers to FSA. The custom interface program loads the FMS staging tables, performs data validation, loads the FMS AP open interface table, and calls the standard Oracle Invoice Import program to load these transactions into FMS AP (These transactions also undergo the same bridge program and account mapping program as any other manual refund transactions).  During this process, a custom program runs to check if the vendor record exists; if not, this program will create a new vendor in FMS AP.

Payment/Confirmation Data

Once approved, the payment records are batched in payment records and moved to a disbursement in transit state.  In addition, these payment batches are transferred (FTPed) to the shared network for review/certification by OCFO who then sends these files to Treasury for payment.  Once payments are reported on the Treasury’s GOALS, they are confirmed in the FMS Federal Administrator module.  Upon confirmation, the Treasury Pay Number and payment date values are updated in FMS AP and corresponding accounting entries are transferred to the FMS GL.  Please note that these updates in FMS AP are not visible from the application form.  A custom program is used to reclassify the budgetary entries for these payments. 

3.9 Splitter Process

The term “Splitter” refers to the process created within FMS and FMSS to allocate and re-allocate credit reform transactions. Due to the implementation of the Credit Reform Act, the Department was required to fund the FFELP from two separate appropriations – the Liquidating Account (91X0230) and the Financing Account (91X4251). The data is provided by GAs and Lenders without regard to this split appropriation. In addition to the funding being split between the two appropriations, the Department is required to provide information by loan type and cohort year; this information is also not provided by the GAs or Lenders in their financial reporting.  Figure 13 depicts the system flow that supports the Splitter process.
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Figure 13 – Splitter System Flow
When transactions are passed from the FFEL GA or Lender extensions to the core FMS, they contain insufficient detail to post the transactions to both the liquidating and financing appropriations.  Credit reform requires a distinction in these accounts for reporting and funds control purposes.  It is this requirement, plus the lack of detail in the GA and Lender files, that required the implementation of a custom accounting process.

Therefore, the Department developed the Splitter process to allocate the information to the correct appropriation, loan type and cohort year.  Allocations are based on the review of actual loan data maintained in the NSLDS.  They are reviewed quarterly and adjustments are made to ensure that the data reflects actual loan activity as close as possible.

Some key terms associated with the splitter process are explained below:

· Allocation – the FMS process that uses Level 1 allocations to properly split data between the financing and liquidating accounts.  The allocation is performed prior to loading data into the FMS AP and AR modules, as appropriate, the FMS GL, and the FMSS GL.

· Re-Allocation – OCFO’s FMSS process that uses revised allocations based on data from NSLDS and Budget Service to re-allocate the data initially processed within FMS and passed to FMSS OF.

· Level 1 Data – postings at this level include Fund, Limitation, Object Class and GL Segments and are posted to both the FSA and FMSS GLs.  For funds control purposes, this allocation and re-allocation are performed at the Apportionment level.

· Level 2 Activity – postings at this level include Level 1 segments plus the Activity segment.  This level is also referred to as the Loan Level or the Loan Type.

· Level 3 Activity – postings at this level include the Levels 1 and Level 2 segments plus the Cohort Segment.  This level is also referred to as the Loan Type to Cohort level.  Level 3 reallocations only are retained in FMSS Oracle Financials for reporting purposes.

FSA performs the initial Level 1 allocation, and OCFO performs Level 1, Level 2, and Level 3 reallocation. 

To perform initial Level 1 allocations, FSA uses a custom file load process to retrieve a flat file from FMSS containing the latest allocation percentages and loads it into the custom FMS Splitter Allocation Table. The file load process overwrites all existing data in the custom FMS Splitter Allocation Table when a new load is executed. A history of the flat file is maintained in a pre-determined Unix directory. A custom form within FMS is available to allow the user to query and view the allocation percentage information. FSA has a custom splitter program that detects incoming transactions that match records in the splitter allocation table (i.e., with a fund value of 4251XNY).  A PL/SQL package splits the record applied to fund 4251XNY into funds 4251XNY and 0230XNY in the Oracle Open Interface table. The allocation of funds is derived from the FMS Splitter Allocation Table. The split is completed before the Oracle Open Interface Program is executed, which imports the transactions into the AP, AR, and GL base tables.

Level 1, Level 2, and Level 3 reallocation data is available in FMSS for generating reports related to funds 4251XNOYR and 0230XNOYR.

Budget Service personnel within OCFO prepare revised allocations (Reallocations) based on actual data received from NSLDS and sends reallocation entries, along with reversal for original allocation entries, to FMS GL via FTP. This process can be run at the discretion of Budget Service but is expected to be ran at least once every quarter. These entries are then transferred to the FMSS GL via the custom FMS to FMSS interface.  

· Note: Additional details of the FMS Splitter functionality are documented in Appendix G, FMSS FMS handbooks and Appendix R, FMSS interface design, included with this solicitation.

3.10 ABE Interface

The FMSS to FMS ABE Interface Program is designed to automate the process of entering budgetary transactions into FMS GL.  This process is designed to increase efficiency, reduce the potential for human error and provide better controls to FSA FMS budget entries.  An automated converts and loads budgetary data into FMS, already entered and posted in FMSS.  Figure 14 depicts the system flow that supports these requirements.
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Figure 14 – ABE Processing Flow
Interface Process

The budgeting entries are entered and posted in the FMSS GL.  An extract of the budgetary data, modified to meet FSA’s ACCS structure, is created to upload directly into FMS.  

The EDCAPS Push/Pull program sends the flat file to an FMSS EDCAPS server directory.  FMS executes a concurrent process to bring it into the FMS GL.  The incoming data is validated (i.e. header and footer exist in the file) and then loaded to a temp table where additional edits are performed to meet FSA CFO business requirements..  After loading to the GL, an electronic notification is sent to FMS OPS User and FSA/CFO Budgeting staff indicating the number of batches created and posted for regular accounting periods and Journal batches, if any, created for adjustment periods.

GL Data

Three types of Journals entries result from the ABE process.

All Journal batches sent with a current period are created and imported with a Journal Source of ‘ABE’.  The Autopost posting program is scheduled to post these journal entries.  

Journal entries for an adjustment periods is assigned a JE Source of ‘ABE Adj’.  These batches are imported into the current accounting period and posted manually.  An electronic Notification is sent to the FMS Operations for these journals.  FMS Operations query these batches, change the period on the batch to reflect the correct adjustment accounting period in FMS before sending a note to FSA to post these batches in FMS GL. 

Journal entries for closed periods are assigned a JE Source of ‘ABE ClsPd’.  These batches are imported into the next available open accounting period and posted manually by FSA. 

· Note: Additional details of the ABE functionality are documented in Appendix G, ABE FMS handbook and Appendix R, FMSS interface design, included with this solicitation.

3.11 FMS to FMSS Oracle Financials Interface

As part of the goals defined in the FSA Modernization Blueprint document, FSA implemented Oracle Federal Financials as their FMS. FMS has allowed FSA to integrate the flow of financial information from all FSA programs/sources and to provide timely and accurate consolidated reports/data to the Department OCFO. In addition, FMS is the only place within the Department to obtain a comprehensive financial picture of a school across all FSA programs.

The Department also implemented Oracle Federal Financials as their core financial system within EDCAPS.   FMSS Oracle Financials has allowed the Department to issue financial statements and facilitated receiving an unqualified (‘clean’) auditor’s opinion on the FY2002 - FY2007 financial statements. A key component of this solution was the successful implementation of the FMS to FMSS Oracle Financials interface, which transfers FSA financial data from the FMS GL to the FMSS Oracle Financials GL.  Figure 15 depicts the system flow for the interface between FMS and FMSS Oracle Financials.
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Figure 15 – FMS to FMSS System Flow
The data transferred between FMS and FMSS Oracle Financials is consolidated, summarized, and mapped to the Department’s ACCS and is run on an as-needed basis (typically daily). 

FMS

FSA implemented Oracle’s multi-org architecture within the Accounts Payable module to handle the unique requirements of the various FSA programs.  In addition, FSA’s FMS was initially implemented using Oracle’s multiple Set of Books (SOB) to support the ‘roll-up’ of the financial data into the Department’s ACCS prior to transfer to the FMSS Oracle Financials GL. The following four segments of the FSA ACCS are not currently a part of the Department’s ACCS: Source Code, Cost Code, Institution, and Loan/Grant Type. In 2003, as part of the splitter enhancements, FSA implemented a custom consolidation process to address the ‘roll-up’ of data for OCFO. This process eliminated the need for the second SOB defined for OCFO; however, the second SOB remains for historical reporting and data retention purposes. Instead, a custom interface was developed to validate and consolidate the data forwarded to the FMSS OF GL.

Custom Consolidation/Staging

Specifically, the custom process selects all posted batches that have not been sent previously to FMSS Oracle Financials plus all batches that previously encountered errors. In addition, the process verifies that the data to be sent is identified as EDCFO data (specifically, the Segment12 field must be populated with a certain value). Once the data to be transferred is identified, the journal entry lines from these batches are summarized at the ACCS, Treasury Reference Number, Agency Location Code, and Confirmation Date level. The data is then validated against a key list of accounting rules. If successful, the batch will be included in the flat file. The flat file is transferred (FTPed) to the shared network for processing. An e-mail alert notifies the Department’s OCFO that this file has been generated and is available for processing. If an error is encountered for a particular line during the accounting rule validation process, the entire batch is flagged and not included in the flat file. FSA staff review the errored batches and correct as needed. These errored batches are included in the next run of the custom consolidation process.

Once the Department’s OCFO is notified, an OCFO user kicks off a custom process to load the data into custom staging tables and perform the required data validation. This validation includes verifying the ACCS elements, passing the Cross-Validation Rules (CVR), and passing funds control. The data is sent in batches which follow an ‘all or nothing’ error processing approach. If an error is encountered, the entire batch is rejected and FSA is notified. If no errors are encountered, the data is then loaded into the FMSS Oracle Financials GL interface table. 

FMSS Oracle Financials

Once the transactions have passed the custom Staging table validations and are loaded into the Oracle GL interface table, the standard Oracle Journal Import process is called to load the data into FMSS Oracle Financials GL. These journals are then manually posted by OCFO staff. If an error is encountered during Journal Import and Post (such as failing funds check), OCFO and FSA work together to correct this error. 

· Note: Additional details of the FMSS / FMS interface functionality are documented in Appendix G, FMSS FMS handbooks and Appendix R, FMSS interface design, included with this solicitation.

3.12 Reconciliation Workbench

The Reconciliation Workbench is an extension in FMS to automate reconciliations and provide real-time status of the various reconciliations. The Reconciliation extension provides the means to compare transactions in FMS to the Source transactions at the detailed level.

The reconciliation extension performs both standard Oracle GL to Sub-ledger (AP/AR/Fed Admin) reconciliations and feeder systems transactions to FMS reconciliation including reconciling other data sources as SAS to the DLSS IF010 transactions.

The reconciliation extension performs the following functions:

1.
Data Extract from FMS/FMSS/Feeders

2.
Data Transformation

3.
Data Load

4.
Matching

5.
Reporting

The reconciliation extension uses both custom code and Oracle standard processes and tools such as Oracle Warehouse Builder and Oracle Workflow.

Oracle Discoverer 10g is provides the front-end analysis tool, which lets end users view the reconciliation reports and extract the data to Microsoft Excel or other applications.

3.13 Security Reporting - FMS Security Dashboard

The FSA FMS Security Dashboard was designed to publish security reports in real-time and allow FMS Security Staff and FMS Operations DBAs to monitor FMS Application and Database activity for auditing purposes.   FMS Application users that have the System Administrator responsibility have read-only privileges and only the FMS SSO and Alternate SSO users have edit privileges in the FMS Security Dashboard.  

Scheduled concurrent request processes create and post the security reports to the FSA FMS Security Dashboard.  On a daily basis, the FMS SSO and/or Alternate SSO logs into the FMS Application to review and approve the security reports listed on the FMS Security Dashboard.

The FSA FMS Security Dashboard is a custom web-based application developed using JDeveloper (9.0.35 Build 1453).  Oracle OA Framework was utilized to maintain the Oracle Standard Look and Feel and to leverage the pre-built components available for reuse.  The FMS Security Dashboard application is integrated with the FMS Oracle 11.5.10 Application.  

The OA Framework View is implemented using UI XML (UIX). UIX uses XML to describe the components and hierarchy that make up an application page. UIX also provides runtime capabilities to translate that metadata into HTML output so that it can be shown on a Browser or a mobile device. The metadata used to describe the UI is loaded into a database repository, called Meta Data Services (MDS), at deployment time.

· Note: Additional details of the Security functionality are documented in Appendix R under Security, included with this solicitation.

3.14 FSA FMS Applimation – FMS Archiving

FMS uses Applimation's Informia Archive software tool, version 5.1, to move its less frequently used Production data to the archive History database.  This database reduction allows new data to be added to the production database without a corresponding increase in the Disk size of the database.  The archiving also keeps the volume of data down on the PROD database that will improve performance for regular processing.  FMS has currently archived data for Fiscal year 2003 and older in the General Ledger (GL), Accounts Payable (AP), Accounts Receivable (AR) and selected custom tables.  It is FMS intent to perform archiving annually and keep only 5 current years’ data available on the PROD database with the older data being moved to the HISTORY database.  The PROD and HISTORY (archived) databases are hosted on the same server using Oracle 10g R2 version.

· Note: Additional details of the FSA FMS Applimation archiving functionality are documented in Appendix T, FMS Applimation Business Rules and FMS Production Handbook, included with this solicitation.

4.0 Upcoming Changes to FMS

4.1 G5 – Grant Application Processing System (GAPS)

The U.S. Department of Education (ED) is in the process of developing a new grants management system referred to as “G5.”  During phase I of this initiative (December 2007), G5 replaced the current Grant Administration and Payments System (GAPS).  

The objective of the G5 project is to implement and operate a state of the industry end-to-end grant management and payment system.  Subsequent phases will rollout the following functionality:

· Electronic Grant Award Notification 

· Electronic Congressional Notification 

· Ad Hoc Reporting 

· Automated Workflow 

· E-signature 

· Pre-population of grant data 

· E-folder (storage and retention) 

· Electronic notification and alerts of upcoming events

4.2 IPM – Integrated Partner Management

The Integrated Partner Management (IPM) project has been established to integrate common functions within the partner management business systems to provide a streamlined and consolidated solution to managing institution interactions and support the delivery of Title IV funds from both a cost and customer satisfaction perspective.  FSA intends to achieve this by migrating the services provided in multiple legacy systems into a single IPM solution with a modernized (Web Services Architecture) approach to accomplishing these business needs.  This integration will take an end-to-end view of Federal Student Aid’s entire institution eligibility and oversight business affecting changes in recipient systems including FMS.

5.0 Technical Architecture

5.1 Data Center

FMS is hosted at the Virtual Data Center (VDC) in Plano, Texas that provides the following lines of services:

· System availability - Each system hosted at the VDC is categorized by priority level 1, 2 or 3. Priority 1 systems are mission critical to FSA and are available 99.9% excluding scheduled maintenance. Priority 2 systems are non-mission critical systems and system availability is 99.7%. Priority 3 systems are used for development, testing, and staging environments. Priority 3 system availability is 99.5%.  The FMS production equipment is categorized as Priority 1 and the development equipment is categorized as Priority 3.

· Backup/Restoration – Each FSA system has a back up nightly. 

· System maintenance – VDC staff is responsible for operating system upgrades, fine tuning of the operating system, and 3-year hardware refreshment. The hardware refreshment occurs as advances in technology are implemented.

· Disaster recovery – VDC staff is responsible for annual planning and testing for each environment. This includes mainframe and midrange applications. VDC participates in the disaster recovery exercise with the application owners.

· Infrastructure – The VDC provides telecommunications, hardware, and operating system support to applications hosted at the VDC. This includes but is not limited to coordination of T1 and ISDN installations, operating system installs and upgrades, implementing security patches available from vendors, encryption solution, firewall protection, and 24 x 7 monitoring of all applications and their hosting environments.

· Reporting of system performance – Each system hosted at the VDC is provided in report format monthly statistics of server performance. This includes but is not limited to CPU utilization, system availability, and number of batch and parallel processing jobs. Any outages that have occurred within the month are also recorded in the report to FSA. Web Trends reports with web statistics are available for all FSA web sites.

· Capacity Planning – Quarterly capacity planning meetings are conducted with each application system hosted at the VDC. Meetings include information from FSA on volume projections, concurrent user maximum, and peak times of application activity. The VDC recommends hardware, operating system, and security enhancements based on the collected information from FSA and the various monitoring tools.

· Change Management Tool – Each change implemented to an FSA system is logged in the VDC’s change management tool. Before a change is implemented, the VDC determines if other applications will be affected by the proposed change. The change request is communicated to all affected systems and the change is implemented during a scheduled maintenance window unless the change request categorized as an emergency or break/fix request by FSA.

· Software licensing and maintenance – The software utilized the by application systems hosted at the VDC is procured and maintained by the VDC.

5.2 Technical Operations

Services

Although FMS is hosted at the Virtual Data Center (VDC) with services, as stated above, VDC contractors operate in partnership with the FSA FMS Contractors.  FSA FMS contractors shall remain responsible for technical matters within the FSA FMS Environment, including performing upgrades to the FMS applications and database, database/application cloning, monitoring operating environment, executing application and database tuning, and coordinating/executing all FMS releases.

Resources

FSA FMS operates in a 24/7 environment.  Resources shall be available in case of emergencies.  All applications are available seven days a week with the following exceptions:

· Oracle cold backups are scheduled for backup from 5 AM to 11 AM on Sundays.

FMS encourages flexible schedules to accommodate the management of the FSA FMS technical environment operations.

5.3 Technical Architecture Overview (FMS)

FMS Oracle E-Business Suite (eBS) 11i is currently running on a three-tier architecture as illustrated in Figure 16, using three servers with two in the middle-tier and one in the database tier. The two servers in the middle-tier are used to support the Internet and Intranet users.  The two middle-tier servers have the Forms Server and the Oracle Web Server installed.  The Internet users are connected to the SSL enabled Middle Tier server (HPL11) and the Intranet users are connected to the other Middle Tier server (HPL10). The database tier hosts the Oracle 10g database and the Concurrent Manager processes, Applimation application, and History archiving database.  The client software is located on the Desktop Tier and includes JInitiator, and ADI.  The 11i Discoverer reporting server was installed on HPL10 and is web browser-based.

Middle Tier Node

The Discoverer server is an ad-hoc reporting tool to run queries against the Oracle FMS Reporting (FMSRPT) and production (PROD) databases. Access to the reporting database (in addition to application access through HPL10), i.e. through Discoverer 10g, is provided via a database link.  Other than refreshing the FMSRPT database from production every night, the reporting instance has no direct relation to any of the production servers.

Database Tier Node 

IMAP4 email services are on the intranet server for use with workflow.

To summarize again, as illustrated in Figure 16, FMS Oracle 11i runs using two servers in the middle-tier and one on the database tier. The two middle tier servers service the Intranet and Internet users and IMAP4 is installed on rp7410-7. HPL10 services the Intranet users; and HPL11 services the Internet users.  The Discoverer 10g software is installed on HPL10 and IMAP4 is installed on the RP7410-7 production server. The database tier hosts the Oracle 11i 10g Financials database and archiving History Database, the Concurrent Manager server, Applimation server and the Admin server.
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Figure 16 – FMS Oracle 11i Logical Architecture
5.4 Hardware Components (FMS)

The existing HP servers and HP-UX Operating System are illustrated in Table 2.

	Hardware Component
	Description
	Make/Model

O/S

CPU(s)

Memory

Throughput
	Installation Tier
	Current Disc Space Allocated/ In Use

	
	
	
	
	

	HPL10 (rp5470-13)
	Production Server/Intranet users and FTP
	HP RP5470

HP-UX 11i

2-way; 750 MHz 4 GB

27,000 TPM
	Middle
	96 GB / 

49 GB

	HPL11 (rp5470-14)
	Production Server/Internet users and FTP
	HP RP5470

HP-UX 11i

2-way; 750 MHz

4 GB

27,000 TPM
	Middle
	88 GB / 

44 GB

	RP7410-7
	Production Database Server
	HP RP7410 –5 –6 –7 HP-UX 11i

8-way; 875 MHz 

32 GB

102,000 TPM
	3 clustered nodes on Database
	1000 GB / 

788 GB

	R4440-1
	Development server used for reporting instance, development, testing and spare instances
	HP RP4440

HP-UX 11i

6-way; 1.0 GHz

24 GB

27,000 TPM
	
	2600 GB / 1948 GB

	R4440-2
	Development server used for Application

Development, testing and spare instances
	HP RP4440

HP-UX 11i

6-way; 1.0 GHz

24 GB

27,000 TPM
	
	3015 GB /2618 GB


Table 2 – 11i Hardware Components
The FMS 11i physical architecture is shown in Figure 17.
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Figure 17 – FMS 11i Physical Architecture (update with SSL)
5.5 Software Components (FMS)

The FSA FMS software components are shown in Table 3.

	Component
	Version Information
	Installation Tier
	Managed By

	
	
	
	

	Operating System
	HP-UX Version 11i
	Database and Application Server
	VDC

	Compilers for HP-UX
	C/C++
	Database and Application Server
	VDC

	Oracle Applications 

Oracle General Ledger (GL)

Oracle Payables (AP)

Oracle Receivables (AR) 

Oracle Purchasing (PO)

Oracle Assets

Oracle Public Sector Applications 

Oracle Public Sector General Ledger (GL)

Oracle Public Sector Payables (AP)

Oracle Public Sector Receivables (AR)

Oracle Public Sector Purchasing (PO)

Oracle U.S. Federal Financials

Oracle U.S. Federal General Ledger (GL)

Oracle U.S. Federal Payables (AP_

Oracle U.S. Federal Receivables (AR)

Oracle U.S. Federal Purchasing (PO)

Oracle Application Object Library
	Release 11.5.10.2
	Database and Application Server
	FMS

	Oracle RDBMS (Database)
	Version 10.2.0.3 (10g)
	Database Server
	VDC/FMS

	Oracle Enterprise Manager
	Version 10.2.0.3 (10g)
	Database Server and Client
	FMS

	Oracle Developer 2000

Oracle Forms

Oracle Reports
	Version 6i, Patch 18
	Client
	FMS

	Oracle Application Server – Apache 1.3.19 Openssl 0.9.5a
	Version 1.0.2.2.2
	Application Server
	VDC/FMS

	Oracle 10GiAS
	Version 10.1.2.0.2
	HPL10 

(Discoverer)
	FMS

	Oracle 10GiAS
	Version 10.1.2.0.2
	HPL10

(Applimation)
	FMS

	Applimation Informia Archive
	Version 5.1
	RP7410-7
	FMS

	COM-PRESS 2000
	Version 4.4.2
	RP7410-7
	FMS

	Oracle Financial Analyzer
	Version 11.5.10
	Client
	FMS

	Oracle Discoverer
	Version 10g
	HPL10
	FMS

	Java-Enabled Browser
	Depends on Browser
	Client
	FMS

	Oracle Application Desktop Integrator (ADI)
	Version 7.2
	Client
	FMS

	Jinitiator
	Version 1.3.1.28
	Client
	FMS

	IBM MQ Series
	Version 5.3 CSD 10
	Application Server
	VDC

	Improved SQL*Loader (sometimes called Data Pump)
	Version 10g
	Database Server
	FMS

	Oracle PL/SQL
	Version 10g
	Database Server
	FMS

	TOAD
	Version 8.6
	Client
	FMS

	UW-IMAP 
	Version 2004 c
	Middle Tier Server
	VDC/FMS

	Oracle XML Gateway
	Version 11i.10 
	Client
	FMS

	Oracle XML Publisher
	Version 10g
	Client
	FMS

	Oracle JDeveloper OA Extension
	Version 10.1.3
	Client
	FMS


Table 3 – Software Components
6.0 FSA Federal Teams

FSA CFO Financial Management System (FMS) Group

The FSA FMS team provides oversight and management to FMS Financial Systems, Operations, Development and Security.  Under the direction of the FMS the FMS Director, the Financial Management System (FMS) Manager is responsible for oversight of the FSA FMS system including Operations Management, Development Management, and Security Compliance and the Systems Security Officer is responsible for Security Management including the implementation and enforcement of security procedures in FMS as dictated by the policies of Federal Student Aid, and in line with all federal regulatory and statutory mandates.   The following sections describe the team dynamic under this structure in line with the five proficiency areas referred to in the IDIQ overview section(Section I), and in each of the task order sections (Section VII, VIII). Figure 18 portrays the structure of FSA FMS.
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Figure 18 – FSA FMS Structure

Security Management

The Systems Security Officer (SSO) is responsible for all matters relating to the security of FSA FMS.  This includes among other things, physical security, personnel security, incident handling, and security awareness and training.  The SSO reports to the FMS Director where they serve as principal advisor on security policies.  

The SSO oversees and guides the FMS Security Management area to drive compliance in the FSA FMS environment.  In this capacity, they approve system access, review FMS access points and recommend changes to the FMS Operations and development area to improve security controls.  During change management the SSO plays an intricate role assessing security implications and responding as required.

Operations Management

Operations management plays the primary role in FMS activity and team structure.  Operations Management draws a logical link to the Development and Security Groups and includes elements of all five proficiency areas.  

Operations Management is responsible for monitoring daily FMS Operations activity including file/interface processing, system availability, stakeholder communication, system security performance compliance, etc.  In addition, daily application maintenance, including segments values, cross validation rules, summary templates, and other attribute information are managed by this group. 

Operations Management also serves as the first point of contact/interaction for internal and external FMS stakeholders and partners, offering FMS Help Desk Operations support to ensure all system requests are handled promptly and efficiently.

The Operations Management group plays a central role in the FMS change Control Board (CCB) and is responsible for FMS Configuration Management (CM) processes and procedures including release planning and coordination and performing stakeholder communications.  In this gatekeeper role, all changes, including those related from security and development, including other FMS task order development, must be coordinated through the group.

Development Management

FMS Development Management is responsible for acquisition strategies, including any upgrade to FMS components, and for the management of development through the Department’s Lifecycle process (See Appendix C).  This group represents FMS development interests at enterprise meetings to ensure proper enterprise sequencing occurs and at new project meetings (e.g. CSB, Advance, HEA, U.S. Treasury, etc.) to provide and collect FMS requirements to meet future development needs.  

All development passes through the configuration management process managed by the FMS Operations Management Group, including Change Control Board (CCB) approvals, Change Management (CM) check-in processes, and Operational Readiness Review (ORR) approvals. The Development area also plugs into the Security Management group to ensure that security protocols are followed during each release.

FSA CFO Accounting Division Group

FSA CFO Accounting Division represents one of the larger customers of the FSA FMS Group.  They are responsible to the FSA CFO for providing accurate, complete, and timely financial information. To accomplish this mission, the Accounting Division has two Branches – Funds Control & Accounting Operations and the Reconciliation Branch.

FSA CFO Funds Control & Accounting Operations (FCAOB)

The FSA CFO Funds Control & Accounting Operations Branch consists of three teams: a Payments Team, an Accounting Operations team and a GA/Lender Reporting team.  Their primary duties include managing day-to-day accounting operations, adequately and effectively processing all operating partner financial data files to the Financial Management System (FMS) and the Financial Management Support System (FMSS).  In this capacity, they process, review and analyze financial transaction data from Guaranty Agencies and Financial Institutions, manage FSA accounting treatment processes and procedures and manage improvements to the FFEL program functional processes.

The primary responsibility of the FCAOB is to manage the day-to-day accounting operations.  This entails supporting Financial Management System (FMS) Operations in processing all operating partner financial data files to FSA’s FMS and the Department’s Financial Management Support System (FMSS). 

FSA CFO Reconciliation Branch

The FSA CFO Reconciliation Branch consists of four teams including Cash, Direct Loans, FFEL and SGL.  The primary responsibility of the Reconciliation Branch is to ensure the accurate reporting of FSA program financial information through the complete and timely reconciliation of program area source data to the GL (FMS/FMSS). 

7.0 CheckFree

Checkfree, formally named the Automated Reconciliation System (ARS) is based on the COTS product known as CheckFree Recon Plus for Windows, Release 7.5. It is a Windows based, two-tier, client/server application using Oracle 9i (will be upgraded to 10g in 2008) as its backend database management system. The application’s purpose is to reconcile student financial assistance loans and grants data derived from sources of various FSA systems.  The application’s primary user consists of the FSA Chief Financial Office.

The ARS / CheckFree application has three distinct modules. These are the Administrative (Admin), Reconciliation (Recon), and Recollector modules. Together, these modules form the basis for an automated account (financial data) reconciliation system. 

CheckFree Recon Plus is used  to reconcile financial transaction information that is sent by FSA data processing systems as well as the Department of Education’s financial management systems. Data files containing the financial information will be sent to the ARS / CheckFree server using FTP and secure FTP, loaded into the Oracle database by the Recollector application module, and reconciled using the Recon module using automated and customized workflow processes.  The application will generate reports on reconciliation exceptions and summary processing.

The Admin module is used to perform administrative functions such as creating user accounts and passwords, create user groups, monitor and manipulate schedules, and set system preferences and configurations.

· Note: Additional details of the COD FMS functionality are documented in the enclosed FSA FMS Documentation Library on DVD.

7.1 Technical Architecture Overview (CheckFree)

The Automated Reconciliation System (ARS) commonly known as CheckFree is based on the COTS product known as CheckFree Recon Plus for Windows, Release 7.5. It is a Windows based, two-tier, client/server application using Oracle 9i (will be upgraded to 10g in 2008) as its backend database management system. The application’s primary user consists of the FSA Chief Financial Office, Accounting Division Reconciliation Branch. 

FSA is hosting the ARS application at its virtual data center (VDC) in Plano, TX., using Citrix MetaFrame XP Presentation Server for Windows, Feature Release 3 for end-user access. This allows multiple users  to log on to the application and perform reconciliation tasks.. The ARS / CheckFree application is a two-tier client/server architecture where the client software, Recon Plus for Windows 7.5, is installed on a Windows 2003 host with an ODBC connection to a backend Oracle 9i database. The database instance is application specific and is created using scripts provided by the COTS software vendor – CheckFree.

Citrix Meta Frame XP terminal server directs users to server hosting the Recon Plus application using Citrix clients on desktops. Figure 19 shows the logical layout of the application within the VDC network infrastructure.
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Figure 19  – Logical CheckFree Layout
The ARS / CheckFree application backend Oracle 9i database resides on an HP-UX server. This is part of the VDC database cluster, which also supports other FSA applications. The database instance is created using FSA user and CheckFree application defined parameters, i.e., tables, indexes, stored procedures, etc. The Oracle client software installed on the server allows clients using Citrix interface to connect to the backend database using ODBC connections. Installation instructions for both the application and Oracle client software can be found in the Installation Guide document.

8.0 Task Order I – Transition of FMS Operations

8.1 Overview 

The primary objective of this task order is to transition FMS activities to a new contractor.  The transition activities will focus on developing a new contractor’s proficiency in the following FMS areas:

1. Application Security


2. Operations Management

3. Application Maintenance

4. Help Desk Operations

5. Application Development

This task does NOT include new Application Development activities.

During the three-month transition period, the incumbent contractor will be responsible for all aspects of FMS.  The new contractor shall present plans to reduce the risk of institutional knowledge loss and ensure the stability of current operations.  The transition period was specifically chosen to examine the new contractor’s solutions and processes to refine integration points with existing FSA processes and procedures.  This activity will demonstrate operational processes during a period of fiscal year-end close, while the previous contractor is available to perform actually activities (Helpdesk, Security, Year-End Close, etc.).

8.2 Period of Performance

The period of performance will be from September 2, 2008 until November 30, 2008.

8.3 Government Furnished Equipment

FSA CFO will provide a computer, telephone, and office space at Union Center Plaza in Washington, DC for up to 9 contractors.  In addition, FSA CFO will provide contractors access to the following software products:

· Informia Archive 5.1

· Microsoft Office (Outlook, Word, Excel, PowerPoint, & Access)

· Microsoft Project or Viewer

· Internet Explorer

· Oracle Discoverer

· Oracle Developer Tools

· Toad for Oracle

· Microsoft Visio

If the contractor requires additional software that is not listed above, it must be included in their proposal.

8.4 Payment Structure

Firm-fixed priced invoices reflecting any performance measure adjustments identified in the task order deliverables.

8.5 Security

For access to any Federal Student Aid facility, system, and/or data, all contractor personnel shall be required to obtain the necessary security clearance in accordance with the U.S. Department of Education personnel security policy and Federal Student Aid IT Security & Privacy Policy.

All contractors requiring access to the FMS production system environments or security documentation will require a high-risk (6c) clearance.  All other contractor activity will require a moderate risk (5c).

8.6 Skill Requirements

The required qualifications for the proposed staff are strong analytical and organizational skills, experience in system security process, knowledge of Federal financial management practices, and experience with Oracle Federal Financials.

8.7 Task Deliverables

The contractor shall submit monthly deliverables containing the performance and statistical measures identified below and any necessary supporting documentation.  

The deliverables shall include…

· Documents as described under the Performance Measures

· Graphical representation of data where appropriate.

· Explanation and corrective actions plans for all failed performance measures.

The contractor shall adjust the associated monthly billing to account for any incentives or penalties incurred.

8.8 Performance Measures

The objective, measurement, and incentive/disincentive charts located in the sections below are intended to ensure that FSA maintains and improves the operational stability that it has achieved to date.  Although these service level agreements (SLA) represent FMS Operating standards, FSA will only consider modifications that are in the best interest to the government.  The incentive/disincentive reflects the percentage increase/decrease that the vendor will add/deduct from their monthly invoice amount.  The FMS Program Manager possesses authority to waive or suspend and SLA or components of an SLA to maximize operational effectiveness.  FSA shall waive an SLA if FSA did or did not perform an agreed activity that prevented the vendor from achieving the performance measure. 

Performance measures, as listed below, must be included in vendor proposal with any changes to them redlined.

Application Security

Security Procedures

The adherence to government security procedures including, but not limited to the following activities:

· Security Clearance procedures

· Use of government equipment and facilities

· Development of FMS Contractor Security Structure

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	1. 
	Submit eQIP initiation form to the FMS COR by 9am on the 5th business day prior to the contractor employee start date.
	A confirmation email to the FSA COR and FSA Program management by 5pm on the day the security requirements are completed that certifies that:  The eQIP initiation form and Account Request Form was submitted to the FMS COR by 9am on the 3rd business day prior to contractor employee start date.
	-3.4%


	For example, a contract employee reporting for duty Monday, April 14, 2008, eQIP initiation form and Account Request Forms must be received by 9am of Monday, April 7th, 2008. 

	2. 
	Upon notification from the FMS COR, complete the Security Clearance package on-line via eQIP (http://www.opm.gov/e-qip/)) and submit all signature pages, fingerprint cards, EDNET Account Request Forms to the FMS COR by 10:30am of the contractor start date.
	A confirmation email to the FSA COR and FMS  Program Management  by noon on the day the security requirements are completed that certifies that:  The Security Clearance package was electronically completed via eQIP and all signature pages, fingerprint cards, EDUCATE account request forms were submitted to the FMS COR by 10:30AM of the contractor employee start date.
	-3.4%


	Notification from the FMS COR to complete the Security Clearance Package (via eQIP) will be sent within 2 business days of the day the eQIP initiation form is submitted.  If necessary, FMS COR will delegate responsibility to send notification to start security clearance process.

	3. 
	Submit completed FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form to the FMS SSO by the close of business on the contractor’s first day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. on  the contract employee’s 1st day that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-.7%


	For example, if an contract employee starts Monday, April 14th, 2008, the FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form must be submitted by 5:00 PM, on contractor’s first day.

As needed, FMS SSO shall delegate responsibility of receipt of Security forms, Unix Access Request Form, VPN Access Form, and Rational Form.



	4. 
	Submit notification of staff roll-off date to the FMS COR, FMS Program management, and FMS SSO, 5 business days in advanced of their roll-off date. 
	Email notification to FMS COR, FMS Program management and SSO by 5 p.m 5 business days in advance of the contractor roll-off date.
	-2.2%


	For example, if a contract employee is rolling-off after Friday, April 18, 2008, notification shall be sent by Friday, April 11, 2008. 

	5. 
	Submit completed roll-off paperwork, COR checklist and contract employee’s badge to the FSA COR by 3pm on the contract employee’s last day.
	A confirmation email to the FSA COR, FMS Program management, and SSO by 5 p.m. on the contract employee’s last day that certifies compliance with or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive


	-3.4%


	Contract employee shall use temporary badge between the time the COR receives the contract employee badge and the end of their work day.  FMS COR shall delegate receipt of roll-off paperwork, COR checklist and contract employee’s badge as necessary because of unavailability.

	6. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training within 5 business days for new contract employees.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	

	7. 
	Remain compliant with the Department of Education and FSA security protocol as defined in the Department of Education Information Assurance Security Policy (e.g., handling of Personally Identifiable Information (PII)).


	Citation of non-compliance of the Department of Education or FSA's security protocol.
	-$3.4% 
	See Appendix D.  Policies are included in Department of Education mandated IT Security Awareness Training.  Disincentive shall occur for every citation that is made within each month.

	8. 
	Develop an FSA FMS Contractor Responsibilities Matrix portraying logical construct of the Task Order #2 contractor group (Users) within the FMS environment and partner systems.  This matrix must include Oracle Responsibilities and their high level functions, access points to Unix environments, access to partner system (e.g., SAIG), etc.


	Email delivery of a draft FSA FMS Contractor Responsibilities matrix to FSA COR & FMS Program Management by 5p.m., September 26, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	This Matrix shall be constructed based on existing FMS Environment roles and responsibilities.

FSA will provide comments within 5 business days of receiving the draft version.

	9. 
	Finalize FSA FMS Contractor Responsibilities Matrix.
	Email delivery of an approved final FSA FMS Contractor Responsibilities Matrix to FSA COR & FMS Program Management by 5p.m., October 9, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	


Operations Management

Overall Management

The overall management of all aspects of the FMS Operations task order including, but not limited to the following activity:

· Day-to-day management of all activities covered under this task order

	#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	10. 
	Submit a draft invoice for the previous month to FSA by 5pm on the 5th calendar day of each month.  The draft invoice must include incentives/disincentives incurred in the previous month.
	Email delivery of the draft invoice to the FSA COR & FMS Program Management by 5p.m. on the 5th calendar day of the month.  The email subject shall include the vendor name, contract number, and “DRAFT Invoice for [Month]”. 
	-.7%


	If the 5th calendar day is not a working day, the invoice will be submitted on the first working day after the 5th calendar day.

	11. 
	Submit the previous month’s SLA performance summary and associated monthly invoice to FSA by the 10th calendar day of the month.  The deliverable and invoice will reference the delivered project documents, weekly status reports, meeting minutes, and applicable SLAs for that month’s activity.
	Deliver 1 printed color copy of the deliverable documentation and invoice to FMS COR and deliver E-mail of the deliverable documentation and invoice to the FSA COR & FMS Program Management by 5 p.m. on the 10th calendar day of the month.
	-1.4%


	If the 10th calendar day is not a working day, the invoice will be submitted on the first working day after the 10th calendar day.  See Executive Summary section of Appendix E, FMS Monthly Performance Report, as an example. 

	12. 
	Create FSA FMS New Contractor Staff Checklist to support new contractor staff orientation.  This checklist shall include validation that the new contractor has been oriented on Department’s and FSA’s enterprise infrastructure, FSA programs, FMS environment, processes, procedures, and policies.
	Email delivery of a draft FSA FMS New Contractor Staff Checklist to FSA COR & FMS Program Management by 5p.m., September 26, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  

	-3.4%


	FSA will provide comments within 5 business days of receiving the draft version.

	13. 
	Finalize FSA FMS New Contractor Staff Checklist.
	Email delivery of an approved final FSA FMS New Contractor Staff Checklist to FSA COR & FMS Program Management by 5p.m., October 9, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	

	14. 
	Create format to support Task Order #2 deliverable structure of an FSA FMS Monthly Performance Measures report.  This format must support a summarized Monthly SLA Performance reporting format including current reporting period, previous reporting period, Year-to-Date performance, and previous years’ performance.  The summary shall be linked to detail measures and metrics current and past performance measures.  In addition, the report shall include historical FMS performance measures to maintain historical data and establish a baseline.
	Present FSA FMS SLA Performance Measures report and email delivery of a draft report to FSA COR & FMS Program Management by 5p.m., October 9 , 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document. 

	-2.2%


	FSA will provide comments within 5 business days of receiving the draft version.

See Appendix E for the Current FSA FMS Performance Report.

	15. 
	Finalize FSA FMS Monthly Performance Measures report.
	Email delivery of an approved final FSA FMS Monthly SLA Performance Measures report to FSA COR & FMS Program Management by 5p.m., November 7, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	

	16. 
	Develop an FSA FMS Risk Management Plan to support on going FMS Operations.  This plan shall identify FMS Risks, including both threats and opportunities, assess impact (schedule, cost, performance), and probability factors to assess a calculated weight, and develop mitigation strategies for the risks established. 
	Email delivery of a draft FSA FMS Risk Management Plan to FSA COR & FMS Program Management by 5p.m., October 31, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  

	-2.2%


	FSA will provide comments within 5 business days of receiving the draft version.
See Appendix Q, FSA Risk Management Plan sample Template and Risk Management guide.



	17. 
	Finalize FSA FMS Risk Management Plan.
	Email delivery of an approved final FSA FMS Risk Management Plan based upon approve changes to FSA COR & FMS  Program Management  by 5p.m., November 14, 2008.  The email subject shall include the vendor name, contract number, and FINAL documents.  


	-3.4%


	


Daily/Monthly/Yearly Processing

The completion of the daily processing activities including, but not limited to the following activities:

· Daily system processing

· Investigating and correcting processing failures

· Transmission of data from the FMS GL to FMSS

· Coordinating month-end processing activities

· Closing and opening periods in AP, AR, & GL

· Reconciling batch data sent to FMSS

· Participate on FSA FMS Year-End Closing

	#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	18. 
	Validate FMS production handbooks alongside FMS Operations daily activities.  Vendor shall identify any discrepancies between FMS Operation activities and FMS Operation Handbooks and recommend updates to the operation manuals.  The following processes shall be examined under this measurement:

· COD Processing

· LCS Processing

· eCampus-Based Processing

· GAP-IPPP Processing

· FFELGA Processing

· Lender (LaRS Processing)

· FP Data Mart Processing

· PEPS Vendor Processing

· Message Status Inquiry Tool - MSIT


	Email delivery of FSA FMS Operations Handbook review and comments to FSA COR & FMS  Program Management  by 5p.m., October 1, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	See Appendix F – FMS Handbooks.

FSA will provide comments within 5 business days of receiving the draft version.

	19. 
	Finalize FSA FMS Operations Handbooks to support the following processes:

· COD Processing

· LCS Processing

· eCampus-Based Processing

· GAP-IPPP Processing

· FFELGA Processing

· Lender (LaRS Processing)

· FP Data Mart Processing

· PEPS Vendor Processing

· Message Status Inquiry Tool - MSIT


	Email delivery of an approved final FSA FMS Operations Handbook to FSA COR & FMS  Program Management  by 5p.m., October 16, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	

	20. 
	Validate FMS production handbooks alongside FMS Operations daily activities.  Vendor shall identify any discrepancies between FMS Operation activities and FMS Operation Handbooks and recommend updates to the operation manuals.  The following processes shall be examined under this measurement:

· Reconciliation Workbench

· DLS Processing

· FMS to FMSS Processing

· NSLDS Processing

· ABE Processing

· Metrics Processing

· FMS Applimation

· FMS Segment Values, CVRs, Summary Templates

· Metrics Processing
	Email delivery of FSA FMS Operations Handbook review and comments to FSA COR & FMS  Program Management  by 5p.m., November 3, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	See Appendix G – FMS Handbooks.

FSA will provide comments within 5 business days of receiving the draft version.

	21. 
	Finalize FSA FMS Operations Handbooks to support the following processes:

· Reconciliation Workbench

· DLS Processing

· FMS to FMSS Processing

· NSLDS Processing

· ABE Processing 

· Metrics Processing

· FMS Applimation

· FMS Segment Values, CVRs, Summary Templates

· Metrics Processing
	Email delivery of an approved final FSA FMS Operations Handbook to FSA COR & FMS  Program Management  by 5p.m., November 18, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	


Application Maintenance

Change Request (CR) Management

The management of the CR process including, but not limited to the following activities:

· Collection, preliminary review, and logging of CRs

· User notification and status reporting

· Monthly Change Control Board agendas & minutes

· Design, development, and testing

· Coordination of code migration

· Documentation updates and training

Application Configuration Management

The management of all FMS application and database configuration including, but not limited to the following activities:

· Cross Validation Rule (CVR) Updates

· Segment Value Updates

· Account Mapping Changes

· Summary Template Changes

· Application & Database administration

· Coordinating code migration with the VDC

· Application & Database Patches

	#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	22. 
	Review and comment on FSA FMS DBA’s Handbook.  This effort shall also provide analysis to facilitate better presentation, recommend improvements, and integrate contractor process/solutions with FSA.
	Email delivery of a FSA FMS DBA’s Handbook comments to FSA COR & FMS  Program Management  by 5p.m., November 3, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	FSA will provide comments within 5 business days of receiving the draft version.

	23. 
	Finalize FSA FMS DBA’s Handbook.
	Email delivery of an approved final FSA FMS CM Procedures based upon approved changes to FSA COR & FMS  Program Management  by 5p.m., November 18, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  
	-3.4%


	


Help Desk Operations

Help Desk Operations

The coordination of internal and external user requests including, but not limited to the following activities:

· Resolving or coordinating the resolution of user requests

· Providing technical and functional assistance

· Notifying users of system changes or outages

· Creating or removing user IDs and profiles

· Updating user passwords

· Support reconciliation activities

· Discoverer installation and administration

· Ad-hoc queries and research

	#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	24. 
	Validate FSA FMS Operations Helpdesk handbook alongside FMS Operations helpdesk daily activities.  Vendor shall identify any discrepancies between FMS Operation Helpdesk activities and FMS Operation Helpdesk Handbook and recommend updates to the operation manuals.  
	Email delivery of FSA FMS Operations Helpdesk Handbook review and comments to FSA COR & FMS  Program Management  by 5p.m., November 3, 2008.  The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	See Appendix H  – FMS Handbooks.

FSA will provide comments within 5 business days of receiving the draft version.

	25. 
	Finalize FSA FMS Operations Helpdesk handbook to support the following processes:

 
	Email delivery of an approved final FSA FMS Operations Handbook to FSA COR & FMS  Program Management  by 5p.m., November 18, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	


Application Development

This task does NOT contain new application development activities.  However, review of application development processes in the context of the Department’s Lifecycle Management (LCM) (see Appendix C) framework process and the current FSA FMS Development Guidelines (See Appendix I) document shall be conducted to assess increased efficiencies, best practices, and match with contractors processes and solutions.  Changes to the established FMS Application Development Guidelines shall be approved by FSA.

	#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	26. 
	Validate FMS Archiving Business Rules, Archiving Production Handbooks and FY2006 Archiving documentation alongside FMS Operations FY2006 archiving activities.  Vendor shall identify any discrepancies between FMS applimation archiving activities and FMS Operation Handbooks and recommend updates to the manuals.  
	Email delivery of FSA FMS Archiving business rules, Archiving Production Handbooks, FY2006 Archiving documents with comments to FSA COR & FMS  Program Management  by 5p.m. November 17, 2008. The email subject shall include the vendor name, contract number, and “DRAFT” document.  
	-2.2%


	See Appendix P – FMS Applimation Business Rules and FMS Archiving Handbooks.

FSA will provide comments within 5 business days of receiving the draft version.

	27. 
	Finalize FMS Archiving Business Rules and Production Handbook
	Email delivery of an approved final Email delivery of FSA FMS Archiving business rules, Archiving Production Handbooks, FY2006 Archiving documents to FSA COR & FMS  Program Management  by 5pm, November 30, 2008.  The email subject shall include the vendor name, contract number, and FINAL document.  


	-3.4%


	

	28. 
	Support FSA FMS Task Order 12 development project through review of Detail Design documentation, test plan/test scripts, and participation on User Acceptance testing and transition to FMS Operations.
	Participation on User Acceptance Testing, and TO #12 development transition to Operations.
	-2.2%


	Detail test scripts shall be provided.  User Acceptance Testing shall occur 9/17/08 to 10/6/08.  Transition to Operations will occur 10/14/08 to 10/28/08.

	29. 
	Provide comments and attend October 28th FMS Lesson Learned meeting
	Meeting Minutes from the October 28th Lesson Learned Meeting.
	-2.2%


	


9.0 Task Order II – FMS Operations (Optional)

9.1 Overview

The primary objective of this task is to provide Federal Student Aid’s (FSA) Financial Management System (FMS) Requirements and Testing Division long-term assistance with FMS.  The long-term FMS assistance under this task will focus on the following FMS areas:

1. Application Security


2. Operations Management

3. Application Maintenance

4. Help Desk Operations

5. Application Development

This Task Order shall provide the umbrella structure for all other Task Orders Supporting Program Management and Administrative Activities.  If issued, other Task Orders (TOs) are to supplement support activities found in Task Order #2.  The activities of other task orders will be included in the Task Order 2 incentives/disincentives structure.  FSA may also add additional incentives/disincentives to the other task orders issued. 

9.2 Period of Performance

The base period of performance will be commence on December 1, 2008 and expire on November 30, 2009 with nine (9) one-year option periods. 

9.3 Government Furnished Equipment

FSA CFO will provide a computer, telephone, and office space at Union Center Plaza in Washington, DC for up to 17 contractors.  In addition, FSA CFO will provide contractors access to the following software products:

· Informia Archive 5.1

· Microsoft Office (Outlook, Word, Excel, PowerPoint, & Access)

· Microsoft Project or Viewer

· Internet Explorer

· Oracle Discoverer

· Oracle Developer Tools

· Toad for Oracle

· Microsoft Visio

FSA is transitioning IT Desktop infrastructure and services under the Department’s Educate contract.  The chart below shows a breakdown of services to be provided from Educate in January 2009 to support this Task Order.  Additionally, FMS will be serviced under Educate’s upgraded Platinum service plan offering superior support services. 

	Staff
	#
	Power User
	Mobile Users
	Blackberry

	 Program Manager 
	1
	 
	1
	1

	 Operations Manager 
	1
	 
	1
	1

	 Development Manager 
	1
	 
	1
	 

	 Ops Functional 
	4
	4
	 
	2

	 Ops Processing Clerk 
	4
	4
	 
	 

	 Ops Sr Dev 
	2
	2
	 
	2

	 Junior Developer 
	3
	3
	 
	 

	 DBA 
	2
	 
	2
	2

	TOTAL
	18
	13
	5
	8


Note: Power Users denote advanced desktop configuration hardware and Mobile Users denote advanced notebook docking station configurations.

If the contractor requires additional software that is not listed above, it must be included in their proposal.

9.4 Payment Structure

Firm-fixed priced invoices reflecting any performance measure adjustments identified in the task order deliverables.

9.5 FSA Security

For access to any Federal Student Aid facility, system, and/or data, all contractor personnel shall be required to obtain the necessary security clearance in accordance with the U.S. Department of Education personnel security policy and Federal Student Aid IT Security & Privacy Policy.

All contractors requiring access to the FMS production system environments or security documentation will require a high-risk (6c) clearance.  All other contractor activity will require a moderate risk (5c) clearance.

9.6 Skill Requirements

The required qualifications for the proposed staff are strong analytical and organizational skills, experience in system security process and working knowledge of federal financial management and Oracle Federal Financials.  

Management and lead staff shall possess strong project management capabilities and are recommended to possess CPA, CGFM or other equivalent professional credentials.

Technical Capabilities must include Oracle Application Extension Development using the Oracle Development Suite (Forms, Reports, PLSQL, WorkFlow, SQL*Loader) and Java/Web Services.  Database Administrator capabilities must include Oracle Financials, ver. 11.5.10 and Oracle 10g database--experience in Unix administration is recommended to facilitate work with the VDC contractors.
9.7 Task Deliverables

The contractor shall submit monthly deliverables containing the performance and statistical measures identified below and any necessary supporting documentation.  FSA expects additional performance measures to be added to the deliverable through the initial procurement process and through mutually agreed upon changes.

The deliverables shall include…

· Cumulative performance measure data

· Annual and quarterly totals where appropriate

· Graphical representation of data where appropriate

· Explanation of data variances 

· Corrective actions plans for all failed performance measures

The contractor shall adjust the associated monthly billing to account for any incentives or penalties incurred.

9.8 Performance Measures

The objective, measurement, and incentive/disincentive charts located in the sections below are intended to ensure that FSA maintains and improves the operational stability that it has achieved to date.  Although these service level agreements (SLA) represent FMS Operating standards, FSA will only consider modifications that are in the best interest to the government.  The incentive/disincentive reflects the percentage increase/decrease that the vendor will add/deduct from their monthly invoice amount.  The FMS Program Manager possesses authority to waive or suspend and SLA or components of an SLA to maximize operational effectiveness.  FSA shall waive an SLA if FSA did or did not perform an agreed activity that prevented the vendor from achieving the performance measure. 

Application Security

Security Procedures

The adherence to government security procedures including, but not limited to the following activities:

· Security Clearance procedures

· Use of government equipment and facilities

· FMS security procedures

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	1. 
	Submit eQIP initiation form to the FMS COR by 9am on the 5th business day prior to the contractor employee start date.
	A confirmation email to the FSA COR and FMS Program Management by 5pm on the day the security requirements are completed that certifies that:  The eQIP initiation form and Account Request Form was submitted to the FMS COR by 9am on the 5th business day prior to contractor employee start date.
	-1.4%


	For example, an employee reporting for duty Monday, April 14, 2008, eQIP initiation form and Account Request Forms must be received by 9am of Monday, April 7th, 2008. 

	2. 
	Upon notification from the FMS COR, complete the Security Clearance package on-line via eQIP (http://www.opm.gov/e-qip/)) and submit all signature pages, fingerprint cards, EDNET Account Request Forms to the FMS COR by 10:30am of the contractor start date.
	A confirmation email to the FSA COR and FMS Program Management by noon on the day the security requirements are completed that certifies that:  The Security Clearance package was electronically completed via eQIP and all signature pages, fingerprint cards, EDUCATE account request forms were submitted to the FMS COR by 10:30AM of the contractor employee start date.
	-1.4%
	Notification from the FMS COR to complete the Security Clearance Package (via eQIP) will be sent within 2 business days of the day the eQIP initiation form is submitted.  If necessary, FMS COR will delegate responsibility to send notification to start security clearance process.

	3. 
	Submit completed FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form to the FMS SSO by the close of business of the contractor’s first day. 
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. by  the contract employee’s 1st day that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-.7%


	For example, if an contract employee starts Monday, April 14th, 2008, the FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form must be submitted by 5:00 PM, on contractor’s first day.

As needed, FMS SSO shall delegate responsibility of receipt of Security forms, Unix Access Request Form, VPN Access Form, and Rational Form.



	4. 
	Submit notification of staff roll-off date to the FMS COR, FMS Program Management, and FMS SSO, 5 business days in advanced of their roll-off date. 
	Email notification to FMS COR, FMS Program Management and SSO is received by 5pm, 5 business days in advance of the contractor roll-off date.
	-.7%


	For example, if an employee is rolling-off after Friday, April 18, 2008, notification shall be sent by Friday, April 11, 2008. 

	5. 
	Submit completed roll-off paperwork, COR checklist and contract employee’s badge to the FSA COR by 3pm on the contract employee’s last day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. on the contract employee’s last day that certifies compliance with or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive
	-1.4%


	Contract employee shall use temporary badge between the time the COR receives the contract employee badge and the end of their workday.  FMS COR shall delegate receipt of roll-off paperwork, COR checklist and contract employee’s badge as necessary because of unavailability.

	6. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training  on an annual basis.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	FSA shall schedule final completion dates for the IT Security Awareness Training and IT Specialized Security Awareness Training on an annual basis.

	7. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training within 5 business days for new contract employees.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	

	8. 
	Remain compliant with the Department of Education or FSA security protocol as defined in the Department of Education Information Assurance Security Policy (e.g., handling of Personally Identifiable Information (PII)).
	Citation of non-compliance of the Department of Education and FSA's security protocol.
	-2,2%
	See Appendix D.  Policies are included in Department of Education mandated IT Security Awareness Training.  Disincentive shall occur for every citation that is made within each month.



Operations Management

Overall Management

The overall management of all aspects of the FMS Operations task order including, but not limited to the following activities:

· Day-to-day management of all activities covered under this task order

· Monday, Wednesday, Friday (MWF) 10am FMS Operations Status meeting to discuss FMS Status, Planned Impacts, Etc. 

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	9. 
	Distribute the MWF FMS Operations Status meeting agenda by 8:00am of the day that the meeting is held.
	The EDNet Outlook date/time stamp.
	-.4%


	Meetings will not be held during Federal Holidays.  Disincentives shall occur for each occasion this objective is missed.

	10. 
	Distribute the MWF FMS Operations Status meeting minutes by 3pm of the day that the meeting is held.
	The EDNet Outlook date/time stamp.
	-.4%


	Meetings will not be held during Federal Holidays.  Disincentives shall occur for each occasion this objective is missed.

	11. 
	Submit a draft invoice for the previous month to FSA by 5pm on the 5th calendar day of each month.  The draft invoice must include incentives/disincentives incurred in the previous month.
	Email delivery of the draft invoice to the FSA COR & FMS Program Management by 5p.m. on the 5th calendar day of the month.  The email subject shall include the vendor name, contract number, and “DRAFT Invoice for [Month]”. 
	-.7%


	If the 5th calendar day is not a working day, the invoice will be submitted on the first working day after the 5th calendar day.

	12. 
	Submit the previous month’s SLA performance summary report, FSA FMS Monthly Performance Measures report, and associated monthly invoice to FSA by the 10th calendar day of the month.  The deliverable and invoice will reference the delivered project documents, weekly status reports, meeting minutes, and applicable SLAs for that month’s activity.
	Deliver 1 printed color copy of the deliverable documentation and invoice to FMS COR and deliver E-mail of the deliverable documentation and invoice to the FSA COR & FMS Program Management by 5 p.m. on the 10th calendar day of the month.
	-1.4%


	If the 10th calendar day is not a working day, the invoice will be submitted on the first working day after the 10th calendar day.

	13. 
	Successfully satisfy all monthly performance measures except SLA 14 of the FMS task order.
	Successfully complete the monthly performance measures identified in this task order without receiving a disincentive.
	2%
	

	14. 
	Provide outstanding performance on the FMS Operations task order.
	Meet SLA 14.  In addition, the vendor must achieve a top rating from FSA FMS Manager for the month’s performance.  Vendor shall submit to FSA Program Manager evidence of outstanding customer satisfaction, outstanding work product quality, and problem resolution timeliness.  
	5%


	

	15. 
	Successfully orient new Contractor Employees to the FSA organization and FSA FMS Operations by completing all items on the FSA FMS Contractor/Employee on-board checklist within 5 business days of the contractor start date.
	E-mail delivery of a signed FSA FMS Contractor/ Employee Checklist to COR & FMS Management by the 5th working day of a contractor’s start date.
	-1.4%


	Reference: TO#1 development of contractor employee orientation plan.



	16. 
	Deliver quarterly, updated FSA FMS Risk Management Plan by 5pm on the first business day of January, April, July, and September. 
	E-mail delivery of the deliverable documentation to the FSA COR & FMS Program Management by 5pm on the first business day of January, April, July, and September.
	-1.4%


	For example, Updated Risk Management Plan shall be delivered for January 2009, Friday, January 2, 2009.

	17. 
	Conduct a yearly lessons learned session with contractors and Federal staff by November 20 of all FMS Operations activities.  The lessons learned process shall include a comprehensive listing of lessons learned during the prior year and provide action plans/ recommended improvements, checked into ClearCase to mitigate reoccurrence of an event.
	A confirmation email to the FSA COR and FMS Program Management that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	Contractor staff shall include program/project managers, technical and functional leads, and supporting database administrators.   


Daily Processing

The completion of the daily processing activities including, but not limited to the following activities:

· Daily system processing

· Investigating and correcting processing failures

· Transmission of data from the FMS GL to FMSS

· Validating batch data sent to FMSS

Note:See Appendix U, Daily, Monthly, Yearly Processing Schedule, and FMS handbooks (Appendix F and G)  for reference to FMS Processing.

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	18. 
	Transmit at least 4 files per week to FMSS.
	The total number of files sent per month divided by 4 weeks.
	-1.4%


	 

	19. 
	Process FMSS Splitter Allocation data within 6 hours of receipt from FMSS
	The average monthly processing time for Splitter Allocation data processing.
	-1.4%


	 

	20. 
	Process FMSS ABE data within 6 hours of receipt from FMSS
	The average monthly processing time for FMSS ABE data processing.
	-1.4%


	 

	21. 
	Process and send COD transactions to GAPS within 6 hours of receipt from COD.
	The average monthly processing time for COD originated transactions that are being sent to GAPS.
	-1.4%


	 

	22. 
	Process and send transactions from GAPS to COD within 6 hours of receipt from GAPS.
	The average monthly processing time for transactions received from GAPS that are being sent to COD.
	-1.4%


	 

	23. 
	Process Direct Loan Servicing (DLS) GL data within 4 hours of receipt from DLS.
	The average monthly processing time for DLS data (IF10, IF20 & GREC files).
	-1.4%


	 

	24. 
	Process and send eCampus-Based (eCB) data to GAPS within 4 hours of receipt from eCB.
	The average monthly processing time for Campus-Based data that is being sent to GAPS.
	-1.4%


	 

	25. 
	Process and send Loan Consolidation (LC) data to GAPS within 4 hours of receipt from LC.
	The average monthly processing time for Loan Consolidation data received from LC that is being sent to GAPS.
	-1.4%


	 

	26. 
	Process and send transactions to LC within 3 hours of receipt from GAPS.
	The average monthly processing time for transactions received from GAPS that are being sent to LC.
	-1.4%


	 

	27. 
	Process Lender LaRS 799 file submission data within 1 business day of receipt by FSA.
	The average monthly processing time for transactions received from Lenders that are processed in FMS.
	-1.4%


	 

	28. 
	Process Lender Lockbox file submission data within 1 business day of receipt by FSA.
	The average monthly processing time for transactions received from Lender Lockbox.
	-1.4%


	 

	29. 
	Process Pay.Gov data within 1 business day of availability to FSA.
	The average monthly processing time for Pay.Gov data processing.
	-1.4%


	 

	30. 
	Process NSLDS data within 2 business days of receipt from NSLDS.
	The average monthly processing time for NSLDS data (AMF & LPIF files).
	-1.4%


	 

	31. 
	Process and send data files and direct database transfers to Financial Partners (FP) DataMart without rework by the 15th and last day of each month.
	A confirmation email to the FSA COR and FMS Management by 9am of the following day that certifies compliance or failure of this SLA.  Email shall contain the Outlook date/time stamp
	-1.4%


	 

	32. 
	Complete internal reconciliation data load and the automated match passes in reconciliation workbench within 3 business days after completion of month-end close.


	Successful completion of the items listed on the FMS Reconciliation Workbench by 5pm on the 3rd business day.  The outlook time stamp on the month end close email will be used to verify the completion time.
	-1.4%


	 Example: FMS closes Wednesday, April 2, 2008 – reconciliation process of internal FMS data shall be complete by 5 PM Monday, April 7, 2008 

	33. 
	Complete reconciliation data load and the automated match passes in reconciliation workbench within 3 business days after receipt of external data files.


	Successful completion of the items listed on the FMS Reconciliation Workbench by 5pm on the 3rd business day.  The outlook time stamp on the certification email will be used to verify the completion time.
	-1.4%


	 Example: file received Wednesday, April 2, 2008 – reconciliation process shall be complete by 5 PM Monday, April 7, 2008 

	34. 
	Statistical Measure
	Statistic on the monthly processing time for transactions sent to GAPS to return as acknowledged.  This includes the number of transactions by type.
	NA
	

	35. 
	Statistical Measure
	The total transactions count and summarized dollars processed per program.
	NA


	

	36. 
	Statistical Measure
	A comparison of the number of check vs. electronic payments and summarization of dollars.
	NA
	

	37. 
	Statistical Measure
	A comparison of manual journals (ADI/Forms) vs. system generated journals by type
	NA
	


Monthly Closing Process

The management of the monthly closing process including, but not limited to the following activities:

· Coordinating month-end processing activity

· Closing and opening periods in AP, AR, & GL

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	38. 
	Close FMS within 2 business days of month end.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  Successful completion of the items listed on the FMS Month End Checklist (attached) by 5pm on the 2nd business day.   The Outlook time stamp on the month end close email will be used to verify the completion time.
	-2.2%


	Reference current FMS Monthly Closing Checklist 


FMS Archiving Process


The management of the yearly archiving process including, but not limited to the following activities:


· Perform archive simulations to plan, validate and test the archive solution.


· Perform walkthroughs and submit final documentation for each simulation


· Update the Archiving Production support document to reflect updated software and new processes


· Prepare a document of changes to the users indicating archiving business rules


· Schedule and execute approved archiving plan


	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	39. 
	Deliver approved archiving plan and test results by October 15 to support archiving of data 3 fiscal years prior to the current fiscal year.  Archiving planning and tests shall include FMS GL, sub ledger, and custom extension  data.
	Document delivered to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  Email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%
	If the 15th is not a working day, the documentation will be submitted on the first working day after the 15th

	40. 
	Archive production data as defined in the approved plan in SLA 39 by November 30th.

	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA. Successful completion of FMS archiving by November 30th.  
	-2.2%


	Production Archiving cannot begin until 11/1 and must be completed on weekends and/or holidays.  

Confirmation email shall include database statistics from archiving, including number of lines and size of database space archived.


Application Maintenance

Change Request (CR) Management

The management of the CR process including, but not limited to the following activities:

· Collection, preliminary review, and logging of change requests

· User notification and status reporting

· Monthly Change Control Board (CCB) agendas & minutes

· Design, development, and testing

· Coordination of code migration

· Documentation updates and training

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	41. 
	Log CRs within 2 hours of receipt.
	The monthly average time from CR receipt to user notification of CR# as determined by the Outlook time stamp. 
	-.7%


	CRs shall be logged during business hours.  If a CR is received after 4 PM EST on a business day, the performance period shall continue to the following business day.



	42. 
	Complete Level of Effort estimate for all new CRs within 3 business days
	The monthly average time from CR creation to LOE completion as determined by the Rational time stamp.
	-.7%
	

	43. 
	Distribute updated CR status reports each Tuesday by 10am.
	The Outlook date/time stamp.
	-.7%
	Disincentive shall occur for every citation that is made within each month.  Examples included in Appendix I.

	44. 
	Conduct pre-Change Control Board (CCB) meetings to deliver candidate CR Information with estimated level of effort and organizational priority ranking 1 week prior to each CCB meeting.
	Meeting minutes the day of the Pre-CCB by 5:00pm.
	-1.4%


	

	45. 
	Distribute the CCB minutes by 5pm on the day that the CCB is held.
	The Outlook date/time stamp.
	-.7%


	 

	46. 
	Check final approved documentation and artifacts (e.g. detailed functional design, detailed technical design, detailed test scripts, validated testing results, updated production handbook(s)) into FMS configuration management tool (currently Rational ClearCase, ClearQuest) 10 business days in advance of a planned release.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	Check in process will follow FSA FMS Change Management Check-In Process Guide available in Appendix K. 

	47. 
	Submit the final completed & signed Operations Transition Plan, approved implementation / configuration / setup plan with staffing, ClearCase and ClearQuest approvals and attachments by 5pm three business days in advance to a planned release.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	 For example, if a production release is scheduled for Sunday, April 20, 2008, this deliverable is due by 5pm, Wednesday, April 16, 2008.

	48. 
	Successfully implement each production release, including configuration and setup, into Production without rework.
	A confirmation email to the FSA COR and FMS Program Management by 5pm on the day of implementation that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-2.2%
	Rework is defined as any changes to configuration, setup, documentation, or code that is made after a production implementation.

	49. 
	Statistical Measure
	The breakdown of CR activity for the month, including but not limited to the number of open/closed CRs by category.
	N/A
	 


Application Configuration Management

The management of all FMS application and database configuration including, but not limited to the following activities:

· Cross Validation Rule (CVR) Updates

· Segment Value Updates

· Transactional/Account Mapping Changes

· Summary Template Changes

· Application & Database administration

· Coordinating code migration with the VDC

· Application & Database Patches

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	50. 
	Update CVRs without rework within 8 hours of receipt from FMSS.
	The contractor log of the CVR changes between FMS and FMSS.  Log must include time of receipt from FMSS and time of configuration in FMS.
	-1.4%


	 CVRs shall be implemented during business hours. 

 

	51. 
	Update Segment Values without rework within 8 hours of receipt from FMSS.
	The contractor’s report of the Segment Value changes between FMS and FMSS. Log must include time of receipt from FMSS, Segment Value approval (Y/N) from FSA accounting division and if approved, time of configuration in FMS
	-1.4%


	Segment Values shall be implemented during business hours.  

	52. 
	Update Summary Templates without rework within 8 hours of receipt of them from OCFO.
	The contractor’s report of the Summary Template changes between FMS and FMSS.  Log must include time of receipt from FMSS, Summary Template approval (Y/N) from FSA accounting division and if approved, time of configuration in FMS
	-1.4%


	Summary Templates shall be implemented during business hours.  

	53. 
	Complete FMS application configuration setup requests originating from Help Desk and CR requests (e.g., bank account, system profile options, user information, etc.) without rework.
	The rework of any FMS application configuration setup missed pertaining to the FSA FMS Change Management Process Guide.
	-1.4%


	 This configuration setup is separate from a production code release.

	54. 
	Clone and certify FMS development environments without rework within 2 business days of a VDC FMS file restore. 
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	 Example: FMS Operations Manager requests a clone noon April 2, 2008 – clone/ certification process shall be complete by 5 PM Monday, April 7, 2008.

Note: FMS currently has 2 development servers supporting 8 different instances. These instances contain the following environments: development (DEVCOM), testing (TSTING), user acceptance testing (UATDB), code staging (STGING), user reporting (FMSRPT), patch testing (PAYGOV), and two reconciliation areas (RECON1 & RECON2).

	55. 
	Update FMS-managed FTP accounts according to FSA security policy and procedures (Currently 1 Year).
	A confirmation email to the FSA COR and FMS Program Management within the 1-year period that certifies compliance or failure of this SLA.  The email subject shall include the vendor name contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	Note: First password change shall occur 12/7/2008. 

	56. 
	Update FMS Application (Apps) passwords without rework according to FSA security policy and procedures (Currently 85 days).
	A confirmation email to the FSA COR and FMS Program Management within the 85 days that certifies compliance or failure of this SLA.  The email subject shall include the vendor name contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	 Note: First password change shall occur 12/7/2008.

	57. 
	Conduct a lessons learned session with contractors and Federal staff by the 2nd business day after each implementation.  Conduct the session using the annual lessons learned process defined in SLA 17 as a guide. Contractor staff shall include program/project managers, technical and functional leads, and supporting database administrators.  
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-1.4%


	 


Help Desk Operations

Help Desk Operations

The coordination of internal and external user requests including, but not limited to the following activities:

· Staff FMS Operations Help Desk from 7:00am to 6:00pm

· Resolving or coordinating the resolution of user requests

· Providing technical and functional assistance

· Notifying users of system changes or outages

· Creating or removing user ids and profiles

· Updating user passwords

· Support reconciliation activities

· Discoverer installation and administration

· Ad-hoc queries and research

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	58. 
	Successfully resolve user requests (requirements) within 8 hours.
	The monthly average of user requests resolution times.
	-1.4%


	If User request is received with less than 8 hours left in the business day, the performance period shall continue to the following business day. 

	59. 
	Provide staffing for the Help Desk from 7am to 6pm daily, excluding weekends and federal holidays.
	 Help Desk is staffed from 7am to 6pm daily excluding weekends and holidays.
	-.7%


	 Note: Contractor’s are encouraged to uses staggered work structures provide value to the government.

	60. 
	Set up and notify User's FMS Access credentials within 2 hours of SSO authorization without rework. 
	The difference between SSO email approval and the date notification is sent via email.
	-1.4%


	If authorization is received with less than 2 hours left in the business day, the performance period shall continue to the following business day. 

	61. 
	Notify FMS Users and key stakeholders 5 business days prior to an scheduled FMS downtime or development release, and send follow-up reminder 1 business day in advance.
	Send communications from FMS.Operations@ed.gov within the specified time objectives
	-1.4%


	For example, if FMS is taken down on Sunday, April 20, 2008, users are notified on Monday, April 14, 2008, and Friday, April 18, 2008.

	62. 
	Notify FMS Users and key stakeholders within 30 minutes of an unexpected FMS outage.
	 Send communications from FMS.Operations@ed.gov within the specified time objectives
	-1.4%


	This SLA will be enforced during FSA FMS Help Desk hours.

	63. 
	Statistical Measure.
	The breakdown of monthly help desk activity, including but not limited to the number of user inquiries, method of inquiry, the area of inquiry, and the summary level resolution.
	N/A
	 


Application Development

Development Planning

The management of the development planning including, but not limited to the following activities:

· Identify resources necessary for development

· Build a schedule for planned development

· Identify key stakeholders affected by development

· Identify risks and opportunities and build strategies to deal with them

The FMS production release schedule accommodates the quarterly FMS releases, Quarterly Security Patches, Emergency releases and releases to support mandatory and partner system changes.  The 2008 FSA FMS schedule is listed in Appendix B of this document.  This Task order will support the project management structure of additionally awarded task orders.  The additional task orders will supplement the available functional and development capacity of the Operations Development group.  

Application Development

· Use the Rational ClearCase/ClearQuest software to track and manage the code

· Follow the guidelines established in the FSA FMS Developer Guide (Appendix I)

· Comply with the U.S. Department of Education’s Lifecycle Management (LCM) framework (Currently Version 1.0 - Appendix C)

· Hold weekly FMS Development Status meeting to discuss FMS Development Status, Planned Impacts, etc.

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	64. 
	Create a development project plan with assigned resources, 5 business days after the CCB FMS Production release approval, including lifecycle development activities for all CRs estimated over 40 days.  Project plans shall be included in the MWF Operations meeting materials.
	E-mail delivery of the Project plan to the FMS COR & FMS Program Management by 5pm, 5 business days after the CCB Production Release approval.
	-.4%
	


10.0 Task Order III – FSA FMS Application Security Management (Optional)

10.1 Overview

 Establishing the appropriate protection of FSA FMS and the information it contains is central to maintaining the integrity and confidentiality of the data and essential for obtaining and maintaining security certification and accreditation (C&A) of the System and its supporting processes.

The FMS Security Program is a dynamic yet structured activity, requiring implementation and periodic update of security controls and documentation as business technology and threat conditions warrant. These elements must be developed and implemented in a comprehensive manner, complementing each other so that they provide consistent, contiguous protection of FMS resources.  

The contractor shall provide technical management, assistance and application of specialized experience and knowledge in the area or security assessment, design, and implementation INDEPENDENT of the contractor management channel of FMS Operations and Development areas.

 FSA seeks assistance in providing security services that includes activities needed to implement and maintain security controls, to support any security reporting mandates, to support security and disaster recovery testing and assessment, and to document or otherwise ensure compliance with all security requirements.  The contractor will help maintain the FMS security library and help implement controls identified in the FMS System Security Plan or other documents in the library.

10.2 Period of Performance

The base period of performance will be commence on December 1, 2008 and expire on November 30, 2009 with nine (9) one-year option periods.

10.3 Government Furnished Equipment

FSA CFO will provide a computer, telephone, and office space at Union Center Plaza in Washington, DC for 1 contractor.  In addition, FSA CFO will provide contractor access to the following software products:

· Microsoft Office (Outlook, Word, Excel, PowerPoint, & Access)

· Microsoft Project or Viewer

· Internet Explorer

· Oracle Discoverer

· Oracle Developer Tools

· Toad for Oracle

· Microsoft Visio

FSA is transitioning IT Desktop infrastructure and services under the Department’s Educate contract.  Under this contract FMS will be serviced under Educate’s upgraded Platinum service plan offering superior support services.  FMS shall support 1 “Power User” advanced desktop configuration to support the FMS security services contract.  

If the contractor requires additional software that is not listed above, it must be included in their proposal.

10.4 Payment Structure

The invoices shall be fixed labor hours and reflect any performance measure adjustments identified in the task order deliverables.

10.5 Security

For access to any Federal Student Aid facility, system, and/or data, all contractor personnel shall be required to obtain the necessary security clearance in accordance with the U.S. Department of Education personnel security policy and Federal Student Aid IT Security & Privacy Policy.

All contractors requiring access to the FMS production system environments or security documentation will require a high-risk (6c) clearance. 

10.6 Skill Requirements

The required qualifications for the proposed staff are strong analytical and organizational skills, experience in system security process and working knowledge of Federal financial management.  This staff is recommended to possess a Certified Information Systems Security Professional (CISSP) certification or equivalent professional certification and have a strong systems security audit background.  Experience with Oracle Federal Financials is highly desirable.

10.7 Task Deliverables

The contractor shall submit monthly deliverables containing the performance measures identified below and any necessary supporting documentation.  FSA expects additional performance measures to be added to the deliverable through the initial procurement process and through mutually agreed upon changes.

The deliverables shall include…

· Graphical representation of data where appropriate.

· Explanation and corrective actions plans for all failed performance measures.

The contractor shall adjust the associated monthly billing to account for any incentives or penalties incurred.

10.8 Performance Measures

The objective, measurement, and incentive/disincentive charts located in the sections below are intended to ensure that FSA maintains and improves the operational stability that it has achieved to date.  Although these service level agreements (SLA) represent FMS Operating standards, FSA will only consider modifications that are in the best interest to the government.  The incentive/disincentive reflects the percentage increase/decrease that the vendor will add/deduct from their monthly invoice amount.  The FMS Program Manager possesses authority to waive or suspend and SLA or components of an SLA to maximize operational effectiveness.  FSA shall waive an SLA if FSA did or did not perform an agreed activity that prevented the vendor from achieving the performance measure. 

Security Procedures

The adherence to government security procedures including, but not limited to the following activities:

· Security Clearance procedures

· Use of government equipment and facilities

· FMS security procedures

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	1. 
	Submit eQIP initiation form to the FMS COR by 9am on the 5th business day prior to the contractor employee start date.
	A confirmation email to the FSA COR and FMS Program Management by 5pm on the day the security requirements are completed that certifies that:  The eQIP initiation form and Account Request Form was submitted to the FMS COR by 9am on the 5th business day prior to contractor employee start date.
	-1.4%


	For example, an employee reporting for duty Monday, April 14, 2008, eQIP initiation form and Account Request Forms must be received by 9am of Monday, April 7th, 2008. 

	2. 
	Upon notification from the FMS COR, complete the Security Clearance package on-line via eQIP (http://www.opm.gov/e-qip/)) and submit all signature pages, fingerprint cards, EDNET Account Request Forms to the FMS COR by 10:30am of the contractor start date.
	A confirmation email to the FSA COR and FMS Program Management by noon on the day the security requirements are completed that certifies that:  The Security Clearance package was electronically completed via eQIP and all signature pages, fingerprint cards, EDUCATE account request forms were submitted to the FMS COR by 10:30AM of the contractor employee start date.
	-1.4%


	Notification from the FMS COR to complete the Security Clearance Package (via eQIP) will be sent within 2 business days of the day the eQIP initiation form is submitted.  If necessary, FMS COR will delegate responsibility to send notification to start security clearance process.

	3. 
	Submit completed FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form to the FMS SSO by the close of business of the contractor’s first day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. by  the contract employee’s 1st day that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-.7%


	For example, if an contract employee starts Monday, April 14th, 2008, the FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form must be submitted by 5:00 PM, on contractor’s first day.

As needed, FMS SSO shall delegate responsibility of receipt of Security forms, Unix Access Request Form, VPN Access Form, and Rational Form.



	4. 
	Submit notification of staff roll-off date to the FMS COR, FMS Program Management, and FMS SSO, 5 business days in advanced of their roll-off date. 
	Email notification to FMS COR, FMS Program Management and SSO is received 5 business days in advanced of the contractor roll-off date.
	-.7%


	For example, if an employee is rolling-off after Friday, April 18, 2008, notification shall be sent by Friday, April 11, 2008. 

	5. 
	Submit completed roll-off paperwork, COR checklist and contract employee’s badge to the FSA COR by 3pm on the contract employee’s last day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. on the contract employee’s last day that certifies compliance with or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive
	-1.4%


	Contract employee shall use temporary badge between the time the COR receives the contract employee badge and the end of their workday.  FMS COR shall delegate receipt of roll-off paperwork, COR checklist and contract employee’s badge as necessary because of unavailability.

	6. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training  on an annual basis.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	FSA shall schedule final completion dates for the IT Security Awareness Training and IT Specialized Security Awareness Training on an annual basis.

	7. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training within 5 business days for new contract employees.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	

	8. 
	Remain compliant with the Department of Education or FSA security protocol as defined in the Department of Education Information Assurance Security Policy (e.g., handling of Personally Identifiable Information (PII)).
	Citation of non-compliance of the Department of Education and FSA's security protocol.
	-2.2%
	See Appendix D.  Policies are included in Department of Education mandated IT Security Awareness Training.  Disincentive shall occur for every citation that is made within each month.


Overall Management

The overall management of all aspects of the FMS Security task order including, but not limited to the following activities:

· Day-to-day management of all activities covered under this task order

· Hold Bi-weekly FSA FMS Security Status meetings

· Attend all CIO Security Meetings

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	9. 
	Distribute the FSA FMS Security Status Meeting agenda by 8:00am of the day that the meeting is held.
	The Outlook date/time stamp.
	-.4%


	

	10. 
	Distribute the FSA FMS Security Status meeting minutes by 5pm of the day that the meeting is held.
	The Outlook date/time stamp.
	-.4%


	

	11. 
	Submit a draft invoice for the previous month to FSA by 5pm on the 5th calendar day of each month.  The draft invoice must include incentives/disincentives incurred in the previous month.
	Email delivery of the draft invoice to the FSA COR & FMS Program Management by 5p.m. on the 5th calendar day of the month.  The email subject shall include the vendor name, contract number, and “DRAFT Invoice for [Month]”. 
	-.7%


	If the 5th calendar day is not a working day, the invoice will be submitted on the first working day after the 5th calendar day.

	12. 
	Submit the previous month’s SLA performance summary and associated monthly invoice to FSA by the 10th calendar day of the month.  The deliverable and invoice will reference the delivered project documents, weekly status reports, meeting minutes, and applicable SLAs for that month’s activity.
	Deliver 1 printed color copy of the deliverable documentation and invoice to FMS COR and deliver E-mail of the deliverable documentation and invoice to the FSA COR & FMS Program Management by 5 p.m. on the 10th calendar day of the month.
	-1.4%


	If the 10th calendar day is not a working day, the invoice will be submitted on the first working day after the 10th calendar day.  See Executive Summary section of Appendix E, FMS Monthly Performance Report as an example.. 


Security Management

The contractor shall provide technical assistance and application of specialized experience and knowledge in the area of System Security including but not limited to the following activities:

· Support requirements review, testing activities, issue resolution, and documentation of internal and external security assessments, risk assessments, reviews, and audits (e.g., NIST self-assessment, POA&M, C&A, other risk assessments, FISMA, and IT General Controls reviews conducted in coordination with the annual Financial Statement Audit and A-123 reviews.)

· Assist with identification of mitigating strategies for open audit and risk assessment issues, Risk Assessment Forms and Corrective Action Plans.

· Participate in preparation and response to periodic security reporting mandates (e.g., OMB’s Privacy Impact Assessment Questionnaire and the Department’s Critical Infrastructure Protection (CIP) Program survey)

· Assistance in development of review procedures and audits of sensitive user-access privileges (e.g., Super User and System Administrator) and selected users (e.g., DBA); incident reporting procedures; and ongoing monitoring and other security activities performed by the SSO or security team

· Review and maintain FMS security library including the FMS System Security Plan (SSP), Contingency Plan, Configuration Management Plan and Concept of Operations document

· Review and maintain FMS user training documents based on internal or external changes in security policies and operating procedures

· Monitor accepted low risks to ensure they do not increase

· Support Disaster Recovery and other testing, including the development and execution of test plans

· Support updating FMS Trading Partner Agreements (TPA) and Interconnection Security Agreements
	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	13. 
	Certify Trading Partner Agreements (TPAs) are up-to-date with every FMS release.
	A confirmation email to the FSA COR and FMS  FMS  Program Management   by 5pm, the day of an operational readiness review that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-.7%


	 


11.0 Task Order IV –CheckFree Operations (Optional)

11.1 Overview

The primary objective of this task is to provide Federal Student Aid’s (FSA), Financial Management System (FMS) Division support with the RECON Plus for windows software developed by the CheckFree Corporation and used by CFO to perform reconciliations of key financial data and accounts.

FSA has successfully automated numerous monthly reconciliations using the RECON Plus for Windows software since its acquisition, and is increasing its use to automate additional existing reconciliations and implement newly developed reconciliation. Currently, CFO uses RECON Plus for Windows to perform approximately 10 monthly reconciliations.  This automation allows CFO to consistently perform these reconciliations timely meeting monthly deadlines prescribed by FSA’s annual performance plan. 

The long-term FMS assistance under this task will focus on the following CheckFree areas:

1. Operations Management

2. Application Maintenance

3. Help Desk Operations

4. Application Development

11.2 Period of Performance

The base period of performance will be commence on September 15, 2008 and expire on September 14, 2009 with nine (9) one-year option periods.

11.3 Government Furnished Equipment

FSA CFO will provide a computer, telephone, and office space at Union Center Plaza in Washington, DC for 1 contractor.  In addition, FSA CFO will provide contractor access to the following software products:

· Microsoft Office (Outlook, Word, Excel, PowerPoint, & Access)

· Microsoft Project or Viewer

· Internet Explorer

· Oracle Discoverer

· Oracle Developer Tools

· Toad for Oracle

· Microsoft Visio

· RECON Plus for Windows

· Crystal Reports

FSA is transitioning IT Desktop infrastructure and services under the Department’s Educate contract.  Under this contract FMS will be serviced under Educate’s upgraded Platinum service plan offering superior support services.  FMS shall support 1 “Power User” advanced desktop configuration to support the FMS security services contract.  

If the contractor requires additional software that is not listed above, it must be included in their proposal.

11.4 Payment Structure

Firm-fixed priced invoices reflecting any performance measure adjustments identified in the task order deliverables.

11.5 Security

For access to any Federal Student Aid facility, system, and/or data, all contractor personnel shall be required to obtain the necessary security clearance in accordance with the U.S. Department of Education personnel security policy and Federal Student Aid IT Security & Privacy Policy.

All contractors requiring access to the FMS production system environments or security documentation will require a high-risk (6c) clearance.  All other contractor activity will require a moderate risk (5c).

11.6 Skill Requirements

The required qualifications for the proposed staff are strong analytical and organizational skills, experience in reengineering processes and implementing improvements, working knowledge of Federal financial management and accounting, and experience in system implementation.  Experience with CheckFree reconciliation software, Crystal Reports, and Oracle Federal Financials is highly desirable.

11.7 Task Deliverables

The contractor shall submit monthly deliverables containing the performance and statistical measures identified below and any necessary supporting documentation.  FSA expects additional performance measures to be added to the deliverable through the initial procurement process and through mutually agreed upon changes.

The deliverables shall include…

· Confirm monthly completion of the Data Extraction, Loading, and automatic matching for the following reconciliations:

· FMSS to FMSS

· FMS to FMSS Grants

· FMS to GAPS

· GA Sub Ledger

· Lender Subledger

· Provide monthly matrix of reconciliations performed. This matrix shall include data volumes, time to complete, and reconciliation status.

· Provide monthly matrix for Help Desk calls and issues.

· Maintain Checkfree system configuration document.

· Maintain Checkfree Operations Handbook.

· Maintain Checkfree User’s procedures.

· Implement new reconciliations in Checkfree.

· Cumulative performance measure data.

· Annual and quarterly totals where appropriate.

· Graphical representation of data where appropriate.

· Explanation and corrective actions plans for all failed performance measures.

The contractor shall adjust the associated monthly billing to account for any incentives or penalties incurred.

11.8 Performance Measures

The objective, measurement, and incentive/disincentive charts located in the sections below are intended to ensure that FSA maintains and improves the operational stability that it has achieved to date.  Although these service level agreements (SLA) represent FMS Operating standards, FSA will only consider modifications that are in the best interest to the government.  The incentive/disincentive reflects the percentage increase/decrease that the vendor will add/deduct from their monthly invoice amount.  The FMS Program Manager possesses authority to waive or suspend and SLA or components of an SLA to maximize operational effectiveness.  FSA shall waive an SLA if FSA did or did not perform an agreed activity that prevented the vendor from achieving the performance measure. 

Security Procedures

The adherence to government security procedures including, but not limited to the following activities:

· Security Clearance procedures

· Use of government equipment and facilities

· FMS security procedures

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	1. 
	Submit eQIP initiation form to the FMS COR by 9am on the 5th business day prior to the contractor employee start date.
	A confirmation email to the FSA COR and FSA FMS Program Management by 5pm on the day the security requirements are completed that certifies that:  The eQIP initiation form and Account Request Form was submitted to the FMS COR by 9am on the 5th business day prior to contractor employee start date.
	-1.4%


	For example, an employee reporting for duty Monday, April 14, 2008, eQIP initiation form and Account Request Forms must be received by 9am of Monday, April 7th, 2008. 

	2. 
	Upon notification from the FMS COR, complete the Security Clearance package on-line via eQIP (http://www.opm.gov/e-qip/)) and submit all signature pages, fingerprint cards, EDNET Account Request Forms to the FMS COR by 10:30am of the contractor start date.
	A confirmation email to the FSA COR and FSA FMS Program Management by noon on the day the security requirements are completed that certifies that:  The Security Clearance package was electronically completed via eQIP and all signature pages, fingerprint cards, EDUCATE account request forms were submitted to the FMS COR by 10:30AM of the contractor employee start date.
	-1.4%


	Notification from the FMS COR to complete the Security Clearance Package (via eQIP) will be sent within 2 business days of the day the eQIP initiation form is submitted.  If necessary, FMS COR will delegate responsibility to send notification to start security clearance process.

	3. 
	Submit completed FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form to the FMS SSO by the close of business of the contractor’s first day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. by  the contract employee’s 1st day that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and any associated incentive or disincentive.
	-.7%


	For example, if an contract employee starts Monday, April 14th, 2008, the FMS Security Access Forms, Unix Access Request Form, VPN Access Form, Oracle database account form and Rational Form must be submitted by 5:00 PM, on contractor’s first day.

As needed, FMS SSO shall delegate responsibility of receipt of Security forms, Unix Access Request Form, VPN Access Form, and Rational Form.



	4. 
	Submit notification of staff roll-off date to the FMS COR, FMS Program Management, and FMS SSO, 5 business days in advanced of their roll-off date. 
	Email notification to FMS COR, FMS Program Management and SSO is received 5 business days in advanced of the contractor roll-off date.
	-.7%


	For example, if an employee is rolling-off after Friday, April 18, 2008, notification shall be sent by Friday, April 11, 2008. 

	5. 
	Submit completed roll-off paperwork, COR checklist and contract employee’s badge to the FSA COR by 3pm on the contract employee’s last day.
	A confirmation email to the FSA COR, FMS Program Management, and SSO by 5 p.m. on the contract employee’s last day that certifies compliance with or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive
	-1.4%


	Contract employee shall use temporary badge between the time the COR receives the contract employee badge and the end of their workday.  FMS COR shall delegate receipt of roll-off paperwork, COR checklist and contract employee’s badge as necessary because of unavailability.

	6. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training  on an annual basis.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	FSA shall schedule final completion dates for the IT Security Awareness Training and IT Specialized Security Awareness Training on an annual basis.

	7. 
	Complete IT Security Awareness Training and IT Specialized Security Awareness Training within 5 business days for new contract employees.
	A confirmation email to the FSA COR and FMS Program Management by 5pm that certifies compliance or failure of this SLA.  The email subject shall include the vendor name, contract number, and SLA #.  The email text shall include the SLA #, the SLA details, a certification of compliance or failure, and the associated incentive or disincentive.
	-1.4%


	

	8. 
	Remain compliant with the Department of Education or FSA security protocol as defined in the Department of Education Information Assurance Security Policy (e.g., handling of Personally Identifiable Information (PII)).
	Citation of non-compliance of the Department of Education and FSA's security protocol.
	-2.2%
	See Appendix D.  Policies are included in Department of Education mandated IT Security Awareness Training.  Disincentive shall occur for every citation that is made within each month.




Overall Management

The overall management of all aspects of the FMS CheckFree task order including, but not limited to the following activities:

· Day-to-day management of all activities covered under this task order

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	9. 
	Submit a draft invoice for the previous month to FSA by 5pm on the 5th calendar day of each month.  The draft invoice must include incentives/disincentives incurred in the previous month.
	Email delivery of the draft invoice to the FSA COR & FMS Program Management by 5p.m. on the 5th calendar day of the month.  The email subject shall include the vendor name, contract number, and “DRAFT Invoice for [Month]”. 
	-.7%


	If the 5th calendar day is not a working day, the invoice will be submitted on the first working day after the 5th calendar day.

	10. 
	Submit the previous month’s SLA performance summary and associated monthly invoice to FSA by the 10th calendar day of the month.  The deliverable and invoice will reference the delivered project documents, weekly status reports, meeting minutes, and applicable SLAs for that month’s activity.
	Deliver 1 printed color copy of the deliverable documentation and invoice to FMS COR and deliver E-mail of the deliverable documentation and invoice to the FSA COR & FMS Program Management by 5 p.m. on the 10th calendar day of the month.
	-1.4%


	If the 10th calendar day is not a working day, the invoice will be submitted on the first working day after the 10th calendar day.  See Executive Summary section of Appendix E, FMS Monthly Performance Report as an example. 


CheckFree Management 

Under this Task Order, the contractor shall support reconciliations using Checkfree’s reconciliation tool.  CFO requires contractor support activities including, but not limited to the following items:

· Coordinate the transition of Checkfree Operations from FSA CIO to FSA CFO/FMS.

· Operations Management of the Checkfree Software.

· Application Administrator/Security of the Checkfree Application.

· Maintenance of the As-Is reconciliations in Checkfree.

· Perform the monthly Data Extraction, Data Loading, and Matching in Checkfree for the existing reconciliations in RECON Plus.

· Integrate with FMS Operations to extract data from FMS.

· Coordinate with the FMS feeder systems to provide input files/data for the monthly reconciliations.

· Modify the As-Is reconciliations process to allow for automation or improved effectiveness/efficiency in Checkfree.

· Support RECON Plus for Windows upgrade.

· Support Checkfree Certification and Accreditation (C&A)

· Support the automation development effort and implementation of new reconciliations in Checkfree.

· Interface with CFO for requirements gathering, design review, development, testing, and implementation of new reconciliations in Checkfree.

· Support the development of new reconciliations reports in Checkfree using Crystal Reports.

· Support the Archiving or purging of reconciled data.

· Interface with Checkfree vendor to solicit answers to technical and functional questions related to Checkfree software.

· Interface with FSA’s VDC hosting contractors for database and servers upgrade, performance tuning, maintenance, patches, and backup.

· Recommend changes to Checkfree configuration or reconciliation automation processes.

· Maintain up-to-date Checkfree documentations and reconciliation procedures.

· Provide FSA with guidance for long term planning for database capacity and technical architecture.

· Provide Help Desk Operations to CFO Checkfree users.

· Perform project management for the Task Order.

	SLA#
	Objective
	Measurement
	Incentive/

Disincentive
	Notes

	11. 
	Complete CheckFree Monthly reconciliations within 3 business days of month-end close or within 3 business days of receipt of the source file/data from partner systems.
	Successful completion of the items listed on the FMS Reconciliation Workbench by 5pm on the 3rd business day.  The outlook time stamp on the month end close email will be used to verify the completion time.
	-1.4%


	 Example: FMS closes Wednesday, April 2, 2008 – reconciliation process shall be complete by 5 PM Monday, April 7, 2008.  See Appendix T, CheckFree Production Handbook for guidance.
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Appendix A – Glossary
	Acronym
	Definition

	ACCS
	Account Code Classification Structure

	ACH
	Automated Clearing House

	ACS
	Affiliated Computer Services, Inc (Contractor)

	ADI
	Application Desktop Integrator

	ALC
	Agency Location Code

	AMF
	Account Maintenance Fees

	AR
	Accounts Receivable

	AP
	Accounts Payable

	BG
	Budget Group

	CC
	Cash Control

	CCB
	Change Control Board

	CCID
	Code Combination Identification

	CDDT
	Conditional Discharge and Disability Tracking 

	CDDTS
	Conditional Discharge and Disability Tracking System 

	COTS
	Commercial Off-the-Shelf Package

	CRP
	Conference Room Pilot

	COD
	Common Origination and Disbursement

	CRP
	Conference Room Pilot

	CSB
	Common Services for Borrowers

	CVR
	Cross Validation Rule

	D&B
	Dunn and Bradstreet

	DLO
	Direct Loan Origination

	DLOS
	Direct Loan Origination System 

	DLS
	Direct Loan Servicing

	DMCS
	Debt Management Collection Services

	DUNS
	Data Universal Numbering System

	EAI
	Enterprise Architecture Integration

	eCB
	eCampus Based

	ECAPS
	Education Central Automated Processing System

	EDS
	Electronic Data Systems (Contractor)

	EFT
	Electronic Funds Transfer

	ESS
	EDCAPS Support Services

	FFEL
	Federal Family Education Loan

	FMG
	Financial Management Group

	FMS
	Financial Management System

	FMSS
	Financial Management System Software

	FP
	Financial Partners

	FRB
	Federal Reserve Bank

	FSA
	Federal Student Aid

	FSEOG
	Federal Supplemental Educational Opportunity Grant

	FTP
	File Transfer Protocol

	GA
	Guaranty Agency

	GAFR
	Guaranty Agency Financial Report

	GAPS
	Grant Administration and Payment System

	GL
	General Ledger

	GOALS
	Government On-Line Accounting Link Information Access System 

	GREC
	Government Records

	HEA
	Higher Education Act

	IPP
	Interim Payment Process

	IV&V
	Independent Verification and Validation

	LAP
	Lender Application Process

	LaRS
	Lender Reporting System

	LC
	Loan Consolidation

	LID
	Lender Identification Number

	LO
	Loan Origination

	LPIF
	Loan Processing and Issuance Fees

	LEAP
	Leveraging Educational Assistance Partnership

	NSLDS
	National Student Loan Data System

	OB
	Obligation

	OCFO
	Office of the Chief Financial Officer

	ODS/BS
	Office of Deputy Secretary/Budget Service

	OMB
	Office of Management and Budget

	PEPS
	Postsecondary Education Participants System

	PBF
	Performance Based Fees

	PY
	Payment Request

	RF
	Refund

	RFMS
	Recipient Financial Management System

	SAIG
	Student Aid Internet Gateway

	SLEAP
	Special Leveraging Educational Assistance Partnership

	SOA
	Statement of Account

	SOB
	Set of Books

	SQL
	Structured Query Language

	SSO
	System Security Officer

	SV
	Servicing

	the Department
	Department of Education 

	TPA
	Trading Partner Agreement

	UTLC
	Unpaid Teacher Cancellation Liabilities

	VFA
	Voluntary Flexible Agreement


Appendix B – FSA FMS FY2008 Release Schedule 

	No#
	 CRs Must be Submitted By
	 Pre CCB for Release
	 CCB for Release
	 Document Requirements and Design
	 Clone Development Environment (DEVCOM)
	 Clone Testing Environment (TSTING)
	 Development / Unit Testing/ Test Scripts
	Integration Testing
	 System Testing (UAT / IST)
	Code Check-in EDS
	QA/QC EDS
	TO 2 Documentation Dead Line
	 Code Freeze
	Provide README file to DBA team
	FMS Implementation Review
	FMS Implementation Approval
	VDC
CCM
Number
	 Release Date

	FY 2008
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 

	7.022_C1
	FMS Release - Oracle Oct 07 Security Patches - CR #1176
	 
	 
	 
	10/29/07-11/14/07
	 
	 
	 
	 
	 
	 
	 
	11/15/07
	11/16/07
	28328
	11/24/07

	7.023
	FMS Release
	09/06/07
	09/12/07
	09/13/07-09/25/07
	10/09/07-10/10/07
	10/22/07-10/23/07
	09/26/07-11/14/07
	11/15/07-11/16/07
	11/19/07-11/21/07
	11/23/07
	11/26/07-11/27/07
	11/28/07
	11/28/07
	11/28/07
	11/29/07-12/06/07
	12/07/07
	26755
	12/09/07

	7.023_C1
	TO 11 -- CR 1167 - Changes to Lender & Guaranty Agency Reporting
TO 2 -- CR 1182
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	 
	28651
	12/30/07

	7.023_C2
	TO 12 - 1st Release
	12/26/07-01/22/08
	 
	 
	01/02/08-01/22/08
	01/17/08-02/01/08
	01/23/08-02/08/08
	through 2/8/2008
	through 2/8/2008
	 
	02/08/08
	02/11/08
	02/11/08-02/20/08
	02/21/08-02/22/08
	29199
	02/24/08

	7.023_C3
	FMS Release - Oracle Jan  08 Security Patches - CR #1188 and AR/AP netting patch - CR 1198
	 
	 
	 
	02/03/08-02/11/08
	 
	 
	 
	 
	 
	 
	02/25/08
	03/03/08-03/05/08
	03/06/08-03/07/08
	29440
	03/08/08

	7.024
	FMS Release & COD 7.0
	11/21/07
	11/28/07
	11/29/07-12/11/07
	12/10/07-12/11/07
	12/12/07-12/13/07
	12/12/07 - 02/14/08
	02/15/08-02/19/08
	02/20/08-02/26/08
	02/27/08
	02/28/08-02/29/08
	02/29/08
	02/29/08
	03/03/08
	03/03/08-03/12/08
	03/13/08-03/14/08
	26756
	03/16/08

	7.024_C0
	TO 12 Release  - CR #922 - DB Oracle upgrade to 10.2.0.3
	 
	 
	 
	 
	 
	 
	through 3/21/08
	through 3/21/08
	 
	03/21/08
	 
	3/24/08-3/28/08
	3/31/08-4/4/08
	30082
	04/05/08

	7.024_C1
	TO 12 - 2nd Release
	01/31/08-03/13/08
	 
	 
	02/12/08-03/20/08
	02/22/08-03/26/08
	03/17/08-04/04/08
	through 4/4/2008
	through 4/4/2008
	 
	04/04/08
	04/07/08
	04/07/08-04/16/08
	04/17/08-04/18/08
	29200
	04/20/08

	7.025
	FMS Release &       SRA TO 1 -- CR 1204
	02/27/08
	02/28/08-03/11/08
	04/21/08-04/22/08
	04/23/08-04/24/08
	03/12/08 - 05/30/08
	06/02/08-06/03/08
	06/04/08-06/10/08
	06/11/08
	06/12/08-06/13/08
	06/13/08
	06/13/08
	06/16/08
	06/16/08-06/25/08
	06/26/08-06/27/08
	26758
	06/29/08

	7.026
	FMS Release
	06/05/08
	06/11/08
	06/12/08-06/24/08
	06/30/08-07/01/08
	07/02/08-07/03/08
	06/25/08 - 08/28/08
	08/29/08 - 09/02/08
	09/03/08-09/09/08
	09/10/08
	09/11/08-09/12/08
	 
	09/12/08
	09/15/08
	09/15/08-09/24/08
	09/25/08-09/26/08
	26759
	09/28/08
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