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1. Scope of Services

This document describes the managed deployment services required to support the DISA Life Cycle Replacement initiative.

The anticipated start date for services to support this initiative is May 2008, with an aggressive deployment schedule.

The vendor will deploy desktop and notebook computers.  Approximately X% of the computers will be laptops with docking stations.    

Project Scope

Service Overview
Requirements and services include the following items:

· Active “Secret” security clearance are required of all vendor IT support personnel.  No escort will be provided by DISA Personnel.

· External quality inspection.

· New system installation (approximately nnn systems).

· Schedule PC installation with the designated property custodians.

· Connect new system to DISA network  unclassified DISANet

· Name new system on DISANet.

· Internal/External peripheral connection.

· Restore mapping to network printer.

· Transfer user data from old system to new system.

· Migrate user profile settings from old system to new system.

· Migrate user email account from old system to new system.

· Re-install user software applications if applicable.

· Re-install end-user’s previously connected peripherals.

· Configure Hardware Profile for Laptop.

· Check user admin rights on old System and Give back same Admin rights to new system. 

· Using Active Directory users and Computers, Activate encryption for C and D drive and Pre boot settings.

· De-install the old system and remove the old systems computer name from Active Directory.

· Provide signed PC installation work orders to DISA Program Manager to support property management.

· Provide trash collection services at Site 1 and Site 2 facilities to accommodate disposal of boxes and packing materials following installation of new equipment at these facilities. 

· Provide Asset Recovery Services 

2.  Program Management

The Vendor On-Site Program Manager will be responsible for the overall coordination of the installation teams' efforts in the successful completion of the deployment project.  The Vendor PM provides project personnel with guidance in all areas of the engagement and is the primary customer contact for all major support issues.  A dedicated PM must hold a secret clearance and be located onsite at the Defense Information System Agency (DISA) through the entire length of the deployment project.  

The vendor and DISA will each assign a program manager who will coordinate the activities to be performed under this initiative. The Program Manager for each party will serve as the point-of-contact for all communications and any modification to the scope, requirements, or responsibilities of this initiative.

3.  Managed Deployment Services

The vendor will provide services for the customer sites identified in Appendix A.  The services will be performed Monday through Friday, 8:00 a.m. to 5:00 p.m. local time (excluding nationally-observed holidays) based on a forty (40) hour week.

Schedules

The vendor’s on-site PM will develop the detailed schedule through coordination with the organization property custodians. DISA will provide a master list of installations available.  The vendor’s on-site PM will create a deployment schedule (specific dates and times) of the end-user installation.  The vendor PM will make a contingency plan for alternate installs in case of modifications or cancellation.

· Schedules will maximize the quantity of services at each DISA site which are in reasonable proximity within the same building and minimize the number of return visits to each DISA Site.
· Deployment schedule will be optimized to eliminate multiple deployment trips to the same location and insure consistent daily install volumes.

· All Installation activities will exercise best effort to be completed by the end of the day they are scheduled.  In the event the service cannot be completed by the end of the day, the service will be completed first thing the following day.

On-site Activities / Service Steps

The detailed instructions to be followed by the vendor for installation, data transfer, software re-installation and de-installation will be provided by DISA.  Vendor will conduct a pilot installation on a limited number of systems to validate the deployment procedures provided by DISA prior to delivery of services.  

· All moves are within buildings unless otherwise specified
· The vendor will provide carts\dollies\hand trucks for movement of PC’s and PC equipment.
· All equipment moves are between the DISA warehouse locations and the six (6) primary locations in which the installation services will take place.
· Equipment will be moved from the warehouse at Site A to Site B.
· Equipment will be moved from the warehouse at Site C to Site D, etc.
The vendor’s Program Manager will be responsible for contacting the vendor help desk to report a non-deployable system.  A non-deployable system (“NDS”) is a system that has failed or is non-functioning at time of install.  In the event any equipment covered through this initiative is deemed to be a NDS at the time of installation, the vendor will (a) repair or replace the vendor-branded equipment if it is under warranty, (b) for non-Vendor-branded equipment purchased from the vendor, the vendor will assist DISA in facilitating the repair or replacement of the equipment under the terms of the existing warranty, or (c) for third party equipment not purchased from the vendor or for products that are no longer under warranty, the vendor will notify DISA.  
One phase of the proposed new desktop computer deployment project involves transferring legacy application software from obsolete computers to new computers.  Application transfer may involve pre-packaged applications that are available for over-the-network download.  Some applications may require the vendor to download from the Internet and install, any software updates, patches and drivers (collectively “software updates”) that may be necessary to bring the legacy software up to date.  All software loads will be coordinated with and approved by the DISA Program Manager.

IT Environment & Technical Assumptions  
· Operating system and image will be pre-loaded on new systems prior to deployment.

· Standard Ethernet 100MB T base switched subnets, and 5-10 MB/sec throughput at the desktop is available.

· Desktops and laptops are attached to a local area network and have Internet access with Internet Explorer 6.0 or higher.
· DISA will provide a single point of contact for resolution of any technical issues which may arise with regard to the network, devices, and any software application.

DISA will: 

· Issue a completed form DD254 to the Vendor facilities security officer (FSO).

· Prepare DISA sites and end-user locations to receive Services (e.g., installing cables, network jacks, and power outlets and ensuring connectivity). 

· Procure all hardware components and software licenses in advance of deployment activities to meet the deployment schedule.

· Receive hardware at DISA’s receiving dock.

· Contact the vendor to coordinate delivery of hardware from the receiving dock to the secured staging area provided by DISA.

· Ensure DISA’s Site Coordinator is on-site and available as needed by the vendor at the deployment site.  

· Provide the vendor personnel with adequate workspace, supplies, and facilities within reasonable proximity to where Services are to be performed. 

· Provide the vendor with access to and use of information, data, DISA facilities, equipment, and internal resources as reasonably necessary to deliver the Services. 

· Pre-package all software applications in a mutually agreed format that is available for an unattended installation.

· Ensure all software applications are certified, operational, and compatible with the new system configuration and operating systems.

· Provide software, hardware, related equipment (CD's for application load, cables from system to network jack)

· Ensure all systems and related equipment are easily accessible by the vendor without the need to move furniture, and providing keys to any cable locks as needed to remove or secure systems during de-installation and/or installation.

· Provide storage area for de-installed legacy systems and a common area for debris at each DISA site (to be located within the building where the deployment occurs).

· Provide post-installation support and troubleshooting assistance as needed to address software application performance, software application and operating system conflicts, software application version issues or co-existence issues.

4. Asset Recovery Services

The vendor will provide asset recovery services to include transportation, value recovery processing, recycling and reporting.

Transportation Services 

Transportation services include pickup and delivery of equipment to the vendor recycling center as follows:

· The vendor will arrange for pickup and shipping.

· The vendor logistics provider will contact DISA to schedule a pickup; pickups will be scheduled during business hours Monday – Friday 8:00am to 2:00pm local time.

· The vendor logistics providers will pick up the equipment from a central ground level location on the DISA site. The vendor will arrange for packing of the equipment.  Packaged products will be made available for pickup at the time and date agreed upon by DISA and the carrier identified by the vendor.

Value Recovery and Recycling

Value recovery and recycling services include equipment receipt, recording, and tag removal at the vendor recovery center.  These services also include the resale of equipment with remaining value and recycling or disposal of equipment with no remaining value.

· For each personal computer and monitor, the vendor will record the make, model number, manufacturer, serial number, and property/asset tag number if reasonably possible.

· The vendor will remove all DISA property/asset tags from the material.

· Equipment which fails functional or cosmetic test may result in the equipment being recycled or disposed.

· Equipment which meets functional and cosmetic requirements will be resold and the DISA will be reimbursed this amount. The value recovered will be available as a credit for future purchases.

· Prior to the resale or recycle of the equipment, the vendor will perform a destructive overwrite process or physical destruction of each hard drive received.

· For equipment which needs to be recycled, the vendor will recycle or dispose of used equipment in such a manner as to meet Local, State, and Federal requirements and guidelines.

Reporting

The vendor will provide, to a single DISA designee, a Settlement Report and a Certificate of Asset Removal.

· The Settlement Report will include a detailed list of the hardware that was recycled and resold and the value of the equipment resold.
· The Certificate of Asset Removal will verify that the hardware that was received under a specific tracking number has had or will have the data overwritten or reformatted by using an automated script (for example, data is overwritten with 0’s and 1’s) or, in the case of non-functional hard drives, by shredding or otherwise destroying the hard drives.
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