RFP #HC1047-08-R-4002, CORENet Phase 1

Attachment J-24: Previous Contracting Efforts


Complete one worksheet for each referenced contract effort.  Each worksheet will consist of the following two sections:

· Acquisition Information
· Relevancy Questionnaire



I.

ACQUISITION INFORMATION
1) Reference Number (1-5 – for questionnaire cross-reference) 

​​​​​​​​​​​​​​_______

2) Contract/Title, Project Name (Contract Number XXXX)

​​​​​​​​​​​​​​__________________________________________________________________

3) Performed By: 

​​​​​​​​​​​​​​__________________________________________________________________
4) Major Subcontractor(s): 

​​​​​​​​​​​​​​__________________________________________________________________ 


5) Customer Agency/Company: 

​​​​​​​​​​​​​​__________________________________________________________________ 
6) CO/COTR/:Other Technical POC

​​​​​​​​​​​​​​​​​​​​​​​​​__________________________________________________________________


7) Period of Performance: 

​​​​​​​​​​​​​​__________________________________________________________________ 


I.
ACQUISITION INFORMATION (cont.)

8) Contract Type and Total Value: 

​​​​​​​​​​​​​​__________________________________________________________________

9) Product/Service Provided: 

​​​​​​​​​​​​​​__________________________________________________________________

10) Small Business Participation: 

​​​​​​​​​​​​​​__________________________________________________________________

Awards, Recognitions, and Certifications Received: 

​​​​​​​​​​​​​​__________________________________________________________________

11) II.
QUESTIONNAIRE 
Contract Reference #:____  

A.
Performance-Based Services.

	Number
	Item
	Yes
	No
	Qty

	1. 
	Were you the prime contractor for the effort?
	
	
	

	2. 
	Did the contract require the use of industry best practices, (e.g., Information Technology Infrastructure Library (ITIL) and the IT Capability Maturity Model (CMM))?
	
	
	

	3. 
	Was this a performance-based contract requiring the use of Service Level Agreements, performance metrics, and a Quality Assurance Plan?
	
	
	

	4. 
	How many SLAs were used by the end of the contract?
	
	
	

	5. 
	Did the contract require the use of Operational Level Agreements (OLA) to establish effective working relationships between different contractors providing IT services to the customer, or between the contractor and government groups providing IT services to the customer?
	
	
	

	6. 
	Did the contract require a measurable improvement of availability and quality of service to users worldwide over the lifetime of the contract?  
	
	
	


B.
Scope of IT/Network Infrastructure, User Base and Support.
	Number
	Item
	Yes
	No
	Qty

	7. 
	How many users were supported on this contract?
	
	
	

	8. 
	How many separate LANs or facilities were supported on this contract?
	
	
	

	9. 
	How many classification levels were supported on this contract
	
	
	

	10. 
	Did the contract require support of IT facilities operating 24 hours/day, 7 days/week?
	
	
	

	11. 
	Did the effort require procurement support for the rapid acquisition of infrastructure components to deliver new capabilities and to operate and maintain exiting capabilities?
	
	
	

	12. 
	What percentage of the task was performed by the Offeror (as a subcontractor or teaming partner)?
	
	
	


C.
IT Services Relevancy.
	Number
	Item
	Yes
	No

	13. 
	Did the contract require developing solutions to provide enhanced or new IT services?
	
	

	14. 
	Did the contract require developing solutions to achieve and maintain high levels of network availability?
	
	

	15. 
	Did the contract require developing solutions to enhance the security of the network?
	
	

	16. 
	Did the contract require developing solutions to improve the ability to monitor and proactively control the network?
	
	

	17. 
	Did the contract require deploying these solutions?
	
	

	18. 
	Did the contract require the use of a formal requirements validation process?
	
	

	19. 
	Did the contract require performing centralized Help Desk/Call Center services?
	
	

	20. 
	Did the contract require performing centralized monitoring of the enterprise network?
	
	

	21. 
	Did the contract require performing security administration/management services?
	
	

	22. 
	Did the contract require compliancy with Federal and DOD Information Assurance (IA) and Information Technology regulations and processes?  
	
	

	23. 
	Did the contract require providing an IT workforce management plan, to include providing personnel with proper security clearances and certifications in accordance with DOD/Federal regulations and processes?
	
	


D.
IT Technology Relevancy.
	Number
	Item
	Yes
	No

	24. 
	Does the network use primarily a UTP CAT 5/6 or fiber cable plant?
	
	

	25. 
	Are Gigabit and 100MB Ethernet services provided on the backbone network?
	
	

	26. 
	Does the network use DISN/GIG WAN services?
	
	

	27. 
	Does the network use other WAN or MAN services?
	
	

	28. 
	Is TCP/IPv4 or TCP/IPv6 the network transport?
	
	

	29. 
	Are Layer 3 switching services used?
	
	

	30. 
	Are industry-standard Layer 2 VLANs used? 
	
	

	31. 
	Are firewalls used to protect network enclaves?
	
	

	32. 
	Are intrusion detection or intrusion prevention systems used to protect network enclaves?  
	
	

	33. 
	Is a network access control system used?
	
	

	34. 
	Are host-based antivirus, intrusion prevention, anti-malware or anti-spyware services provided? 
	
	

	35. 
	Have dedicated software tools and processes (patch management, etc.) been deployed to maintain the security integrity of all network assets?
	
	

	36. 
	Is the DoD PKI infrastructure or other x.509 services deployed?
	
	

	37. 
	Are Microsoft Active Directory services used?
	
	

	38. 
	Is this a multi-domain network?
	
	

	39. 
	Are local DNS services deployed?
	
	

	40. 
	Are Windows-based system and application servers deployed?
	
	

	41. 
	Are servers using other operating systems deployed?
	
	

	42. 
	Are Windows-based clients deployed?
	
	

	43. 
	Are clients using other operating systems deployed?
	
	

	44. 
	Are VoIP services deployed?
	
	

	45. 
	Are RAS or other dial-in or Citrix remote-access services deployed
	
	

	46. 
	Is server or client virtualization being used?
	
	

	47. 
	Are user VPN remote-access services deployed?
	
	

	48. 
	Is a thin-client infrastructure deployed?
	
	

	49. 
	Is regular teleworking from user residences or telework centers supported?
	
	

	50. 
	Are cellular wireless data services (Blackberry, Verizon EVDO, etc.) deployed?
	
	

	51. 
	Are 802.11 Wireless LAN services deployed?
	
	

	52. 
	Are industry-standard enterprise network monitoring tools deployed?
	
	

	53. 
	Are industry-standard server system management tools deployed?
	
	

	54. 
	Are industry-standard asset management and patch management tools deployed?
	
	

	55. 
	Are automated Call Center services deployed?
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