CORENet Phase 1 – Final RFP – Questions and Answers Round 2
Solicitation # HC1047-08-R-4002
June 2, 2008

*NOTE: Answer #37 has been amended since this document was originally posted on May 30, 2008.
1. There are confusing data in the matrix contained in RPF L.1:

Program Management Objective: Program Communication and Oversight is discussed in RFP C. 2. D. 2, not M, Factor 2, Subfactor 1, Element 1.
Program Management Objective: Performance Management is discussed in RFP C. 2. D. 3, not M, Factor 2, Subfactor 1, Element 1.
Factor 2, Subfactor 1, Element 1 is Quality Assurance Plan (QAP) and Quality Assurance Surveillance Plan (QASP).
Q:
Can you clarify?
A:
The Program Communication and Oversight Objective  is more closely related to M, Factor 2, Subfactor 1, Element 3, “Operating Level Agreements” and the RFP will be amended to reflect this.  (One of the objectives is to “establish processes for and ensure coordination and interface with Government CORENet system administration and operations support teams in order to ensure clear performance accountability and successful mission accomplishment”.)

A:
Elements 1-3 and 5 of Subfactor 1, Performance and Quality Management address the creation, use and management of Service Level Agreements and Operating Level Agreements, or the means for managing them.  Factor 2, Subfactor 1, Element 1, is relevant to this objective.
2. We are currently reviewing all the changes in the modifications that have been posted, particularly the new changes to L and M and the J attachments that impact how the SLAs, OLAs, and PWS and QAPs will be developed by the offerors.  Some of the changes require significant re-writing of our proposal.  
Q:
Accordingly, we request that the due date for proposals be extended by two weeks, and not just the two days provided for in the modifications to the RFP, with a new due date of 16 June.
A:
The due date for proposal submissions has been extended to 16 June 2008.
3. As an FYI, Section L.1.6 (Customer Care) has two requirements that have incomplete requirements listed:

“Providing call center support hours and staffing levels to adequately support DISANet users at NCR DISA facilities during the range of normal business hours that provide best value in balancing staffing costs with….?”

“Providing a capability for surge support (such as during a network outage), and that…..?”

A.
The RFP will be amended so that these two statements read as follows:

· Providing call center support hours and staffing levels to adequately support CORENet users at NCR DISA facilities during the range of normal business hours that provide best value in balancing staffing costs against service levels.
· Providing a capability for surge support (such as during a network outage).
4. Amendment 0002 has made significant changes to major portions of the CORENet RFP as evidenced by the release of a new version of the entire RFP. As specific changes were not indicated, Offerors will require sufficient time to identify the changes, assess their impact, make changes to their proposals, review these changes for consistency and accuracy, and ensure that the revised solution is fully supported by the proposed firm fixed price. A quick assessment indicates that the changes made in Sections L and M will require changes to all five volumes of the proposal.  Changes made to the work responsibility tables and the Section J appendices and changes made to Section L instructions will require changes to the PWS, OLAs, and SLAs. An initial review also indicates the need to ask additional specific questions (to be provided) to clarify the some of the revisions made to the RFP. Based on these initial observations and to ensure that Offerors are able to submit a carefully prepared proposal that addresses all requirements of the revised RFP, it is requested that the due date for proposal submissions be extended to 16 June 2008. Additional specific questions will be provided within the next 24 hours. 

A:
The due date for proposal submissions has been extended to 16 June 2008.
5. Section L.1.2  Executive Summary, Volume I, second paragraph calls for the definition and description of the Technical Approach,  plus the processes, procedures, and related technical experience in a variety of areas and the approach to sustain IT monitoring,  problem resolution and end user support. It also asks for the approach to sustain IT services, propose acceptable performance thresholds and describe the system engineering analysis and planning process.

Q:  Is this paragraph misplaced? This sounds more like the requirements for the entire volume than what is required in an Executive Summary.

A:
The executive summary format is at the discretion of the offeror and what the offeror chooses to include in the executive summary is also up to the offeror.
6. Regarding certification requirements, the recent modification states:

·
The Offeror must demonstrate the capability to perform quality process management through achievement of at least one of the following three goals:

·     CORENet support personnel are, or will be before the award of the CORENet contract, ITIL/ITSM certified as follows:

(i)     One key employee has achieved Manager’s Certification;
(ii)    Two employees have achieved Practitioner’s Certification;
(iii)   Two employees have achieved V3 Foundation Certification.

 ·
The Offeror has been, or will be by the commencement of the CORENet task, certified to be compliant with ISO 9001 or ISO 20000 standards.
·
The Offeror has achieved, or will have achieved before the award of the CORENet contract, CMMI for Development (version 1.1 or 1.2) Maturity Level 2 (if that is the highest level achievable for a specific process) or 3 for multiple Process Areas.  These must include processes in each of the four process categories, and for at least eight of the foundation processes common to the new CMMI for Services constellation.

Q:  It appears in item iii) above that the government desires V3 level ITIL certifications, while the levels in items i) and ii) are associated with V2 certification levels.  Please clarify if the government is discriminating between ITIL V2 and ITIL V3, and if V3 is the desired level of certification, which V3 certifications are considered equivalent to the V2 Certification levels of Manager and Practitioner Certification?
A:  Yes, the Government is explicitly requiring only V2 level Manager and Practitioner certification at this time, but V3 Foundation certification.  It is the Government’s judgment that IT service providers who have employed ITIL principles will have ensured that a critical core of employees have achieved V3 Foundation certification through taking the V3 Foundation examination or V3 Bridge examination since the release of the ITIL V3 volumes in May 2007. 
7. RFP L.1.1 states: “The Offeror shall submit proposals in accordance with the objectives specified in the solicitation.  Objectives are not mandatory; however, proposals will be evaluated based on the Offeror’s ability to meet the solicitation objectives.”

 Q:
Please clarify what an “Objective” is as it is used in the first sentence.  What is the intent/meaning of “Objectives are not mandatory?”

A:
The term objective as used here refers to the objectives as set forth in table 1 of the SOO.  The Offerors are not required to address all solicitation objectives in their proposal; however, Offerors’ proposals will be evaluated based on their ability to meet the solicitation objectives.  If a proposal does not meet all objectives in the SOO, its rating may be affected.
8. Amendment 2 has added a number of new and rather significant requirements that entail significant new work to accomplish them in a professional manner.  For example, in RFP L.2.3, “Finally, ‘mini-‘Quality Assurance Plans will be developed for each SLA…” will require major rework of the proposal at this late date.  Not only does it request a QAP for each SLA, but it appears in the verbiage to be focusing more on each Performance Element that supports the SLA.  As directed in the SLA template, the Performance Element is the SMF that is supported by the SLA and in many cases, a Single SLA may support up to 6 SMFs.    

Q:
We recommend that DISA do one of the following:
a. Amend document to state that SLA QAP’s can be completed post award, or,     b. A only sampling of QAP’s for SLA’s be required, or,
c. Extend the Due date to the middle of June.
A:
The requirement to complete QAPs for each SLA was in place before Amendment 2, which clarified, not added, this section.  This requirement will remain, but the due date for responses will be extended to 16 June. 
9. RFP L.5.1 (1) (ii) states, in part, “Acknowledgment of receipt of any amendments may be made in either the transmittal letter or in Block 14 of the SF 33 (1-page limit).”

Q:
Please confirm that you do not want the executed SF30s (Amendments) included in offers.

A:
In accordance with Block 11 of the SF30, "Offeror must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods:  (a) By completing items 8 and 15 and returning 1 copy of the amendment; (b) By acknowledging receipt of this amendment of each copy of the offer submitted; or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers."  Offeror submission of executed SF30s is one method of acknowledgement of the receipt of amendments.  All acknowledgements of amendments shall be included in Volume V – Contract Information.
10. RFP L.2.3 uses both the terms “Offeror” and “contractor.” In L.2.3, the following is stated: “Per the template, for each of the identified functions, the contractor is required to….”

 Q:
Please confirm that this is a post-award requirement since it refers to the “contractor.”
A:
The term “contractor” is incorrect, and should be “Offeror”.  This is not a post-award requirement, but is to be part of the PWS.  The RFP will be amended to reflect this.
11. RFP L.6.3.5 states: “Tab indexing shall be used to identify sections.”

Q: In order to insert a tab, the tabbed section will need to start on a right-hand page. Please confirm that when the preceding section ends on a right-hand page, that we may mark the back of that page “This page intentionally left blank.” and it will not be counted as a page.
A:
Offerors may mark the back of that page “This page intentionally left blank.” and it will not be counted as a page. 

12. Reference – Multiple Locations

Q:
Is the “Offeror” defined as the entire team being proposed?

A:
Without knowing the specific context of this reference, this question cannot be answered.
13. Reference – Multiple Locations 

Q:
The three terms, network monitoring (L.1.7), network management (M.3.1), and network administration (L.4.2) are used in various locations in the RFP.  Which of these is this RFP addressing with respect to 4 areas being submitted for pricing and evaluation?

A:
L.4.2 is referring to the specific MOF SMF, “Network Administration”.  In addition, the table on Page 78 for M.3.1 should refer to “network monitoring”, and the RFP will be amended to reflect this.

14. Reference - Pricing Overview – Periods of Performance

Section B.1  MINIMUM & MAXIMUM AMOUNTS, INDEFINITE-DELIVERY/INDEFINITE QUANTITY (ID/IQ). “This is an Indefinite-Delivery/Indefinite-Quantity (ID/IQ) contract, using Firm Fixed-Price (FFP) and Cost Reimbursable type task orders in accordance with Federal Acquisition Regulation (FAR) Subpart 16.5 - Indefinite-Delivery Contracts.  The total amount of all orders placed shall not exceed $TBD over a 5-year period of performance (2 year base period, and three 1-year option periods).  The guaranteed minimum is $300,000.00 during the base period only.  There is no guaranteed minimum for the option periods, if exercised.”

Q:
Has the base period changed from a 2 year base period and 3 option years to a 1 year base period with 4 option years?
A:
The base period has not changed.  It remains a 2 year base with 3 one-year options.  The base period has been broken into separate CLIN's for each year for task order/funding purposes only
15. Reference - Pricing Entry Pages - CLINS – 

Q:
What tasks and/or services are contained in each CLIN?  The descriptions were removed in the amendment issued on 20 May 2008.

A:
The Government does not intend to issue task orders corresponding to SMF's.  Rather, one task order will be issued to include ALL CORENet services.


16. Reference - Section B I A - Paragraph 4:  

 The paragraph states that the service desk must operate 24x7x365, but the core hours of the service desk are between 0900 and 1500, but then also says that peak times for the service desk are from 0600 to 1800 EST.
Q:
What are the core business hours that the service desk needs to operate?

A:
The core business hours for the service desk are 0600 to 1800 EST.  The core period of 0900 to 1500 referred to is that period of time during the workday that all DISA government employees must be working.
17. Reference - Section L.1.1 – General – 

The Offeror’s Technical Approach proposal should provide as specifically as possible the actual methodologies that will be used and how a successful partnership with the Government will be established in accomplishing/satisfying the CORENet objectives.  The Offeror shall submit proposals in accordance with the objectives specified in the solicitation.  Objectives are not mandatory; however, proposals will be evaluated based on the Offeror’s ability to meet the solicitation objectives.
Q:
Could you please clarify if the proposal submission is required to provide a response to all of the SMFs identified in Table 1 or just the SMFs identified in Section L.4.2?

A:
The proposal submission is required to provide a response to all of the SMFs identified in Table 1.

18. Reference - L.1.6  Customer Care

The Offeror shall define and describe the capability to support end users or remote site system administrators (see Attachment J.15 “Field Site Administration SOP”) contacting the Help Desk/Call Center and end users requesting network services.  Basic user support requirements include:

Q:
Is it expected that the offeror will provide the LOE and SLA for after hours support?  Is there a prescribed SLA for this function?

A:
Yes, the offeror will provide the LOE and SLA for after hours support.  Existing staffing levels as identified in Attachment J.6 can be taken as the required minimum.  There is no prescribed SLA for this function.  
Q:
Is the “sudden increase in call volume” expected to be included in the Fixed Price portion of the bid?  If so, can DISA provide historical data on past “surges”?

A:
Fixed pricing should take into account this requirement.  The DISC does not have historical data on past “surges”, but envisions that these incidents could occur roughly 8-10 times a year, would most likely be for a maximum of 24 hours and require one or two additional personnel to staff the Call Center.   
Q:
Also, can we assume that we can apply resources to problems outside of normal business hours that are above the FFP level of effort without COR approval?  And will these additional resources be reimbursed under a Time and Materials arrangement?  Can we assume that it is acceptable to go over the 80 hour limit should it be required in order to respond to the “sudden increase in call volume”?

A:
There will be no Time and Material tasks or reimbursing arrangement.
Q:
 In the bullet stating the requirement of “Performing an initial analysis of user IT service change requests, forwarding the request and initial analysis information to the correct CORENet, or, possibly, non-CORENet, service component for resolution, and informing the user in a timely fashion of the status of the service change request”, please provide examples of a non-CORENet service component.
A:
Examples of non-CORENet components would include:
· The Strategic Planning and Information Directorate Enterprise Architecture Branch, which would be involved with processing requests for new desktop software;

· DISA Net-Centric Enterprise Services organizations supporting net-centric services, such as Defense Knowledge Online or the DOD PKI infrastructure, that are either hosted on or used by CORENet.
19. Reference - Section L.2.3 – Performance and Quality Management 

The PWS shall address all the Service Management Functions (SMFs) identified in Table 1 of the CORENet Statement of Objectives (SOO) and in Attachment J.8, “CORENet SMF Responsibilities” as having any level of contractor responsibility.  

Then the following is stated :

Section L.4.2 - The Offeror shall develop cost/price information for the following four Service Management Functions in the PWS: (1) Service Monitoring and Control, (2) Service Desk, (3) Release Management, and (4) Network Administration.  Pricing for the SMFs will be reviewed for completeness and reasonableness.  Cost/Price realism may be conducted on the SMF pricing.

Question - Are we to assume that the PWS needs to include ALL of the SMFs while the pricing only includes the PWS statements related to Items 1-4 ?  If so, is there a preferred method to indentify which PWS statements are being priced for this submission vice the remaining PWS statements being provided under the guidance in Section L.2.3?

A:
The PWS shall cover all service requirements identified in the SOO, and address all SMFs as discussed in Section L.2.3.  

A:
The Offeror must provide a total CORENet services price as indicated in Section B, including the labor categories, descriptions, hours and rates.   In addition, a specific breakdown of pricing per SMF should be provided for the four SMF's specified in Section L.4.   This SMF cost breakdown is a subset of the total pricing and will be provided as a separate section of the cost/price proposal.  It will be used as a sampling for the cost/price evaluation.  

20. Reference - L.2.5  Phase-In and Transition
The RFP states “The proposal shall demonstrate to the Government the Offeror's ability to phase-in from the current contract to full assumption of CORENet responsibility.  Full phase-in should be accomplished in no more than 3 months.”

Also, Reference - M.3.2.3 Subfactor 3 – Phase-In and Transition Approach  - The Government evaluates the Offeror’s Phase-In and Transition approach to ensure that it demonstrates a sound understanding of contract transition.  The approach must identify the processes and resources required to adequately phase-in from the current contract to full assumption of CORENet responsibility and transition from a time-and-material contract to a performance-based fixed price contract.
Q:
Based on the 4 areas identified in Section L.4.2, we are assuming that DISA means that the “full assumption of CORENet responsibility” means the assumption of these 4 areas required in Section L.4.2 and that Section M.3.2.3.  Subfactor 3 will be used to only evaluate the proposed cost of the 4 areas in the RFP (L.4.2) for the transition phase.  Is this correct?  

A:
This is an incorrect assumption.  “Full assumption of CORENet responsibility” means assuming the contractor-owned responsibilities identified in Attachments J.5 and J.8 and the SOO, in order to meet the SOO objectives.

Q:
If not, where in the pricing section should we include the remaining CORENet services not identified in the 4 areas from L.4.2?
A:
See Question #19.
 
21. Reference  - Section L.2.3 - Performance and Quality Management – The PWS will identify:

· The functions the contractor will perform in carrying out the CORENet services task, and
· The quality assurance tools and processes for monitoring and measuring the performance of these functions.

Q:
Does DISA currently use a QA tool ?

A:
There are no standard QA processes and tool sets in place within DISA at this time.  Different DISA programs may have deployed specific QA tools.  There is a limited set of QA processes and tools in place for the existing DISANet/ CORENet; the primary deployed non-ad-hoc tool is the Cisco Unified Contact Center Express call center software suite. 

22. Reference  -  L.2.4 Services Provisioning Management –
Q:
Does Service Provisioning Management mean all services in Table 1 or just the 4 SMF they state we are required to price in L.4.2 ?
A:
”Service Provisioning Management” means all the services in Table 1, per the delineation of contractor and government responsibilities found in Attachments J.5 and J.8.

23. “A staffing approach that identifies the personnel resources, including any subcontracting or teaming arrangements, that will be deployed to provide network support services  consistent with the responsibility in Table 1 of the CORENet SOO to achieve the stated objectives.  Provide a skill set matrix, to include job description and IT certifications (provide as part of Volume IV, Cost/Price) and the management structure“

Q:
What are the “network support services” and where are they within the 4 areas being priced?  There is not an entry in table 1 for “network support services”.

A:
“Network support services” refers to the entirety of CORENet services support, as identified in the SOO, with a further delineation of contractor and government responsibilities being provided in Attachments J.5 and J.8. 
24. “The Offeror must demonstrate the capability to perform quality process management through achievement of at least one of the following three goals:”

Q:
Is the “Offeror” defined as the entire team being proposed?

A:
The term 'Offeror', as used in this context, is defined as the entire team being proposed.
25. Reference - Section L.2.4 – The organizational structure of the business unit providing the CORENet IT services.  The Offeror shall identify the size of the organization, including the number of personnel possessing security clearances, the levels of those clearances, and the length of the organization’s existence.  The Offeror shall also describe the placement of the IT service organization within the overall management structure of the parent organization.

Q:
Does this mean that each team member needs to provide this type of breakout ?

A:
Yes, this information shall be provided for all team members.
26. Reference  -  L.4.3 Labor Rates & Categories

(1) The Offeror shall provide the labor rates, labor categories, labor category descriptions and service performance levels for each year of performance (base year and all option years) for the following SMFs:  Service Monitoring and Control, Service Desk, Release Management and Network Administration. 

(2) The Offeror shall provide labor rate costs for each labor category they propose to be used throughout the life of the contract.  These labor rate costs will be included in the contract and be the basis for negotiation of follow on task orders.  

Q:
Should we assume that the additional labor categories and rates will apply to at least the remaining SMFs not covered in Item 1?

A:
The offeror is to propose the labor categories for both the SMFs and the throughout the life of the contract as stated in the RFP.  (The labor categories will be used to negotiate follow on task orders whether they are for the identified SMFs or the remaining SMFs.)
27. Reference  L.4.4 Travel – 

The Offerors shall provide travel costs, for the following estimated trips, which the Offeror may be required to incur during the contract.  These travel costs will be calculated using the following Government estimates and the mark-up/profit percentages proposed by the Offeror.  The trips are for one individual for the duration listed in calendar days; the listed number of trips is on a per year basis.

Q:
What basis for the flight information, hotel, per diem, etc. does DISA expect for pricing these trips?  We would assume that trips are cost reimbursable, based on DISA approval at the time of travel.  Would it be considered compliant to just state what the markup on the travel costs rather trying to anticipate the actual costs at the time of proposal submission? 

A:
For proposal and evaluation purposes, the Offeror shall provide a travel cost estimate based on the estimated trips listed in L.4.4.  All travel will be on a Cost Reimbursable basis based on DISA approval prior to the trip.
28. Reference Section M.3.1 – FACTOR 1 – TECHNICAL APPROACH 

SubFactor 5 was changed from Network Monitoring (L.1.7) to Subfactor 5 – Network Management (M.3.1) . 

Q:
Is DISA evaluating Network Monitoring or Network Management ?  Please clarify.  

A:
The subfactor is “Network Monitoring”, and is incorrectly titled in the table on page 78 of Section M.  This will be corrected in the RFP.
29. On page 72 of the revised RFP it states “The Offeror shall not be permitted to change briefing slides after submittal, and will be expected to conduct their oral presentation using the slides submitted.”  However in Modification 9 the Questions and Answers dated May 23, 2008 question number 11 states: 

11.
Reference L.7-In which volume would the Government like the hard-copy and the softcopy (see L.6.3.8) of the slides placed? Is it the Government’s intent to provide the softcopy of the orals MS Powerpoint slides to the offeror at the time of the presentation for loading onto a computer provided by the offeror (or by the Government)? 

The Government will have the presentation loaded on a PC to ensure a prompt start at the scheduled time to the presentation.  However, the Offeror may still bring a softcopy and new handouts if it was necessary to change the presentation between proposal submission and the oral presentation. 

 Q:
Can you please clarify your position?
A:
 Vendors may provide updated slides, but any additional time spent loading slides/preparing for presentation will count against the vendor's 2 hour presentation limit.  The RFP will be amended to reflect this.
30. Reference:
Section C.  Amendment 0002 changed the responsibilities for some of the SMFs shown in the Table 1. In particular, both the Security Management and Security Administration SMFs are both now identified as primarily Government functions. In addition, Attachment J.5 indicates that all functions associated with the Information Assurance Office are Government responsibilities. In light of this change, the Information Assurance Management objectives (paragraph II.D.8) and the Information Assurance Support objectives (paragraph II.E.3), which are identical; no longer seem appropriate to the reduced contractor responsibilities. In particular, the following objectives appear to be outside the currently defined scope:
· Perform information assurance officer (IAO) functions …

· … develop, update and maintain enterprise and domain application systems certifications and accreditations

· Analyze and recommend security protection and management processes …

· … isolation, containment and coordination of security incidences …

These objectives also appear inconsistent with changes made to Sections M.3.1.3 and to changes made to the Government and contractor responsibilities defined in Attachment J.8 for the Security Administration and Security Management SMFs. 
Q:
Will the Government consider revising the Information Assurance objectives to better align them with contractor responsibilities defined elsewhere in the RFP?

A:
The Government will revise the IA objectives to better align them with contractor responsibilities defined elsewhere in the RFP.  Several DO522B Operations Security Team functions listed in Attachment J.5 (page 8) will also be re-defined as contractor functions.
Q:
Since the contractor role is primarily in support of the Government, will the Government consider deleting paragraph II.D.8, which is currently identical to paragraph II.E.3, and providing only technical objectives for IA Support?

A:
The Government will delete paragraph II.D.8.
31. Reference:
Section C, paragraph II.E.1.  This paragraph states that one of the Government’s objectives is to have the contractor “Manage an Enterprise Test Environment …” The response to Question 115 states that the Enterprise Test Environment is located at the DISA Seven Skyline Place facility. However, the RFP attachments do not describe this environment, which is critical for meeting the SOO objectives associated with quality and timeliness.
Q:
Will the Government provide information regarding the capabilities of this test environment (i.e., type and amount of domain and enterprise systems and the test tools that are available)? 

A:
Following is basic information on the Enterprise Test Environment:

· Consists of online and offline Active Directory domains
· Used for testing and for configuring and staging operational hardware

· VLANs used to divide functional testing environments:
· Infrastructure

· Server

· Network Management

· Desktop
· DMS/AMHS Messaging

· Online domain is behind router and firewall

· Equipment is as follows:

· Operational domain:

· (2) Cyberguard firewalls

·  (1) Cisco router

·  (5) Cisco switches

·  (10) Dell PE servers

·  (5) Dell workstations

·  (1) Cisco ACS server

·  (1) Bluecoat web cache

· Offline domain:

· (6) Cyberguard firewalls

· (7) Cisco router

· (8) Cisco switches

· (20) Dell PE servers

· (5) Dell workstations

· (5) Cisco ACS server

· (1) AS5350 dial server

· (3) Sun servers

· (1) ASA 5540 VPN/firewall

32. Reference:
Attachment J.5 - In the Team Breakout section of the DO523B – DISC Integration Branch Mission and Functions, the bullet list under the Server Integration Team (p. 13 of 14) includes an entry “DISANet Sites.”
Q:
What is the work activity associated with this entry?

A:
This was meant to indicate that the other server integration functions listed were performed for servers deployed at all DISANet sites, and does not identify a separate task.

33. Reference:
Attachment J.13  - The new Attachment J.13 is titled the “DISA Enterprise IT Management Planning.” However, it appears to only contain “suggestions” from a vendor and mentions that some “recommendations will be made verbally.”
Q:
Please provide the status of this document and its findings (i.e., when was the study performed and which of the suggestions have been approved by DISA).

A:      The study was performed in September and October of 2007.  It is the intent of the Government to implement all modules of the Altiris Management Suite per the Altiris recommendations.  Deployment of the recommended server infrastructure (not releasable to the public at this time) will start in July 2008.  A schedule has not been developed yet, bet full implementation will take up to two years.  It is projected that the following capabilities will have been deployed for the enterprise CORENet at the commencement of the transition:

*       Inventory Management

*       Asset Management

*       Patch management

*       Security Expressions

*       Software Licensing
34. Reference:
Section L.1.5 - Amendment 0002 has revised paragraph M.3.1.3 and removed references to “accreditation tasks” and the requirement for “response to security incidents.” Section L.1.5 has not been modified to make the corresponding changes.
Q:
Will Section L.1.5 be modified so that the wording in the first paragraph is aligned with Section M.3.1.3?

A:
Section L.1.5 will be modified so that the wording in the first paragraph is aligned with Section M.3.1.3.
35. Reference:
Section L.1.6 - In the second paragraph, first bullet, item 3. states “Providing a capability for surge support (such as during a network outage), and that     ”

Q:
Are there additional requirements to be added to the end of this item?
A:
This is a typographical error, and should read “Providing a capability for surge support (such as during a network outage).”  The RFP will be amended to reflect this.
36. Reference:
Section L.6.2.2 - There were approximately 120 Contractor tasks identified in J.8 prior to Amendment 2. With the explicit identification provided in the amended version of J.5 and the changes in J.8, there are now a total of 283 Contractor tasks.  Even given some duplication between J.5 and J.8, this represents more than a doubling in the detail to be addressed in the PWS. The response to Question 147 indicated that the page limit for the PWS would be increased to 50 pages.
Q:
Based on the increase in the level of detail to be provided, will the Government increase the PWS page limit?

A:
The “tasks” identified in J.5 are not “in addition to” the “tasks” identified in J.8.   These two attachments identify CORENet services in a somewhat different fashion; J.5 is” task-centric”, while J.8, which identifies SMF responsibilities, is “process-centric”.  It should be noted that J.8 summarizes the main processes of the SMFs, and is not a comprehensive summary of contractor tasks, as is implied in the above question.

Per the Offerors discretion, functions will correlate to SMFs or represent an aggregate of similar or related tasks identified in Attachment 5, or both.  Per the template instructions, detailed task/SMF process information will be provided through a description of services and responsibilities.  The PWS limit will be increased to 50 pages, as indicated in the previous Q&A #147.
37. Reference:
Section L.7  - Amendment 0002 continues to state that the “Offeror shall not be permitted to change briefing slides after submittal …” The response to Question 11 stated that “the Offeror may still bring a softcopy and new handouts if it was necessary to change the presentation between proposal submission and the oral presentation.”
Q:
Will Section L.7 be revised to allow the process indicated in the response to the question?

A:
 DISA apologizes for any confusion; the Offeror shall NOT be permitted to change briefing slides after submittal, and WILL be expected to conduct their oral presentation using the slides submitted.  This supersedes the answer to Question 11 from the previous Q&A.
38. Reference:  Section M.2.1 - Amendment 0002 added Section M.2.4 Risk Assessment.
Q:
Is the Government’s risk assessment an evaluation factor, subfactor, or element of the evaluation? Will Section M.2.1 be revised to reflect the role of the risk assessment in the selection decision?

A:
Risk assessment is a separate process from the evaluation of the proposals against the factors/subfactors ratings.  In accordance with M.2.4.2 risk will be assessed at the factor level.  Section M will not be amended further regarding this subject.
39. Reference:
Section M.3.1.3 - Subfactor 3 – Information Assurance, Element 2 is titled Security Management.   Bullets 2 and 3 under Element 2 are associated with contractor responsibilities defined under Security Administration in Attachment J.8. There appears to be no contractor responsibilities defined for “preparation for and participation in security compliance audits” (Bullet 4) in either Attachment J.5, Attachment J.8, or the Statement of Objectives.
Q:
 Should the title of Element 2 be changed to Security Administration or to Security Management and Administration?

A:
This element identifies tasks discussed in both the Security Management and Security Administration SMFs.  However, the Element 2 term “Security Management” does not need to be changed.
Q:
 Will the Government delete Bullet 4 of Element 2?
A:
No, the bullet will be retained, but section L.1.5 will be amended to include this requirement.  This is not referring to a specific function, but to the requirement for organizations to adequately prepare for and successfully pass periodic security audits.
40. On page 70 of the revised RFP it states the page limit for the Performance Work Statement is 45 pages.  However in Modification 9 the Questions and Answers dated May 23, 2008 question number 147 states: 

To further clarify the accountability boundaries between Government roles and Contractor roles and responsibilities in our offer, we have annotated our assumptions in this matrix. May we submit these and annotations to other RFP attachments as assumptions with our offer to be considered as outside Section L page limitations?

Any such additional documentation must be submitted as part of Volumes I or II or the PWS, as appropriate, and will count against the page limits.  They cannot be annotated on the Attachments.  Note that the PWS limit is being increased to 50 pages, and refer to Question #152 concerning amendments to Attachments J-5 and J-8 which will provide more detailed information on contractor functions and accountability boundaries.
Q:
Can you please clarify your position?

A:
The PWS page limit will be increased from 45 to 50 pages, and Section L.6.2.2 will be amended accordingly.
41. Reference Attachment J.5 – DISC Functions and Mission Statements.

Q:
Will PC installation be a Government, Contractor, or shared responsibility?

A:
Per the functions breakout for DO523A, the DISC Implementation Branch, pages 8 and 10 of Attachment J.5, this will be a contractor responsibility.

42. We have noticed since the release of the revised RFP on 21 May that several questions that were to have been answered by a revision to the RFP have not been addressed.  One such example is Question 79, Referencing Section L.2.4 Service Provision Management – Staffing Approach.  The answer to the question states that the RFP will be modified so that the “guidance will be amend to direct that the job descriptions will be included in Volume IV – Cost/price rather than Volume II – Management Approach and that there is no page limit on Volume II.”  There are several examples such as this.
Q:
When these cases arise, are we to follow the guidance provided in the Questions and Answers, the Final RFP which does not include the expected change, or will another version of the RFP be issued to resolve these inconsistencies?  Should we resend questions that remain unanswered as a result of this situation?

A:
The conflict identified in this question will be resolved (see answer #43 below).  If vendors find any other conflicts, they should immediately bring them to the attention of the Contracting Officer.
43. If the answer to Question 42 above is to follow the guidance previously provided in the Questions and Answers, please confirm that there is no page limit on Volume II as stated in the answers to Question 79.
A:
The answer to question 79 is incorrect and is being changed.  The Skill Set Matrix & Job Descriptions will count against the Volume II page limitation, but this limitation will be increased from 25 pages to 45 pages to allow for this inclusion.
44. Attachment J23a, the master Quality Assurance Plan template, states in section 2.3: Required Skills Identify the knowledge, skills and experience necessary to perform QA activities for this SMF.  If this template is for the “overarching” quality assurance plan, we don’t understand the reference to “this SMF.”  It seems more appropriate to address individual SMFs in the “mini-QAPs.”  
Q:
Can you please clarify what you are expecting to see here?

A:
The reference to “SMF” is incorrect in the master QAP and will be deleted.  Similarly, the reference to “at the various quality checkpoints” in section 2.2 is inappropriate for the master QPA and will also be deleted. 

45. Similarly, section 4.1 states: Risk Factor Summary Provide a high level description of how the risk areas associated with this task drive the QA activities.  It sounds like this is referring to a more granular level than would be addressed in an overarching QAP.
Q:
Again, please clarify what you are expecting to see here.

A:
Sections 4.1 and 4.2 will be amended and combined to state “Identify major risks, risk mitigation strategies and risk management activities.” 
46. Section L.1.6 (Customer Care) has two requirements that have incomplete requirements listed:

*        Page 61: …“Providing call center support hours and staffing levels to adequately support DISANet users at NCR DISA facilities during the range of normal business hours that provide best value in balancing staffing costs with….”

*        Page 62: …“Providing a capability for surge support (such as during a network outage), and that…..”

Q.  Will the Government please complete the two statements?

A.
The RFP will be amended as follows:

· Providing call center support hours and staffing levels to adequately support CORENet users at NCR DISA facilities during the range of normal business hours that provide best value in balancing staffing costs against service levels.

· Providing a capability for surge support (such as during a network outage).

Q.  Did the Government mean to say CORENet vice DISANet? 

 A.
This should state “CORENet”, and the RFP will be amended to reflect this.
47. On page 60 section L.1.1 states “Objectives are not mandatory; however, proposals will be evaluated based on the Offerors ability to meet the solicitation objectives.”  

On page 62 section L.2.1 states “All the objectives in the solicitation are mandatory.”  

 Q.
Was it the Government’s intent to make the Management Objectives mandatory and the Technical Objectives non-mandatory?

A:
No.  Section L.2.1 will be revised to say "Objectives are not mandatory; however, proposals will be evaluated based on the Offerors ability to meet the solicitation objectives.

48. On page 71, section L.6.3 states “…Each Offeror shall number each paragraph for ease of reference during evaluation and/or discussions, if held.”

Q:
We assume that DISA means all major paragraphs must be numbered correctly, however, we do not think this means that each and every paragraph in the submittal must have a separate number, as many major paragraphs are broken into several sub-paragraphs for ease in reading and evaluation.  Is this assumption correct?

A:
This assumption is correct.   However, if documents are structured with multiple levels, all but the lowest will be numbered.
49. Reference Amendment 0002, Attachment J.8, please clarify the following regarding the roles and responsibilities:

Q:
Problem Management: 

Please clarify the term “problems of the highest criticality” with respect to determining resolution priority, and provide an example(s). Is resolution of all such classified problems exclusively a Government responsibility?
A:
It is possible that a problem may be considered severe enough to warrant DISC Senior Management, the contract Task Officer, or other critical government personnel assuming the role of problem manager.  “Highly critical” problems could include those affecting the ability of the DISA Director and senior level management in performing critical tasks and requiring immediate resolution, or those involving a major compromise of sensitive or classified data or other major Information Assurance problems.  Another example would be complex/major problems affecting multiple DISA field offices, in which case the government Field Office Liaison Officer may act as problem manager.  Resolution of problems on the classified CORENet is not inherently a Government responsibility; a criticality threshold will also need to be crossed in order for the government to take problem management responsibilities. 
Q:
Change Management:

Please clarify the change types that the Sysadmins will backout and those the Contractor will backout.

A:
Government system administrators will perform minimal change backout functions.  They may be required to do so in an “emergency” situation, when there is a critical time factor and contractor personnel responsible for the deployment are not available.  

Q:
Infrastructure Engineering:

Please clarify the split in roles and responsibilities between the Government and the Contractor in documenting the IE.

A:
The boundary between government and contractor responsibilities is not firmly established.   In general, the contractor will be responsible for defining the IE, and developing standards, policies, benchmarks, and guidelines for managing the infrastructure, for internal (those that are contractor-managed) processes.    The contractor will be responsible for developing policy and standards documents as required for the deployment of new services and technologies on the CORENet; however, it will often be the case that much of the detailed information will be generated from overarching Federal, DoD or DISA agency policy.  The contractor will also be responsible for managing the documents library.  
Q:
System Administration:

Please clarify the routine Contractor System Administration Activities being performed during “normal hours” (e.g. System backup and restore ,…).

A:
HQ NOC/Control Center personnel will perform the COMSEC and DISN Node system administration tasks identified in Attachment J.5 during both business and after duty hours.

50. Reference Amendment 0002, Attachment J.7: The amended attachment did not include DISANet Contractor Actions.

Q:
Please provide the following information:

•
Image loads/day

•
PC Installs, reimages/mo.

•
Peripheral installs/mo.

•
# Images built/year.

A:
The Government does not have accurate, up-to-date data for these areas.

51. As we got into (preliminary) final formatting of our team’s Technical Volume, we discovered that the Tab requirement (each new section to start on a right-hand page) significantly increased our page count. Specifically, as we found a section was only 2 ¼ pages long, we were wasting ¾ of a page when we had to insert a page break.

Q:
In light of this, can you increase the page limit in each page-limited volume by the number of sections in that volume? This would permit Offerors to have a “Section” be, say, 2 ¼ pages long without losing ¾ of page in the following sections.

A:
No, the Government believes the page allowances are adequate as written.

52. The answer Question 11 states that the “Offeror may still bring a softcopy and new handouts if it was necessary to change the presentation between proposal submission and the oral presentation.”    Section L.7 of the RFP states “the Offeror shall not be permitted to change briefing slides after submittal, and will be expected to conduct their oral presentation using the slides submitted.” 


Q:
Which guidance is applicable?

A:
 Vendors may provide updated slides, but any additional time spent loading slides/preparing for presentation will count against the vendor's 2 hour presentation limit.  The RFP will be amended to reflect this.
53. Question 68 of the Questions and Answers states that “the Offeror must provide a total CORENet services price as indicated in Section B, including the labor categories, descriptions, hours and rates.”  Section B of the RFP specifies firm fixed prices for CLINS by contract year.
Q:
Please advise.

A:
This is correct.  Section B, CLIN's 1001, 2001, 3001, 4001, and 5001 account for all CORENet services for each year of the contract.  Labor categories, descriptions, hours, and rates must be included in the cost proposal for cost/price analysis.  CLIN's 1002, 2002, 3002, 4002, and 5002 will be the Award Fee Pool, which will be established at task order award based on the Award Fee Plan (See Attachment J.18).  CLIN's 1003, 2003, 3003, 4003, and 5003 are for Travel, which will be cost reimbursable, but which should be addressed in the Offeror's cost proposal per section L.4.4.  CLIN's 1004, 2004, 3004, 4004, and 5004 are for hardware and software purchases, which will be cost reimbursable and will be priced at the task order level if/when needed.  No pricing is needed for those CLIN's in the Offeror's initial proposal.
54. We are concerned that work we have done relying on answers provided in the Question and Answer document will now have to be redone because the changes required to the final RFP to implement the guidance have not been added to the RFP.

Q:
Will the government allow for time to rework submissions to conform with changing or inconsistent guidance?
A:
The due date for proposal submissions has been extended to 16 June 2008.

55. We respectfully request clarification on the SLA requirement.  Based on the emphasis put on the utilization of the ITIL model and staying with ITSM best practices, it is nearly impossible to define meaningful SLA’s and OLA’s without discussion with the client/customer to gain a detailed understanding of their exact requirement and develop meaningful matrix from which we can then build the SLA’s.
Q:
May we suggest the requirement be, a baseline of SLA’s that are minimally rated and will be clarified after award.  The criteria being that the baseline SLA’s must demonstrate understanding of the CORENet requirements.

A:
The Offeror will propose SLAs and a set of performance metrics for all the functions it identifies in Section 3 of the PWS, when practicable.  (The Offeror must provide a convincing rationale for defining a function that will not be performance-based.  An example of this would be defining a function correlating to SMFs that themselves deal with the management of SLAs.)  The Government believes that the industry has developed a body of practice to enable Offerors to create “industry-standard” SLAs and metrics for the required CORENet services, which are not out of the ordinary for IT services being provided to a Federal agency.  
56. For the Information Assurance Sections L.1.5 and M 3.1.3 the offeror is to address security management and accreditation tasks, with no mention of security administration tasks. However:

-  Appendix J-8 SMF responsibilities reflect responsibilities in both security management and administration.

-  Statement of Objectives for both the Phase 1 Management Objectives and Technical Objectives related to information assurance are identically written.

-  Appendix J-5 “DISC Organization Functions and Missions Statement” document reflects management functions within the Information Assurance Office and administrative functions (e.g. testing/implementing IAVA patches) in other DISC sections. 

Q:
It is difficult to address PWS and related SLAs/OLAs and define appropriate staffing level/labor categories without a clearer distinction between management and administration roles.  Please clarify.

A:
Several DO522B Operations Security Team functions listed in Attachment J.5 (page 8) will be re-defined as contractor functions.  Section D.8, Information Assurance Management Objective, will be deleted, and section L.1.5 has been modified to correspond with section M.3.1.3.  Many of the Contractor responsibilities listed under the Security Administration and Management  SMFs in Attachment J.8 are development, testing and deployment functions;  these type of functions are also identified in Attachment J.5 as contractor responsibilities.
 There are two possible points of confusion; attachment J.5 discusses these functions in terms of hardware (network devices, servers, PCs), and Microsoft has chosen to place what many organizations would consider to be administrative functions in the Security Management SMF, and, conversely, management functions in the Security Administration SMF.
57. Anticipated CORENet Phase 1 award date is 5 Jan 09.  The incumbent contractor will be under the Bridge Contract Option 2 until June 2009 and performing during the CORENet Phase 1 phase-in and transition periods.
Q:
Does the incumbent have a phase-out transition plan in place or will be tasked to develop one prior to contract award?

A:
The incumbent is not required to have a transition plan.  Since services are being provided on a Time and Materials basis on the existing contract, the incumbent will provide resources for the transition per Government requirements.
