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Part One: Overview Information
I  General 

Federal Agency Name – Defense Information Systems Agency, Chief Technology Office, Advanced Concepts Office
Funding Opportunity Title – Rapid Architecture and Web Support 
Announcement Type – Initial Announcement.  
Funding Opportunity Number BAA Number: BAA-CTO-09-01                
Catalog of Federal Domestic Assistance Numbers (CFDA) Not Applicable.
II  Proposal Consideration Periods 
The BAA will be open from the date of posting through January 14, 2010.  The DISA CTO will accept proposal abstracts and proposals as of the posting date. Unless this BAA is amended, the DISA CTO will continue to accept concept submissions and inquires through January 14, 2010. If proposal abstracts are submitted, full proposals are due no later than sixty (60) days after receipt of Government comments.  Although the BAA is open for an extended period, interested parties would be well advised to submit proposals as early as possible. Reviews will be conducted continuously on receipt of concept papers. Offerors will be notified as soon as initial reviews are completed. The DISA CTO’s target for initial review results is 60 days after proposal submission.
III  Project Description
In accordance with FAR 35.016, DISA is soliciting innovative research proposals in four main areas of interest:  Command and Control and Content Sharing; Information Sharing; GIG Network Infrastructure; and GIG Network Operations (NetOps).  Proposed research should investigate innovative approaches that enable revolutionary advances in science, devices, or systems state-of-the-art.  
· Total amount of money to be awarded - TBD 
· Anticipated individual awards – Multiple awards are anticipated.
· Types of instruments that may be awarded:

Procurement contracts, 
Other Transaction Agreements (OTAs)
· No cost sharing requirements 
IV  Points of Contact
Contracting Office POC: 
Terry Stenerson, Contracting Officer
DITCO-NCR (PL62)
PHONE: 703.681-0299 
EMAIL: terry.stenerson@disa.mil
Contracting Office Alternate POC: 

Tabitha Lorthridge, Contract Specialist

DITCO-NCR (PL62)

PHONE: 703.681-0925 

EMAIL: tabitha.lorthridge@disa.mil
Part Two: Full Text of Announcement
I  Funding Opportunity Description
The Defense Information Systems Agency is interested in piloting its research efforts through the Broad Agency Announcement (BAA) process, in accordance with FAR 35.016.   The following information is for those wishing to respond to the BAA. 

DISA is soliciting innovative research proposals in four main areas of interest, or mission thrusts:  Command and Control and Combat Support (C2/CS); Information Sharing; GIG Network Infrastructure; and GIG Network Operations (NetOps). Proposed research should investigate innovative approaches that enable revolutionary advances in science, devices, or systems state-of-the-art.  Specifically excluded is research that primarily results in evolutionary improvements to the existing state of practice. 
DISA seeks innovative proposals in the following General and Specific Areas of Interest: 

A  Technical Area One:  Command and Control (C2) and Content Sharing (CS)
A.1.  General C2/CS Application Enhancements

DISA seeks innovative proposals to: (a) improve Coalition Partner Information Sharing; (b) Network Infrastructure improvements driven by the Intelligence Community’s need for larger bandwidth and storage capabilities; and (c) improvement that will strengthen the DISA/Strategic Command (STRATCOM) and Network Operations (NetOps) capabilities. C2/CS is a key application mission thrust that represents emergent Global Information Grid (GIG) capabilities in the Command and Control & Combat Support arena.  These capabilities must transition into Programs of Record or other viable sustainment options in order to provide requisite mission support services necessary to achieve interoperability and integration goals for working in concert with joint, allied and coalition forces, especially in order to effectively counter terrorism and enhance homeland defense and security within the IT domain.  Its military utility objectives include the synchronization of global effects and capabilities within a collaborative crisis action development environment enabling rapid planning, synchronization, and execution of forces with global impact.  Application tools should enable planning and executing of  strategic deployment/ redeployment, sustainment and field services. 
A.2.  GIG Web Services Mashup
DISA is soliciting innovative research proposals in the area of Web 2.0, Social Networking Techniques, and Web Oriented Architectures.  Proposed research should investigate innovative approaches that enable revolutionary advances in science, devices, or systems state-of-the-art.  Specifically excluded is research that primarily results in evolutionary improvements to the existing state of practice.  This project provides a user centric environment which uses a Rich Internet Application (RIA) to incorporate RSS and ATOM feeds that results with a mashup of user-designated web services and content. The project builds upon the DoD net-centric, net-enabled initiatives and expands the implementation to a web oriented environment. Net Centricity, through web enabling and web exposing, provided the ability to quickly identify web content information sources and services. This project leverages the web oriented architecture and provides the Warfighter, from analyst to decision-maker, with the ability to ‘mash up’ these services and content in a rapidly comprehensible manner that enables social networking and global awareness. 
The theory of sharing DOD application’s pieces as Web services provides the functionality and data to be useful to others in innovative ways that can’t be predicted ahead of time. Users can take the best features and combine them with others, allowing them to become part of a larger information producer and consumer instead of being limited to individual delivery channel.  The end result is a DOD GIG-Mashup, where users can create mashups via browsers to satisfy mission information requirements. Some key elements include:

· Give every “thing” an ID and register in MDR and/or UDDI

· Link things together (other users liked XX as well)

· Use standard methods

· Resources with multiple representations

· Communicate statelessly

B.  Technical Area Two:  Information Sharing
B.1.  General Information Sharing Application Enhancements

DISA seeks innovative proposals that provide enhancements to collaborative and iterative crisis action planning and execution tools.  Information Sharing is a key applications mission thrust that encompasses IT support for crisis action planning tools, joint force protection, and coalition interoperability.  The Information Sharing mission supports development of advanced collaborative and iterative crisis action planning and execution tools to support C2 for rapid, continuous, end-to-end deployment and sustainment of joint forces from Garrison to the battlefield.  The mission also assists Combatant Commanders and Homeland Security Incident Managers in developing their own Courses of Action (COA) by providing them with the capability to rapidly correlate information from disparate Communities of Interest (COI). 
C.  Technical Area Three:  Network Infrastructure (computing and communications)
C.1.  General Network Infrastructure Enhancements

DISA seeks innovative proposals that provide enhancements that focus on providing the Intelligence Community with enhanced Computing and Communications Infrastructure capabilities.  Network Infrastructure is one of two key infrastructure mission thrusts that assist in supporting and providing Programs of Record (POR) with agile, adaptive, and capabilities-based IT, while providing US forces with peacetime and contingency access. Network Infrastructure can augment future en route infrastructure provision and support.  technology transition efforts to integrate technologies for handling very large, heterogeneous data sets, to enhance the deployed warfighter’s situational awareness and information superiority and will do so within a secure framework that supports both joint and multi-national operations.  NI will enhance current Enterprise-wide information infrastructure with advanced capabilities that support global data access and visualization of geospatially referenced data.  These capabilities include wideband networking integrated with smart remote data storage, data conferencing and collaboration, and search and visualization. 
C.2.  Cloud Computing 

The Cloud Computing Infrastructure Pilot establishes a private cloud computing

capability, like that of Google, for the Department of Defense (DoD) that will run on the Global Information Grid (GIG).  The cloud computing capability will initially be applied to processing, archiving, and dissemination of three-dimensional imagery with a long term goal of establishing a secure and robust instantiation that can be quickly and easily scaled to other parallel processing challenges at a disruptively low cost.  Three-dimensional imagery presents processing and storage challenges to DoD infrastructure.  Data collected by Light Detection and Ranging (LIDAR), 3D scanners, and other sensors are converted to raster, vector, and elevation models which are used to build three-dimensional products.  These products then need to be archived and disseminated appropriately, most importantly to mission areas where connectivity is limited.  The proposed solution to this problem needs to be developed with the flexibility to be fielded within many military, defense, and non-defense organizations.
DISA is also interested in innovative proposals to leverage newly emerging commercial cloud platforms, such as Amazon Web Services, as a means to host and distribute application suites enabling DoD information sharing with external partners.  While these platforms provide first of their kind capabilities, the flexibility of the technologies, and robustness of the underlying security frameworks have never been evaluated against DoD’s unique challenges.  Proposed solutions should demonstrate answers to the following questions:  Can a candidate set of DoD provided open source applications be effectively pre-positioned on the platform?  Can the software be invoked and successfully hosted/operated on the platform by external partners?  Does the solution provide a means and mechanism for updating the software for security, maintenance, or new upgrade releases?  Does the solution demonstrate that data integrity can be maintained when under assault by sophisticated adversaries? Is there a means to verify whether software has been modified or altered?
Additional technologies of interest to DISA in the cloud computing field include, but are not limited to, distributed database technologies. Application of distributed database technologies to operational needs and increased data storage resiliency in the form of a distributed file system (DFS) are considered to be key capabilities required for a successful DoD cloud computing effort.  Previous DISA cloud computing efforts have employed the Apache Hadoop DFS and Condor workload management system.  While these implementations are not requirements, DISA would like to stay focused on Open Source Software (OSS) as a solution.  By developing and contributing to OSS, DISA hopes to provide reusable software components that the DoD and Intelligence communities can leverage in various cloud computing implementations.  DISA is looking for innovative ways to address processing, storage, and dissemination requirements using cloud computing while acknowledging and addressing the unique information assurance requirements of the DoD. 
D.  Technical Area Four:  GIG NetOps
D.1.  General Network Operations Enhancements

DISA is looking for innovative ways to provide a synergy between DISA and STRATCOM operations  NetOps is one of two key infrastructure mission thrusts critical to the development of system enhancements necessary to lead and partner in initiatives to build a net-centric system with the capability to rapidly adapt to changing demands.  These efforts will provide IT solutions and advanced concepts to address warfighter capability gaps which preclude delivering the right information, to the right person, in the right place, at the right time, protected from interception and exploitation and presented in a useful format.  NetOps use different systems working together to provide alerting, visualization, and collaboration capability.  NetOps work with Joint Staff Anti-terrorism/Force Protection community to develop concepts of operation and provide transition capabilities to assist Combatant Commanders in employing a decision support environment that will provide a tailored rendering of relevant information to the Commanders, their staff, Joint Task Forces, non-government organizations, and coalition forces.  NetOps also leverages network-centric enterprise technologies and services provided by the GIG and dynamically update data/information to yield better situational awareness and more efficient collaboration and mission execution.  

D.2.  Standard Network Overlay Appliances
DISA is soliciting innovative research proposals in the area of standard network overlay appliances.  The area of interest is low cost appliances that make use of commodity processors (x86), commodity onboard storage and open source operating systems.  Interest is in appliances that exhibit ease of installation and troubleshooting assuming little IT skills on the part of local personnel.  Appliances should be able to be shipped directly to military sites and self installed by local personnel.  Troubleshooting should be performed remotely and expect no knowledge from local personnel beyond an ability to report visual indicators and power up/down the device.   Installation of the appliance should be unobtrusive to the current network i.e. it can be overlaid on the existing network without degrading current network performance.    Proposed solutions should demonstrate multi-function appliances that can collect or process network security and performance information and feed information back to central collection points using industry standard formats where they exist.   Proposals should also demonstrate whether appliances can additionally provide content caching and protocol optimization/acceleration functions.  Key questions to answer:  To what extent can capabilities be provided using vendor independent or recognized standard protocols that would enable the edge appliance to interact/interoperate with head end appliances from another vendor?  How much of the appliance can be successfully constructed using OSS components?  Can the appliance be constructed to serve as a multi-tenant platform, with published interfaces, which would enable specialized software components developed by third party vendors to be remotely loaded and operated on the appliance?

II  Award Information
Multiple awards are anticipated. The number of awards resulting from this BAA will depend on the quality of the proposals received and the availability of funds.

The Government reserves the right to select for negotiation all, some, one, or none of the proposals received in response to this solicitation and to make awards without discussions with offerors. The Government also reserves the right to conduct discussions with all, some, one, or none of the offerors if the Contracting Officer later determines them to be necessary. If warranted, portions of resulting awards may be segregated into pre-priced options. Additionally, DISA reserves the right to accept proposals in their entirety or to select only portions of proposals for award.  In the event that DISA desires to award only portions of a proposal, negotiations may be opened with that Offeror.  If the proposed effort is inherently divisible and nothing is gained from the aggregation, offerors should consider submitting those as multiple independent efforts.  The Government reserves the right to fund proposals in phases with options for continued work at the end of one or more of the phases.  

Awards under this BAA will be made to offerors on the basis of the evaluation criteria -listed below (see section labeled “Application Review Information”, Sec. V.) to provide overall value to the Government.  Proposals identified for negotiation may result in a procurement contract or other transaction depending upon the nature of the work proposed, the required degree of interaction between parties, and other factors. Offerors should note that the required degree of interaction between parties, regardless of award instrument, will be high and continuous.

Offerors are advised that an indication of interest, in the affirmative, is not meant to imply nor in any way imparts an obligation on the part of the Government that an award will be forthcoming for the offered work or project. All non-technical inquiries should be directed to the Contracting Officer. After submission of proposals, all exchanges (both

technical and non-technical) will be conducted through the Contracting Officer. 
III    Eligibility Information

A.  Eligible Applicants 
All responsible sources capable of satisfying the Government's needs may submit a proposal that shall be considered by DISA. Independent proposals from Government/National laboratories may be subject to applicable direct competition limitations, though certain Federally Funded Research and Development Centers are excepted per P.L. 103-337§ 217 and P.L 105-261 § 3136.   Government/ National Laboratories must provide documentation to DISA to establish that they are eligible to propose and have unique capabilities not otherwise available in private industry.

Teams are encouraged to submit proposals in any and all areas. However,

offerors must be willing to cooperate and exchange software, data and other

information in an integrated program with other contractors, as well as with

system integrators, selected by DISA.  
1  Procurement Integrity, Standards of Conduct, Ethical Considerations, and Organizational Conflicts of Interest
Certain post-employment restrictions on former federal officers and employees may exist, including special Government employees (including, but not limited to, Title 18, Section 207, United States Code, the Procurement Integrity Act, 41 U.S.C. 423, and FAR 3.104.)  Current federal employees are prohibited from participating in particular matters involving conflicting financial, employment, and representational interests (18 USC 203, 205, and 208.) Prior to the start of proposal evaluations, the Government will assess whether any potential conflict of interest exists.
All prime and subcontractors must indicate whether they are providing scientific, engineering, and technical assistance (SETA) or similar support to any DISA technical office(s) through an active contract or subcontract.  Any such information must state which office(s) the Offeror supports and identify the prime contract numbers. This information must be furnished at the time of proposal submission.  All facts relevant to the existence or potential existence of organizational conflicts of interest (FAR 9.5) must be disclosed.  The disclosure shall include a description of the action the Offeror has taken or proposes to take to avoid, neutralize, or mitigate such conflict.  In accordance with FAR 9.505-2, a contractor providing material leading directly, predictably and without delay to a work statement may not supply the system, major components of the system or services unless certain exceptions apply.   Proposals that fail to fully disclose potential conflicts of interests and/or do not have plans to mitigate this conflict will be returned without technical evaluation and withdrawn from further consideration for award.  

All prime and proposed subcontractors must identify any affiliation with ongoing development or acquisition activity or tasks in which the DISA Chief Technology Office (CTO) has significant involvement and where such affiliation could be perceived to impair the contractor's objectivity in this task's execution.  

All prime and proposed subcontractors must identify any current affiliations with ACTD/JCTD Contracts and are advised that they may be precluded from responding or participating as a prime contractor, subcontractor or team member for the purpose of competing in any program acquisition that leads to provisioning of products or services for ACTDs/JCTDs. The contractor must acknowledge this exclusion via formal written notification as part of their quotation to the government. If a prospective offeror believes that any conflict of interest exists or may exist (whether organizational or otherwise), the offeror should promptly raise the issue with DISA by sending offeror's contact information and a summary of the potential conflict by email to the Contracting Officer before time and effort are expended in preparing a proposal and mitigation plan. If the Government determines that any conflict situation cannot be effectively mitigated, the proposal may be returned without technical evaluation and withdrawn from further consideration for award under this BAA.  
All prime and proposed subcontractors are advised that a Non-Disclosure Agreement (NDA) is required for each individual that accesses Project information stored in the DISA CTO's knowledge management tools. Each person assigned to this task must execute a Non-Disclosure Agreement related to sensitive and/or proprietary

data.


B  Cost Sharing/Matching

Cost sharing is not required for this particular program; however, cost sharing will be carefully considered where there is an applicable statutory condition relating to the selected funding instrument (e.g., for any Other Transactions under the authority of 10 U.S.C. § 2371).  Cost sharing is encouraged where there is a reasonable probability of a potential commercial application related to the proposed research and development effort.  

C  Collaborative Efforts
Collaborative efforts/teaming are encouraged.  Networking and team formation are the sole responsibility of the participants.   
IV    Application and Submission Information
A  Application Package
This solicitation contains all information required to submit a proposal.  No additional forms, kits, or other materials are needed. This notice constitutes the total BAA. No additional information is available, nor will a formal Request for Proposal (RFP) or additional solicitation regarding this announcement be issued. 

B  Content and Form of Application Submission

1  Abstract and Proposal Information

Offerors are strongly encouraged to submit a proposal abstract in advance of a full proposal.  This procedure is intended to minimize unnecessary effort in proposal preparation and review.  The time and date for submission of proposal abstracts is specified in Section C below.  DISA will acknowledge receipt of the submission and assign a control number that should be used in all further correspondence regarding the proposal abstract.  

DISA will respond to proposal abstracts with a recommendation to propose or not propose, with a target of responding to all proposal abstracts within sixty (60) calendars days of submission.  If there is a recommendation to submit a full proposal, DISA will allow Offerors at least sixty (60) calendar days after receipt of Government comments to submit a full proposal.  Early submissions are strongly encouraged because selections may be made at any time during the evaluation process.  Regardless of the recommendation, the decision to propose is the responsibility of the Offeror.  All submitted proposals will be fully reviewed regardless of the disposition of the proposal abstract.  Offerors may elect to submit a full proposal without first submitting a proposal abstract.  Proposals must be submitted before the end date specified in the BAA in order to be considered; however, proposals received after this deadline may be reviewed and evaluated up to one year from date of posting on FedBizOpps.  Full proposals submitted after the due date stated in the BAA or due date otherwise specified by DISA after review of proposal abstracts may be selected contingent on the availability of funds.  

The typical proposal should express a consolidated effort in support of one or more related technical concepts or ideas.  Disjointed efforts should not be included into a single proposal.  

Restrictive notices notwithstanding, proposals may be handled, for administrative purposes only, by a support contractor.  This support contractor is prohibited from competition in DISA technical research and is bound by appropriate nondisclosure requirements.  Unclassified proposals and proposed abstracts may not be submitted in paper copy or by fax; any so sent will be disregarded.  All proposals must be unclassified, even if the work itself will require work on classified systems upon a contract award.  If security requirements are necessary, they will be included in the contract instruments awarded under this BAA.  Abstracts and proposals will be emailed to the Contracting Officer, with copy furnished to the Contract Specialist, at the addresses identified in Section IV, above.  Proposals not meeting the format described in the BAA may not be reviewed.  All email submissions will include the company or organization name or acronym and a short title for the abstract/proposal in the email subject line.  
DISA intends to use maximize the use of electronic methods for correspondence and proposal submissions for this BAA. All administrative correspondence and questions on this solicitation, including requests for information on how to submit a proposal abstract or full proposal in response to this BAA should be directed by email to the Contracting Officer, with copy furnished to the Contract Specialist, at the addresses identified in Part One, Section IV, above. 
2  Proposal Abstract Format
Proposal abstracts are encouraged in advance of full proposals in order to provide potential Offerors with a rapid response and to minimize unnecessary effort.  Proposal abstracts should follow the same general format as described for Volume I under PROPOSAL FORMAT (see below), but include ONLY Sections I and II.  The cover sheet should be clearly marked “PROPOSAL ABSTRACT” and the total length should not exceed 3 pages, excluding the cover page.  Proposals should be prepared using MS Word, formatted for 8-1/2 by 11 inch paper with type not smaller than 12 point and 1-inch margins on all sides.  The page limitation for proposal abstracts includes all figures, tables, and charts.  No formal transmittal letter is required; but the forwarding email must contain the company/organization name or abbreviation or acronym; whether the proposal is an abstract or full proposal; and a short title for the abstract/proposal in the email subject line.  Proposal abstracts must be submitted as an email attachment. All proposal abstracts must be written in English.

3  Full Proposal Format
All full proposals must be in the format given below.  Nonconforming proposals may be rejected without review.  Proposals shall consist of two volumes; each a separate email attachment.  Proposals should be prepared using MS Word, formatted for 8-1/2 by 11 inch paper with type not smaller than 12 point and 1-inch margins on all sides.  The page limitation for full proposals includes all figures, tables, and charts.  Volume I, Technical and Management Proposal, may include an attached bibliography of relevant technical papers or research notes (published and unpublished) which document the technical ideas and approach upon which the proposal is based.  Copies of not more than three (3) relevant papers can be included as attachments with the submission.  The bibliography and attached papers are not included in the page counts given below.  The submission of other supporting materials along with the proposals is strongly discouraged and will not be considered for review.  Except for the attached bibliography and Section I, Volume I shall not exceed 15 number pages.  No formal transmittal letter is required; but the forwarding email must contain the company/organization name or abbreviation or acronym; whether the proposal is an abstract or full proposal; and a short title for the abstract/proposal in the email subject line.  All proposal abstracts must be written in English.

4  Volume I, Technical and Management Proposal

Section I. Administrative (1 page)
(1) BAA number

(2) Technical area

(3) Lead Organization submitting proposal

(4) Type of business, selected among the following categories: “LARGE BUSINESS”, “SMALL DISADVANTAGED BUSINESS”, “OTHER SMALL BUSINESS” (SPECIFY), “HBCU”, “MI”, “OTHER EDUCATIONAL”, OR “OTHER NONPROFIT” and applicable NAICS code(s)
(5) Contractor’s reference number (if any)

(6) Other team members (if applicable) and type of business for each

(7) Proposal title

(8) Technical point of contact to include: salutation, last name, first name, street address, city, state, zip code, telephone, fax, electronic mail; and 
(9) Administrative point of contact to include: salutation, last name, first name, street address, city, state, zip code, telephone, fax, electronic mail, total funds requested from DISA, and the amount of cost share (if any). 

Section II.  Summary of Proposal (3 pages)
This section provides an overview of the proposed work as well as an introduction to the associated technical and management issues.  Further elaboration will be provided in Section III. 

A. Innovative claims for the proposed research.  This section is the centerpiece of the proposal and should succinctly describe the uniqueness and benefits of the proposed approach relative to the current state-of-art alternate approaches.

B. Deliverables associated with the proposed research and the plans and capability to accomplish technology transition and commercialization.  Include in this section all proprietary claims to the results, prototypes, intellectual property, or systems supporting and/or necessary for the use of the research, results, and/or prototype.  If there are not proprietary claims, this should be stated.

C. Cost/price, schedule and milestones for the proposed research, including estimates of cost for each task in each year of the effort delineated by the prime and major subcontractors, total cost and company cost share, if applicable.  Note: Measurable critical milestones should occur every six months after start of effort.  These milestones should enable and support a go/no go decision for the next part of the effort.  Additional interim non-critical management milestones are also highly encouraged at a regular intervals.
D. Technical rationale, technical approach, and constructive plan for accomplishment of technical goals in support of innovative claims and deliverable production.  (In the full proposal, this section should be supplemented by a more detailed plan in Section III.)

E. General discussion of other research in this area.

F. A clearly defined organization chart for the program team which includes, as applicable: (1) the programmatic relationship of team members; (2) the unique capabilities of team members; (3) the task of responsibilities of team members; (4) the teaming strategy among the team members; and (5) the key personnel along with the amount of effort to be expended by each person during each year.

Section III. Detailed Proposal Information (12 pages)
This section provides the detailed discussion of the proposed work necessary to enable an in-depth review of the specific technical and managerial issues.  Specific attention must be given to addressing both risk and payoff of the proposed work that make it desirable to DISA.  

A. Statement of Work (SOW) -  Clearly define the technical tasks/subtasks to be performed, their durations, and dependencies among them.  For each task/subtask, provide:

· A general description of the objective for each defined task/activity; 

· A detailed description of the approach to be taken to accomplish each defined task/activity; 

· Identification of the primary organization responsible for task execution (prime, sub, team member, by name, etc.;

· The exit criteria for each task/activity - a product, event or milestone that defines its completion; and 
· All deliverables (reporting, data, reports, software, etc.) to be provided to the Government in support of the proposed research tasks/activities. 

Note: It is recommended that the SOW should be developed so that each Phase of the program is separately defined.  Do not include any proprietary information in the SOW.
B. Description of the results, products, transferable technology, and expected technology transfer path enhancing that of Section II. B.  See also VI (B)(2) “Intellectual Property.”
C. Detailed technical rationale enhancing that of Section II.  

D. Detailed technical approach enhancing and completing that of Section II.

E. Comparison with other ongoing research indicating advantages and disadvantages of the proposed effort. 

F. Discussion of Offeror’s previous accomplishments and work in closely related research areas.

G. Description of the facilities that would be used for the proposed effort.

H. Detail support enhancing that of Section II, including formal teaming agreements which are required to execute this program.
I.    Cost schedules and milestones for the proposed research, including estimates of cost for each task in each year of the effort delineated by the primes and major subcontractors, total cost, and any company cost share.  These milestones should enable and support a go/no go decision for the next part of the effort  Where the effort consists of multiple portions which could reasonably be partitioned for purposes of funding, these should be identified as options with separate cost estimates for each.  Additionally, proposals should clearly explain the technical approach(es) that will be employed to meet or exceed each program metric and provide ample justification as to why the approach(es) is/are feasible. Measurable critical milestones should be identified for each phase of the work.    
Section IV.  Additional Information
A brief bibliography of relevant technical papers and research notes (published and unpublished) which document the technical ideas upon which the proposal is based.  Copies of not more than three (3) relevant papers can be included as attachments with the submission.


5  Volume II, Cost Proposal – {No Page Limit}

A  Cover sheet to include:

(1) BAA number; 

(2) Technical area; 

(3) Lead Organization Submitting proposal; 

(4) Type of business, selected among the following categories: “LARGE BUSINESS”, “SMALL DISADVANTAGED BUSINESS”, “OTHER SMALL BUSINESS” (SPECIFY), “HBCU”, “MI”, “OTHER EDUCATIONAL”, OR “OTHER NONPROFIT” and applicable NAICS code(s)
(5) Contractor’s reference number (if any); 

(6) Other team members (if applicable) and type of business for each; 

(7) Proposal title; 

(8) Technical point of contact to include: salutation, last name, first name, street address, city, state, zip code, telephone, fax (if available), electronic mail (if available); 

(9) Administrative point of contact to include: salutation, last name, first name, street address, city, state, zip code, telephone, fax (if available), and electronic mail (if available); 

(10) Award instrument requested: cost-plus-fixed-free (CPFF), cost-contract—no fee, cost sharing contract – no fee, or other type of procurement contract (specify),  or other transaction; 

(11) Place(s)  and period(s) of performance; 

(12) Total proposed cost/price separated by basic award and option(s) (if any); 

(13) Name, address, and telephone number of the Offeror’s cognizant Defense Contract Management Agency (DCMA) administration office (if known); 

(14) Name, address, and telephone number of the Offeror’s cognizant Defense Contract Audit Agency (DCAA) audit office (if known); 

(15) Date proposal was prepared; 

(16) DUNS number; 

(17) TIN number; and 

(18) Cage Code;

(19) Subcontractor Information; and

(20) Proposal validity period.

B  Detailed Costs

Detailed cost/price breakdown to include: (1) total program cost broken down by major cost items (direct labor, including labor categories; subcontracts; materials; other direct costs, overhead charges, profit/fee, etc..) and further broken down task and phase; (2) major program tasks by year; (3) an itemization of major subcontracts and equipment purchases; (4) an itemization of any information technology (IT) purchase [see Glossary for definition]; (5) a summary of projected funding requirements by month; and (6) the source, nature, and amount of any industry cost-sharing; and (7) identification of pricing assumptions of which may require incorporation into the resulting award instrument (e.g., use of Government Furnished Property/Facilities/Information, access to Government Subject Matter Expert/s, etc.).  Where the effort consists of multiple portions which could reasonably be partitioned for purposes of funding, these should be identified as options with separate cost/price estimates for each.  NOTE: for IT and equipment purchases, include a statement why the Offeror cannot provide the requested resources from its own funding.  
Supporting cost and pricing information in sufficient detail to substantiate the summary cost estimates in B. above.  Include a description of the method used to estimate costs and supporting documentation. Note: “cost or pricing data” as defined in FAR Subpart 15.4 shall be required if the Offeror is seeking a procurement contract award of $650,000 or greater unless the Offeror request an exception from the requirement to submit cost or pricing data.  “Other than cost or pricing data” are required if the Offeror proposes an award instrument other than a procurement contract (e.g., other transaction.)  All proprietary subcontractor proposal documentation, prepared at the same level of detail as that required of the prime, shall be made immediately available to the Government, upon request, under separate cover (i.e., mail, electronic/email, etc.), either by the offeror or by the subcontractor organization.
C  Submission Dates and Times
All proposal abstracts and full proposals will be submitted by email to the Contracting Officer, with copy furnished to Contract Specialist, identified in Part One, Section IV, above.

    1  Proposal Abstract Date

The proposal abstract must be submitted on or before 4:00 p.m., local time, by the end date of the BAA period.  Proposal abstracts received after this time and date may not be reviewed. The email must contain the company/organization name or abbreviation or acronym; whether the proposal is an abstract or full proposal; and the subject line must contain the BAA Number and a short title for the abstract/proposal line.  The date-time stamp on the email (originator’s ‘sent’ time) will be used to determine if receipt has been timely.
2  Full Proposal Date

The full proposal must be submitted electronically on or before 4:00 p.m., local time, by the end date of the BAA period.  Proposals received after this deadline may be received and evaluated up to one year from date of posting on FedBizOpps.  Full proposals submitted after the due date specified in the BAA or due date otherwise specified by DISA after review of proposal abstracts may be selected contingent upon the availability of funds. The email must contain the company/organization name or abbreviation or acronym; whether the proposal is an abstract or full proposal; and the subject line must contain the BAA Number and a short title for the abstract/proposal line.  The date-time stamp on the email (originator’s ‘sent’ time) will be used to determine if receipt has been timely.  DISA will acknowledge receipt of complete submissions via email and assign control numbers that should be used in all further correspondence regarding proposals.
Failure to comply with the submission procedures may result in the submission not being evaluated.

D  Intergovernmental Review (if applicable) 
Not applicable

E  Funding Restrictions
Preaward costs will not be reimbursed. 
F  Other Submission Requirements 
V  Application Review Information 


A  Evaluation Criteria
Evaluation of proposals will be accomplished through a scientific/technical review of each proposal using the following criteria, in order of descending importance: (a) Overall Scientific and Technical Merit; (b) Potential Contribution and Relevance to the DISA Mission; (c) Realism of Proposed Schedule; (d) Offeror’s Capabilities and/or Related Experience; (e) Plans and Capability to Accomplish Technology Transition; and (f) Cost/Price Realism.  Proposals will not be evaluated against each other since they are not submitted in accordance with a common work statement.  DISA’s intent is to review proposals as soon as possible after they arrive; however, proposals may be reviewed periodically for administrative reasons. The following are descriptions of the above listed criteria:

1 Overall Scientific and Technical Merit

The proposed technical approach is feasible, achievable, complete and supported by a proposed technical team that has the expertise and experience to accomplish the proposed tasks.  Task descriptions and associated technical elements provided are complete and in a logical sequence with all proposed deliverables clearly defined such that a final product that achieves the goal can be expected as a result of award.  The proposal identifies major technical risks and planned mitigation efforts are clearly defined and feasible. The proposal clearly explains the technical approach(es) that will be employed to meet or exceed each critical milestone listed in Section IV.B. and provides ample justification as to why the approach(es) is/are feasible.
2 Potential Contributions and Relevance to the DISA Mission

The potential contributions of the proposed effort with relevance to the national technology base will be evaluated.  Specifically, DISA’s mission is to maintain the technological superiority of the U.S. military and prevent technological surprise from harming our national security by sponsoring revolutionary, high-payoff research that bridges the gap between fundamental discoveries and their military use.

3 Realism of Proposed Schedule

The Offeror’s abilities to aggressively pursue performance metrics in the shortest timeframe and to accurately account for that timeframe will be evaluated, as well as Offeror’s ability to understand, identify, and mitigate any potential risk in schedule.


4 Offeror’s Capabilities and/or Related Experience

The Offeror’s prior experience in similar efforts must clearly demonstrate an ability to deliver products that meet the proposed technical performance within the proposed budget and schedule.  The proposed team has the expertise to manage the cost and schedule.  Similar efforts completed/ongoing by the Offeror in this area are fully described including identification of other Government sponsors.

5 Plans and Capability to Accomplish Technology Transition 

The capability to transition the technology to the research, industrial, and operational military communities in such a way as to enhance U.S. defense, to the extent to which intellectual property rights limitations creates a barrier to technology transition.

 6 Cost/Price Realism 

The objective of this criterion is to establish that the proposed costs/prices are realistic for the technical and management approach offered, as well as to determine the offeror’s practical understanding of the effort.  The evaluation criterion recognize that undue emphasis on cost/price may motivate offerors to offer low-risk ideas with minimum uncertainty and to staff the effort with junior personnel in order to be in a more competitive posture.  DISA discourages such cost strategies.  Cost reduction approaches that will be received favorably include innovative management concepts that maximize direct funding for technology.
After selection and before award the Contracting Officer will negotiate final costs/prices. 

Award(s) will be made to offerors whose proposals are determined to be the most advantageous to the Government, all factors considered, including the potential contributions of the proposed work to the overall research program and the availability of funding for the effort.  Award(s) may be made to any offeror(s) whose proposal(s) is determined selectable regardless of its overall rating.
NOTE: OFFERORS ARE CAUTIONED THAT EVALUATION RATINGS MAY BE

LOWERED AND/OR PROPOSALS REJECTED IF SUBMITTAL INSTRUCTIONS ARE NOT FOLLOWED.


B  Review and Selection Process
It is the policy of DISA to ensure impartial, equitable, comprehensive proposal evaluations and to select the source (or sources) whose offer meets the Government’s technical, policy, and programmatic goals.  Qualified Government personnel will conduct reviews and (if necessary) convene panels of experts in the appropriate areas.

For evaluation purposes, a proposal is the document described in “Proposal Information”, Section IV.B.  Other supporting or background materials submitted with the proposal will be considered for the reviewer’s convenience only and not considered as part of the proposal.

Subject to the restrictions set forth in FAR 37.203(d), input on technical aspects of the proposals may be solicited by DISA from non-Government consultants /experts who are strictly bound by the appropriate non-disclosure requirements.  

It is the policy of DISA to treat all proposals as competitive information and to disclose their contents only for the purpose of evaluation.  No proposals will be returned. Upon completion of the source selection process, one copy of each proposal received will be retained at DISA and all other copies will be destroyed.

VI  AWARD ADMINISTRATION INFORMATION


A  Award Notices
As soon as the evaluation of a proposal is complete, the Offeror will be notified that (1) the proposal has been selected for funding pending contract negotiations, or (2) the proposal has not been selected.  These official notifications will be sent via email to the Offeror’s POC identified on the proposal coversheet. 



B  Administrative and National Policy Requirements
1  Security

The Government directs that proposals submitted under this BAA will be unclassified. Security considerations, if applicable, will be detailed in a DD Form 254, Contract Security Classification Specification as part of any contract award.  
Proprietary Data:  All proposals containing proprietary data should have the cover page and each page containing proprietary data clearly marked as containing proprietary 
2  Intellectual Property
a.  Procurement Contract Offerors
    (1) Noncommercial Items (Technical Data and Computer Software)
Offerors responding to this BAA requesting a procurement contract to be issued under the FAR/DFARS shall identify all noncommercial technical data and noncommercial computer software that it plans to generate, develop, and/or deliver under any proposed award instrument in which the Government will acquire less than unlimited rights, and to assert specific restrictions on those deliverables.  Offerors shall follow the format under DFARS 252.227-7017 for this stated purpose.  In the event that offerors do not submit the list, the Government will assume that it automatically has “unlimited rights” to all noncommercial technical data and noncommercial computer software generated, developed, and/or delivered under any award instrument, unless it is substantiated that development of the noncommercial technical data and noncommercial computer software occurred with mixed funding.  If mixed funding is anticipated in the development of noncommercial technical data and noncommercial computer software generated, developed, and/or delivered under any award instrument, then offerors should identify the data and software in question, as subject to Government Purpose Rights (GPR).  In accordance with DFARS 252.227-7013 Rights in Technical Data - Noncommercial Items, and DFARS 252.227-7014 Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation, the Government will automatically assume that any such GPR restriction is limited to a period of five (5) years in accordance with the applicable DFARS clauses, at which time the Government will acquire “unlimited rights” unless the parties agree otherwise.  Offerors are admonished that the Government will use the list during the source selection evaluation process to evaluate the impact of any identified restrictions and may request additional information from the offeror, as may be necessary, to evaluate the offeror’s assertions.  If no restrictions are intended, then the offeror should state “NONE.”

A sample list for complying with this request is as follows:

	NONCOMMERCIAL

	Technical Data Computer Software To be Furnished With Restrictions
	Basis for Assertion


	Asserted Rights Category


	Name of Person Asserting Restrictions



	(LIST)
	(LIST)
	(LIST)
	(LIST)


(2)  Commercial Items (Technical Data and Computer Software)

Offerors responding to this BAA requesting a procurement contract to be issued under the FAR/DFARS shall identify all commercial technical data and commercial computer software that may be embedded in any noncommercial deliverables contemplated under the research effort, along with any applicable restrictions on the Government’s use of such commercial technical data and/or commercial computer software.  In the event that offerors do not submit the list, the Government will assume that there are no restrictions on the Government’s use of such commercial items.  The Government may use the list during the source selection evaluation process to evaluate the impact of any identified restrictions and may request additional information from the offeror, as may be necessary, to evaluate the offeror’s assertions.  If no restrictions are intended, then the offeror should state “NONE.”

A sample list for complying with this request is as follows:

	COMMERCIAL

	Technical Data Computer Software To be Furnished With Restrictions
	Basis for Assertion


	Asserted Rights Category


	Name of Person Asserting Restrictions



	(LIST)
	(LIST)
	(LIST)
	(LIST)


b.  Non-Procurement Contract Offerors – Noncommercial and Commercial Items (Technical Data and Computer Software)
Offerors responding to this BAA requesting an Other Transaction shall follow the applicable rules and regulations governing these various award instruments, but in all cases should appropriately identify any potential restrictions on the Government’s use of any Intellectual Property contemplated under those award instruments in question.  This includes both Noncommercial Items and Commercial Items.  Although not required, offerors may use a format similar to that described in Paragraphs 1.a and 1.b above.  The Government may use the list during the source selection evaluation process to evaluate the impact of any identified restrictions, and may request additional information from the offeror, as may be necessary, to evaluate the offeror’s assertions.  If no restrictions are intended, then the offeror should state “NONE.”
c.  All Offerors – Patents
Include documentation proving your ownership of or possession of appropriate licensing rights to all patented inventions (or inventions for which a patent application has been filed) that will be utilized under your proposal for the DISA program.  If a patent application has been filed for an invention that your proposal utilizes, but the application has not yet been made publicly available and contains proprietary information, you may provide only the patent number, inventor name(s), assignee names (if any), filing date, filing date of any related provisional application, and a summary of the patent title, together with either: 1) a representation that you own the invention, or 2) proof of possession of appropriate licensing rights in the invention.  

d.  All Offerors – Intellectually Property Representations 

Provide a good faith representation that you either own or possess appropriate licensing rights to all other intellectual property that will be utilized under your proposal for the DISA program.  Additionally, offerors shall provide a short summary for each item asserted with less than unlimited rights that describes the nature of the restriction and the intended use of the intellectual property in the conduct of the proposed research.
3  Meeting and Travel Requirements
There will be a program kickoff meeting and all key participants are required to attend. Contractors should also anticipate periodic site visits by Government representatives.
4  Publication Approval

The following provision will be incorporated into any resultant procurement contract or other transaction:

When submitting material for written approval for open publication as described in subparagraph (a)  above, the contractor must submit a request for public release to the DISA PAO and include the following information: 1) Document Information:  document title, document author, short plain-language description of technology discussed in the material (approx. 30 words), number of pages (or minutes of video) and document type (briefing, report, abstract, article, or paper); 2) Event Information:  event type (conference, principle investigator meeting, article or paper), event date, desired date for DISA's approval; 3) DISA Sponsor:  DISA Program Manager, DISA office, and contract number; and 4) Contractor’s Information: POC name, e-mail and phone.  Allow four weeks for processing; due dates under four weeks require a justification.  Unusual electronic file formats may require additional processing time.  Requests can be sent either via e-mail to PAO@DISAdisa.mil or via 5275 Leesburg Pike -- Seven Skyline Place, Arlington VA 22203-1714, telephone (571) 218-4235.   Refer to www.DISAdisa.mil/tio for information about DISA's public release process.

5  Export Control

Should this project develop beyond fundamental research (basic and applied research ordinarily published and shared broadly within the scientific community) with military or dual-use applications the following restrictions apply: 

(1) The contractor shall comply with all U. S. export control laws and regulations, including the International Traffic in Arms Regulations (ITAR), 22 CFR Parts 120 through 130, and the Export Administration Regulations (EAR), 15 CFR Parts 730 through 799, in the performance of this contract.  In the absence of available license exemptions/exceptions, the Contractor shall be responsible for obtaining the appropriate licenses or other approvals, if required, for exports of (including deemed exports) hardware, technical data, and software, or for the provision of technical assistance.

(2) The contractor shall be responsible for obtaining export licenses, if required, before utilizing foreign persons in the performance of this contract, including instances where the work is to be performed on-site at any Government installation (whether in or outside the United States), where the foreign person will have access to export-controlled technologies, including technical data or software.

(3) The contractor shall be responsible for all regulatory record keeping requirements associated with the use of licenses and license exemptions/exceptions.

(4) The contractor shall be responsible for ensuring that the provisions of this clause apply to its subcontractors.

6  Subcontracting

Pursuant to Section 8(d) of the Small Business Act (15 U.S.C. 637(d)), it is the policy of the Government to enable small business and small disadvantaged business concerns to be considered fairly as subcontractors to contractors performing work or rendering services as prime contractors or subcontractors under Government contracts, and to assure that prime contractors and subcontractors carry out this policy.  Each large business offeror who submits a procurement contract proposal greater than $550,000 and includes subcontractors is required to submit a subcontracting plan in accordance with FAR 19.702(a) (1) and (2) should do so with their proposal.  The plan format is outlined in FAR 19.704.  



C  Reporting

The number and types of reports will be specified in the award document, but will include as a minimum monthly financial status reports if a cost-reimbursement procurement contract is desired.  The reports shall be prepared and submitted in accordance with the procedures contained in the award document and mutually agreed on before award.  Reports and briefing material will also be required as appropriate to document progress in accomplishing program metrics.  A Final Report that summarizes the project and tasks will be required at the conclusion of the performance period for the award, notwithstanding the fact that the research may be continued under a follow-on vehicle.

1  Central Contractor Registration (CCR)

Selected offerors not already registered in the Central Contractor Registry (CCR) will be required to register in CCR prior to any award under this BAA. Information on CCR registration is available at http://www.ccr.gov.

2  Representations and Certifications

In accordance with FAR 4.1201, prospective offerors shall complete electronic annual representations and certifications at http://orca.bpn.gov.

3  Wide Area Work Flow (WAWF)

Contractors will be required to submit vouchers/invoices for payment directly via WAWF at http://wawf.eb.mil.  Registration in WAWF will be required prior to any award under this BAA.  

VII  AGENCY CONTACTS
Email is the preferred method of communication.  DISA is moving toward electronic receipt, storage, and retrieval of information.  DISA will have designated electronic repositories which contractors will be required to use to submit deliverables.
Prior to award of contracts, questions should be addressed to the POCs identified in Part One, Section IV. Once work is awarded through issuance of a contract, administrative or technical questions should be addressed to the contract’s Contracting Officer’s Representative (COR) or Technical Monitor (TM) identified on the contract.   
VIII  OTHER INFORMATION
1  references

Contractors are expected to have knowledge of pertinent Federal, DoD, and DISA policies and procedures, some of which are listed below.  The government intends to maximize the use of internet-based information rather than issue copies of documents that are publicly available from a number of government sites. Accordingly, the following documents will be provided upon request only if the contractor cannot find them through publicly available means, such as www.defenselink.mil, www.dtic.mil, or www.acq.osd.mil. All version and date references below are subject to change, and the contractor is expected to use the latest official issuance of each policy or procedure.  

1.1  General Guidance
· DoD Directive 8320.02, Data Sharing in a Net-Centric Department of Defense, December 2, 2004, April 23, 2007 

· Department of Defense Chief Information Officer Memorandum, “DoD Net-Centric Data Strategy,”May 9, 2003 

· (OASD NII/ DOD CIO) Net-Centric Checklist version 2.1.3, dated May 12, 2004
· NetOps Program/System/Application/Service Readiness Checklist, version 2.1, dated Oct 10, 2007
· Net-Centric Review Process and Strategy for DISA, Version 1.0, 3 November 2005, Office of the CTO 

· DoD Directive 8100.1, “Global Information Grid (GIG) Overarching Policy,” September 19, 2002, 

· OASD(NII), Net-Centric Operations Warfare Reference Model, Version 1.0, September 30, 2003, 
· Defense Information Systems Agency (DISA) Systems Engineering Reference Manual Version 4.0 (FINAL), August 1, 2005
· GIG IA Architecture, ICD (6 Mar 06)  and Strategy  (and related GIAP artifacts, plans, priorities) 

· Department of Defense Instruction 8551.1, Ports, Protocols, and Services Management (PPSM)
· DISA Systems Engineering Process, version 1.1, September 30, 2004

· CJCSI 6212.01B, Interoperability, and Supportability of NSS, and IT Systems, 8 May 2000; 

· OMB Circular A-130, "Management of Federal Information Resources, Transmittal 4," November 30, 2000 
1.2  Information Assurance
IA compliance requires the contractor to be familiar with a wide range of Federal and DoD security requirements.  These include Public Law; OMB Circulars; NIST Guidance; as well as specific DISA governing security requisites data security requirements, network connection rules, configuration; change management requirements, and re-accreditation requirements.  
1.2(a)  Directives: 

· Public Law 100-235, "The Computer Security Act of 1987," January 8, 1988.

· Public Law 107-347 “The E-Government Act”, Title III Federal Information Security Management Act (FISMA) December 17, 2002.

· Public Law 93-574, "The Privacy Act of 1974," 5 USC 552a.

· DOD Directive 5200.1, Information Security Program, December 13, 1996.
· DOD Directive 5200.1-R, Information Security Program, January 17, 1997.
· DOD Directive 5200.1-M, Acquisition Systems Protection Program, March 16, 1994.
· DOD Directive 5200.2, Personnel Security Program, April 9, 1999.

· DOD Directive 5200.8, Security of DoD Installations and Resources, April 25, 1991.

· DOD Directive 8100.1, Global Information Grid (GIG) Overarching Policy, September 19, 2002, Certified current as of November 21, 2003.

· DOD Directive 8500.1, Information Assurance (IA), October 24, 2002, certified current as of November 21, 2003.

· DOD Instruction 8500.2, Information Assurance Implementation, February 6, 2003.

· DOD Directive 8510.1-M, Department of Defense Information Technology Security Certification and Accreditation Process (DITSCAP), July 31, 2000.

· DOD Directive 8510.01, DoD Information Assurance Certification and Accreditation Process (DIACAP), November 28, 2007.

· DOD Directive C-5200.5, Communications Security (COMSEC), October 6, 1981.

· DOD Publication-C5030.58-M, Defense Special Security Communications:  Security Criteria and Telecommunications Guidance, July 1978.

· DOD Instruction, 8551.1, Ports, Protocols, and Services Management (PPSM), August 13, 2004

· DOD Publication, Technical Architecture Framework for Information Management (TAFIM), Volume 6, DOD Goal Security Architecture (DGSA), 30 April 1996. 

· DOD Regulation 5000.2-R, Mandatory Procedures for Major Defense Programs (MDAPS) and Major Automated Information System (MAIS) Acquisition Programs, November 4, 1996.

· NIST Special Publication 800-12, An Introduction to Computer Security: The NIST Handbook, October 1995.

· NIST Special Publication 800-4, Computer Security Considerations in Federal Procurements:  A Guide for Procurement Initiators, Contracting Officers, and Computer Security Officials, March 1992.

· OMB Circular No. A-130 (revised), Information Resources Management, Appendix III, Security of Federal Information Resources
· OMB Circular No. A-123, Management Accountability and Control, June 21, 1995.

· DISA/IPMO, SIPRNet Connection Required Documents, dated 3 March 1998; and

· Secret Internet Protocol Router Network (SIPRNet) Network Security Plan, dated 8 May 1998.

1.2 (b)   Policies: 

· Capstone Requirements Document, Global Information Grid (GIG), JROCM 134-01, 30 August 2001 

· Department of Defense, Global information Grid (GIG) Architecture (v1.0) Final (U), 23 July 2001 

· Deputy Secretary of Defense memorandum, "Correction of DoD Web Site Administration Policy," April 26, 2001

· Deputy Secretary of Defense memorandum, "DoD Web Site Administration Policy," January 22, 2002

·  Deputy Secretary of Defense memorandum, "Web Site Administration," December 7, 1998

· Deputy Secretary of Defense Memorandum, Department of Defense (DoD), Public Key Infrastructure, August 12, 2000. 

· National Institute of Standards and Technology (NIST) Computer Security Resource Clearinghouse, Internet Security Policy: A Technical Guide (Draft), July 14, 1997. 

· National Security Telecommunications and Information Systems Security Policy (NSTISSP), National Information Assurance Acquisition Policy, January 2000. 

1.2 (c)   Standards: 
· Department of Defense, DoD Defense-In-Depth Overview, Version 0.9.3, August 17, 1999. 

· Department of Defense, Firewall Guidance, Version 1.1, Draft, September 2000. 

· Defense Information System Agency, Web Application Security Technical Implementation Guide, Version 2 Release 1, March 31, 2000. 

· Information Assurance Technical Framework (IATF), Release 3.0, September 2000. 

GLOSSARY
	Atom
	See Web Feed – Atom is a standard Web Feed format. Atom was developed as an alternative to RSS. The Atom syntax was specifically designed to allow elements to be reused outside the context of an Atom feed document and can be used inside RSS.

	
	

	IT
	 Information Technology (IT) is defined as “any equipment, or interconnected system(s) or subsystem(s) of equipment that is used in the automatic acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information by the agency.  (a)  For purposes of this definition, equipment is used by an agency if the equipment is used by the agency directly or is used by a contractor under a contract with the agency which – (1) Requires the use of such equipment; or (2) Requires the use, to a significant extent, or such equipment in the performance of a service or the furnishing of a product.  (b)  The term “information technology” includes computers, ancillary, software, firmware and similar procedures, services (including support services), and related resources.  (c)  The term “information technology” does not include – (1) Any equipment that is acquired by a contractor incidental to a contract; or (2) Any equipment that contains imbedded information technology that is used as an integral part of the product, but the principal function of which is not the acquisition, storage, manipulation, management, movement, control, display, switching, interchange, transmission, or reception of data or information.  For example, HVAC (heating, ventilation, and air conditioning) equipment such as thermostats or temperature control devices, and medical equipment where information technology is integral to its operation, are not information technology.”

	
	

	Lidar
	Light Detection and Ranging

	
	

	Mashup
	A web application that combines data from more than one source into a single integrated tool

	
	

	MDR
	Metadata Registry [MDR] is a central location in an organization where metadata definitions are stored and maintained in a controlled method.

	
	

	RIA
	Rich Internet applications (RIAs) are web applications that have the features and functionality of traditional desktop applications. RIAs typically transfer the processing necessary for the user interface to the web client but keep the bulk of the data (i.e., maintaining the state of the program, the data, etc.) back on the application server.

	
	

	RSS
	RSS is a family of Web feed formats used to publish frequently updated content in a standardized format.  Also referred to as a “feed” or “web feed”. It contains either a summary of content from an associated web site or the full text and is an aggregation of content from multiple Web sources in one place.  

	
	

	Services
	Services refers to a discretely defined set of contiguous and autonomous business or technical functionality. 

	
	

	SOA
	Service Oriented Architecture is a software architecture where functionality is grouped around business processes and packaged as interoperable services, so that information can be shared, combined, and reused.

	
	

	SOAP
	SOAP is a protocol for exchanging XML-based messages over computer networks, normally using HTTP/HTTPS. SOAP provides a basic messaging framework upon which abstract layers can be built.

	
	

	Stateless
	Stateless refers to a system or protocol which does not keep a persistent state between transactions. A stateless server treats each request as an independent transaction that is unrelated to any previous request.

	
	

	UDDI
	Universal Description, Discovery and Integration is a platform-independent, XML-based registry, a part of a web services infrastructure, that serves to optimize software or service reuse

	
	

	Web Application
	An application that is accessed via Web browser over a network such as the Internet or an intranet

	
	

	Web Feed
	A web feed is a document (often XML-based) which contains content items with web links to longer versions. The two main web feed formats are RSS and Atom.
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