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STATEMENT OF WORK (SOW) as of 19/Jul/2006

1.  Customer Points of Contact.  

a.  Primary.

	Name:
	Hossein (Joe) Vakili

	Organization:
	DISA-CD2

	Address:
	P.O. BOX 4502 Arlington VA 22204-4502

	Phone Number:
	(703) 681-2157

	Fax Number:
	

	E-Mail Address:
	Joe.Vakili.ctr@disa.mil

	DODAAC:
	H98249


b.  Alternate.

	Name:
	

	Organization:
	

	Address:
	

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	

	DODAAC:
	


2.  Task Order Title.  ICEPACK Software Acquisition.

3.  Background.  DISA Computing Services (CSD) supports a variety of applications/systems for Department of Defense (DoD) entities.  ICE-PAK software is currently installed at System Management Centers in  Mechanicsburg and Ogden and will be deployed to other DISA managed facilities to dynamically reallocate mainframe datasets to the most cost efficient storage medium.
4.  Objectives.   This effort will implement additional instances of ICE-PAK software at DISA Managed Facilities in Ogden, UT, Mechanicsburg, PA, and St. Louis, MO in support of DISA Computing Services  and its customers.  The end result will be a fully functional system with trained DISA staff supporting an initial implementation of 10,260 MIPs at these DISA facilities.  The contract will include provisions for subsequent purchases of software, maintenance and technical support services.  
5.   Scope.  The vendor shall support the installation and implementation of ICE-PAK software across DISA Computing Services.  ICE-PAK software will be integrated into the operating system environments at DISA managed facilities. The vendor shall provide ICE-PAK software licenses, maintenance, upgrades, technical documentation, implementation, and training services.  The products and documentation covered under this contract and its price schedules will support DISA and its customers - Federal Government Agencies, the Department of Defense (DOD), the Military Services, and Defense Agencies. 

6.  Specific Tasks.

6.1    Technical Support Services.  After product distribution by the DISA System Support Office, Government representatives will install and configure the software at selected locations in a phased approach.  The Vendor shall provide technical and advisory support services to Government representatives during installation and implementation.  DISA will provide the Vendor with access to Government personnel with system access as necessary to coordinate product installations, implementation, and training.  The Vendor will not have direct system access.  The Vendor shall provide one-hundred (100) hours of implementation support at DISA facilities in Ogden, UT, Mechanicsburg, PA, and St. Louis, MO.  Travel costs shall be included.  Implementation support is defined in the following subtasks.

6.1.1  Subtask – 1:   The Vendor shall provide an on-site pre-installation Train-the-Trainer session at each site. Training shall include all materials (printed and electronic documents, handouts, and any other required teaching aids) for students and instructor.  Class size is estimated at fifteen (15) students each.  The Government shall determine the training schedule for on-site pre-installation Train-the-Trainer sessions at each site and coordinate these with the Vendor.  
6.1.2  Subtask – 2: The Vendor shall perform an analysis of current data storage migration and allocation policies (SMF data extraction and analysis) to establish initial baseline metrics against which future allocation efficiencies can be measured 
6.1.3  Subtask – 3:  The Vendor shall provide technical guidance on the implementation development of data management policies that meet DISA's CS business needs (retention, off-site, back-ups, etc...) 

6.1.4  Subtask – 4:  The Vendor shall provide technical guidance and instruction on how to install and implement ICE-PAK software.

6.1.5  Subtask –5:  The Vendor shall provide a Hardware/Software Installation Report signed by the government representative/implementation lead to the Contracting Officer Representative (COR) containing the date, site, machine make, model and serial number as each individual installation is completed.  This report will be submitted within one week of the installation.

6.1.6   Subtask – 6:  The Vendor shall provide an Allocation Efficiency Report for each LPAR within thirty (30) days of completion of the final site implementation detailing the metrics in place both before and after the ICE-PAK 

implementation.

6.1.7   Subtask –7:  The Vendor shall also provide an hourly price for up to one-hundred eighty (180) hours of additional Technical and Advisory Support Services as an option in the base year to complete implementation requirements requiring more than the initial 100 hours of implementation services provided.  Travel costs shall be submitted in accordance with FAR 31.205-46.  

6.2   Software Licenses Requirements 
6.2.1  Subtask – 1: The vendor shall provide perpetual licenses for an initial 10,260 MIPS of ICE-PAK software.  Licenses shall be perpetual   And, MIPS may be deployed by LPAR. The vendor shall also provide MIP pricing for purchase of additional ICE-PAK software in the base year and each option year of the contract.  All software license purchases shall include twelve (12) months warranty maintenance support.  License fees will be based on the total number of licensed MIPs by product.  

6.2.2  Subtask – 2: The vendor shall provide MIP pricing for ICE-PAK software maintenance in the base year and for each option year of the contract.  Maintenance fees will be based on the total number of MIPS in production by product.  

6.3  Software Maintenance Support Requirement
6.3.1  Subtask-1: The Vendor shall provide software maintenance support, versions, releases, and user and technical documentation to the DISA Central Distribution Site concurrent with commercial availability. The Central Distribution Site will reproduce and distribute products and documentation and render assistance to other DISA managed facilities.  The Vendor shall provide two (2) copies of licensed software Maintenance releases, fixes/patches and technical documentation on CD-ROM to the Central Distribution Site for reproduction and distribution.  If software, fixes, patches, or documentation in response to a Severity-1 problem are delivered to a location other than the Central Distribution Site, the Vendor shall deliver two (2) additional copies to the Central Distribution Site. 

6.3.2 Subtask-2: The Vendor shall provide software maintenance support for the three (3) most current commercial releases and versions of product(s) in DISA inventory.  Software support shall include:  

6.3.2.1  Support and corrections for product code defects, publication defects and technical reference manuals.  This includes corrections, commercial releases and updates and instructions for implementation and operation.

6.3.2.2  Improvements, extensions and other changes such as new releases, versions, updates, enhancements, program fixes, and modifications to the product and subsequent versions and releases of licensed operating systems, and associated documentation. 
6.3.2.3  Qualified Vendor help desk support accessible by a Vendor provided toll-free telephone number, electronic transmission, fax, or mail.  Telephone assistance will be provided directly to the facility listed within the response time cited for each severity level, and the Vendor shall restore system and/or application functionality within software error resolution times listed. 

	Support Error Resolution Requirements
	Severity-1
	Severity-2
	Severity-3

	
	Emergency
	Urgent
	Routine

	24 Hour x 7 Days  x  365  Days a Year  Help Desk Support
	X
	
	

	1-Hour Voice Response 

4-Hour response for software authorizations codes
	
	
	

	Support Direct to DISA Managed Facility 
	
	
	

	Resolution within 2-Days 
	
	
	

	24 Hour x 7 Days x 365 Days a Year Help Desk Support
	
	X
	

	4-Hour Voice Response
	
	
	

	Support Direct to Central Distribution Site
	
	
	

	Resolution within 10-Days 
	
	
	

	12 Hour x 5 Days (Monday thru Friday) Help Desk Support
	
	
	X

	24-Hour Voice Response
	
	
	

	Support Direct to Central Distribution Site
	
	
	

	Resolution within 30-Days 
	
	
	


Severity-1

a. A production environment where the product is unable to run.

b. A product is preventing another production application from executing.   

Severity-2

a. A major portion of the product is unusable in a production environment.

b. A product is causing another production application not be able to meet its commitments.    

Severity-3

a. The product is not performing as documented.

b. The product is causing another application to not perform correctly.

c. The customer has questions about the product.

6.3.3   Subtask-3:  The Vendor shall designate individuals as primary and alternate points of contact to provide technical assistance, respond to Maintenance calls and resolve software problems.  At contract award, the Vendor shall provide escalation procedures along with the names, telephone and pager numbers of management level points of contact and Vendor response timeframes when escalation procedures are invoked.  Changes to escalation procedures shall require bilateral approval by both the Vendor and DITCO.

6.3.4   Subtask – 4:  Product Functionality

6.3.4.1   If the software manufacturer reduces or replaces the functionality contained in the licensed product(s) and provides this functionality as a separate or renamed product, the Vendor shall upon request provide licenses to such software product(s) at no additional license or maintenance fee subject to the terms and conditions of this contract. 

6.3.4.2    If the software manufacturer releases an option, future product or other release that has substantially the same functionality as the product(s) listed in this contract (i.e., the basic function or primary service for which the product was designed remains unchanged), and the Vendor ceases to provide maintenance for the older software product, the Vendor shall upon request provide the replacement product or function at no additional charge.

6.3.4.3    If the software manufacturer incorporates a product listed in this contract into a product suite where each product is identified separately as a component of the product suite and the Vendor charges an additional license or maintenance fee for the product suite, the software manufacturer shall provide DISA the option of retaining the original licensed product with Maintenance and Product Upgrades in accordance with the terms of this contract at the negotiated contract maintenance price through option year four (4) or the contract or for twenty-four (24) months, whichever is the longer performance period. 

6.3.5   Subtask – 5:  Product Name Changes. The Vendor shall notify DISA of product name changes within thirty (30) days of a published change by reference to the contract line item numbers (CLINS) and software product names in the Schedule of Supplies and Services.  

6.3.6   Subtask – 6: Functional Product Descriptions. The Vendor shall provide functional product descriptions for each product on contract. The Vendor shall update this information annually at contract renewal.

6.3.7   Subtask – 7:  Product Features. The Vendor shall document any bundled software products and any product co-dependencies that would require installation of additional products in order for licensed products to operate. The Vendor shall update this information annually at contract renewal. 

6.3.8 Subtask – 8: The Vendor shall provide at least twelve (12) months notice before discontinuing Support for a software product. 

6.3.9  Subtask – 9: Platform Compatibility and Portability.  The Vendor shall provide commercially available software versions and releases compatible with upgrades, enhancements, and future releases of operating systems for which the software is licensed.  The Vendor shall provide new product versions and releases for supported platforms upon request.  And, the Vendor shall allow DISA to test the new software for up to twelve (12) months before converting from the previous version. 

6.3.10  Subtask – 10:  Web Based Support Requirements.  If web based customer support is available, the Vendor shall provide DISA access to the Customer Support area of its website to:

a. Submit software error resolution requests

b. Obtain software error resolution status updates

c. Download software patches, fixes, new software versions/releases 

d. Download technical documentation such as software system requirements, installation and operating instructions

e. Download problem report information to include:

        i. Date and time of service requests


ii. Name and location of requestors


iii. Severity level of requests


iv. Description of problem/service requests


v. Status of problem resolution efforts


vi. Date/time a workaround or permanent fix was provided.

There are no limitations on the number of users that may use the Internet based maintenance support system.  
The Vendor shall provide user-ids, passwords, and information required to use the system upon request.

7.  Place of Performance.  Contractors shall be based in their own facilities with travel to Government facilities for data gathering, meetings, training and implementation.

DISA SMC Mechanicsburg

(1 trip of 4 days)
 

Mechanicsburg, PA 17050


DISA SMC Ogden


(1 trip of 4 days)

Hill AFB, UT 84056

DISA SMC St. Louis


(1 trip of 4 days)

St. Louis, MO 63120
8.  Period of Performance.  Base period 1 August 2006 – 30 September 2007, with one-year options through 30 September 2015.

9.  Delivery Schedule.  

	SOW Task#
	Deliverable Title
	CDRL/DID#
	Due Date
	Copies
	Distribution

	6.1.1
	Training Materials
	Contractor Determined Format
	7 days prior to on-site training at each installation
	15
	Task Monitor

	6.1.5
	Hardware and Software Installation Report
	Contractor

Determined Format
	7 days after  Installation is Complete at Each Site
	1
	Standard Distribution*

	6.1.6
	Allocation Efficiency Report
	Contractor

Determined Format
	30 days after Final Implementation
	1
	Standard Distribution*

	6.3.3
	Escalation POCs and Procedures
	Contractor

Determined Format
	At Contract Award
	1
	Standard Distribution*

	6.3.5
	Product Name Change Notification
	Contractor

Determined Format
	Within 30 days of published change
	1
	Standard Distribution*

	6.3.6
	Functional Product Descriptions
	Contractor

Determined Format
	At Contract Award and Each Option Renewal
	1
	Standard Distribution*

	6.3.7
	Product Features
	Contractor

Determined Format
	At Contract Award and Each Option Renewal
	1
	Standard Distribution*

	6.3.1
	Software Maintenance Releases and Fixes
	CD-ROM  in Contractor Determined Format
	Concurrent with Commercial Availability
	2
	Central Distribution Site

	10.1
	Vendor Integrity Statement
	Government-Determined Format
	At Contract Award
	1
	Standard Distribution*

	12.a
	Non-Disclosure Statement
	Government

Determined Format
	Prior to Assignment of Vendor Personnel
	1
	Standard Distribution*

	* Standard Distribution:  1 copy of the transmittal letter with the deliverable to the Primary Task Monitor, the Contracting Officer Representative, and the Contracting Officer in editable electronic format.


10.  Security.  

10.1
System Integrity.  The Vendor shall certify the Vendor Integrity Statement stating Vendor resources, including data, will not negatively affect the security of the operating system or other applications running on the system.

10.2
DOD Security Certifications and Accreditations. In accordance with DOD Directive 8500.1, all information assurance (IA) or IA-enabled information technology hardware, firmware, and software components/products must comply with the evaluation and validation requirements of National Security Telecommunications and Information System Security Policy (NSTISSP) Number 11.

All components/products must be satisfactorily certified and fully accredited or have interim approval to operate under the DOD Information Technology Security Certification and Accreditation Process (DITSCAP).  Detailed information on these requirements can be obtained from the following website: (http://www.niap.nist.gov/).

The Vendor shall warrant their software products have been satisfactorily validated through the National IA Partnership (NIAP) Assurance Program or that products are currently undergoing product validation and upon completion, validation will be maintained for updated versions or modifications by subsequent evaluation or through participation in the National IA Partnership (NIAP) Assurance Maintenance Program as required.  The Vendor must warrant product specifications and security and data access architectures have been addressed in ongoing System Security Authorization Agreements (SSAA) or are ready for evaluation in applicable phases of the DITSCAP process (i.e. definition, verification, validation or post-accreditation) as required. 

10.3
Personnel Security Requirements.  

10.3.1   Security.  The work to be performed under this contract is entirely Unclassified.  All contractor employees are required to be U.S. Citizens.  Work will be performed by contractor employees while under the constant supervision/escort of properly cleared Government personnel at each site.  Contractor employees will not be provided direct access to any Government equipment or systems.

References: 

    a.    DOD 5200.2-R, DOD Personnel Security Program. 

    b.    DISAI 240-110-36, Personnel Security. 

    c.    DOD 5220.22-M, National Industrial Security Program Operating Manual.

d. DOD 5220.22-R, Industrial Security Regulation.

e. CSD Security Handbook.

The Contractor will forward a Visit Authorization Letter 

(VAL) to the Contracting Officer’s Representative at the following address for all employees prior to the beginning of each contracting/task order period of performance and as new contractor employees are assigned to the contract:

DISA-CD43 (Logistics)

Attn: Art Bonar

2721 Sacramento Street, Bldg. 271, Room 115

Wright-Patterson AFB, Ohio 45432 

The VAL shall be on company letterhead or pre-fabricated form and contain all the following information, as applicable to the contract and each individual:

        a. Contract number with start and end dates

        b. Company point of contact (POC) and telephone number

        c. Government Task Monitor name and telephone number

        d. Complete legal name of employee(s)

        e. Social Security Number, 

        f. Date and place of birth

        g. Security Clearance level, date granted, and  

        h. Adjudication facility name, i.e. DISCO

        i. Type of personnel security investigation (PSI) pending or completed

        j. Date PSI completed

NOTE:  If there is no Personnel Security Investigation or Security Clearance information on record – indicate NONE for these information fields on the VAL.

The Computing Services Security Office can be contacted for security related questions as follows:

Faith Horton:    (717) 267-9826

 Brad Eslinger:   (717) 267-9957

Wayne Wilkinson: (717) 267-9865

DISA Field Security Operations

ATTN:  GO41, Bldg 1 

1 Overcash Avenue

Letterkenny Army Depot

Chambersburg, PA  17201-4122

Contractor personnel must comply with local security requirements for entry and exit control for personnel and property at the government facility. 

Contractor employees will be required to comply with all Government security regulations and requirements.  Initial and periodic security training and briefings will be provided by Government security personnel. Failure to comply with security requirements can be cause for termination of employment.


The Contractor shall not divulge any information about DoD files, data processing activities or functions, user identifications, passwords, or any other knowledge that may be gained, to anyone who is not authorized to have access to such information.  The Contractor shall observe and comply with the security provisions in effect at the DoD facility. Identification shall be worn and displayed as required.

DISA retains the right to request removal of contractor personnel regardless of prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interest of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer (CO).  When and if such removal occurs, the contractor shall, within 15 working days, assign qualified personnel to the vacancy(ies) thus created.


DISA-CD43 (Logistics)

Attn: Art Bonar

2721 Sacramento Street, Bldg. 271, Room 115

Wright-Patterson AFB, Ohio 45432


The Vendor shall ensure that all staff assigned to, including all subcontractors and consultants performing on this contract execute and adhere to the terms of the non-disclosure agreement provided at Addendum-6.   The Vendor shall regard and preserve as confidential all information related to the business of DISA, and its employees and customers that may be obtained as a result of this agreement indefinitely.  Assignment of staff who have not executed this statement or failure to adhere to this statement shall constitute default on the part of the Contractor.  The Vendor shall not, without obtaining DISA's prior written consent, disclose or use for its benefit any information relating to the methods, processes, financial data, lists, apparatuses, statistics, programs, research, development or related information of DISA that is identified or marked not for public disclosure.  

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  
11.1  DISA will provide documentation such as dumps and system listings consistent when required to aid the Vendor with problem resolution.

11.2   DISA will provide bi-annual software inventory reconciliation reports.  Audits shall not involve physical access to DISA sites by the Vendor.

12.  Other Pertinent Information or Special Considerations.  


a.  Identification of Possible Follow-on Work   Additional implementation support may be required to implement complex configurations.  Additional implementation support may also be needed for initial implementation associated with the purchase of the additional software.  The Vendor shall provide an hourly price for up to one-hundred twenty (120) hours of additional Technical and Advisory Support Services as an option in each option year of the contract to support and implement changes in operational requirements.  Travel costs shall be submitted in accordance with FAR 31.205-46.  If additional implementation support is needed, the requirement will be identified and the contractor will bid how many hours are required to fulfill the requirement.  DISA may then add hours to the corresponding LIN to cover the implementation.


b.  Identification of Potential Conflicts of Interest (COI).  There are no known potential conflicts of interest.

c.  Identification of Non-Disclosure Requirements.  The contractor is required to sign the non-disclosure agreement provided. 

d.  Packaging, Packing and Shipping Instructions.  Software product shipments shall be delivered to
the Central Distribution Site at:


DISA SSO-Mechanicsburg  


5450 Carlisle Pike, Bldg 409


Mechanicsburg, PA  17055


Software product shipment shall also include:

     -  Shipping List: Contract Number, Product Number, Vendor Point of Contact, and Telephone Number.

     -  Software Labels: Vendor, Product Name, Serial Number, Creation Date, Release Number, Version Number.

e.  Inspection and Acceptance Criteria.  The products are expected to function as intended and in accordance with the requirements identified in sections 1194.21 – Software Applications and Operating Systems, 1194.41, Information, Documentation and Support, and 1194.31 Functional Performance Criteria.  

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

1
PAGE  
3

