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Section B - Supplies or Services and Prices
MIN/MAX AMOUNTS ID/IQ
SECTION B

SUPPLIES OR SERVICES AND PRICES/COSTS

B.1
MINIMUM & MAXIMUM AMOUNTS, INDEFINITE-DELIVERY/INDEFINITE QUANTITY (ID/IQ).
This is an Indefinite-Delivery/Indefinite-Quantity (ID/IQ) contract, using FirmFixed-Price (FFP) and Cost Reimbursable type task orders in accordance with Federal Acquisition Regulation (FAR) Subpart 16.5 - Indefinite-Delivery Contracts.  The total amount of all orders placed shall not exceed $TBD over a 5-year period of performance (2 year base period, and three 1-year option periods).  The guaranteed minimum is $300,000.00 during the base period only.  There is no guaranteed minimum for the option periods, if exercised.

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	1001
	
	
	Years
	
	

	
	CORENet Services

FFP

FOB: Destination

PURCHASE REQUEST NUMBER: DSIMC96390

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	1002
	
	
	
	
	

	
	Award Fee Pool

FFP

Award Fee pool for CLIN 1001.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	1003
	
	
	
	
	

	
	Travel

COST

Travel, as required and approved by the Government.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	1004
	
	
	Lot
	
	

	
	Hardware and Software

COST

Hardware and Software purchased on behalf of the Government as needed on a cost reimbursement basis, in accordance with Section H.5.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	2001
	
	
	Years
	
	

	
	CORENet Services

FFP

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	2002
	
	
	
	
	

	
	Award Fee Pool

FFP

Award Fee Pool for CLIN 2001.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	2003
	
	
	
	
	

	
	Travel

COST

Travel, as required and approved by the Government.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	2004
	
	
	Lot
	
	

	
	Hardware and Software

COST

Hardware and Software purchased on behalf of the Government as needed on a cost reimbursement basis, in accordance with Section H.5.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	3001
	
	
	Years
	
	

	OPTION
	CORENet Services

FFP

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	3002
	
	
	
	
	

	OPTION
	Award Fee Pool

FFP

Award Fee pool for CLIN 3001.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	3003
	
	
	
	
	

	OPTION
	Travel

COST

Travel, as required and approved by the Government.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	3004
	
	
	Lot
	
	

	OPTION
	Hardware and Software

COST

Hardware and Software purchased on behalf of the Government as needed on a cost reimbursement basis, in accordance with Section H.5.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	4001
	
	
	Years
	
	

	OPTION
	CORENet Services

FFP

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	4002
	
	
	
	
	

	OPTION
	Award Fee Pool

FFP

Award Fee pool for CLIN 4001.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	4003
	
	
	
	
	

	OPTION
	Travel

COST

Travel, as required and approved by the Government.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	4004
	
	
	Lot
	
	

	OPTION
	Hardware and Software

COST

Hardware and Software purchased on behalf of the Government as needed on a cost reimbursement basis, in accordance with Section H.5.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	5001
	
	
	Years
	
	

	OPTION
	CORENet Services

FFP

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	5002
	
	
	
	
	

	OPTION
	Award Fee Pool

FFP

Award Fee pool for CLIN 5001.

FOB: Destination

 
	

	
	
	

	
	

	

	
	NET AMT
	

	

	
	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	5003
	
	
	
	
	

	OPTION
	Travel

COST

Travel, as required and approved by the Government.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	5004
	
	
	Lot
	
	

	OPTION
	Hardware and Software

COST

Hardware and Software purchased on behalf of the Government as needed on a cost reimbursement basis, in accordance with Section H.5.

FOB: Destination


	

	
	ESTIMATED COST
	

	
	
	


Section C - Descriptions and Specifications

STATEMENT OF OBJECTIVES
The following CORENet Phase 1 Statement of Objectives (SOO) is being provided in the RFP for the Offeror to reference when preparing the Performance Work Statement (PWS).  The SOO will be deleted in any contract resulting from this RFP, and will be replaced by the Offeror’s PWS.

CORENet Phase 1

Statement of Objectives

I. Background

A. Organization Overview

The DISA Information Systems Center (DISC) operates and maintains the DISANet, which provides administrative network services to the Director, DISA and the majority of civilian personnel, military personnel, and support contractors assigned to the Defense Information Systems Agency (DISA).
  The services provided by the DISANet include network, server, desktop, and telephone support and related functional services.

The DISANet supports approximately 8600 users using both fixed and mobile platforms at 38 locations worldwide on both unclassified and classified networks.  Appendices to the RFP will describe the technical architecture and network topology.  The DISC currently employs approximately 94 civilians and 99 contractors who support the DISANet via mixed teaming arrangements. 

The Contractor shall perform work primarily at the DISA Headquarters in Arlington, VA.  Additional locations shall include 7 Skyline Place in Falls Church, VA, 5600 Columbia Pike, Falls Church, VA and the Pentagon, Arlington, VA.    

For personnel performing functions during normal business hours, work hours are flexible around the core period of 0900 to 1500, Monday thru Friday, with additional requirements for evening and weekend work based on computer system availability or other operational requirements as dictated by the Government client.  The Call Center/Help Desk and network monitoring capability must operate 24 hours per day, 7 days per week (24x7).  The peak hours of Call Center activity are 0600 to 1800 Eastern Standard Time.  Work hours are typically 8 hours per day, not to exceed 80 hours per two-week period.  Work hours in excess of the allotted 80 hours per two-week period shall be pre-approved by the DISANet COR.

Program Management, Configuration Management, and Engineering support for the DISANet is centralized and provided by the DISC.  Operations support is decentralized and is provided by the DISC at locations in the National Capital Region (NCR) and is provided by field site personnel at locations outside the NCR.  Field site operations responsibilities are managed via service level agreements with the DISC.  

Reference materials (e.g., network diagrams, infrastructure inventories, supported software, network management tools, etc.) are provided as attachments to the Request for Proposal. 

The DISC currently receives contractor support services via an 8(a) multi-year contract (currently bridged).  All task orders are Time and Materials (T&M).  As the contract approaches the end of its term, DISA senior leadership views this situation as an opportunity to re-shape the future direction of the DISANet – including the very nature of the services themselves, the way in which those services will be provided, and the associated levels of service provided to end users.  

CORENet is the term being used to describe the future state of DISANet and will be used in lieu of DISANet in all future references in this SOO.

B. CORENet Acquisition Strategy

The CORENet target strategy is to move to a “Full Managed Services” (FMS) arrangement in which the Government owns the infrastructure and provides inherently Governmental services (such as resource management, security governance, policy and enterprise architecture development), while responsibility for managing the network is completely outsourced.  However, uncertainty over the target architecture, future scope of services and schedule considerations necessitates pursuing this strategy in two phases.

Phase 1 will maintain the current scope of services, include the Joint Task Force – Global Network Operations (JTF-GNO) network supporting about 450 additional users at the DISA Headquarters compound, and prepare for the Base Realignment and Closure (BRAC)-mandated move of DISA to Ft Meade, MD.  The scope of DISC-provided services could include the addition of new customers to CORENet that could increase the contract value by as much as 40 percent during the performance of this contract.  Any additions would be negotiated separately and be included in this contract.  That is, Program Management, Configuration Management, and Engineering support are provided worldwide, but operations support is provided for NCR locations only.  However, the methods of service delivery are improved.  The primary difference is that support services will be provided via a performance-based, Partial Managed Services contract.  In this arrangement, the Government will own the infrastructure, but support tasks will be reallocated among Government and contractor personnel to eliminate mixed teams to the maximum extent possible.  The Government will focus on maintaining existing capabilities (primarily operations-related tasks), and the contractor will focus primarily on engineering-related tasks.  

Phase 2 will effect the transition to the target architecture.  The scope of DISC-provided services is expected to change in terms of both the types of services and the locations of where those services are provided.  Support services will transition to a Full Managed Services contract.  The Phase 2 target architecture will be sorted out during Phase 1.  These uncertainties involve the potential move to net-centric enterprise services, enterprise hosting services (e.g., DKO mail, calendar, file services, etc.), and other architecture changes (e.g., thin client, wireless, mobile computing, etc.), which could change the support requirement significantly.

C. CORENet Phase 1 Scope and Concept of Operations

The scope of this SOO is focused on Phase 1 of the CORENet acquisition strategy described above. 

Because this acquisition involves implementation of a Partial Managed Services strategy, the responsibilities for providing network services will be shared between the Government and the contractor.  However, mixed teaming arrangements will be avoided to the maximum extent possible.  Instead, a clear demarcation of Government and contractor task responsibilities will be established in order to support accountability.  In order to clearly define the boundaries of responsibility, an industry standard framework is being used as a reference model.  This was done to minimize ambiguity of terminology and to reduce the need for background information from the Government.

The reference model that was chosen was the Microsoft Operations Framework (MOF) process model, version 3.0 (see Figure 1).
  The MOF is based on, and expands upon, the Information Technology Infrastructure Library (ITIL).
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Figure 1:  Microsoft Operations Framework

“The model groups similar IT management functions called service management functions (SMFs) into each of four quadrants. Each quadrant owns a specific mission of service. Note that, although the circular aspect of the MOF Process Model implies that management activities occur sequentially, in fact several releases, each at a different stage in the IT life cycle, may occur simultaneously within an IT organization. Furthermore, the service management functions described in the Operating and Supporting quadrants all occur continuously and simultaneously within the data center…. Each of the SMFs within a particular quadrant shares a common mission of service or goal. As mentioned earlier, many of the SMFs are based upon the ITIL. The notable exceptions are Workforce Management (in the Optimizing Quadrant) and all SMFs in the Operating Quadrant. Because ITIL is platform-independent, it does not cover these items.
”

The scope of this contract shall cover all of the Service Management Functions (SMFs) in the MOF (Figure 1).  However, it is the Government’s intent to assign responsibilities for the SMFs as defined in the third column of Table 1.  A more detailed breakout of responsibilities will be found in Attachment J.8, “CORENet SMF Responsibilities”.  Within each “shared” SMF, the contractor and Government will be responsible for specific sub-functions and processes.

	MOF Quadrant
	Service Management Function (SMF)
	Responsibility

	Operating 
	Directory Services Administration
	Shared     (Note 1)

	
	Job Scheduling
	Government (Note 0)

	
	Network Administration
	Shared     (Note 2)

	
	Security Administration
	Shared     (Note 1)

	
	Service Monitoring and Control
	Shared     (Note 3)

	
	Storage Management
	Shared     (Note 2)

	
	System Administration
	Government (Note 0)

	Supporting
	Incident Management
	Shared     (Note 2)

	
	Problem Management
	Shared     (Note 2)

	
	Service Desk
	Contractor (Note 0)

	Changing
	Change Management
	Shared     (Note 3)

	
	Configuration Management
	Shared     (Note 3)

	
	Release Management
	Shared     (Note 3)

	Optimizing
	Availability Management
	Shared     (Note 3)

	
	Capacity Management
	Shared     (Note 2)

	
	Financial Management
	Shared     (Note 1)

	
	Infrastructure Engineering
	Shared     (Note 2)

	
	IT Service Continuity Management
	Shared     (Note 2)

	
	Security Management
	Shared     (Note 1)

	
	Service Level Management
	Shared     (Note 4)

	
	(Contractor) Workforce Management
	Shared     (Note 3)


Table 1: Government and Contractor Responsibilities

Note (0): Small role played by opposite group
Note (1): Primarily Government 

Note (2): Approximately equal Government/contractor responsibility

Note (3): Primarily Contractor with Government oversight/support as necessary

Note (4): Not required to be addressed in Service Level Agreements or performance metrics

In general, the CORENet support concept is to assign design/integration, test, and deployment tasks to the contractor.  Thus the responsibility for making changes to deployed baseline software and hardware configurations resides with the contractor.  Operation and maintenance of deployed baselines resides with the Government – including the responsibility for restoring deployed systems to approved baselines in the event of incidents/outages.  Responsibility for monitoring the baseline (Control Center/Network Operations Center/Network Monitoring Center) and performing Tier 1 support for and troubleshooting of baseline problems (Call Center/Help Desk) resides with the contractor.  Thus for incident/problem management, tier 1 and tier 3 support responsibilities are assigned to the contractor, and tier 2 support responsibilities are assigned to the Government.
  While it is assumed that the contractor will manage the deployment of new capabilities and/or complex upgrades to existing capabilities, arrangements in which deployment responsibilities for simple changes (e.g., security patches) are delegated to the Government tier 2 staff after contractor testing would be considered acceptable if such arrangements could result in efficiencies.     

Operating Level Agreements (OLAs) will be required to govern the interfaces between the functions supported by the Government and those supported by the contractor.  The contractor is requested to address the nature of the OLAs in their Performance Work Statement (PWS).

For the purpose of this SOO, the contractor shall assume that the vast majority of work to be done under this contract will be conducted “on site” in Government spaces.  This includes Continuity of Operations sites.  No Government Furnished Equipment (GFE) will be provided for use at off-site (non-Government) facilities.  For the work that is performed “on site,” contractor personnel will be assigned workspaces, computing devices, and office supplies in the same manner that such assets are assigned to Government personnel.

D.  Security Requirements:

1.  Information Security:  Contractor personnel will be required to protect unclassified but sensitive information on the CORENet, or documents received or generated in the course of this contract, from unauthorized disclosure, destruction, or modification.  Contractor personnel will be required to protect classified information in accordance with DoD 5200.1-R and Attachment J.17, DD Form 254, DoD Contract Security Classification Specification.  

2.  Personnel Security:

2.1  Contractor personnel whose normal duty station will be located on-site at DISA will be required to have a minimum of SECRET security clearance.  Interim clearances will normally suffice.  Specific task/delivery orders may require TOP SECRET security clearance for some or all contractor personnel.  The Contractor Officer’s Representative (COR) or other government representatives overseeing the contract are the only personnel who can determine the clearance levels of each position.  Contractor personnel will be required to meet all security clearance authorization requirements in accordance with DD Form 254, DoD Contract Security Classification Specification.  

2.1.1  Contractor personnel assigned to the CORENet network monitoring center will be required to possess a TOP SECRET clearance.  Contractor personnel may begin work initially in the CORENet Control Center with a minimum of SECRET clearance but the Contractor will begin the upgrade of those individuals to TOP SECRET clearance within two weeks after they come on board.
2.1.2  Key Personnel, even those whose duty station is not located on-site at DISA, will be required to possess a SECRET clearance.  This requirement may be upgraded to TOP SECRET in the future.

2.1.3  Specific task/delivery orders may require Special Access or Sensitive Compartmented Information (SCI) clearance for designated Contractor personnel.  The present CORENet Operations, Implementation, and network monitoring center tasks each have one contractor position requiring SCI access.  All contractor personnel requiring access to SCI information must: be U.S. citizens, have been granted a final Top Secret security clearance by the U.S. Government, have been approved as meeting DCID 1/14 criteria by a Government Cognizant Security Agency, and have been indoctrinated for the applicable compartments of SCI access prior to being given any access to such information released or generated under this contract.

2.2  Position Sensitivity Designation (ADP Level I or II Access).  Contractor personnel who work on-site at DISA and have administrator's access to the CORENet will be required to obtain ADP Level I access in accordance with DoD 5200.1-R.  All other Contractor personnel who work on-site at DISA and have access to the CORENet will be required to obtain ADP level II access.  Contractor personnel may be required to provide support of classified information systems.  Those individuals will be required to have a completed Single Scope Background Investigation (SSBI) in order for the government to grant ADP Level I access at time of assignment to the project.

3.  Rules of Behavior.  Contractor personnel determined by the DISC to be carelessly or willfully negligent in information systems security matters may be denied further access to DISA facilities, CORENet or other information systems.

4.  Security Accreditation Planning.  The Contractor may be designing and developing software under this contract effort.  The Contractor may be requested to provide support to the government in security certification and accreditation for the unclassified CORENet, the classified CORENet, and other information systems for which the DISC has operational responsibility.

5.  Systems Administrator Certification and Licensure.  As mandated by DISA security regulations, all Contractor personnel who have system administrator privileges on the CORENet or other information systems will be required to complete training and become operating system certified.  The majority of Contractor personnel on this contract effort will be required to complete Level one system certification.  Some designated Contractor personnel will be required to complete Level two.  Level three training may be required for selected positions.

II. CORENet Phase 1 Acquisition Objectives

A. Vision


1. Enable and enhance the DISA Mission.  Deliver to DISA a flexible, responsive platform of IT services that can be accessed from anywhere in the enterprise and provide value-added tools and capabilities for accomplishing the DISA core missions. 
 

2. Permit the contractor maximum flexibility in implementing IT to satisfy cost, schedule, and performance parameters.


3. State requirements whenever possible in performance-based terms and Service Level Agreements (SLA) for specific functional capabilities and services.


4. Capitalize on Industry Best Practices and Innovation.  Research, recommend and implement industry best practices, standards and innovation while ensuring compliance with applicable Federal and DOD policies and regulations.


5. Maintain high customer satisfaction.


B. Overarching Objectives

1. Provide network support services consistent with the assignments of responsibility in Table 1 to achieve the objectives of this SOO.  Contractor-provided personnel will work in partnership with Government personnel to provide CORENet users highly-reliable access to the Agency's corporate information and knowledge services at established levels of service that meet all DOD security requirements.  Access methods and capabilities will be location-agnostic to a globally dispersed and highly mobile workforce.  The network architecture and governance structures will be agile enough to respond to externalities in reasonable timeframes and at reasonable costs commensurate with the level of change requested.

2. Provide services that are responsive to a wide range of conditions and situations, including: (a) planned work during normal duty hours, (b) unplanned work resulting from unscheduled outages that occur after normal duty hours and (c) crisis support during Continuity of Operations (COOP) events (both training exercises and actual events that require relocation to three alternate sites).  

C. Contract Objectives

1. Meet DOD requirements for performance-based contracting.  Ensure that the thresholds for performance-based task orders satisfy contract-level performance-based contracting requirements. 

2.  Develop an open relationship between the service provider and the Government.


3. Conduct vigorous Lifecycle Cost (LCC) management and Cost as an Independent Variable (CAIV) analysis to achieve an affordable balance between cost and performance.


4. Implement a cost control reporting system that integrates the Integrated Master Plan/Integrated Master Schedule (IMP/IMS).

D. Management Objectives

1. Program Leadership.  Provide effective and qualified management and leadership empowered to make timely decisions, engage company resources and to successfully resolve issues with the Government management and Government service providers.  Ensure customer and mission support is responsive, efficient and transparent to CORENet users.  Identify and reduce redundancies across the enterprise and domains.

2. Program Communication and Oversight.   Maintain clear Government insight by maintaining communications with the Government Program Management office and providing access to management data that is directly traceable and verifiable to contract requirements for cost, schedule, and performance.  Keep the Government proactively informed of significant issues and concerns.  Establish processes for and ensure coordination and interface with Government CORENet system administration and operations support teams in order to ensure clear performance accountability and successful mission accomplishment.


3. Performance Management.  Deliver IT managed services through performance-based Service Level Agreements (SLA), and achieve a balance between contractor accountability and Government insight.  SLAs should reflect a comprehensive set of meaningful and manageable performance metrics (to be proposed by the contractor).

4. Performance Improvement.  Improve efficiency, effectiveness, security, and customer support through the phased adoption of industry best practices (e.g., Information Technology Infrastructure Library (ITIL) and the IT Capability Maturity Model (CMM).


5. Technology Insertion.  Ensure the ability to respond to changes in the environment in a timely manner through a robust technology insertion process (to be proposed by the contractor).   Analyze CORENet IT goals, objectives, and evolutions in technology in order to assure alignment of CORENet Contractor initiatives with DISA strategic plans and objectives.

6. Project Management.  Develop, maintain, and use an Integrated Master Schedule to manage the activities associated with maintaining and enhancing the network.  Develop schedules that are aggressive yet achievable within resource constraints.  Identify risks, plan and implement mitigation action, and monitor progress to identify deviations from planned events.


7. Configuration Management.  Maintain an Enterprise Configuration Management (CM) solution in order to effectively manage, document and maintain configuration changes for distribution and use throughout the enterprise and domains.  Ensure the software application supporting the CM solution is industry-proven, open, non-proprietary and COTS-based. Provide guidance to and coordination with enterprise and domain supports staffs and Network Operations to ensure accurate and consistent use of the CM solution.


8. Information Assurance Management. Perform information assurance officer (IAO) functions as prescribed in Federal and DOD policies.  Use DOD and DISA- standard tools to develop, update and maintain enterprise and domain application systems certifications and accreditations.  Coordinate with the appropriate DISA IAO and IAM to ensure compliance with the DISA security program.  Develop and deploy enterprise and domain applications and systems in accordance with prevailing Federal and DOD policies to ensure confidentiality, integrity and availability.  Analyze and recommend security protection and management processes and technologies to mitigate application/system risk and implement as directed by the Government.  Ensure timely and effective identification, isolation, containment and coordination of security incidences in compliance with prevailing DOD security policies.  Ensure timely system planning or system deployment to remain compliant with Information Assurance Vulnerability Alerts (IAVAs) and with Communication Task Orders from the Joint Task Force – Global Network Operations (JTF-GNO).

E. Technical Objectives

1. Solution Engineering.  Engineer solutions with excellence in order to deliver services that the business trusts.  Implement and maintain processes for proactively researching, identifying and recommending new technologies and capabilities that will eliminate duplication, increase organizational efficiency, customer satisfaction and capitalize on industry best practices.   Analyze CORENet IT goals, objectives, and evolutions in technology in order to assure alignment of CORENet Contractor initiatives with DISA strategic plans and objectives.  Engineer solutions to improve availability and quality of service to CORENet users worldwide – both during and after duty hours.   Assist in defining enterprise architecture standards, and provide System Improvement Recommendations (SIR) for system operations to ensure reliability, performance, capacity and optimal resource utilization.  Manage an Enterprise Test Environment, off the production network, in order to ensure proper validation of domain and enterprise systems and applications prior to deployment to the production network.

2. Solution Deployment.  Deploy solutions to users with as little disruption as possible.  Decrease the need to support Tier 1 and Tier 2 activities (e.g., Call Center and desk-side support) resulting from poor designs or poor deployment strategies.


3. Information Assurance Support.  Perform information assurance officer (IAO) functions as prescribed in Federal and DOD policies.  Use DOD and DISA standard tools to develop, update and maintain enterprise and domain application systems certifications and accreditations.  Coordinate with the appropriate DISA IAO and IAM to ensure compliance with the DISA security program.  Develop and deploy enterprise and domain applications and systems in accordance with prevailing Federal and DOD policies to ensure confidentiality, integrity and availability.  Analyze and recommend security protection and management processes and technologies to mitigate application/system risk and implement as directed by the Government.  Ensure timely and effective identification, isolation, containment and coordination of security incidences in compliance with prevailing DOD security policies.  Ensure timely system planning or system deployment to remain compliant with Information Assurance Vulnerability Alerts (IAVAs) and with Communication Task Orders from the Joint Task Force – Global Network Operations (JTF-GNO). 


4. Call Center/Help Desk.  Increase end user productivity by improving Call Center customer care.


5. End User Requirements.  Improve customer care to end users requesting network services via the Requirements Identification process. 


6. Network Monitoring.  Provide proactive network monitoring, analysis and problem resolution capabilities for the enterprise DISANet.

F. Other Objectives/Constraints

1. Engineer solutions that are suitable for a highly mobile workforce that regularly teleworks and travels extensively.

2. Synchronize IT planning and support activities with the Army’s Information System Engineering Command (ISEC), which is designing and deploying the IT infrastructure in the new DISA facility at Ft Meade, MD.

3. Comply with all Federal and DOD regulations related to IT, Information Assurance, and IT workforce management (including providing personnel with proper security clearances and certifications).

4. Support Internet Protocol version 6 (IPv6) planning to meet DOD mandates and begin to migrate infrastructure components to IPv6 during Phase 1.

5. When mission urgency necessitates the need, provide hardware and software procurement services that comply with Federal Acquisition Regulations to support the rapid acquisition of infrastructure components (hardware and software) needed to deliver new capabilities and/or to operate and maintain existing capabilities.

6. Although CORENet is a production administrative network, it currently supports system developers and development/test activities associated with “low risk” system development efforts.   A new secure enclave called “DevelopNet” will be deployed to support the development community.  It is expected that DevelopNet will be deployed prior to or soon after contract award.  The contractor will be required to support this network.
Section D - Packaging and Marking

D.1   PACKAGING REQUIREMENTS (MAR 1996)

Preservation, packaging, and packing of deliverable items called for hereunder shall be in accordance with the contractor's best commercial practice necessary to prevent deterioration and damage during shipment, handling, storage, and to ensure safe and timely delivery at destination, in accordance with the applicable security requirements.

D.2   MARKING REQUIREMENTS
Distribution marking shall be in accordance with the latest edition of DoD Directive 5230.24.  Technical data submitted with limited rights, restricted rights, and copyrights shall be marked in accordance with DFARS 252.227-7013.  All data and correspondence submitted to the Contracting Officer (CO), Contracting Officer’s Representative (COR), or Task Manager(s) (TM(s)) shall reference the Contract Number, the Task Order Number and the name of the Action Officer.  The Contracting Officer shall receive a copy of all correspondence sent to either the COR or TM(s).

D.3   SHIPPING INSTRUCTIONS

The requirements in the latest edition of DoD Regulation 4500.32-R, Military Standard Transportation and Movement Procedures (MILSTAMP), shall be followed for items shipped overseas through the Defense Transportation System (DTS).  DoD Regulation 4500.32-R further requires the contractor to follow marking requirements in MIL-STD-129.  If the contractor wishes to review 4500.32-R, he can do either of the following:

a.   Write to the Defense Logistics Agency, Attn: DLA-XPD, Alexandria, VA  22304-6100 to obtain a copy of the regulation.

b.   Contact the Defense Logistics Agency via email: dlapublicaffairs@dla.mil .

c.   The contractor must comply with the following instructions for delivery to be made at the DISA Headquarters Compound in Arlington, VA. The following information must be faxed to the Contracting Officer Representative as soon as a delivery date is established.

1. Company Name

2. Date of Delivery

3. Approximate Time of Delivery

4. Contents of Items being Delivered (e.g. computers, printers)

5. Purpose of delivery

6. Name and phone number of DISA Point of Contact

DISA’s Request for Delivery Form is attached at the end of this section.  Delivery attempts without prior approval from the Security Operations Center will be denied access to the DISA Headquarters compound.  Redelivery will be at no additional cost to the Government.

Should the delivery schedule change, the contractor must notify the Contracting Officer Representative/Task Monitor/Point of Contact immediately.  Upon establishment of a new delivery date, the contractor must fax a new delivery form to the Contracting Officer Representative/Task Monitor/Point of Contact.

Contracting Officer Representative/Task Monitor/Point of Contact must comply with the following instructions.

The Contracting Officer Representative/Task Monitor/Point of Contact must call the contractor to acknowledge receipt of the Request for Delivery form.

The Contracting Officer Representative/Task Monitor/Point of Contact must provide the Request for Delivery Form to the Security Operations Center at least 24 hours in advance of delivery.  Requests for delivery may be hand carried or faxed to the DISA Security Operations Center at 703 607-4193.  Questions may be directed to the Security Operations Center at 703 607-6496.

Should the delivery schedule change, the contractor must notify the Contracting Officer Representative/Task Monitor/Point of Contact immediately.  Upon establishment of a new delivery date, the contractor must fax a new delivery form to the Contracting Officer Representative/Task Monitor/Point of Contact who must acknowledge receipt.

Request for Delivery

ALL deliveries to the DISA HQs Compound must be reported to Security.  The following information must be provided to Contracting Officer Representative/Task Monitor/Point of Contact at least 24 hours in advance of delivery.  Please type or print legibly


Company Name:  _____________________________________________


Date of Delivery:  _____________________________________________


Approximate Time of Delivery: __________________________________


Drivers Name:_______________________________________________


Truck Tag Number:  __________________________________________

Contents (e.g. Cafeteria food supplies, computers, printers etc.): 

__________________________________________________________

Purpose of Delivery:  ________________________________________

__________________________________________________________

DISA Point of Contact Name and phone number: (____)  _____________

___________________________________________________________

Fax information to the Contracting Officer Representative/Task Monitor/Point of Contact at the number provided in this order.

Delivery attempts without prior approval from the Security Operations Center will be denied.  Redelivery will be at no additional cost to the Government.

Questions may be addressed to the Contracting Officer Representative/Task Monitor/Point of Contact at the number provided in this order.

Approved by:  _________________________________________ Date:  ___________



(Contractor Representative, Name, and Position)

Approved by:  _________________________________________ Date:  ___________



(Point of Contact, Name, and Position)

Approved by:  ___________________________ Date:  ___________ Time:  _________



(DISA Security, Type/Print name and Sign)

Section E - Inspection and Acceptance
INSPECTION AND ACCEPTANCE TERMS

Supplies/services will be inspected/accepted at:

	CLIN 
	INSPECT AT 
	INSPECT BY 
	ACCEPT AT 
	ACCEPT BY 

	1001 
	Destination 
	Government 
	Destination 
	Government 

	1002 
	Destination 
	Government 
	Destination 
	Government 

	1003 
	Destination 
	Government 
	Destination 
	Government 

	1004 
	Destination 
	Government 
	Destination 
	Government 

	2001 
	Destination 
	Government 
	Destination 
	Government 

	2002 
	Destination 
	Government 
	Destination 
	Government 

	2003 
	Destination 
	Government 
	Destination 
	Government 

	2004 
	Destination 
	Government 
	Destination 
	Government 

	3001 
	Destination 
	Government 
	Destination 
	Government 

	3002 
	Destination 
	Government 
	Destination 
	Government 

	3003 
	Destination 
	Government 
	Destination 
	Government 

	3004 
	Destination 
	Government 
	Destination 
	Government 

	4001 
	Destination 
	Government 
	Destination 
	Government 

	4002 
	Destination 
	Government 
	Destination 
	Government 

	4003 
	Destination 
	Government 
	Destination 
	Government 

	4004 
	Destination 
	Government 
	Destination 
	Government 

	5001 
	Destination 
	Government 
	Destination 
	Government 

	5002 
	Destination 
	Government 
	Destination 
	Government 

	5003 
	Destination 
	Government 
	Destination 
	Government 

	5004 
	Destination 
	Government 
	Destination 
	Government 


CLAUSES INCORPORATED BY REFERENCE

	52.246-2 
	Inspection Of Supplies--Fixed Price 
	AUG 1996 
	 

	52.246-3 
	Inspection Of Supplies Cost-Reimbursement 
	MAY 2001 
	 

	52.246-4 
	Inspection Of Services--Fixed Price 
	AUG 1996 
	 

	52.246-5 
	Inspection Of Services Cost-Reimbursement 
	APR 1984 
	 

	52.246-16 
	Responsibility For Supplies 
	APR 1984 
	 

	252.246-7000 
	Material Inspection And Receiving Report 
	MAR 2003 
	 


Section F - Deliveries or Performance
DELIVERY INFORMATION

	CLIN 
	DELIVERY DATE 
	QUANTITY 
	SHIP TO ADDRESS 
	UIC 

	 
	 
	 
	 
	 

	1001 
	POP 02-FEB-2009 TO

01-FEB-2010 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	1002 
	POP 02-FEB-2009 TO

01-FEB-2010 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	1003 
	POP 02-FEB-2009 TO

01-FEB-2010 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	1004 
	POP 02-FEB-2009 TO

01-FEB-2010 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	2001 
	POP 02-FEB-2010 TO

01-FEB-2011 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	2002 
	POP 02-FEB-2010 TO

01-FEB-2011 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	2003 
	POP 02-FEB-2010 TO

01-FEB-2011 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	2004 
	POP 02-FEB-2010 TO

01-FEB-2011 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	3001 
	POP 02-FEB-2011 TO

01-FEB-2012 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	3002 
	POP 02-FEB-2011 TO

01-FEB-2012 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	3003 
	POP 02-FEB-2011 TO

01-FEB-2012 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	3004 
	POP 02-FEB-2011 TO

01-FEB-2012 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	4001 
	POP 02-FEB-2012 TO

01-FEB-2013 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	4002 
	POP 02-FEB-2012 TO

01-FEB-2013 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	4003 
	POP 02-FEB-2012 TO

01-FEB-2013 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	4004 
	POP 02-FEB-2012 TO

01-FEB-2013 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	5001 
	POP 02-FEB-2013 TO

01-FEB-2014 
	N/A 
	(SAME AS PREVIOUS LOCATION)

FOB:  Destination 
	HC1001 

	 
	 
	 
	 
	 

	5002 
	POP 02-FEB-2013 TO

01-FEB-2014 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	5003 
	POP 02-FEB-2013 TO

01-FEB-2014 
	N/A 
	N/A

FOB:  Destination 
	 

	 
	 
	 
	 
	 

	5004 
	POP 02-FEB-2013 TO

01-FEB-2014 
	N/A 
	DISA/SPI/SI1

WINTER DORTCH

SPI/SI12

HQ/BLDG 12, ROOM 3330

701 SOUTH COURTHOUSE ROAD

ARLINGTON VA 22204-2199

703-607-6605

FOB:  Destination 
	HC1001 


CLAUSES INCORPORATED BY REFERENCE

	52.242-15 
	Stop-Work Order 
	AUG 1989 
	 

	52.242-17 
	Government Delay Of Work 
	APR 1984 
	 

	52.247-34 
	F.O.B. Destination 
	NOV 1991 
	 

	52.247-55 
	F.O.B. Point For Delivery Of Government-Furnished Property 
	JUN 2003 
	 


Section H - Special Contract Requirements

SPECIAL CONTRACT REQUIREMENTS
PART I - THE SCHEDULE

SECTION H

SPECIAL CONTRACT REQUIREMENTS
H.1
INCENTIVE/DISINCENTIVE PROVISION
The Contractor’s proposed incentive/disincentive proposal is hereby incorporated into the contract.  Based on the Contractor’s proposed disincentive proposal the Government will reduce the total amount of any task order by a maximum amount as proposed by the Contractor if the Contractor does not meet the performance levels identified in the Service Level Agreements.  The determination of the amount of the reduction will be made by the Fee Determining Official utilizing the Award Fee reporting and deliberation process.  Any reductions in the final total amount of the task order may be offset by the amount of the award fee earned but if the Contractor does not earn any award fee amounts the reductions in the total task order amount will be in addition to the award fee not earned.  

H.2
AWARD FEE  

The Contractor may earn a maximum total award fee amount of up to 3 percent of the task order amount excluding any cost reimbursable contract line item numbers (CLINs).  See also Attachments J.18 and J.19.
(a)  Monitoring of Performance:  The Contractor’s performance will be continually monitored by the performance monitors whose findings are reported to the Award Fee Review Board (AFRB).  The AFRB recommends an award fee to the Fee Determining Official (FDO) who makes the final decision of the award fee amount paid based on the Contractor’s performance during the award fee evaluation period.

(b)  Award Fee Plan:  The evaluation criteria and associated grades are specified in the Award Fee Plan, provided in Section J, Attachment 18 to the contract.  The evaluation periods with the associated award fee pool amounts and performance criteria with associated percentages of available award fee are also specified in the Award Fee Plan.  Evaluations shall be performed on a 6 month basis.  At the midpoint of the 6 months, an interim evaluation will occur which will not result in the award of any award fee but will provide the contractor of areas where corrective action can be taken in sufficient time to correct these deficiencies prior to the FDO’s award fee amount determination.  Starting with the effective date of a task order, the Government shall determine the award fee amount for the preceding 6 month period.  Changes to the award fee plan can be made by reviewing the Contractor’s incentive and disincentive plan.

(c)  Modification of Award Fee Plan:  Unilateral changes may be made to the Award Fee Plan for the next evaluation period if the Contractor is provided written notification by the Procuring Contracting Officer (PCO) prior to the start of the upcoming evaluation period.  The Contractor may recommend changes to the PCO no later than 45 days prior to the beginning of the new evaluation period.  Changes affecting the current evaluation period must be by bilateral agreement.  In the event that Government and the Contractor engage in any renegotiation or re-baselining efforts the award fee plan will be modified accordingly.  It is contemplated that any changes from renegotiation or re-baselining would constitute significant changes requiring a bilateral agreement.  Any re-baselining would be governed by the following:

· Frequency – no more than one time per year.

· Changes in requirements or the Government budget.

 (d)  Self Evaluation:  The Contractor may submit to the PCO within five (5) working days after the end of each award fee evaluation period a brief oral self-evaluation of its performance for that period.  This evaluation shall not exceed 30 minutes in length.  This self evaluation will be used in the AFRB’s evaluation of the Contractor’s performance during this period.

(e)  FDO Discretion:  All FDO decisions regarding the award fee, including but not limited to, the amount of the award fee, if any; the methodology used to calculate the award fee, the calculation of the award fee, the Contractor’s entitlement to the award fee, and the nature and success of the Contractor’s performance are within the discretion of the FDO.

(f)  Award Fee Payment:  The award fee is not subject to the termination clauses of this contract.  The Contractor may bill for the award fee immediately upon receipt of the contract modification authorizing its payment.

H.3

REQUIRED INSURANCE (IAW FAR 28.306(b))

The contractor shall maintain the types of insurance and coverage listed below in accordance with FAR 28.307-2, when any on-site tasking is required:

TYPES OF INSURANCE


MINIMUM AMOUNT
Worker’s Compensation and all

As required by

Occupational Diseases


Federal and







State Statutes

Employer’s Liability, including all

$100,000

Occupational Diseases when not so covered

in Workmen’s Compensation above

General Liability (Comprehensive)

$500,000

Bodily Injury per Occurrence

Automobile Liability (Comprehensive)

Bodily Injury per Person


$200,000

Bodily Injury per Occurrence


$500,000

Property Damage per Occurrence

$20,000
H.4

TRAVEL
A.
No travel by Contractor personnel shall be performed in connection with this contract (other than within the NCR or to sites outside the NCR that do not require overnight travel) without the prior written approval of the COR.

B.
The Contractor shall provide to the COR a written request for approval of each trip.  The request for approval will include the destination/location, the number/name(s) of Contractor personnel performing the travel, the inclusive dates of the travel, the duration of the travel in days, and the anticipated total cost of the travel.

C.
All Contractor travel will be approved/disapproved by the COR prior to the beginning dates.  If requested by the Government Task Monitor, the Contractor will provide the Government with a written report of significant results accomplished during TDY travel.  The Contractor will also incorporate TDY travel performed into monthly progress reports as appropriate.  

H.5

ORDERING FROM GOVERNMENT SUPPLY SOURCES

In accordance with DFARS 252.251- 7000 – Ordering From Government Supply Sources (NOV 2004), the Contractor is authorized to use Government supply sources to fulfill the Government’s hardware and/or software needs on behalf of the Government.  These supply sources include, but are not limited to, the General Services Administration (GSA) Federal Supply Schedules (FSS) and the Department of Defense (DoD) Enterprise Software Initiative (ESI) acquisition vehicles.  The websites are:


Federal Supply Schedules – http://fss.gsa.mil 


Enterprise Software Initiative – http://www.esi.mil 

H.6
  WORK ON A GOVERNMENT INSTALLATION
In performing on-site work under this contract on a Government installation or in a Government building, the Contractor shall:

A. Conform to the specific safety requirements established by a T.O.

B. Comply with the safety rules of the Government installation that concern related activities not

directly addressed in this contract.

C. Take all reasonable steps and precautions to prevent accidents and preserve the life and health of Contractor and Government personnel connected in any way with performance under this contract.

D. Take such additional immediate precautions as the Contracting Officer or Contracting Officer's Representative (COR) may reasonably require for safety and accident prevention purposes.

E. Conform with all security requirements as specified in the DD Form 254 and security requirements as specified in the Task Order Statement of Work.

H.7  NONDISCLOSURE OF SENSITIVE AND/OR PROPRIETARY DATA, 52.203-9100 (OCT 1998) (FAR 3.104).
The Contractor recognizes that in the performance of this contract it may receive or have access to certain sensitive information, including information provided on a proprietary basis by other contractors, equipment manufacturers and other private or public entities.  The Contractor agrees to use and examine this information exclusively in the performance of this contract and to take the necessary steps in accordance with Government regulations to prevent disclosure of such information to any party outside the Government or Government-designated support contractors possessing appropriate proprietary agreements, as listed in paragraphs a. through d. below.


a.  Indoctrination of Personnel.  The Contractor agrees to indoctrinate its personnel who have access as to the sensitive nature of the information and the relationship under which the Contractor has possession of or access to the information.  Contractor personnel shall not engage in any other action, venture or employment wherein sensitive information will be used for the profit of any party other than those furnishing the information.  The Nondisclosure Agreement for Contractor Employees, as shown below, shall be signed by all indoctrinated personnel and forwarded to the COR for retention, prior to commencement of work.  The Contractor shall restrict access to sensitive/ proprietary information to the minimum number of employees necessary for contract performance.

DEFENSE INFORMATION SYSTEMS AGENCY
NONDISCLOSURE AGREEMENT FOR CONTRACTOR EMPLOYEES
THIS CERTIFICATION CONCERNS A MATTER WITHIN THE JURISDICTION OF AN AGENCY OF THE UNITED STATES AND THE MAKING OF A FALSE, FICTITIOUS, OR FRAUDULENT CERTIFICATION MAY RENDER THE MAKER SUBJECT TO PROSECUTION UNDER TITLE 18, UNITED STATES CODE, SECTION 1001.
I, 

 (print or type name), as an employee of 

                                                   (COMPANY NAME), a contractor performing under contract to the Defense Information Systems Agency, pursuant to contract number                                               , agree not to disclose to any individual, business entity or anyone within                                    (COMPANY NAME), or outside of the company who has not signed a nondisclosure agreement for the purposes of performing this contract: (1) any planning, programming, and budgeting system (PPBS) information, or (2) sensitive, proprietary or source selection information contained in or accessible through the this project.  Proprietary information/data will be handled in accordance with Government regulations.

I understand that information/data I may be aware of, or possess, as a result of my assignment under this contract may be considered sensitive or proprietary.  The contractor’s responsibility for proper use and protection from unauthorized disclosure of sensitive, proprietary and source selection information is described in Federal Acquisition Regulation (FAR) section 3.104-5(b).  Pursuant to FAR 3.104-5, I agree not to appropriate such information for my own use or to release or discuss it with third parties unless specifically authorized in writing to do so, as provided above.

This agreement shall continue for a term of five (5) years from the date upon which I last have access to the information therefrom.  Upon expiration of this agreement, I have a continuing obligation not to disclose sensitive, proprietary, or source selection information to any person or legal entity unless that person or legal entity is authorized by the head of the agency or the contracting agency or the contracting officer to receive such information.  I understand violations of this agreement are subject to administrative, civil and criminal sanctions.

Signature of Contractor Employee
Date

Contractor
Telephone No.


b.  Signed Agreements.


(1)  The Contractor further agrees to sign an agreement to this effect with carriers, and other private or public entities providing proprietary data for performance under this contract.  As part of this agreement, the Contractor shall inform all parties of its agreement to allow certain Government-designated Contractors access to all data as described in paragraph c., below.  One copy of each signed agreement shall be forwarded to the KO.  These shall be signed prior to work commencing.


(2)  In addition, the Contractor shall be required to coordinate and exchange directly with other Contractors as designated by the Government for information pertinent and essential to performance of task orders issued under this contract.  The Contractor shall discuss and attempt to resolve any problems between the Contractor and those Contractors designated by the Government.  The KO shall be notified in writing of any disagreement (s) which has (have) not been resolved in a timely manner.  Furnish the KO copies of communications between the Contractor and associate Contractor(s) relative to contract performance.  Further, the close interchange with between Contractor(s) may require access to or release of proprietary data.  In such an event, the Contractor shall enter into agreement(s) with the Government designated Contractor (s) to adequately protect such proprietary data from unauthorized use or disclosure so long as it remains proprietary.  A copy of such agreement shall be provided to the KO.


c.  Government-Designated Contractors.  The Contractor agrees to allow the below listed Government-designated support Contractors, possessing appropriate nondisclosure agreements and retained by the Government to advise the Government on cost, schedule and technical matters pertaining to this acquisition, access to any unlimited rights data (as defined in the DoD FAR Supplement (DFARS) 252.227-7013) acquired under the terms and conditions of this contract and to sign reciprocal nondisclosure agreements with them.  One copy of each signed agreement shall be forwarded to the KO.  List designated Contractors:

All Government-designated Contractors stated herein, or added at a future date shall also enter into nondisclosure agreements with all parties providing proprietary information to the Contractor, and the nondisclosure agreements shall be signed before work commences.


d.  Remedy for Breach.  The Contractor agrees that any breach or violation of the certifications or restrictions of this clause shall constitute a material and substantial breach of the terms, conditions and provisions of the contract and that the Government may, in addition to any other remedy available, terminate this contract for default in accordance with the provisions of FAR 52.249-6 - Termination (Cost-Reimbursement).  Nothing in this clause or contract shall be construed to mean that the Government shall be liable to the owners of proprietary information in any way for the unauthorized release or use of proprietary information by this Contractor or its subcontractors.

H.8 GOVERNMENT FURNISHED ITEMS (EQUIPMENT, INFORMATION MATERIALS, FACILITIES OR SERVICES)

A.
At the sole discretion of the Government, Government Furnished Property (GFP) may be provided to support individual task orders.  If GFP is provided, delivery dates will be specified in the task order.  Such equipment will be returned to the Government upon the conclusion of the contract or as specified on individual DISA Form 621.  

B.
At the sole discretion of the Government, Government Furnished Items (GFI) may be provided for use in the performance of individual task orders.  If GFI is provided, delivery dates will be specified in the task order.  These documents will be returned to the Government upon conclusion of the contract or as specified on the DISA Form 621.  If the GFI contains any proprietary information, the contractor shall handle that information in accordance with the non-disclosure provisions of this contract.

C.
In the event that GFI is not provided in accordance with the delivery dates in the task orders, the contractor shall immediately notify the Contracting Officer, in writing, and provide information regarding the impact, if any, on task order performance.
D.
Contractors are responsible and liable for Government items in their possession pursuant to FAR 52.245‑1, and 52.245‑2 as applicable.

H.9  AUTOMATION REQUIREMENTS 

A.  DISA intends to conduct business via Electronic Commerce (EC) to the maximum extent practical.  EC is defined as the paperless exchange of business information using Electronic Data Interchange (EDI), electronic mail (e-mail), computer bulletin boards, facsimile, Electronic Funds Transfer (EFT), World Wide Web technology, purchase cards and other similar technologies.

B.  EC transmissions are the accepted equivalent of paper documents for the purposes of conducting business with DISA/DITCO.  Contracts entered into electronically with DISA/DITCO using EC are valid, enforceable contracts in the same manner as signed paper documents.  Transactions transmitted via EC are subject to all applicable statutes and regulations. 

C.  Until EDI becomes operational, DISA/DITCO will identify data formats and methods of exchange as a matter of post-award contract administration when they become known on a case by case basis. 

H.10  RELEASE OF NEWS INFORMATION

No news release (including photographs and films, public announcements, denial or confirmation of same) on any part of the subject matter of this contract or any phase of any program hereunder shall be made without the prior written approval of the KO and DISA Public Affairs Office and if Congressionally related, DISA’s Congressional Affairs.  See also Section I, DFARS clause 252.204-7000 “Disclosure of Information” and item 12 of the DD Form 254 

Section I - Contract Clauses
CLAUSES INCORPORATED BY REFERENCE

	52.202-1 
	Definitions 
	JUL 2004 
	 

	52.203-3 
	Gratuities 
	APR 1984 
	 

	52.203-5 
	Covenant Against Contingent Fees 
	APR 1984 
	 

	52.203-6 Alt I 
	Restrictions On Subcontractor Sales To The Government  (Sep 2006) -- Alternate I 
	OCT 1995 
	 

	52.203-7 
	Anti-Kickback Procedures 
	JUL 1995 
	 

	52.203-8 
	Cancellation, Rescission, and Recovery of Funds for Illegal or Improper Activity 
	JAN 1997 
	 

	52.203-10 
	Price Or Fee Adjustment For Illegal Or Improper Activity 
	JAN 1997 
	 

	52.203-12 
	Limitation On Payments To Influence Certain Federal Transactions 
	SEP 2007 
	 

	52.204-2 
	Security Requirements 
	AUG 1996 
	 

	52.204-4 
	Printed or Copied Double-Sided on Recycled Paper 
	AUG 2000 
	 

	52.204-5 
	Women-Owned Business (Other Than Small Business) 
	MAY 1999 
	 

	52.204-6 
	Data Universal Numbering System (DUNS) Number 
	OCT 2003 
	 

	52.204-7 
	Central Contractor Registration 
	JUL 2006 
	 

	52.204-8 
	Annual Representations and Certifications 
	JAN 2006 
	 

	52.209-6 
	Protecting the Government's Interest When Subcontracting With Contractors Debarred, Suspended, or Proposed for Debarment 
	SEP 2006 
	 

	52.211-1 
	Availability of Specifications Listed in the GSA Index of Federal Specifications, Standards and Commercial Item Descriptions, FPMR Part 101-29 
	AUG 1998 
	 

	52.211-5 
	Material Requirements 
	AUG 2000 
	 

	52.211-7 
	Alternatives to Government-Unique Standards 
	NOV 1999 
	 

	52.211-15 
	Defense Priority And Allocation Requirements 
	SEP 1990 
	 

	52.212-1 
	Instructions to Offerors--Commercial Items 
	NOV 2007 
	 

	52.212-2 
	Evaluation - Commercial Items 
	JAN 1999 
	 

	52.212-3 Alt I 
	Offeror Representations and Certifications--Commercial Items (Nov 2007) Alternate I 
	APR 2002 
	 

	52.212-4 
	Contract Terms and Conditions--Commercial Items 
	FEB 2007 
	 

	52.215-2 
	Audit and Records--Negotiation 
	JUN 1999 
	 

	52.215-6 
	Place of Performance 
	OCT 1997 
	 

	52.215-10 
	Price Reduction for Defective Cost or Pricing Data 
	OCT 1997 
	 

	52.215-11 
	Price Reduction for Defective Cost or Pricing Data--Modifications 
	OCT 1997 
	 

	52.215-12 
	Subcontractor Cost or Pricing Data 
	OCT 1997 
	 

	52.215-14 
	Integrity of Unit Prices 
	OCT 1997 
	 

	52.215-15 
	Pension Adjustments and Asset Reversions 
	OCT 2004 
	 

	52.215-17 
	Waiver of Facilities Capital Cost of Money 
	OCT 1997 
	 

	52.215-18 
	Reversion or Adjustment of Plans for Postretirement Benefits (PRB) Other than Pensions 
	JUL 2005 
	 

	52.215-19 
	Notification of Ownership Changes 
	OCT 1997 
	 

	52.215-20 Alt I 
	Requirements for Cost or Pricing Data or Information Other Than Cost or Pricing Data (Oct 1997) -  Alternate I 
	OCT 1997 
	 

	52.215-21 Alt IV 
	Requirements for Cost or Pricing Data or Information Other Than Cost or Pricing Data--Modifications (Oct 1997) -  Alternate IV 
	OCT 1997 
	 

	52.216-7 
	Allowable Cost And Payment 
	DEC 2002 
	 

	52.216-8 
	Fixed Fee 
	MAR 1997 
	 

	52.216-15 
	Predetermined Indirect Cost Rates 
	APR 1998 
	 

	52.216-22 
	Indefinite Quantity 
	OCT 1995 
	 

	52.217-6 
	Option For Increased Quantity 
	MAR 1989 
	 

	52.217-7 
	Option For Increased Quantity-Separately Priced Line Item 
	MAR 1989 
	 

	52.219-6 
	Notice Of Total Small Business Set-Aside 
	JUN 2003 
	 

	52.219-8 
	Utilization of Small Business Concerns 
	MAY 2004 
	 

	52.219-9 
	Small Business Subcontracting Plan 
	NOV 2007 
	 

	52.219-14 
	Limitations On Subcontracting 
	DEC 1996 
	 

	52.219-16 
	 Liquidated Damages-Subcontracting Plan 
	JAN 1999 
	 

	52.222-1 
	Notice To The Government Of Labor Disputes 
	FEB 1997 
	 

	52.222-2 
	Payment For Overtime Premiums 
	JUL 1990 
	 

	52.222-3 
	Convict Labor 
	JUN 2003 
	 

	52.222-4 
	Contract Work Hours and Safety Standards Act - Overtime Compensation 
	JUL 2005 
	 

	52.222-18 
	Certification Regarding Knowledge of Child Labor for Listed End Products 
	FEB 2001 
	 

	52.222-19 
	Child Labor -- Cooperation with Authorities and Remedies 
	AUG 2007 
	 

	52.222-20 
	Walsh-Healey Public Contracts Act 
	DEC 1996 
	 

	52.222-21 
	Prohibition Of Segregated Facilities 
	FEB 1999 
	 

	52.222-26 
	Equal Opportunity 
	MAR 2007 
	 

	52.222-29 
	Notification Of Visa Denial 
	JUN 2003 
	 

	52.222-35 
	Equal Opportunity For Special Disabled Veterans, Veterans of the Vietnam Era, and Other Eligible Veterans 
	SEP 2006 
	 

	52.222-35 Alt I 
	Equal Opportunity for Special Disabled Veterans, Veterans of the Vietnam Era, and Other Eligible Veterans (Sep 2006) Alternate I 
	DEC 2001 
	 

	52.222-36 
	Affirmative Action For Workers With Disabilities 
	JUN 1998 
	 

	52.222-37 
	Employment Reports On Special Disabled Veterans, Veterans Of The Vietnam Era, and Other Eligible Veterans 
	SEP 2006 
	 

	52.222-39 
	Notification of Employee Rights Concerning Payment of Union Dues or Fees 
	DEC 2004 
	 

	52.222-50 
	Combating Trafficking in Persons 
	AUG 2007 
	 

	52.223-5 
	Pollution Prevention and Right-to-Know Information 
	AUG 2003 
	 

	52.223-6 
	Drug-Free Workplace 
	MAY 2001 
	 

	52.223-14 
	Toxic Chemical Release Reporting 
	AUG 2003 
	 

	52.224-1 
	Privacy Act Notification 
	APR 1984 
	 

	52.224-2 
	Privacy Act 
	APR 1984 
	 

	52.225-1 
	Buy American Act--Supplies 
	JUN 2003 
	 

	52.225-3 
	Buy American Act--North American Free Trade Agreement--Israeli Trade Act 
	AUG 2007 
	 

	52.225-8 
	Duty-Free Entry 
	FEB 2000 
	 

	52.225-13 
	Restrictions on Certain Foreign Purchases 
	FEB 2006 
	 

	52.226-1 
	Utilization Of Indian Organizations And Indian-Owned Economic Enterprises 
	JUN 2000 
	 

	52.227-1 
	Authorization and Consent 
	DEC 2007 
	 

	52.227-2 
	Notice And Assistance Regarding Patent And Copyright Infringement 
	DEC 2007 
	 

	52.227-10 
	Filing Of Patent Applications--Classified Subject Matter 
	DEC 2007 
	 

	52.228-4 
	Workers' Compensation and War-Hazard Insurance Overseas 
	APR 1984 
	 

	52.228-5 
	Insurance - Work On A Government Installation 
	JAN 1997 
	 

	52.228-7 
	Insurance--Liability To Third Persons 
	MAR 1996 
	 

	52.229-1 
	State and Local Taxes 
	APR 1984 
	 

	52.229-3 
	Federal, State And Local Taxes 
	APR 2003 
	 

	52.229-6 
	Taxes--Foreign Fixed-Price Contracts 
	JUN 2003 
	 

	52.229-8 
	Taxes--Foreign Cost-Reimbursement Contracts 
	MAR 1990 
	 

	52.230-1 
	Cost Accounting Standards Notices And Certification 
	JUN 2000 
	 

	52.230-2 
	Cost Accounting Standards 
	APR 1998 
	 

	52.230-3 
	Disclosure And Consistency Of Cost Accounting Practices 
	APR 1998 
	 

	52.230-4 
	Consistency In Cost Accounting Practices 
	AUG 1992 
	 

	52.230-6 
	Administration of Cost Accounting Standards 
	APR 2005 
	 

	52.230-7 
	Proposal Disclosure--Cost Accounting Practice Change 
	APR 2005 
	 

	52.232-1 
	Payments 
	APR 1984 
	 

	52.232-8 
	Discounts For Prompt Payment 
	FEB 2002 
	 

	52.232-9 
	Limitation On Withholding Of Payments 
	APR 1984 
	 

	52.232-11 
	Extras 
	APR 1984 
	 

	52.232-17 
	Interest 
	JUN 1996 
	 

	52.232-18 
	Availability Of Funds 
	APR 1984 
	 

	52.232-19 
	Availability Of Funds For The Next Fiscal Year 
	APR 1984 
	 

	52.232-20 
	Limitation Of Cost 
	APR 1984 
	 

	52.232-22 
	Limitation Of Funds 
	APR 1984 
	 

	52.232-23 
	Assignment Of Claims 
	JAN 1986 
	 

	52.232-25 
	Prompt Payment 
	OCT 2003 
	 

	52.232-33 
	Payment by Electronic Funds Transfer--Central Contractor Registration 
	OCT 2003 
	 

	52.233-1 
	Disputes 
	JUL 2002 
	 

	52.233-4 
	Applicable Law for Breach of Contract Claim 
	OCT 2004 
	 

	52.234-4 
	Earned Value Management System 
	JUL 2006 
	 

	52.237-2 
	Protection Of Government Buildings, Equipment, And Vegetation 
	APR 1984 
	 

	52.237-3 
	Continuity Of Services 
	JAN 1991 
	 

	52.239-1 
	Privacy or Security Safeguards 
	AUG 1996 
	 

	52.242-3 
	Penalties for Unallowable Costs 
	MAY 2001 
	 

	52.242-4 
	Certification of Final Indirect Costs 
	JAN 1997 
	 

	52.242-13 
	Bankruptcy 
	JUL 1995 
	 

	52.242-15 
	Stop-Work Order 
	AUG 1989 
	 

	52.242-17 
	Government Delay Of Work 
	APR 1984 
	 

	52.243-1 Alt II 
	Changes--Fixed-Price (Aug 1987) -  Alternate II 
	APR 1984 
	 

	52.243-7 
	Notification Of Changes 
	APR 1984 
	 

	52.244-5 
	Competition In Subcontracting 
	DEC 1996 
	 

	52.244-6 
	Subcontracts for Commercial Items 
	MAR 2007 
	 

	52.245-2 
	Government Property Installation Operation Services 
	JUN 2007 
	 

	52.245-9 
	Use And Charges 
	JUN 2007 
	 

	52.246-4 
	Inspection Of Services--Fixed Price 
	AUG 1996 
	 

	52.246-20 
	Warranty Of Services 
	MAY 2001 
	 

	52.246-23 
	Limitation Of Liability 
	FEB 1997 
	 

	52.246-24 Alt I 
	Limitation Of Liability--High Value Items (Feb 1997) -  Alternate I 
	APR 1984 
	 

	52.246-25 
	Limitation Of Liability--Services 
	FEB 1997 
	 

	52.248-1 
	Value Engineering 
	FEB 2000 
	 

	52.249-2 
	Termination For Convenience Of The Government (Fixed-Price) 
	MAY 2004 
	 

	52.249-4 
	Termination For Convenience Of The Government (Services) (Short Form) 
	APR 1984 
	 

	52.249-6 
	Termination (Cost Reimbursement) 
	MAY 2004 
	 

	52.249-8 
	Default (Fixed-Price Supply & Service) 
	APR 1984 
	 

	52.249-14 
	Excusable Delays 
	APR 1984 
	 

	52.251-1 
	Government Supply Sources 
	APR 1984 
	 

	52.253-1 
	Computer Generated Forms 
	JAN 1991 
	 

	252.201-7000 
	Contracting Officer's Representative 
	DEC 1991 
	 

	252.203-7001 
	Prohibition On Persons Convicted of Fraud or Other Defense-Contract-Related Felonies 
	DEC 2004 
	 

	252.203-7002 
	Display Of DOD Hotline Poster 
	DEC 1991 
	 

	252.204-7003 
	Control Of Government Personnel Work Product 
	APR 1992 
	 

	252.204-7004 Alt A 
	Central Contractor Registration (52.204-7) Alternate A 
	SEP 2007 
	 

	252.205-7000 
	Provision Of Information To Cooperative Agreement Holders 
	DEC 1991 
	 

	252.209-7004 
	Subcontracting With Firms That Are Owned or Controlled By The Government of a Terrorist Country 
	DEC 2006 
	 

	252.211-7000 
	Acquisition Streamlining 
	DEC 1991 
	 

	252.211-7003 
	Item Identification and Valuation 
	JUN 2005 
	 

	252.212-7000 
	Offeror Representations and Certifications- Commercial Items 
	JUN 2005 
	 

	252.215-7000 
	Pricing Adjustments 
	DEC 1991 
	 

	252.215-7002 
	Cost Estimating System Requirements 
	DEC 2006 
	 

	252.219-7003 
	Small Business Subcontracting Plan (DOD Contracts) 
	APR 2007 
	 

	252.222-7000 
	Restriction On Employment Of Personnel 
	MAR 2000 
	 

	252.222-7002 
	Compliance With Local Labor Laws (Overseas) 
	JUN 1997 
	 

	252.223-7004 
	Drug Free Work Force 
	SEP 1988 
	 

	252.223-7006 
	Prohibition On Storage And Disposal Of Toxic And Hazardous Materials 
	APR 1993 
	 

	252.225-7000 
	Buy American Act--Balance Of Payments Program Certificate 
	JUN 2005 
	 

	252.225-7001 
	Buy American Act And Balance Of Payments Program 
	JUN 2005 
	 

	252.225-7002 
	Qualifying Country Sources As Subcontractors 
	APR 2003 
	 

	252.225-7007 
	Prohibition on Acquisition of United States Munitions List Items from Communist Chinese Military Companies 
	SEP 2006 
	 

	252.225-7012 
	Preference For Certain Domestic Commodities 
	JAN 2007 
	 

	252.225-7013 
	Duty-Free Entry 
	OCT 2006 
	 

	252.225-7031 
	Secondary Arab Boycott Of Israel 
	JUN 2005 
	 

	252.225-7036 
	Buy American--Free Trade Agreement--Balance of Payments Program 
	MAR 2007 
	 

	252.227-7013 
	Rights in Technical Data--Noncommercial Items 
	NOV 1995 
	 

	252.227-7014 
	Rights in Noncommercial Computer Software and Noncommercial Computer Software Documentation 
	JUN 1995 
	 

	252.227-7015 
	Technical Data--Commercial Items 
	NOV 1995 
	 

	252.227-7016 
	Rights in Bid or Proposal Information 
	JUN 1995 
	 

	252.227-7018 
	Rights in Noncommercial Technical Data and Computer Software--Small Business Innovation Research (SBIR) Program 
	JUN 1995 
	 

	252.227-7019 
	Validation of Asserted Restrictions--Computer Software 
	JUN 1995 
	 

	252.227-7027 
	Deferred Ordering Of Technical Data Or Computer Software 
	APR 1988 
	 

	252.227-7030 
	Technical Data--Withholding Of Payment 
	MAR 2000 
	 

	252.227-7032 
	Rights In Technical Data And Computer Software (Foreign) 
	JUN 1975 
	 

	252.227-7037 
	Validation of Restrictive Markings on Technical Data 
	SEP 1999 
	 

	252.229-7000 
	Invoices Exclusive of Taxes or Duties 
	JUN 1997 
	 

	252.229-7002 
	Customs Exemptions (Germany) 
	JUN 1997 
	 

	252.231-7000 
	Supplemental Cost Principles 
	DEC 1991 
	 

	252.243-7001 
	Pricing Of Contract Modifications 
	DEC 1991 
	 

	252.243-7002 
	Requests for Equitable Adjustment 
	MAR 1998 
	 

	252.246-7001 
	Warranty Of Data 
	DEC 1991 
	 


CLAUSES INCORPORATED BY FULL TEXT

52.204-9000  Points of Contact  (AUG 2005)

Contracting Officer

Name:  Arthur S. Block

Organization/Office Symbol:  PL61

Phone No.:  703-681-1255

E-Mail Address:  Arthur.Block@disa.mil
Contract Specialist - Primary

Name:  Nathan Wheeling

Organization/Office Symbol:  PL61

Phone No.:  703-681-0398

E-Mail Address:  Nathan.Wheeling@disa.mil
Contract Specialist – Secondary

Name: Christopher Gray

Organization/Office Symbol: PL61

Phone No.: 703-681-0751

E-Mail Address: Christopher.Gray@disa.mil
Customer/COR/TM Point of Contact

Name:  TBA
Organization/Office Symbol:  TBA
Phone No.:  

E-Mail Address:  

Contractor Point of Contact

Contractor Legal Business Name:  TBA
DUNS:  TBA
CAGE CODE:  TBA
Contractor POC:  TBA
E-Mail Address:  

Phone Number:  

Fax Number:  

(End of clause)

52.204-9001 Contract/Order Closeout—Fixed-Price, Time-and-Materials, or Labor-Hours
Timely contract closeout is a priority under this contract/order.  The Contractor shall submit a final invoice within ninety (90) calendar days after the expiration of this contract/order, unless the Contractor requests and is granted an extension by the Contracting Officer, in writing.  In addition, and concurrent with the submission of the final invoice, the Contractor shall notify the Contracting Officer of the amount of excess funds that can be deobligated from this contract/order so the closeout process can begin as soon as possible upon expiration of this contract/order.  A bilateral contract/order closeout modification will be forwarded to the Contractor by the Contracting Officer and must be signed by the Contractor and returned to the Contracting Officer within thirty (30) calendar days of issuance of the modification.  A Contractor’s failure to respond and/or sign the bilateral closeout modification within thirty (30) calendar days of receipt will constitute approval of the terms of the modification and the modification will subsequently be processed unilaterally by the Contracting Officer to deobligate excess funds and close this contract/order.

If this contract/order contains option periods, the Contractor is required to submit an invoice within ninety (90) calendar days after expiration of the base period of performance and the expiration of each exercised option period of performance to allow for deobligation of excess funds that were obligated in those respective periods of performance.

(End of clause)

52.209-9000  ORGANIZATIONAL AND CONSULTANT CONFLICTS OF INTEREST (OCCI)
(DEC 2005)

(a)  An offeror shall identify in its proposal, quote, bid or any resulting contract, any potential or actual Organizational and Consultant Conflicts of Interest (OCCI) as described in FAR Subpart 9.5.  This includes actual or potential conflicts of interests of proposed subcontractors.  If an offeror identifies in its proposal, quote, bid or any resulting contract, a potential or actual conflict of interests the offeror shall submit an Organizational and Consultant Conflicts of Interest Plan (OCCIP) to the contracting officer.  The OCCIP shall describe how the offeror addresses potential or actual conflicts of interest and identify how they will avoid, neutralize, or mitigate present or future conflicts of interest.  

(b)  Offerors must consider whether their involvement and participation raises any OCCI issues, especially in the following areas when:  

     (1)  Providing systems engineering and technical direction. 

     (2)  Preparing specifications or work statements and/or objectives.

     (3)  Providing evaluation services. 

     (4)  Obtaining access to proprietary information. 

(c)  If a prime contractor or subcontractor breaches any of the OCCI restrictions, or does not disclose or misrepresents any relevant facts concerning its conflict of interest, the government may take appropriate action, including terminating the contract, in additional to any remedies that may be otherwise permitted by the contract or operation of law. 

(End of clause)

52.212-5     CONTRACT TERMS AND CONDITIONS REQUIRED TO IMPLEMENT STATUTES OR EXECUTIVE ORDERS--COMMERCIAL ITEMS (DEC 2007)  (DEVIATION)

(a) Comptroller General Examination of Record.  The Contractor agrees to comply with the provisions of this paragraph (a) if the contract was awarded using other than sealed bid, is in excess of the simplified acquisition threshold, and does not contain the clause at 52.215-2, Audit and Records-Negotiation.

(1) The Comptroller General of the United States, or an authorized representative of the Comptroller General, shall have access to the right to examine any of the Contractor's directly pertinent records involving transactions related to this contract.

(2) The Contractor shall make available at its offices at all reasonable times, the records, materials, and other evidence for examination, audit, or reproduction, until 3 years after final payment under this contract or for any shorter period specified in FAR Subpart 4.7, Contractor Records Retention, of the other clauses of this contract. If this contract is completely or partially terminated, the records relating to the work terminated shall be made available for 3 years after any resulting final termination settlement. Records relating to appeals under the disputes clause or to litigation or the settlement of claims arising under or relating to this contract shall be made available until such appeals, litigation, or claims are finally resolved.

(3) As used in this clause, records include books, documents, accounting procedures and practices, and other data, regardless of form. This does not require the Contractor to create or maintain any record that the Contractor does not maintain in the ordinary course of business or pursuant to a provision of law.

(b) Notwithstanding the requirements of any other clause in this contract, the Contractor is not required to flow down any FAR clause, other than those in paragraphs (i) through (vii) of this paragraph in a subcontract for commercial items. Unless otherwise indicated below, the extent of the flow down shall be as required by the clause--

(i) 52.219-8, Utilization of Small Business Concerns (MAY 2004) (15 U.S.C. 637(d)(2) and (3)), in all subcontracts that offer further subcontracting opportunities. If the subcontract (except subcontracts to small business concerns) exceeds $500,000 ($1,000,000 for construction of any public facility), the subcontractor must include 52.219-8 in lower tier subcontracts that offer subcontracting opportunities.

(ii) 52.222-26, Equal Opportunity (MAR 2007) (E.O. 11246).

(iii) 52.222-35, Equal Opportunity for Special Disabled Veterans, Veterans of the Vietnam Era, and Other Eligible Veterans (SEP 2006) (38 U.S.C. 4212).

(iv) 52.222-36, Affirmative Action for Workers with Disabilities (Jun 1998) (29 U.S.C. 793).

(v) 52.222-39, Notification of Employee Rights Concerning Payment of Union Dues or Fees (DEC 2004) (E.O. 13201)

(vi) 52.222-41, Service Contract Act of 1965 (Nov 2007) (41 U.S.C. 351, et seq.).

(vii) 52.222-50, Combating Trafficking in Persons (AUG 2007) (22 U.S.C. 7104(g)). Flow down required in accordance with paragraph (f) of FAR clause 52.222-50.

(viii) 52.223-15, Energy Efficiency in Energy-Consuming Products (DEC 2007) (42 U.S.C. 8259b) (Unless exempt pursuant to 23.204, applies to contracts when energy-consuming products listed in the ENERGY STAR Program or Federal Energy Management Program (FEMP) will be--

(A) Delivered;

(B) Acquired by the Contractor for use in performing services at a Federally-controlled facility;

(C) Furnished by the Contractor for use by the Government; or

(D) Specified in the design of a building or work, or incorporated during its construction, renovation, or maintenance.)

(ix) 52.222-51, Exemption from Application of the Service Contract Act to Contracts for Maintenance, Calibration, or Repair of Certain Equipment--Requirements (Nov 2007) (41 U.S.C. 351, et seq.).

(x) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (FEB 2006) (46 U.S.C. Appx 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64.

(xi) 52.222-53, Exemption from Application of the Service Contract Act to Contracts for Certain Services--Requirements (Nov 2007) (41 U.S.C. 351, et seq.).

(xii) 52.247-64, Preference for Privately Owned U.S.-Flag Commercial Vessels (Feb 2006) (46 U.S.C. Appx. 1241(b) and 10 U.S.C. 2631). Flow down required in accordance with paragraph (d) of FAR clause 52.247-64.
(c) While not required, the contractor May include in its subcontracts for commercial items a minimal number of additional clauses necessary to satisfy its contractual obligations.

(End of clause) 

52.215-8      ORDER OF PRECEDENCE--UNIFORM CONTRACT FORMAT (OCT 1997)

Any inconsistency in this solicitation or contract shall be resolved by giving precedence in the following order:

(a) The Schedule (excluding the specifications).

(b) Representations and other instructions.

(c) Contract clauses.

(d) Other documents, exhibits, and attachments.

(e) The specifications. 

(End of clause)

52.216-18      Ordering. (OCT 1995)

(a) Any supplies and services to be furnished under this contract shall be ordered by issuance of delivery orders or task orders by the individuals or activities designated in the Schedule. 

(b) All delivery orders or task orders are subject to the terms and conditions of this contract. In the event of conflict between a delivery order or task order and this contract, the contract shall control.

(c) If mailed, a delivery order or task order is considered "issued" when the Government deposits the order in the mail. Orders may be issued orally, by facsimile, or by electronic commerce methods only if authorized in the Schedule.

(End of clause)

52.216-19      Order Limitations.  (OCT 1995)

(a) Minimum order.  When the Government requires supplies or services covered by this contract in an amount of less than $TBD, the Government is not obligated to purchase, nor is the Contractor obligated to furnish, those supplies or services under the contract.

(b) Maximum order.  The Contractor is not obligated to honor:

(1) Any order for a single item in excess of $TBD;

(2) Any order for a combination of items in excess of $TBD; or

(3) A series of orders from the same ordering office within 60 days that together call for quantities exceeding the limitation in subparagraph (1) or (2) above.

(c) If this is a requirements contract (i.e., includes the Requirements clause at subsection 52.216-21 of the Federal Acquisition Regulation (FAR)), the Government is not required to order a part of any one requirement from the Contractor if that requirement exceeds the maximum-order limitations in paragraph (b) above.

(d) Notwithstanding paragraphs (b) and (c) above, the Contractor shall honor any order exceeding the maximum order limitations in paragraph (b), unless that order (or orders) is returned to the ordering office within 5 days after issuance, with written notice stating the Contractor's intent not to ship the item (or items) called for and the reasons.  Upon receiving this notice, the Government may acquire the supplies or services from another source.

(End of clause)

52.217-5     EVALUATION OF OPTIONS (JUL 1990)

Except when it is determined in accordance with FAR 17.206(b) not to be in the Government's best interests, the Government will evaluate offers for award purposes by adding the total price for all options to the total price for the basic requirement. Evaluation of options will not obligate the Government to exercise the option(s). 

(End of provision)

52.217-8     OPTION TO EXTEND SERVICES (NOV 1999)

The Government may require continued performance of any services within the limits and at the rates specified in the contract.  These rates may be adjusted only as a result of revisions to prevailing labor rates provided by the Secretary of Labor.  The option provision may be exercised more than once, but the total extension of performance hereunder shall not exceed 6 months.  The Contracting Officer may exercise the option by written notice to the Contractor within 30 days.

(End of clause)

52.217-9     OPTION TO EXTEND THE TERM OF THE CONTRACT (MAR 2000)

(a) The Government may extend the term of this contract by written notice to the Contractor within 30 days; provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least 30 days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed 5 ½ years (5 years plus up to 6 months if FAR 52.217-8 is invoked).
(End of clause)

52.232-9000 Wide Area WorkFlow-Receipt and Acceptance (WAWF-RA) 

As prescribed in 232.7004-90, use the following clause:

Wide Area WorkFlow-Receipt and Acceptance (WAWF-RA) (MAR 2006)

(a) As prescribed in DFARS clause 252.232-7003 Electronic Submission of Payment Requests (Jan 2004), Contractors must submit payment requests in electronic form.  Paper copies will no longer be accepted or processed for payment unless the conditions of DFARS clause 252.232-7003(c) apply.  To facilitate this electronic submission, the Defense Information Systems Agency (DISA) has implemented the DoD sanctioned Wide Area WorkFlow-Receipt and Acceptance (WAWF-RA) for contractors to submit electronic payment requests and receiving reports.  The contractor shall submit electronic payment requests and receiving reports via WAWF-RA.  For payment problems related to WAWF-RA, the contractor should contact the Acceptor identified.

(b) Definitions:

Acceptor:  Contracting Officer’s Representative, Task Monitor, or other government acceptance official as identified in the contract/order.  

Local Processing Office (LPO):  Government office responsible for certifying invoices.

Pay Official:  Defense Finance and Accounting Service (DFAS) payment office identified in the contract/order.

SHIP To/Service Acceptor DoDAAC:  Acceptor DoDAAC or DCMA DoDAAC (as specified in the contract/order).

DCAA Auditor DoDAAC:  Used when DCAA invoice approval is required by the contract/order and the field is marked as mandatory in WAWF-RA.  (Click the DCAA Audit Office Locator Link in WAWF-RA and enter zip code of your CAGE code address).

(c) WAWF-RA Contractor Input Information - ** IMPORTANT! **

The contractor shall use the following information in creating electronic payment requests in WAWF-RA:

To create electronic payment requests and receiving reports, go to the following WAWF-RA production website at https://wawf.eb.mil.
Invoice Type in WAWF-RA:

If billing for Materials Only, select “Combo”

If billing for Materials and Service, select “Combo”

If billing for Services Only, select “2-n-1 (Services Only)”

If billing for Cost Type/Reimbursable Contracts, select “Cost Voucher”

(**Cost Vouchers are only used when contracts/orders require invoices be sent to DCAA for approval.**)

Acceptor:
(Contracting Officer/Specialist must insert the following information)

Ship To/Service Acceptor DoDAAC:  HQ1001

Name: TBA
Phone Number:

E-Mail:

Pay Official: DFAS Columbus
Pay DoDAAC:  HQ0131 

For payment processing questions, contact the respective DFAS office as specified in the contract/order:

Columbus Center -- 1-800-756-4571

Indianapolis Center – 1-888-332-7366

Pensacola – 1-800-328-9371

E-Mail Notifications:
To facilitate payment processing, the contractor shall send an additional e-mail notification to the Acceptor by clicking on the “Send More Email Notifications” link after submitting a document in WAWF.

(d) Points of Contact:
Reference clause 52.204-9000, Points of Contact, for Contracting Officer, Contract Specialist, Customer/COR/TM and Contractor Points of Contact information.

(e) Information:
Additional DISA WAWF guidance and information for both contractor and government personnel is available at http://www.ditco.disa.mil/hq/WAWF/.

(end of clause)

52.244-2      SUBCONTRACTS (JUN 2007)

(a) Definitions. As used in this clause--

Approved purchasing system means a Contractor's purchasing system that has been reviewed and approved in accordance with Part 44 of the Federal Acquisition Regulation (FAR).

Consent to subcontract means the Contracting Officer's written consent for the Contractor to enter into a particular subcontract.

Subcontract means any contract, as defined in FAR Subpart 2.1, entered into by a subcontractor to furnish supplies or services for performance of the prime contract or a subcontract. It includes, but is not limited to, purchase orders, and changes and modifications to purchase orders.

purchase orders. 

(b) When this clause is included in a fixed-price type contract, consent to subcontract is required only on unpriced contract actions (including unpriced modifications or unpriced delivery orders), and only if required in accordance with paragraph (c) or (d) of this clause. 

(c) If the Contractor does not have an approved purchasing system, consent to subcontract is required for any subcontract that— 

(1) Is of the cost-reimbursement, time-and-materials, or labor-hour type; or 

(2) Is fixed-price and exceeds— 

(i) For a contract awarded by the Department of Defense, the Coast Guard, or the National Aeronautics and Space Administration, the greater of the simplified acquisition threshold or 5 percent of the total estimated cost of the contract; or 

(ii) For a contract awarded by a civilian agency other than the Coast Guard and the National Aeronautics and Space Administration, either the simplified acquisition threshold or 5 percent of the total estimated cost of the contract. 

(d) If the Contractor has an approved purchasing system, the Contractor nevertheless shall obtain the Contracting Officer’s written consent before placing the following subcontracts: 

     
(e)(1) The Contractor shall notify the Contracting Officer reasonably in advance of placing any subcontract or modification thereof for which consent is required under paragraph (b), (c), or (d) of this clause, including the following information: 

(i) A description of the supplies or services to be subcontracted. 

(ii) Identification of the type of subcontract to be used. 

(iii) Identification of the proposed subcontractor. 

(iv) The proposed subcontract price. 

(v) The subcontractor’s current, complete, and accurate cost or pricing data and Certificate of Current Cost or Pricing Data, if required by other contract provisions. 

(vi) The subcontractor’s Disclosure Statement or Certificate relating to Cost Accounting Standards when such data are required by other provisions of this contract. 

(vii) A negotiation memorandum reflecting— 

(A) The principal elements of the subcontract price negotiations; 

(B) The most significant considerations controlling establishment of initial or revised prices; 

(C) The reason cost or pricing data were or were not required; 

(D) The extent, if any, to which the Contractor did not rely on the subcontractor’s cost or pricing data in determining 
the price objective and in negotiating the final price; 

(E) The extent to which it was recognized in the negotiation that the subcontractor’s cost or pricing data were not accurate, complete, or current; the action taken by the Contractor and the subcontractor; and the effect of any such defective data on the total price negotiated; 

(F) The reasons for any significant difference between the Contractor’s price objective and the price negotiated; and 

(G) A complete explanation of the incentive fee or profit plan when incentives are used. The explanation shall identify each critical performance element, management decisions used to quantify each incentive element, reasons for the incentives, and a summary of all trade-off possibilities considered. 

(2) The Contractor is not required to notify the Contracting Officer in advance of entering into any subcontract for which consent is not required under paragraph (c), (d), or (e) of this clause. 

(f) Unless the consent or approval specifically provides otherwise, neither consent by the Contracting Officer to any subcontract nor approval of the Contractor’s purchasing system shall constitute a determination— 

(1) Of the acceptability of any subcontract terms or conditions; 

(2) Of the allowability of any cost under this contract; or 

(3) To relieve the Contractor of any responsibility for performing this contract. 

(g) No subcontract or modification thereof placed under this contract shall provide for payment on a cost-plus-a-percentage-of-cost basis, and any fee payable under cost-reimbursement type subcontracts shall not exceed the fee limitations in FAR 15.404-4(c)(4)(i). 

(h) The Contractor shall give the Contracting Officer immediate written notice of any action or suit filed and prompt notice of any claim made against the Contractor by any subcontractor or vendor that, in the opinion of the Contractor, may result in litigation related in any way to this contract, with respect to which the Contractor may be entitled to reimbursement from the Government. 

(i) The Government reserves the right to review the Contractor’s purchasing system as set forth in FAR Subpart 44.3. 

(j) Paragraphs (c) and (e) of this clause do not apply to the following subcontracts, which were evaluated during negotiations: 

 ____________________

_____________________    

(End of clause)

52.247-1     COMMERCIAL BILL OF LADING NOTATIONS (FEB 2006)

When the Contracting Officer authorizes supplies to be shipped on a commercial bill of lading and the Contractor will be reimbursed these transportation costs as direct allowable costs, the Contractor shall ensure before shipment is made that the commercial shipping documents are annotated with either of the following notations, as appropriate:

(a) If the Government is shown as the consignor or the consignee, the annotation shall be:

"Transportation is for the       and the actual total transportation charges paid to the carrier(s) by the consignor or consignee are assignable to, and shall be reimbursed by, the Government."

(b) If the Government is not shown as the consignor or the consignee, the annotation shall be:

"Transportation is for the       and the actual total transportation charges paid to the carrier(s) by the consignor or consignee shall be reimbursed by the Government, pursuant to cost-reimbursement contract no.      .  This may be confirmed by contacting      ."

(End of clause)

52.252-2      CLAUSES INCORPORATED BY REFERENCE (FEB 1998) 

This contract incorporates one or more clauses by reference, with the same force and effect as if they were given in full text. Upon request, the Contracting Officer will make their full text available. Also, the full text of a clause may be accessed electronically at this/these address(es):

www.arnet.gov/far

(End of clause)

252.212-7001     CONTRACT TERMS AND CONDITIONS REQUIRED TO IMPLEMENT STATUTES OR EXECUTIVE ORDERS APPLICABLE TO DEFENSE ACQUISITIONS OF COMMERCIAL ITEMS (APR2007) (DEVIATION)

(a) In addition to the clauses listed in paragraph (b) of the Contract Terms and Conditions Required to Implement Statutes or Executive Orders--Commercial Items clause of this contract (FAR 52.212-5 (MAR 2007) (DEVIATION), the Contractor shall include the terms of the following clause, if applicable, in subcontracts for commercial items or commercial components, awarded at any tier under this contract:

	252.225-7014
	Preference for Domestic Specialty Metals, Alternate I (APR 2003) (10 U.S.C. 2533a).

	252.237-7019
	Training for Contractor Personnel Interacting with Detainees (SEP 2006) (Section 1092 of Pub. L. 108-375).

	252.247-7023
	Transportation of Supplies by Sea (MAY 2002) (10 U.S.C. 2631)

	252.247-7024
	Notification of Transportation of Supplies by Sea (MAR 2000) (10 U.S.C. 2631)


(End of clause)

252.219-7009     SECTION 8(A) DIRECT AWARD (SEP 2007)

(a) This contract is issued as a direct award between the contracting office and the 8(a) Contractor pursuant to the Partnership Agreement between the Small Business Administration (SBA) and the Department of Defense. Accordingly, the SBA, even if not identified in Section A of this contract, is the prime contractor and retains responsibility for 8(a) certification, for 8(a) eligibility determinations and related issues, and for providing counseling and assistance to the 8(a) Contractor under the 8(a) Program. The cognizant SBA district office is:

 (To be completed by the Contracting Officer at the time of award)    
(b) The contracting office is responsible for administering the contract and for taking any action on behalf of the Government under the terms and conditions of the contract; provided that the contracting office shall give advance notice to the SBA before it issues a final notice terminating performance, either in whole or in part, under the contract. The contracting office also shall coordinate with the SBA prior to processing any novation agreement. The contracting office may assign contract administration functions to a contract administration office.

(c) The Contractor agrees that--

(1) It will notify the Contracting Officer, simultaneous with its notification to the SBA (as required by SBA's 8(a) regulations at 13 CFR 124.308), when the owner or owners upon whom 8(a) eligibility is based plan to relinquish ownership or control of the concern. Consistent with Section 407 of Pub. L. 100-656, transfer of ownership or control shall result in termination of the contract for convenience, unless the SBA waives the requirement for termination prior to the actual relinquishing of ownership and control; and

(2) It will not subcontract the performance of any of the requirements of this contract without the prior written approval of the SBA and the Contracting Officer.

(End of Clause)

252.219-7010     ALTERNATE A (JUN 1998)

(a) Offers are solicited only from small business concerns expressly certified by the Small Business Administration (SBA) for participation in the SBA's 8(a) Program and which meet the following criteria at the time of submission of offer-- 

(1) The Offeror is in conformance with the 8(a) limitation set forth in its approved business plan; and 

(2) The Offeror is in conformance with the Business Activity Targets set forth in its approved business plan or any remedial action directed by the SBA. 

(b) By submission of its offer, the Offeror represents that it meets all of the criteria set forth in paragraph (a) of this clause. 

(c) Any award resulting from this solicitation will be made directly by the Contracting Officer to the successful 8(a) offeror selected through the evaluation criteria set forth in this solicitation. 

(d)(1) Agreement. A small business concern submitting an offer in its own name agrees to furnish, in performing the contract, only end items manufactured or produced by small business concerns in the United States. The term "United States" includes its territories and possessions, the Commonwealth of Puerto Rico, the trust territory of the Pacific Islands, and the District of Columbia. If this procurement is processed under simplified acquisition procedures and the total amount of this contract does not exceed $25,000, a small business concern may furnish the product of any domestic firm. This subparagraph does not apply in connection with construction or service contracts. 

(2) The  [insert name of SBA's contractor]      will notify the Defense Information Systems Agency.  Contracting Officer in writing immediately upon entering an agreement (either oral or written) to transfer all or part of its stock or other ownership interest to any other party. 

(End of clause)

Section J - List of Documents, Exhibits and Other Attachments

LIST OF ATTACHMENTS
J.1
Technical Architecture

J.2
Hardware Inventory

J.3
Software Inventory

J.4
Sample Facility Diagrams

J.5
DISC Functions and Mission Statements

J.6
DISC Organizational Chart

J.7
Services and Workload Statistics

J.8
SMF Responsibilities

J.9
Change Notice Process and Enterprise Management Database
J.10
Requirements Processing

J.11
Software Requirements Processing

J.12
Draft Project Review SOP

J.13
Planned Enterprise IT Management Solution
J.14
PC Lifecycle Replacement

J.15
Draft Field Site (Field Office) Administration SOP

J.16
Contract Data Requirements List (CDRL)
J.17
DD Form 254 – Department of Defense Contract Security Classification Specification

J.18
Draft Award Fee Plan

J.19
Award Fee Evaluation Factors Template

J.20
Performance Work Statement (PWS) Template

J.21
Operating Level Agreement (OLA) Template

J.22
Service Level Agreement (SLA) Template

J.23(a)
Master Quality Assurance Plan (QAP) Template

J.23(b)
Quality Assurance Plan (QAP) for SLAs Template

J.24
Previous Contracting Efforts

J.25
Past Performance Questionnaire
Section K - Representations, Certifications and Other Statements of Offerors 

CLAUSES INCORPORATED BY FULL TEXT

52.203-2     CERTIFICATE OF INDEPENDENT PRICE DETERMINATION (APR 1985)

(a) The offeror certifies that --

(1) The prices in this offer have been arrived at independently, without, for the purpose of restricting competition, any consultation, communication, or agreement with any other offeror or competitor relating to –

(i) Those prices, 

(ii) The intention to submit an offer, or 

(iii) The methods of factors used to calculate the prices offered:

(2) The prices in this offer have not been and will not be knowingly disclosed by the offeror, directly or indirectly, to any other offeror or competitor before bid opening (in the case of a sealed bid solicitation) or contract award (in the case of a negotiated solicitation) unless otherwise required by law; and

(3) No attempt has been made or will be made by the offeror to induce any other concern to submit or not to submit an offer for the purpose of restricting competition.

(b) Each signature on the offer is considered to be a certification by the signatory that the signatory --

(1) Is the person in the offeror's organization responsible for determining the prices offered in this bid or proposal, and that the signatory has not participated and will not participate in any action contrary to subparagraphs (a)(1) through (a)(3) of this provision; or

(2) (i) Has been authorized, in writing, to act as agent for the following principals in certifying that those principals have not participated, and will not participate in any action contrary to subparagraphs (a)(1) through (a)(3) of this provison   ______________________________________________________ (insert full name of person(s) in the offeror's organization responsible for determining the prices offered in this bid or proposal, and the title of his or her position in the offeror's organization);

(ii) As an authorized agent, does certify that the principals named in subdivision (b)(2)(i) above have not participated, and will not participate, in any action contrary to subparagraphs (a)(1) through (a)(3) above; and

(iii) As an agent, has not personally participated, and will not participate, in any action contrary to subparagraphs (a)(1) through (a)(3) of this provision.

(c) If the offeror deletes or modifies subparagraph (a)(2) of this provision, the offeror must furnish with its offer a signed statement setting forth in detail the circumstances of the disclosure.

(End of clause)

52.203-11     CERTIFICATION AND DISCLOSURE REGARDING PAYMENTS TO INFLUENCE CERTAIN FEDERAL TRANSACTIONS (SEP 2007)

(a) Definitions. As used in this provision--``Lobbying contact'' has the meaning provided at 2 U.S.C. 1602(8). The terms ``agency,'' ``influencing or attempting to influence,'' ``officer or employee of an agency,'' ``person,'' ``reasonable compensation,'' and ``regularly employed'' are defined in the FAR clause of this solicitation entitled ``Limitation on Payments to Influence Certain Federal Transactions'' (52.203-12).

(b) Prohibition. The prohibition and exceptions contained in the FAR clause of this solicitation entitled ``Limitation on Payments to Influence Certain Federal Transactions'' (52.203-12) are hereby incorporated by reference in this provision.

(c) Certification. The offeror, by signing its offer, hereby certifies to the best of its knowledge and belief that no Federal appropriated funds have been paid or will be paid to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress on its behalf in connection with the awarding of this contract.

(d) Disclosure. If any registrants under the Lobbying Disclosure Act of 1995 have made a lobbying contact on behalf of the offeror with respect to this contract, the offeror shall complete and submit, with its offer, OMB Standard Form LLL, Disclosure of Lobbying Activities, to provide the name of the registrants. The offeror need not report regularly employed officers or employees of the offeror to whom payments of reasonable compensation were made.

(e) Penalty. Submission of this certification and disclosure is a prerequisite for making or entering into this contract imposed by 31 U.S.C. 1352. Any person who makes an expenditure prohibited under this provision or who fails to file or amend the disclosure required to be filed or amended by this provision, shall be subject to a civil penalty of not less than $10,000, and not more than $100,000, for each such failure.

(End of provision)

52.209-5     CERTIFICATION REGARDING DEBARMENT, SUSPENSION, PROPOSED DEBARMENT, AND OTHER RESPONSIBILITY MATTERS (DEC 2001)

(a)(1) The Offeror certifies, to the best of its knowledge and belief, that- 

(i) The Offeror and/or any of its Principals- 

(A) Are (  ) are not (  ) presently debarred, suspended, proposed for debarment, or declared ineligible for the award of contracts by any Federal agency; 

(B) Have (  ) have not (  ), within a three-year period preceding this offer, been convicted of or had a civil judgment rendered against them for: commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a public (Federal, state, or local) contract or subcontract; violation of Federal or state antitrust statutes relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, or receiving stolen property; and 

(C) Are (  ) are not (  ) presently indicted for, or otherwise criminally or civilly charged by a governmental entity with, commission of any of the offenses enumerated in paragraph (a)(1)(i)(B) of this provision. 

(ii) The Offeror has (  ) has not (  ), within a three-year period preceding this offer, had one or more contracts terminated for default by any Federal agency. 

(2) "Principals," for the purposes of this certification, means officers; directors; owners; partners; and, persons having primary management or supervisory responsibilities within a business entity (e.g., general manager; plant manager; head of a subsidiary, division, or business segment, and similar positions). 

This Certification Concerns a Matter Within the Jurisdiction of an Agency of the United States and the Making of a False, Fictitious, or Fraudulent Certification May Render the Maker Subject to Prosecution Under Section 1001, Title 18, United States Code. 

(b) The Offeror shall provide immediate written notice to the Contracting Officer if, at any time prior to contract award, the Offeror learns that its certification was erroneous when submitted or has become erroneous by reason of changed circumstances. 

(c) A certification that any of the items in paragraph (a) of this provision exists will not necessarily result in withholding of an award under this solicitation. However, the certification will be considered in connection with a determination of the Offeror's responsibility. Failure of the Offeror to furnish a certification or provide such additional information as requested by the Contracting Officer may render the Offeror nonresponsible. 

(d) Nothing contained in the foregoing shall be construed to require establishment of a system of records in order to render, in good faith, the certification required by paragraph (a) of this provision. The knowledge and information of an Offeror is not required to exceed that which is normally possessed by a prudent person in the ordinary course of business dealings. 

(e) The certification in paragraph (a) of this provision is a material representation of fact upon which reliance was placed when making award. If it is later determined that the Offeror knowingly rendered an erroneous certification, in addition to other remedies available to the Government, the Contracting Officer may terminate the contract resulting from this solicitation for default. 

(End of provision)

52.219-1      SMALL BUSINESS PROGRAM REPRESENTATIONS (MAY 2004) - ALTERNATE I (APR 2002)

(a)(1) The North American Industry Classification System (NAICS) code for this acquisition is 541513. 

(2) The small business size standard is $23M. 

(3) The small business size standard for a concern which submits an offer in its own name, other than on a construction or service contract, but which proposes to furnish a product which it did not itself manufacture, is 500 employees. 

(b) Representations. (1) The offeror represents as part of its offer that it (  ) is, (  ) is not a small business concern. 

(2) (Complete only if the offeror represented itself as a small business concern in paragraph (b)(1) of this provision.) The offeror represents, for general statistical purposes, that it (  ) is, (  ) is not a small disadvantaged business concern as defined in 13 CFR 124.1002. 

(3) (Complete only if the offeror represented itself as a small business concern in paragraph (b)(1) of this provision.) The offeror represents as part of its offer that it (  ) is, (  ) is not a women-owned small business concern. 

(4) (Complete only if the offeror represented itself as a small business concern in paragraph (b)(1) of this provision.) The offeror represents as part of its offer that it (  ) is, (  ) is not a veteran-owned small business concern.

(5) (Complete only if the offeror represented itself as a veteran-owned small business concern in paragraph (b)(4) of this provision.) The offeror represents as part of its offer that it (  ) is, (  ) is not a service-disabled veteran-owned small business concern.

(6) [Complete only if the offeror represented itself as a small business concern in paragraph (b)(1) of this provision.] The offeror represents, as part of its offer, that--

(i) It (  ) is, (  ) is not a HUBZone small business concern listed, on the date of this representation, on the List of Qualified HUBZone Small Business Concerns maintained by the Small Business Administration, and no material change in ownership and control, principal office, or HUBZone employee percentage has occurred since it was certified by the Small Business Administration in accordance with 13 CFR part 126; and

(ii) It (  ) is, (  ) is not a joint venture that complies with the requirements of 13 CFR part 126, and the representation in paragraph (b)(6)(i) of this provision is accurate for the HUBZone small business concern or concerns that are participating in the joint venture. (The offeror shall enter the name or names of the HUBZone small business concern or concerns that are participating in the joint venture:____________.) Each HUBZone small business concern participating in the joint venture shall submit a separate signed copy of the HUBZone representation.

(7) (Complete if offeror represented itself as disadvantaged in paragraph (b)(2) of this provision.) The offeror shall check the category in which its ownership falls:  

____ Black American.

____ Hispanic American.

____ Native American (American Indians, Eskimos, Aleuts, or Native Hawaiians).

____ Asian-Pacific American (persons with origins from Burma, Thailand, Malaysia, Indonesia, Singapore, Brunei, Japan, China, Taiwan, Laos, Cambodia (Kampuchea), Vietnam, Korea, The Philippines, U.S. Trust Territory of the Pacific Islands (Republic of Palau), Republic of the Marshall Islands, Federated States of Micronesia, the Commonwealth of the Northern Mariana Islands, Guam, Samoa, Macao, Hong Kong, Fiji, Tonga, Kiribati, Tuvalu, or Nauru).

____ Subcontinent Asian (Asian-Indian) American (persons with origins from India, Pakistan, Bangladesh, Sri Lanka, Bhutan, the Maldives Islands, or Nepal).

____ Individual/concern, other than one of the preceding.

(c) Definitions.  As used in this provision--

Service-disabled veteran-owned small business concern--

(1) Means a small business concern--

(i) Not less than 51 percent of which is owned by one or more service-disabled veterans or, in the case of any publicly owned business, not less than 51 percent of the stock of which is owned by one or more service-disabled veterans; and

(ii) The management and daily business operations of which are controlled by one or more service-disabled veterans or, in the case of a service-disabled veteran with permanent and severe disability, the spouse or permanent caregiver of such veteran.

(2) Service-disabled veteran means a veteran, as defined in 38 U.S.C. 101(2), with a disability that is service-connected, as defined in 38 U.S.C. 101(16).

"Small business concern," means a concern, including its affiliates, that is independently owned and operated, not dominant in the field of operation in which it is bidding on Government contracts, and qualified as a small business under the criteria in 13 CFR Part 121 and the size standard in paragraph (a) of this provision.

Veteran-owned small business concern means a small business concern--

(1) Not less than 51 percent of which is owned by one or more veterans (as defined at 38 U.S.C. 101(2)) or, in the case of any publicly owned business, not less than 51 percent of the stock of which is owned by one or more veterans; and

(2) The management and daily business operations of which are controlled by one or more veterans.

"Women-owned small business concern," means a small business concern --

(1) That is at least 51 percent owned by one or more women or, in the case of any publicly owned business, at least 51 percent of the stock of which is owned by one or more women; or

(2) Whose management and daily business operations are controlled by one or more women.

(d) Notice. 

(1) If this solicitation is for supplies and has been set aside, in whole or in part, for small business concerns, then the clause in this solicitation providing notice of the set-aside contains restrictions on the source of the end items to be furnished. 

(2) Under 15 U.S.C. 645(d), any person who misrepresents a firm's status as a small, HUBZone small,  small disadvantaged, or women-owned small business concern in order to obtain a contract to be awarded under the preference programs established pursuant to section 8(a), 8(d), 9, or 15 of the Small Business Act or any other provision of Federal law that specifically references section 8(d) for a definition of program eligibility, shall--

(i) Be punished by imposition of fine, imprisonment, or both; 

(ii) Be subject to administrative remedies, including suspension and debarment; and 

(iii) Be ineligible for participation in programs conducted under the authority of the Act. 

(End of provision) 

52.222-22      PREVIOUS CONTRACTS AND COMPLIANCE REPORTS (FEB 1999)

The offeror represents that --

(a) (  ) It has, (  ) has not participated in a previous contract or subcontract subject to the Equal Opportunity clause of this solicitation;

(b) (  ) It has, (  ) has not, filed all required compliance reports; and

(c) Representations indicating submission of required compliance reports, signed by proposed subcontractors, will be obtained before subcontract awards.

(End of provision)

52.222-25     AFFIRMATIVE ACTION COMPLIANCE (APR 1984)

The offeror represents that 

(a) [  ] it has developed and has on file, [  ] has not developed and does not have on file, at each establishment, affirmative action programs required by the rules and regulations of the Secretary of Labor (41 CFR 60-1 and 60-2), or 

(b) [  ] has not previously had contracts subject to the written affirmative action programs requirement of the rules and regulations of the Secretary of Labor.

(End of provision)
52.223-13      CERTIFICATION OF TOXIC CHEMICAL RELEASE REPORTING (AUG 2003) 

(a) Executive Order 13148, of April 21, 2000, Greening the Government through Leadership in Environmental Management, requires submission of this certification as a prerequisite for contract award.

(b) By signing this offer, the offeror certifies that-- 

(1) As the owner or operator of facilities that will be used in the performance of this contract that are subject to the filing and reporting requirements described in section 313 of the Emergency Planning and Community Right-to-Know Act of 1986 (EPCRA) (42 U.S.C. 11023) and section 6607 of the Pollution Prevention Act of 1990 (PPA) (42 U.S.C. 13106), the offeror will file and continue to file for such facilities for the life of the contract the Toxic Chemical Release Inventory Form (Form R) as described in sections 313(a) and (g) of EPCRA and section 6607 of PPA; or 

(2) None of its owned or operated facilities to be used in the performance of this contract is subject to the Form R filing and reporting requirements because each such facility is exempt for at least one of the following reasons: (Check each block that is applicable.) 

(  ) (i) The facility does not manufacture, process, or otherwise use any toxic chemicals listed in 40 CFR 372.65;

(  ) (ii) The facility does not have 10 or more full-time employees as specified in section 313.(b)(1)(A) of EPCRA 42 U.S.C. 11023(b)(1)(A); 

(  ) (iii) The facility does not meet the reporting thresholds of toxic chemicals established under section 313(f) of EPCRA, 42 U.S.C. 11023(f) (including the alternate thresholds at 40 CFR 372.27, provided an appropriate certification form has been filed with EPA); 

(  ) (iv) The facility does not fall within the following Standard Industrial Classification (SIC) codes or their 

corresponding North American Industry Classification System sectors:

(A) Major group code 10 (except 1011, 1081, and 1094.

(B) Major group code 12 (except 1241).

(C) Major group codes 20 through 39.

(D) Industry code 4911, 4931, or 4939 (limited to facilities that combust coal and/or oil for the purpose of generating power for distribution in commerce).

(E) Industry code 4953 (limited to facilities regulated under the Resource Conservation and Recovery Act, Subtitle C (42 U.S.C. 6921, et seq.), 5169, 5171, or 7389 (limited to facilities primarily engaged in solvent recovery services on a contract or fee basis); or

(  ) (v) The facility is not located within the United States or its outlying areas. 

(End of clause)

52.227-6      ROYALTY INFORMATION (APR 1984)

(a) Cost or charges for royalties. When the response to this solicitation contains costs or charges for royalties totaling more than $250, the following information shall be included in the response relating to each separate item of royalty or license fee:

(1) Name and address of licensor.

(2) Date of license agreement.

(3) Patent numbers, patent application serial numbers, or other basis on which the royalty is payable.

(4) Brief description, including any part or model numbers of each contract item or component on which the royalty is payable.

(5) Percentage or dollar rate of royalty per unit.

(6) Unit price of contract item.

(7) Number of units.

(8) Total dollar amount of royalties.

(1)  Copies of current licenses.  In addition, if specifically requested by the Contracting Officer before execution of the contract, the offeror shall furnish a copy of the current license agreement and an identification of applicable claims of specific patents.

(End of provision)

252.209-7001    DISCLOSURE OF OWNERSHIP OR CONTROL BY THE GOVERNMENT OF A  TERRORIST COUNTRY (OCT 2006)

(a) "Definitions."

As used in this provision --

(a) "Government of a terrorist country" includes the state and the government of a terrorist country, as well as any political subdivision, agency, or instrumentality thereof.

(2) "Terrorist country" means a country determined by the Secretary of State, under section 6(j)(1)(A) of the Export Administration Act of 1979 (50 U.S.C. App. 2405(j)(i)(A)), to be a country the government of which has repeatedly provided support for such acts of international terrorism. As of the date of this provision, terrorist countries subject to this provision include: Cuba, Iran, North Korea, Sudan, and Syria.

(3) "Significant interest" means --

(i) Ownership of or beneficial interest in 5 percent or more of the firm's or subsidiary's securities.  Beneficial interest includes holding 5 percent or more of any class of the firm's securities in "nominee shares," "street names," or some other method of holding securities that does not disclose the beneficial owner;

(ii) Holding a management position in the firm, such as a director or officer;

(iii) Ability to control or influence the election, appointment, or tenure of directors or officers in the firm;

(iv) Ownership of 10 percent or more of the assets of a firm such as equipment, buildings, real estate, or other tangible assets of the firm; or

(v) Holding 50 percent or more of the indebtness of a firm.

(b) "Prohibition on award."

In accordance with 10 U.S.C. 2327, no contract may be awarded to a firm or a subsidiary of a firm if the government of a terrorist country has a significant interest in the firm or subsidiary or, in the case of a subsidiary, the firm that owns the subsidiary, unless a waiver is granted by the Secretary of Defense.

(c) "Disclosure."

If the government of a terrorist country has a significant interest in the Offeror or a subsidiary of the Offeror, the Offeror shall disclosure such interest in an attachment to its offer.  If the Offeror is a subsidiary, it shall also disclose any significant interest the government of a terrorist country has in any firm that owns or controls the subsidiary.  The disclosure shall include --

(1) Identification of each government holding a significant interest; and

(2) A description of the significant interest held by each government.
(End of provision)

252.225-7006    QUARTERLY REPORTING OF ACTUAL CONTRACT PERFORMANCE OUTSIDE THE UNITED STATES (MAY 2007)

(a) Definition. United States, as used in this clause, means the 50 States, the District of Columbia, and outlying areas.

(b) Reporting requirement. Except as provided in paragraph (c) of this clause, within 10 days after the end of each quarter of the Government's fiscal year, the Contractor shall report any subcontract, purchase, or intracompany transfer that--

(1) Will be or has been performed outside the United States;

(2) Exceeds the simplified acquisition threshold in Part 2 of the Federal Acquisition Regulation; and

(3) Has not been identified in a report for a previous quarter.

(c) Exception. Reporting under this clause is not required if--

(1) A foreign place of performance is the principal place of performance of the contract; and

(2) The Contractor specified the foreign place of performance in its offer.

(d) Submission of reports. The Contractor shall submit the reports required by this clause to: Deputy Director of Defense Procurement and Acquisition Policy (Contract Policy and International Contracting), OUSD(AT&L)DPAP(CPIC), Washington, DC 20301-3060.

(e) Report format. The Contractor--

(1) Shall submit reports using--

(i) DD Form 2139, Report of Contract Performance Outside the United States; or

(ii) A computer-generated report that contains all information required by DD Form 2139; and

(2) May obtain copies of DD Form 2139 from the Contracting Officer or via the Internet at http://www.dtic.mil/whs/directives/infomgt/forms/formsprogram.htm.

(f) Subcontracts. The Contractor--

(1) Shall include the substance of this clause in all first-tier subcontracts exceeding $550,000, except those for commercial items, construction, ores, natural gases, utilities, petroleum products and crudes, timber (logs), or subsistence;

(2) Shall provide the number of this contract to its subcontractors required to submit reports under this clause; and

(3) Shall require the subcontractor, with respect to performance of its subcontract, to comply with the requirements directed to the Contractor in paragraphs (b) through (e) of this clause.

(End of clause)

252.227-7028     TECHNICAL DATA OR COMPUTER SOFTWARE PREVIOUSLY DELIVERED TO THE GOVERNMENT (JUN 1995)

The Offeror shall attach to its offer an identification of all documents or other media incorporating technical data or computer software it intends to deliver under this contract with other than unlimited rights that are identical or substantially similar to documents or other media that the Offeror has produced for, delivered to, or is obligated to deliver to the Government under any contract or subcontract. The attachment shall identify--

(a) The contract number under which the data or software were produced;

(b) The contract number under which, and the name and address of the organization to whom, the data or software were most recently delivered or will be delivered; and

(c) Any limitations on the Government's rights to use or disclose the data or software, including, when applicable, identification of the earliest date the limitations expire.

(End of clause)
252.247-7022     REPRESENTATION OF EXTENT OF TRANSPORTATION BY SEA (AUG 1992)

(a) The Offeror shall indicate by checking the appropriate blank in paragraph (b) of this provision whether transportation of supplies by sea is anticipated under the resultant contract. The term supplies is defined in the Transportation of Supplies by Sea clause of this solicitation.

(b) Representation. The Offeror represents that it:

____ (1) Does anticipate that supplies will be transported by sea in the performance of any contract or subcontract resulting from this solicitation. 

____ (2) Does not anticipate that supplies will be transported by sea in the performance of any contract or subcontract resulting from this solicitation.

(c) Any contract resulting from this solicitation will include the Transportation of Supplies by Sea clause. If the Offeror represents that it will not use ocean transportation, the resulting contract will also include the Defense FAR Supplement clause at 252.247-7024, Notification of Transportation of Supplies by Sea.

(End of provision)

Section L - Instructions, Conditions and Notices to Bidders

INSTRUCTIONS TO OFFERORS
L.1
PROPOSAL CONTENT AND FORMAT

Since evaluation of offers will be made in accordance with the criteria outlined in Section M using the three non-price factors of Technical Approach, Management Approach, and Past Performance, a cross reference matrix will be used to map the relationship between the SOO objectives, the Section L and Section M elements, and the Proposal and PWS narratives.

This matrix is provided to assist the Offerors in addressing all of the objectives set forth in the SOO and the guidance set forth in Section L.  Offerors are required to complete the last two columns of this matrix to help the evaluation team locate where the Offeror has addressed the SOO objectives in their proposal documentation.  

Note that the fact that an area of the proposal required by Section L of the RFP and to be evaluated in accordance with Section M is not addressed in this matrix has no effect on the importance of that information or the order of importance of the evaluation criteria.  Likewise, all SOO objectives should be addressed in the Proposal and PWS even if they are not directly or fully addressed in Sections L and M.  (See Subfactor 1, Performance and Quality Management, Element 4, Performance Work Statement.)

Offerors must meet or exceed all mandatory RFP requirements to be eligible for award, and they are required to complete this matrix to document where their proposals address these requirements.  This cross reference matrix does not count against maximum page limits specified in section L.6.2.2.  Offerors may expand the cell sizes to allow all reference information to fit.
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L.1.0 VOLUME I – FACTOR 1, TECHNICAL APPROACH

L.1.1
General

The purpose of the Technical Approach Volume is to provide the Government the ability to evaluate the technical approach of the Offeror to perform the CORENet objectives.  The Technical Approach proposal shall consist of the following sections:

· Executive Summary

· Sub-Factor 1: Solution Engineering

· Sub-Factor 2: Solution Deployment

· Sub-Factor 3: Information Assurance Support

· Sub-Factor 4: Customer Care

· Sub-Factor 5: Network Monitoring

The Offeror’s Technical Approach proposal shall be specific and complete.  Legibility, clarity and coherence are very important.  The Offeror’s Technical Approach proposal should provide as specifically as possible the actual methodologies that will be used and how a successful partnership with the Government will be established in accomplishing/satisfying the CORENet objectives.  The Offeror shall submit proposals in accordance with the objectives specified in the solicitation.  Objectives are not mandatory; however, proposals will be evaluated based on the Offeror’s ability to meet the solicitation objectives. Through proposal submission, the Offeror represents that it will fulfill the objectives specified in the solicitation; therefore, it is not necessary or desirable for an Offeror to state this in the proposal.  Do not merely reiterate the objectives specified in the solicitation.  The Technical Approach Volume will be used to evaluate the Technical Approach and Proposal Risk of the Offeror’s proposal and will be evaluated against the Technical Approach subfactors as specified in Section M, Evaluation Factors for Award, of this RFP. 

L.1.2
Executive Summary

The purpose of this section is to provide the Government evaluators with a clear and concise introduction to the content and structure of the Technical Approach proposal.  The Executive Summary should include a table of contents and address the Section M evaluation factors/subfactors.  The format of this section is at the discretion of the Offeror, but shall specifically indicate where material may be found for each major element of the subfactor evaluation criteria as defined in Section M of this RFP.  Any summary material presented here shall not be considered as meeting the requirements for any portions of other volumes of the proposal.  

The Offeror shall define and describe the technical approach that will support the CORENet IT infrastructure.   The Offeror’s technical approach should provide an adequate description of capability tailored to the CORENet IT objectives.  This should include, as a minimum, the processes, procedures, and related technical experience in systems and solution evaluation, engineering, testing, integration and deployment, configuration management, monitoring and problem resolution, and end user support.  The Offeror shall describe its approach to sustain IT services, propose acceptable performance thresholds, and describe its systems engineering analysis and planning process. 

L.1.3
Solution Engineering

The Offeror shall define and describe the technical approach to engineer, test and validate solutions with excellence in order to deliver services that the business trusts and meet the Government’s goals to improve availability and quality of service to CORENet users worldwide – both during and after duty hours.

The proposal shall demonstrate to the Government the Offeror’s ability to develop and carry out a design and test process that can provide adequate and affordable solutions that will be properly tested, documented and delivered within schedule to ensure minimal risk of deployment difficulties.   The proposal shall also describe how the contractor will engineer solutions when regulatory (e.g., DoD Information Assurance (IA) mandates) or other factors impose aggressive time constraints that are outside the control of the project team. 

L.1.4
Solution Deployment

The proposal shall demonstrate to the Government the Offeror's ability to deploy solutions to users with as little disruption as possible and to decrease the need for Tier 1/Tier 2 user support requirements (i.e., Call Center and desk-side support) resulting from poor designs or poor deployment strategies.  The proposal shall also specifically describe how the contractor will deploy solutions when regulatory (e.g., DoD Information Assurance (IA) mandates) or other factors impose aggressive time constraints that are outside the control of the project team.

L.1.5
Information Assurance Support

The Offeror shall define and describe the capability to perform required security management and accreditation tasks.  The Offeror shall identify the processes, tools, and approaches required to identify and comply with IA regulations, task orders, and vulnerability reports, provide adequate response to security incidents, perform required accreditation tasks and identify IA and IT enhancements that will reduce security vulnerabilities.  The Offeror shall address their ability to:


· Be fully cognizant of and comply with all Federal, DOD and DISA Information Assurance (IA) regulations and processes;

· Ensure timely and effective identification, isolation, containment and coordination of security incidences in compliance with prevailing DOD security policies;
· Ensure timely system planning or system deployment to remain compliant with DoD Information Assurance Vulnerability Alerts (IAVA) and Joint Task Force-Global Network Operations (JTF-GNO) Communications Tasking Orders (CTO); and
· Identify and respond in a timely and effective manner to IA threats against the enterprise CORENet.
L.1.6
Customer Care

The Offeror shall define and describe the capability to support end users or remote site system administrators (see Attachment J.15 “Field Site Administration SOP”) contacting the Help Desk/Call Center and end users requesting network services.  Basic user support requirements include:

· Providing call center support hours and staffing levels to adequately support DISANet users at NCR DISA facilities during the range of normal business hours that provide best value in balancing staffing costs with 

· Providing call center support after normal NCR business hours;

· Providing priority call center support to VIPs (either remote site administrators or VIP users); 

· Providing capability for handling a sudden increase in call volume (for example, during a network outage)

· Maintaining the DISANet (CORENet) Customer and Support Analyst KnowledgeBase and Call Center Phone announcements

· Performing an initial analysis of user IT service change requests, forwarding the request and initial analysis information to the correct CORENet, or, possibly, non-CORENet, service component for resolution, and informing the user in a timely fashion of the status of the service change request.

The Offeror shall propose:

· Hours of operation, staffing levels and a support process that provide best value to the Government, balancing staffing costs against:

1. Minimizing user wait times for call center access and problem resolution for DISANet users at NCR DISA facilities during the range of normal business hours

2. Providing VIPs priority access 24x7.

3.  Providing a capability for surge support (such as during a network outage), and that 

· A methodology for assessing and recommending modifications or enhancements to the existing user requirements management process or system (Remedy Requirements Identification Tracking System) or Tier I support processes or systems  (Cisco Unified Contact Center Express call center software suite and RightAnswers Knowledgebase) that will result in improved customer support processes and increased user productivity.

· A process for providing a meaningful initial response to a customer’s requirement within five days or less

· A process for providing visibility to the Government on the status of user requirements, the processing of which require minimal or no government  action (i.e., “routine” service change requests such as adding a new user account).

L.1.7
Network Monitoring 

The proposal should demonstrate to the Government the Offeror's ability to perform proactive enterprise and domain system monitoring in order to identify potential or actual system failures and for contractor network monitoring or Government network and systems administration personnel to prevent or remedy same.
L.2.0  VOLUME II –  Factor 2, MANAGEMENT APPROACH

L.2.1
General

The purpose of the Management Approach Volume is to provide the Government the ability to evaluate the management capability of the Offeror to perform the CORENet objectives.  The Offeror shall describe its approach to program management and demonstrate the degree to which the Offeror’s proposed approach meets or exceeds the Government’s objectives.  The Management Approach proposal shall consist of the following sections:

· Executive Summary

· Sub-Factor 1: Performance and Quality Management 

· Sub-Factor 2: Services Provisioning Management 

· Sub-Factor 3: Phase-In and Transition Approach


The Offeror’s Management Capability proposal shall be specific and complete.  Legibility, clarity and coherence are very important.  The Offeror’s Management Approach should provide as specifically as possible the actual methodologies that will be used and how a successful partnership with the Government will be established in accomplishing/satisfying the CORENet objectives.  All the objectives specified in the solicitation are mandatory.  Through proposal submission, the Offeror represents that it will fulfill the requirements specified in the solicitation; therefore, it is not necessary or desirable for an Offeror to state this in the proposal.  Do not merely reiterate the objectives specified in the solicitation.  The Management Approach Volume will be used to evaluate the Management Approach and Proposal Risk of the Offeror’s proposal and will be evaluated against the Management Approach subfactors as specified in Section M, Evaluation Factors for Award, of this RFP.  

L.2.2
Executive Summary

The purpose of this section is to provide the Government evaluators with a clear and concise introduction to the content and structure of the Management Approach proposal.  The Executive Summary should include a table of contents and address the Section M evaluation factors/subfactors.  The format of this section is at the discretion of the Offeror, but shall specifically indicate where material may be found for each major element of the subfactor evaluation criteria as defined in Section M of this RFP.  Any summary material presented here shall not be considered as meeting the objectives for any portions of other volumes of the proposal.  Also, the Offeror shall include a contact list (with phone numbers, fax numbers, mailing addresses, e-mail addresses, etc.) of all key personnel.  The contact list also shall identify those personnel authorized to negotiate on behalf of their company.  Furthermore, the list shall indicate the person to contact in the event the Offeror is awarded a contract (provide, at a minimum, contact’s title, phone number, and e-mail address).

L.2.3
Performance and Quality Management

The Offerors shall develop performance management and quality assurance methods and tools that will enable the Government to fully and adequately monitor the performance of the contract.  The Offeror shall demonstrate to the Government that the methods and tools are comprehensive, meaningful, manageable and cost-effective, and that the Offeror has planned for their effective use. 

To this end, the Offeror shall create a Performance Work Statement (PWS) following the CORENet PWS Template in Attachment J.20.  The PWS will identify:


1. The functions the contractor will perform in carrying out the CORENet services task, and 

2. The quality assurance tools and processes for monitoring and measuring the performance of these functions.

In Section 3 of the PWS, the Offeror shall identify all the functions to be carried out in performing the CORENet services task.  The Offeror shall take the following into consideration when developing the PWS:


1. The PWS shall address all the Service Management Functions (SMFs) identified in Table 1 of the CORENet Statement of Objectives (SOO) and in Attachment J.8, “CORENet SMF Responsibilities” as having any level of contractor responsibility.  This does not mean that the Offeror must identify each SMF as a separate PWS function.  An Offeror-defined function could correspond to part of an SMF, or identify processes that are governed by multiple SMFs; the required end result being that the Offeror identifies the SMF processes and tenets it determines are feasible for CORENet implementation.  
2. The Government expects performance of the identified functions to be managed through Service Level Agreements (SLAs) and Operating Level Agreements (OLAs) whenever feasible.   It is possible that a small number of proposed functions may not be performance-based.  For example, some Optimizing Quadrant SMFs or their processes deal with the establishment and management of performance metrics and SLAs, so these processes themselves would not be addressed by SLAs.

Per the template, for each of the identified functions, the contractor is required to:

· Identify the services being delivered. 

· Develop SLAs using the “SLA Template” in Attachment J.22 when appropriate that identify performance metrics and Acceptable Quality Levels (AQLs).

· Develop OLAs using the “OLA Template” in Attachment J.21 as appropriate to manage the interrelationship between contractor and Government support groups.

· Identify the rationale for not applying SLAs/performance metrics to a function if it is planned not to do so.  

· Identify award fee evaluation factors to be used to provide incentives and disincentives for contractor performance, using the “Award Fee Evaluation Factors Template” in Attachment J.19.

Section 3 entries are not required for SMFs identified in Table 1 of the CORENet SOO as “Shared (Note 4).”  

In addition to identifying the service functions,  Section 3 shall detail a contractor-managed equipment procurement function that can be exercised at the discretion of the Government to facilitate the rapid acquisition of hardware and software for CORENet.  This function will be heretofore referred to as the “Equipment Purchase Release (EPR)” function.  The EPR function will be exercised on an exception basis and only when mission requirements dictate the need – it will not be used routinely for all CORENet hardware and software purchases.  

Section 4 of the PWS shall address the Quality Assurance Plan (QAP), Quality Assurance Surveillance Plan (QASP), and Award Fee evaluation factors.  The Offeror shall develop a QAP using the “Master QAP Template” in Attachment J.23a and propose a Government QASP that together describes the Offeror’s partnering approach with the Government to assess performance.  The QAP shall address the quality of the performance of the contractor staff.  There is no specified format for the proposed QASP.

Finally, ‘mini-‘ Quality Assurance Plans will be developed for each SLA, using the “QAP for SLAs Template” in Attachment J.23b.  These will establish Product Quality Checkpoints enable the QA review of the processes and products identified for each Service Level Agreement (SLA) and its corresponding Performance Elements.  The SLAs, OLAs, and QAPs for the SLAs shall be included in a separate Appendix to the PWS, and will not be counted against the PWS or Volume page limits.  

The elements of the PWS will be considered in the evaluation of the Technical Capability, but will not be evaluated or graded as a separate element.  Elements of the PWS will also be used in the cost evaluation.  The Offeror shall provide a PWS that describes what will be done to achieve the objectives identified in the CORENet SOO.  The PWS should fully incorporate the scope of the CORENet effort and shall be complete, accountable, and traceable to DISA’s objectives and the Offeror’s internal processes without overlap or duplication.  The PWS shall be written at a level that is easily understood by the Government’s program management and technical personnel, providing a level of detail sufficient for Government management of the objectives.  It should demonstrate that all CORENet objectives have been captured. The PWS should allow for the provisioning of robust Information Technology (IT) service capabilities while consistently meeting performance standards without the need for the document to be continuously revised.  The PWS will be finalized prior to contract award and will become the part of the contract that defines all performance measures, Service Level Agreements, and Contractor/Government responsibilities.

Finally, the Offeror shall submit two draft contract clauses for possible insertion into Section H of the contract that address the positive and negative incentive structure for meeting or not meeting the SLAs:  one detailing processes during the initial phase-in and transition phase of the contract and the other that details the proposed mechanism and/or process for periodic re-base-lining and price negotiation under the proposed fixed price structure.  In the periodic re-base-lining and price negotiation clause the Offeror shall address the following as a minimum:

· Frequency – if re-base-lining occurs, it will be no more frequent than every 1 year.

· Changes in requirements or Government budget.

The draft Section H clauses shall not exceed 1 page per clause and will not count toward the Volume II page limit.
L.2.4 Services Provisioning Management

The Offeror shall define and describe the processes, tools, and approaches to be used in the management of CORENet services provisioning, and demonstrate the ability to implement these processes, tools and approaches through the achievement of relevant certifications.  This should include:

· The program management philosophies, tools, techniques, reach back capability, etc. that will be used for planning, controlling (to include cost), reporting, and directing the accomplishment of the IT service objectives.  Discuss the tools that will provide timely information, project and schedule management, risk management with mitigation actions, and cost as an independent variable (CAIV) analysis. 
· A staffing approach that identifies the personnel resources, including any subcontracting or teaming arrangements, that will be deployed to provide network support services consistent with the responsibility in Table 1 of the CORENet SOO to achieve the stated objectives.  Provide a skill set matrix, to include job description and IT certifications (provide as part of Volume IV, Cost/Price) and the management structure.  Offerors shall identify processes to recruit, retain and replace personnel who have the appropriate knowledge, experience, training, and security clearances for their respective positions.  Offerors shall describe their approach to providing uninterrupted support in case of labor strike, contingency, surge, emergency (including procedure for dealing with deployment of military Reserve or National Guard employees) or unusual/fluctuating requirements of VIPs.  
· The organizational structure of the business unit providing the CORENet IT services.  The Offeror shall identify the size of the organization, including the number of personnel possessing security clearances, the levels of those clearances, and the length of the organization’s existence.  The Offeror shall also describe the placement of the IT service organization within the overall management structure of the parent organization.
· An approach for implementing best practices and processes through an IT Service Management model, using frameworks and maturity models such as Information Technology Infrastructure Library (ITIL) and IT Service Capability Maturity Model (CMM).

· An approach for implementing responsive change management and configuration management processes that effectively document and control configuration changes to the CORENet.  This can involve use of the existing solutions with proposed software or process modifications, deployment of new processes, and/or a new software solution with an accompanying plan for migration from the existing system.  

· A plan for the insertion of technology (not including life-cycle maintenance and technology upgrades) that takes into account Government budgeting, cost control and cost visibility requirements.  The plan should allow both the Government program office and the Contractor to initiate technology based on business drivers and organizational benefits.

· The Offeror must demonstrate the capability to perform quality process management through achievement of at least one of the following three goals:

· CORENet support personnel are, or will be before the award of the CORENet contract,  ITIL/ITSM certified as follows:

(i) One key employee has achieved Manager’s Certification;

(ii) Two employees have achieved Practitioner’s Certification;

(iii) Two employees have achieved V3 Foundation Certification.

· The Offeror has been, or will be by the commencement of the CORENet task, certified to be compliant with ISO 9001 or ISO 20000 standards. 

· The Offeror has achieved, or will have achieved before the award of the CORENet contract, CMMI for Development (version 1.1 or 1.2) Maturity Level 2 (if that is the highest level achievable for a specific process) or 3 for multiple Process Areas.  These must include processes in each of the four process categories, and for at least eight of the foundation processes common to the new CMMI for Services constellation.

L.2.5
Phase-In and Transition

The proposal shall demonstrate to the Government the Offeror's ability to successfully migrate from all aspects of the current contract to the new contract.  This includes the phasing in of the new contractor organization and personnel, and the transition from a Time-and-Materials-based task to a performance-based task.  These processes are concurrent.

The proposal shall demonstrate to the Government the Offeror's ability to phase-in from the current contract to full assumption of CORENet responsibility.  Full phase-in should be accomplished in no more than 3 months.  The phase-in approach should detail the chronological sequence of events of the phase-in, how the Offeror will recruit, hire and retain employees with the appropriate mix of qualifications/skill sets and appropriate security clearances, and identification of phase-in risks as well as how those risks will be mitigated with minimal Government oversight.  The Offeror shall describe a plan that will ensure a smooth phase-in of contract services and continuity of the IT infrastructure performance and mission support.  Identify associated risks and mitigation strategies.  

The proposal shall demonstrate to the Government the Offeror's ability to effect a smooth but timely transition from the Time and Materials task orders under the current contract to the performance-based task orders that will be issued under this new contract.  Full transition should be accomplished in no more than 6 months.  Provide a plan to migrate from the current environment to a managed services solution that identifies the chronological sequence of events to be accomplished for implementing, refining and finalizing the proposed SLAs, AQLs, and performance metrics.  Outline the Government’s and Contractor’s roles and responsibilities.  Identify associated risks and mitigation strategies.

L.3.0 VOLUME III – FACTOR 3, PAST PERFORMANCE

The Offeror shall provide as evidence of relevant past performance for evaluation by the Government team, no more than five (5) recent contracts or task orders performed by itself or by a proposed subcontractor as either the prime contractor or subcontractor (identify accordingly).  The contracts or task orders must have been completed within three years from issuance of this RFP or have been ongoing for at least nine (9) months prior to the proposal due date.  In selecting the past performance efforts, the Offeror should consider the factors stated in Section M.  Accuracy of past performance data is of significant importance since the Government will verify the information provided for each effort.  Offerors are cautioned to submit only past performance data performed by the Offeror or by a critical partner (as defined by the Offeror).  If the critical partner is a large business, the past performance must have been performed by the business unit that is partnering with the Offeror.  A 1-page introduction, or summary, of each effort in the Offeror’s format may be included prior to the proposal data contained in Volume III, Section 1.  This 1-page introduction does not count towards the page counts included in Section L.6.2.2.  Volume III consists of two sections.

L.3.1  Section 1 - Offeror Submission of Previous Contracting Efforts.  

For each of the five-identified past performance efforts, the Offeror shall provide the data identified below (10-page limit per each past performance effort; 50-page limit total for Section 1).  If an Offeror submits more than the 10-page limit per each past performance effort, only the first 10 pages for each past performance effort shall be evaluated by the Government.  This page limit includes Attachment J.24, Previous Contracting Efforts, for each effort being identified 




(i)  Part 1 - Past Performance Data.  Complete the Previous Contracting Efforts questionnaire (Attachment J.24) for each contract, major subcontract or task order identified.  The submitted information must be relevant to the CORENet effort.  The Offeror may refer to separate task orders under a single ID/IQ contract to receive individual credit as examples of past performance..




(ii)  Part 2 - Overview of the Statement of Objectives.  Discuss aspects of the previous effort that are relevant to the CORENet objectives.   Identify how services performed for and objectives of the previous effort correlate to CORENet SOO objectives and critical aspects of the MOF Service Management Functions.   




(iii)  Part 3 - Conformance to Previous Contract Specifications.  Identify the ability of the Offeror’s organization to conform to the requirements during performance of the previous contracting effort.  Identify any significant obstacles or technical challenges that were overcome in achieving the required objectives and solution.  Identify innovative technical approaches or solutions that helped achieve the required objectives.

L.3.2 Section 2 - Customer Assessment  

For each of the identified past performance efforts, the Offeror shall provide the Past Performance Questionnaire found in Attachment J.25 to a Customer Points of Contact (POC) for completion and submission as part of the Past Performance Volume.  The questionnaire will address the Offeror’s performance on the contract or task order in the following areas: 1) Quality of Service, (2) Timeliness of Performance, (3) Cost Control, (4) Business Management, and (5) Customer Relations.  Other questions will be asked to allow for an assessment of the relevance of this experience as it relates to the CORENet technical architecture, user population, services provided, and performance-based acquisition method.  In order to expedite the assessment process, the Offeror may complete Section 2, Contract Information, for the convenience of the customer evaluator.  The Offeror shall not, however, complete any other section of the past performance questionnaire.  The questionnaire shall be provided to the customer POC with instructions to complete and submit directly to the CORENet Past Performance Team no later than the date indicated in Section 1 of the questionnaire.  Electronic submission is preferred; however, hardcopy mail or fax will be accepted.  In addition to providing administrative information, the customer POC will provide evaluations of the Offeror’s past performance for the following assessment elements (page limit not applicable; subject to the extent of input provided by the customer POC).  The Offeror shall provide a 1-page list of the customers from whom the Government should expect to receive assessments concerning the Offeror’s past performance.  This list does not count towards the page counts included in Section L.6.2.2.

The Past Performance questionnaires are included in Section J, Attachment J.25.

L.4.0 VOLUME IV – FACTOR 4, COST/PRICE

L.4.1  Total Contract Price

The Offeror shall submit all pricing data in the format indicated in Sections B and L of the solicitation (excluding the cost reimbursable Hardware and Software CLINs).  Offerors are required to submit their proposed total contract cost for the entire 60-month period.
L.4.2  Cost/Price of Selected SMFs in the PWS

The Offeror shall develop cost/price information for the following four Service Management Functions in the PWS: (1) Service Monitoring and Control, (2) Service Desk, (3) Release Management, and (4) Network Administration.  Pricing for the SMFs will be reviewed for completeness and reasonableness.  Cost/Price realism may be conducted on the SMF pricing.

L.4.3 Labor Rates & Categories
(1) The Offeror shall provide the labor rates, labor categories, labor category descriptions and service performance levels for each year of performance (base year and all option years) for the following SMFs:  Service Monitoring and Control, Service Desk, Release Management and Network Administration. 

(2) The Offeror shall provide labor rate costs for each labor category they propose to be used throughout the life of the contract.  These labor rate costs will be included in the contract and be the basis for negotiation of follow on task orders.  

(3) Since the Government anticipates the use of DCAA for rate validation, the Offeror shall provide a copy of their cost/price proposal to the appropriate DCAA office.

L.4.4 Travel

The Offerors shall provide travel costs, for the following estimated trips, which the Offeror may be required to incur during the contract.  These travel costs will be calculated using the following Government estimates and the mark-up/profit percentages proposed by the Offeror.  The trips are for one individual for the duration listed in calendar days; the listed number of trips is on a per year basis.

Trips/Yr
Duration (each trip)
Destination
3       

5 days  


Scott AFB, IL

2       

5 days  


Fort Huachuca, AZ

1       

5 days  


MacDill AFB, FL

1       

4 days  


Orlando, FL

1      

 5 days  


Miami, FL

1       

3 days  


Chambersburg, PA

2      

 3 days  


Mechanicsburg, PA

2       

2 days 

 
Thurmont, MD

1       

3 days 


 Norfolk, VA

1       

5 days  


Peterson AFB, CO

2       

6 days  


Stuttgart, GE

1       

7 days 


Sembach, GE

1       

8 days  


Bahrain

2       

7 days  


Honolulu, HI

2       

14 days   

Pacific Rim – (Guam, Korea, Okinawa, Yokota, Japan) 
L.5.0 VOLUME V – CONTRACT INFORMATION  

The Offeror shall submit the following sections within Volume V:

· Section 1 - Transmittal Letter and SF 33

· Section 2 - Section K, Representations and Certifications

· Section 3 - Equal Employment Opportunity (EEO) Pre-award Clearance Information

· Section 4 - Required Facility and Level of Safeguarding Clearances, or Interim Clearances

L.5.1 Format

The Offeror shall use the following format for submitting the required Volume V sections:

(1) Section 1 - Transmittal Letter and SF 33.

(i) Part A - Transmittal Letter.  The Offeror shall submit a cover letter with the proposal.  The cover letter shall address the information required by FAR 52.215-1(c)(2).  It shall state that the proposal is valid for a minimum of 270 days from the date of submission.

(ii) Part B - SF 33.  The Offeror shall include a completed SF 33, properly executed and signed by an official authorized to commit the Offeror.  Acknowledgment of receipt of any amendments may be made in either the transmittal letter or in Block 14 of the SF 33 (1-page limit).

(2) Section 2 - Section K, Representations and Certifications.  The Offeror shall submit properly executed representation and certifications identified in Section K, Representations, Certifications and Other Statements of Offerors of the RFP (page limit not applicable).

(3) Section 3 - Equal Employment Opportunity (EEO) Pre-award Clearance Information.  To expedite the Government’s EEO pre-award clearance request process, the prime contractor shall include a list of all proposed subcontractors with a proposed subcontract value estimated at $10 million or more, to include the following information:  Name, address, individual’s name/point of contact, and telephone number.  The Government plans to request EEO clearances early in the evaluation process to avoid possible delays in making contract awards (page limit not applicable).

(4) Section 4 – Required Facility and Level of Safeguarding Clearances, or Interim Clearances.  The Offeror shall demonstrate that they either currently have the required facility and level of safeguarding clearances or interim clearances.  The Offeror shall also demonstrate that they can comply with the Contract Security Classification Specification, DD Form 254, provided in Section J, Attachment 17.  To clarify, classified storage space is not required.  A Top Secret company and facility clearance is required in support of providing Top Secret-cleared personnel.  This information shall be submitted with the proposal, or provided upon contract award (page limit not applicable).

L.6.0  PROPOSAL FORMAT INSTRUCTIONS: 

L.6.1  General:  

Offerors shall submit their proposal in hard copy format and on a CD-ROM as described below:

a.   In light of current access restrictions and for purposes of compliance with FAR 15.208, offers are due to the Contracting Officer by 2:00 PM Eastern Daylight Time,  04 June 2008, delivered or hand-carried to the following address: 

     Defense Information Systems Agency

     Skyline Five

     5111 Leesburg Pike, Suite 900A

     Falls Church, VA  22041

     Delivery POC:  Mr. Nathan Wheeling, DISA/ PL61 - (703) 681-0398

b.  A courtesy copy of offer is requested, to be furnished electronically to the Offeror’s cognizant DCAA office.

c.   Proposals shall not contain classified information.

d.   All cost or pricing information shall be addressed ONLY in the Cost/Price Volume.

L.6.2  Organization of Proposals

The Offeror shall prepare the proposal as set forth in the proposal organization table in Section 6.2.2 below.  The titles and contents of the volumes shall be as defined in this table, all of which shall be within the required page limits and with the specified number of copies.  The volumes identified in the table shall be separately bound in three-ring, loose-leaf binders.  Offerors are cautioned that any exceptions, assumptions, or conditions to the RFP may weaken your proposal.  However, if a proposal does specify any exceptions, assumptions, or conditions, they must be clearly identified and labeled in a section of the applicable volume of your proposal.  The proposal organization shall be as follows:

L.6.2.1   Proposal Content:  

Each volume shall include the following components:

a.   Cover Page:  Include solicitation title and number, title of proposal, name of responding organization/company and name of volume.

b.   Table of Contents:  Provide a table of contents.  Any appendices for a volume shall be identified in the table of contents.

c.   Text and/or Data:  Contain text and/or data in accordance with the respective subparagraphs of this section.

L.6.2.2
Page Limitations:  

Page limitations shall be treated as maximums.  Excess pages will not be read or considered in the evaluation of the proposal and (for paper copies) will not be returned to the Offeror; they will be destroyed along with all unsuccessful proposals.    When both sides of a sheet of paper display printed material, it will be counted as two pages.  Pages excepted from counting include: cover pages, tables of contents, cross reference matrix, tabs, and glossaries.
	Volume & Title
	Page Limit
	Notes

	
	
	

	I.   Technical Approach
	30
	*Copies: 4 paper, 2 CD-ROM 

	· Performance Work Statement
	45
	Not counted toward Volume page limits; PWS shall be included with Volumes I, II and IV

	· Service Level Agreements

· Operational Level Agreements

· Quality Assurance Plans for SLAs
	No page limit
	Not counted toward Volume or PWS page limits.  SLA’s should be included with Volumes I, II, and IV.

	
	
	

	II.   Management Approach
	25
	*Copies: 4 paper, 2 CD-ROM

	· Phase-In and Transition Subfactor
	8
	This counts towards Management Approach page limit

	· Certifications and Quality Awards
	No page limit
	Not counted towards Volume page limits

	· Performance Work Statement
	45
	Not counted towards Volume page limits; PWS shall be included with Volumes I, II and IV

	· Service Level Agreements

· Operational Level Agreements

· Quality Assurance Plans for SLAs
	No page limit
	Not counted towards Volume or PWS page limits.  SLA’s should be included with Volumes I, II, and IV.

	· Two draft Section H Contract Clauses
	1 page each
	Not counted toward Volume II page limits.

	
	
	

	III.   Past Performance
	
	*Copies: 3 paper, 2 CD-ROM

	· Summary
	5
	1 page summary per reference

	· Past Performance Information
	50
	5 references @ maximum 10 pages ea.

	· List of Referenced Customers
	1
	

	
	
	

	IV.   Cost/Price
	No page limit
	*Copies: 3 paper, 1 CD-ROM  

	· Skill Set Matrix & Job Descriptions
	No page limit
	

	· Performance Work Statement
	45
	Not counted toward Volume page limits; PWS shall be included with Volumes I, II and IV

	· Service Level Agreements

· Operational Level Agreements

· Quality Assurance Plans for SLAs
	No page limit
	Not counted toward Volume or PWS page limits.  SLA’s should be included with Volumes I, II, and IV.

	
	
	

	V.  Contract Information
	No page limit
	*Copies: 3 paper, 1 CD-ROM


 L.6.3
Proposal Submission Requirements:
L.6.3.1    Page Sizes:   Page size shall be 8.5 x 11 inches, not including foldouts.  Pages shall be single-spaced.  Use 1-inch margins on all sides of each page.  Pages shall be numbered sequentially by volume.  If there are discrepancies in page counts between paper and CD-ROM volumes, the paper version shall take precedence.  Each Offeror shall number each paragraph for ease of reference during evaluation and/or discussions, if held.  Such numbering shall follow such sequences as 1.0, 1.1, 1.2, then 1.2.1, 1.2.2, etc.

L.6.3.2   Font Sizes:  Except for the reproduced sections of the solicitation document, the text size shall be no less than Times New Roman 10 point.
L.6.3.3    Tables, Charts, Graphs, and Figures:  Legible tables, charts, graphs and figures shall be used wherever practical to depict organizations, systems and layout, implementation schedules, plans, etc. These displays shall be uncomplicated, legible and shall not exceed 11 by 17 inches in size.  Foldout pages shall fold entirely within the volume, and count as two pages.  Foldout pages may only be used for large tables, charts, graphs, diagrams and schematics, and not for pages of text.  For tables, charts, graphs and figures, the text shall be no smaller than 8 point.  

L.6.3.4    Cross Referencing:  To the greatest extent possible, each volume shall be written on a stand‑alone basis so that its contents may be evaluated with minimal cross-referencing to other volumes of the proposal.  Cross-referencing within a proposal volume is permitted where its use would conserve space without impairing clarity.  The Offeror shall provide a cross-reference matrix indicating the corresponding proposal paragraph in that section and/or volume which addresses the referenced item.  This cross reference matrix will not be counted against maximum page counts specified in Section L.6.2.2.  Information required for proposal evaluation that is not found in its designated volume will be assumed omitted from the proposal.

L.6.3.5    Indexing:  Each volume shall contain a detailed table of contents to delineate the subparagraphs within that volume. Tab indexing shall be used to identify sections.

L.6.3.6    Glossary of Terms:  Each volume shall contain a glossary of all abbreviations, acronyms and/or terms used, with an explanation for each. Glossaries do not count against the page limitations for their respective volumes.

L.6.3.7    Binding and Labeling:  Each volume of the proposal shall be separately bound in a three-ring loose-leaf binder, which shall permit the volume to lie flat when open.  Staples shall not be used.  A cover sheet shall be bound in each book, clearly marked as to volume number, title, copy number, solicitation identification and the Offeror's name.  The same identifying data shall be placed on the spine of each binder.  All unclassified document binders shall have a color other than red or other applicable security designation colors.  Be sure to apply all appropriate markings including those prescribed in accordance with FAR 52.215-1(e), Restriction on Disclosure and Use of Data, and FAR 3.104-5, Disclosure, Protection, and Marking of Contractor Bid or Proposal Information and Source Selection Information.

L.6.3.8   Electronic Offers:  On each CD-ROM indicate the volume number(s) and title(s).  Use separate files to permit rapid location of all portions, including exhibits, annexes, and attachments, if any.  The Offeror shall submit all volumes in electronic format, using IBM-compatible, virus-free CD-ROM.  WinZip shall be the compression/decompression program used if files are required to be compressed.  The electronic copies of the proposal shall be submitted in a format readable and usable by Microsoft 2003 Office suite (MS Word, MS Excel, PowerPoint) and Adobe Acrobat.  In the event there is a discrepancy between the content found in a paper copy and an electronic copy, the paper copy shall take precedence.

L.7   ORAL PRESENTATION

Each Offeror will be given 2 hours to provide an unclassified oral presentation of their written proposal.  The information presented during the oral presentation may be used by the Government to augment the written proposal, if it is supported by contemporaneous record.  Offerors shall submit one paper copy and one electronic copy in Microsoft Power Point format of the briefing slides with the proposal (marked as “Briefing Slides”).  The Offeror shall not be permitted to change briefing slides after submittal, and will be expected to conduct their oral presentation using the slides submitted.  The Government will randomly determine the order in which the Offerors will present their oral presentation.  All presentations will be conducted at a conference room to be determined.  The presentation should be used to provide an overview of the Offeror’s proposal and highlight the proposal’s salient features.  Emphasis shall be given to the Technical Capability and Program Management Capability volume, highlighting the methodologies for providing current and future IT capabilities.  The order and content of the presentation is left to the discretion of the Offeror.  The Government will not ask any questions during the presentation, and the oral presentation will not constitute discussions as defined in FAR 15.306(d), and will not obligate the Government to conduct discussions or any other exchanges with Offerors.  The Government will begin the session by introducing the Government evaluation team.  The Offeror shall follow by introducing the oral presentation team by name, position held, role each person will have after contract award, and company affiliation.  The Offeror’s Program Manager and/or other key personnel for CORENet shall give the oral presentation.  A maximum of five contractor personnel may participate in the oral presentation.

CLAUSES INCORPORATED BY REFERENCE

	52.204-6 
	Data Universal Numbering System (DUNS) Number 
	OCT 2003 
	 

	52.214-34 
	Submission Of Offers In The English Language 
	APR 1991 
	 

	52.214-35 
	Submission Of Offers In U.S. Currency 
	APR 1991 
	 

	52.215-1 
	Instructions to Offerors--Competitive Acquisition 
	JAN 2004 
	 

	52.215-16 
	Facilities Capital Cost of Money 
	JUN 2003 
	 

	52.217-5 
	Evaluation Of Options 
	JUL 1990 
	 

	52.222-24 
	Preaward On-Site Equal Opportunity Compliance Evaluation 
	FEB 1999 
	 

	52.222-46 
	Evaluation Of Compensation For Professional Employees 
	FEB 1993 
	 

	52.232-28 
	Invitation to Propose Performance-Based Payments 
	MAR 2000 
	 

	52.233-2 
	Service Of Protest 
	SEP 2006 
	 

	52.237-1 
	Site Visit 
	APR 1984 
	 

	52.252-1 
	Solicitation Provisions Incorporated By Reference 
	FEB 1998 
	 

	52.252-5 
	Authorized Deviations In Provisions 
	APR 1984 
	 

	252.204-7001 
	Commercial And Government Entity (CAGE) Code Reporting 
	AUG 1999 
	 

	252.209-7001 
	Disclosure of Ownership or Control by the Government of a Terrorist Country 
	OCT 2006 
	 

	252.227-7028 
	Technical Data or Computer Software Previously Delivered to the Government 
	JUN 1995 
	 


CLAUSES INCORPORATED BY FULL TEXT

52.215-9102
ANTICIPATED AWARD DATE

(IAW FAR 15.204)

The anticipated award date of a contract, as a result of this solicitation, is January 5, 2009.

52.216-1     TYPE OF CONTRACT (APR 1984)

The Government contemplates award of an Indefinite Delivery/Indefinite Quantity (ID/IQ) contract with the ability to award Firm-Fixed Price (FFP) and Cost Reimbursement Task Orders resulting from this solicitation.

(End of provision)

52.252-1     SOLICITATION PROVISIONS INCORPORATED BY REFERENCE (FEB 1998)

This solicitation incorporates one or more solicitation provisions by reference, with the same force and effect as if they were given in full text. Upon request, the Contracting Officer will make their full text available. The offeror is cautioned that the listed provisions may include blocks that must be completed by the offeror and submitted with its quotation or offer. In lieu of submitting the full text of those provisions, the offeror may identify the provision by paragraph identifier and provide the appropriate information with its quotation or offer. Also, the full text of a solicitation provision may be accessed electronically at this/these address(es):

FAR:  http://www.arnet.gov/far/
DFARS:  http://www.acq.osd.mil/dpap/dars/dfarspgi/current/index.html
DARS:  http://www.ditco.disa.mil/hq/aqinfo.asp
(End of provision)
Section M - Evaluation Factors for Award

EVALUATION FACTORS FOR AWARD
M.1  AWARD CRITERIA


A. The following conditions must be met in order to be eligible for award:
· The proposal must comply in all material respects with the requirements of the law, regulation and conditions set forth in this solicitation 
· The proposal must meet all mandatory solicitation requirements 

· The Offeror must be determined responsible according to the standards of FAR Part 9, Subpart 104-1.
· The Offeror must be an SBA Certified 8(a) Program Participant at the time the proposal is submitted.
B. The Government anticipates a single award resulting from this solicitation.  However, the Government reserves the right to award no contract, depending on the quality of the proposals received and the availability of funds.  Award will be made to the Offeror whose proposal represents the best value in accordance with the evaluation factors and subfactors defined in Sections L and M of this solicitation.

C. The award decision will be determined based on the Government’s evaluation of each Offeror’s complete proposal against the evaluation factors and subfactors identified in Section L and M of the solicitation.  Award will be made to the Offeror whose proposal contains the combination of factors and subfactors offering the best overall value to the Government within each category.  Best value means the expected outcome of an acquisition that, in the Government’s estimation, provides the greatest overall benefit in response to the requirement (FAR 2.101).  In making the evaluation, the Government is more concerned with obtaining superior non-cost factors than with making an award to the Offeror with the lowest proposal cost/price.
D. In accordance with Section L.7 of this solicitation, the information presented during the oral presentation may be used by the Government to augment the written proposal, if it is supported by contemporaneous record.
M.2  APPLICATION OF FACTORS AND SUBFACTORS
M.2.1  GENERAL
The Government will apply tailored evaluation criteria to identify the best value proposal.  The evaluation criteria represent key areas of importance to be considered in the source selection decision.  These criteria are divided into three levels called, from high to low, factors, subfactors and elements.  The proposals will be evaluated against the Government’s requirements using the following four factors:

· Technical Approach

· Management Approach

· Past Performance

· Cost and Price


 The three non-cost or technical factors are subdivided into subfactors as follows:

· Technical Approach (non-cost factor 1) is divided into five subfactors, 

· Management Approach (non-cost factor 2) is divided into three subfactors;

· Past Performance (non-cost factor 3) is divided into three subfactors.


The number of elements varies by subfactor.

The elements, subfactors, and factors have been chosen to support a meaningful discrimination between and among competing proposals.  As demonstrated in their proposals, prospective Offerors shall be evaluated in terms of their ability to meet or exceed the program’s objectives within the constraints stated in the CORENet Phase I Statement of Objectives (SOO).  The ratings are explained in section M.2.3.
M.2.2  RELATIVE IMPORTANCE

Criteria at each level may not be comparatively equal.  For factors, Technical Approach (non-cost factor 1) is more important than Management Approach (non-cost factor 2), which is comparatively equal to Past Performance (non-cost factor 3).  Each non-cost factor individually is more important than Cost and Price.  When combined, Technical Approach, Management Approach and Past Performance are significantly more important than Cost and Price.  The relative importance of the subfactors within a given factor and the elements within a given subfactor are identified in section M.3.

M.2.3  COLOR CODE RATING TABLE

Factor and the majority of subfactor ratings will be derived using the Color Code Rating Table.   For the Management Approach and Technical Approach factors and their respective subfactors, the requirements in the first three columns must be met to achieve that color rating.  For the Past Performance factor, the requirements in column four must be met to achieve that color rating.  See table below.

	Color
	Performance
Capability
	Strengths
	Weaknesses
	Past Performance

	Blue
	The proposal exceeds requirements and clearly demonstrates the Offeror’s capability to deliver excellent performance.
	There are numerous strengths that are of direct benefit to the 

Government.
	Weaknesses are considered insignificant and have no apparent impact to the program.
	The combination of relevancy, recency and performance ratings clearly demonstrate excellent performance. 

a. A majority of the efforts must be highly relevant and have achieved an excellent rating.  The remainder must be at least relevant and rated good.

b. A majority of the excellent-rated efforts identified in item a. above are performed by the Offeror as a prime, and at least one must be a highly relevant PBA effort.

c. At least one highly relevant effort rated excellent must be more recent.

	Green
	The proposal is satisfactory; the Offeror is capable of meeting performance requirements.
	Strengths exist that are of benefit to the Government; these strengths clearly offset weaknesses.
	Weaknesses exist, but they are correctable with minimal Government oversight or direction.
	The combination of relevancy, recency and performance ratings clearly demonstrate satisfactory performance.

a. All efforts are rated good or better, with the exception that a single adequate effort is allowed if a strong positive performance trend is present.

b. A majority of the efforts must be at least relevant.

c. The majority of relevant efforts rated good are performed by the Offeror.

d. At least one relevant effort rated good is a relevant PBA effort.

e. At least one relevant effort rated good must be more recent.

	Yellow
	The proposal is minimally adequate; there is some risk that the Offeror will not be able to meet performance requirements.
	Only a few strengths exist that are of benefit to the Government; the strengths do not offset the weaknesses.
	Substantial or numerous weaknesses exist that may impact the program; they may be correctable only with noticeable Government oversight and direction.
	The combination of relevancy and performance ratings clearly demonstrates minimally adequate performance. 

a. More than one effort is rated adequate, and none are rated inadequate, or;

b. No efforts include relevant PBA experience, or;
c. Efforts are submitted only for the Offeror as a subcontractor or only for a subcontractor, or:
c. The majority of efforts are rated somewhat relevant (marginally relevant efforts are not evaluated).

	Red
	The proposal is inadequate; there is a high risk that the Offeror cannot meet performance requirements.
	There are no beneficial strengths.
	Substantial/numerous weaknesses exist that are so significant that a proposal re-write is required.   Proposal is unacceptable.
	One or more efforts are rated  inadequate.



	White
	
	
	
	Lacks any recent or relevant performance history.


M.2.4  RISK ASSESSMENT

M.2.4.1
RISK DEFINITION

The Government will perform a risk assessment of each Offeror’s proposal.  The proposal risk assessment focuses on the risks associated with the Offeror’s proposed approach as identified in the technical approach and management approach volumes.  A risk is a proposed solution to a requirement whose likelihood for success is questionable.  Risks may occur as a result of a particular technical approach, operational process, management plan, or as a result of the schedule and economic impacts associated with these approaches.  Risk includes potential for disruption of schedule, degradation of performance, the need for increased Government oversight, the likelihood of unsuccessful contract performance, and any cost risk associated with these or other factors.

M.2.4.2
RISK EVALUATION
Evaluators must identify areas of risks in the proposals.  Evaluators note risks if the proposal response could cause disruption of schedule, increase in cost, or degradation of performance.  For any risk identified, the evaluation addresses the Offeror’s proposal for mitigating those risks and why that approach is or is not feasible. Each team discusses the identified risk items and applies an overall risk assessment at the factor level.  The risk assessments become part of the overall proposal ratings and documented accordingly.  Risk assessments shall be made in accordance with the table below.

	Risk
	Description

	High
	Offeror’s proposed approach is likely to cause significant disruption of schedule, increase in cost, or degradation of performance, and will require a high level of contractor emphasis and Government monitoring to overcome difficulties

	Medium
	Offeror’s proposed approach is likely to cause a moderate disruption of schedule, increase in cost, or degradation of performance, and will require a medium level of contractor emphasis and Government monitoring to overcome difficulties

	Low
	Offeror’s proposed approach is likely to cause minimal or no disruption of schedule, increase in cost, or degradation of performance, and will require a low level of contractor emphasis and Government monitoring to overcome difficulties


M.3  DESCRIPTION OF EVALUATION FACTORS AND SUBFACTORS

M.3.1  FACTOR 1 – TECHNICAL APPROACH 

The Government assesses the Offeror’s capability to perform task orders under the contract by evaluating the Offeror’s technical plans and capabilities.  The Government will evaluate the Offeror’s IT engineering and deployment, information assurance, customer care and network management plans, approaches, tools and capabilities.  The Offeror’s technical approach must demonstrate an adequate understanding of the scope and complexity of the technical requirements of the solicitation task areas.

Subfactor 1 – Solution Engineering is comparatively equal to Subfactor 2 – Solution Deployment and both are more important than Subfactor 3 – Information Assurance.  Subfactor 3 – Information Assurance is more important than Subfactor 4 – Customer Care, which, in turn, is more important than Subfactor 5 – Network Management.  See figure below.


[image: image2]
M.3.1.1
Subfactor 1 – Solution Engineering.  

The Government evaluates the Offeror’s proposal and Performance Work Statement (PWS) to ensure they demonstrate a well thought out and disciplined systems engineering analysis, planning and development process.

The proposal must identify the processes, tools, and approaches required to adequately engineer, test and validate solutions that will meet the Government’s goals in improving availability and quality of service to CORENet users worldwide.  The Offeror must propose a design and test process that can provide adequate and affordable solutions that will be properly tested, documented and delivered within schedule to ensure minimal risk of deployment difficulties.  The Offeror must also demonstrate that it will be able to engineer, test and validate solutions when regulatory (ex. – DoD Information Assurance (IA) mandates) or other factors impose aggressive time constraints that are outside the control of the project team.  This subfactor is not broken down further into elements.  
M.3.1.2
Subfactor 2 – Solution Deployment.  

The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate a sound understanding of solution deployment.  The proposal must identify the processes, tools, and approaches required to adequately deploy solutions that will meet the Government’s goals in improving availability and quality of service to CORENet users worldwide.  The Offeror must propose a solution deployment process and methodologies that minimize user disruption and the need for Tier 1/2 user support requirements (i.e., Call Center and desk-side support) resulting from poor designs or poor deployment strategies.  The Offeror must also demonstrate that it will be able to deploy solutions when regulatory (ex. – DoD IA mandates) or other factors impose aggressive time constraints that are outside the control of the project team.  This subfactor is not broken down further into elements.
M.3.1.3
Subfactor 3 – Information Assurance.  

The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate the ability to correctly and adequately perform required Information Assurance management tasks.  The proposal must identify the processes, tools, and approaches required to identify and comply with IA regulations, task orders, and vulnerability reports, perform adequate monitoring for and identification and reporting of security vulnerabilities and incidents, and identify IA and IT enhancements that will reduce security vulnerabilities.  
Element 1 – Regulatory and Element 2 – Security Management are comparatively equal, but more important than Element 3 – Enhancements. See figure below.



[image: image3]
· Element 1 – Regulatory.  The Offeror’s proposal must demonstrate a sound understanding of and ability to comply with all Federal, DoD and DISA Information Assurance (IA) regulations, and all CORENet IA guidelines.
· Element 2 – Security Management.  The Offeror must propose a workable, effective, and compliant security management approach that:
· Includes skilled personnel to perform the required security management tasks;
· Ensures timely system planning or system deployment to remain compliant with Information Assurance Vulnerability Alerts (IAVA) and JTF-GNO Communications Tasking Orders (CTO);
· Ensures effective monitoring for, and prompt identification and reportage of, network and system security vulnerabilities and incidents; and
· Ensures adequate preparation for and participation in security compliance visits.

· Element 3 – Enhancements. The Offeror must propose a process for identifying, analyzing and recommending executable and affordable improvements to the CORENet IA architecture and IA processes that will effectively mitigate and defeat developing IA threats against the enterprise CORENet.

M.3.1.4
Subfactor 4 – Customer Care.  

The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate the capability to adequately support end users contacting the Help Desk/Call Center or requesting network services.  

Element 1 – Support and Element 2 – Customer Requirements and Analysis are comparatively equal, but more important than the remaining comparatively equal elements:  Element 3 – Methodology and Element 4 – Enhancements. See figure below. 

[image: image4.png]Most Imp ortant

Element 1 - Support )
Element 2 - Customer Requirements and Analysis Comparatively Equal

Element 3 - Methodology )
Element4 - Enhancements Comparatively Equal

Least Important





· Element 1 – Support.  The Offeror must propose call center staffing levels and hours of business that provide good value to the Government while:
· Minimizing wait times during the range of business hours;
· Providing adequate support after business hours for CORENet users at all DISA facilities; and
· Providing priority service to VIPs when required.

· Element 2 – Customer Requirements and Analysis. The Offeror must propose a sound approach to managing customer requirements.  This entails performing an effective initial analysis of user network change requests and provisioning of this information to the requirements management, solution engineering or operations components of the CORENet support organization, and providing clear visibility to the Government on the disposition and status of those requirements that fall strictly within the contractor’s functional areas.  The proposal must identify a process for providing a meaningful initial response to a customer’s requirement within five days or less.

· Element 3 – Methodology. The Offeror must propose a clear, concise and credible Help Desk and Call Center methodology that will provide adequate customer care to end users contacting the Call Center.  

· Element 4 – Enhancements.  The Offeror’s proposal must detail an adequate methodology for identifying and proposing sound, executable and affordable modifications or enhancements to Call Center processes and the Call Center software suite with the end goal of improving Help Desk processes and increasing user productivity.

M.3.1.5
Subfactor 5 – Network Monitoring.  

The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate the ability to perform adequately proactive enterprise and domain system monitoring.  The Offeror must propose a proactive enterprise and domain system monitoring process that provides timely identification of potential or actual system failures and adequate information for their prevention or remediation to the appropriate CORENet support personnel for action.  This subfactor is not broken down further into elements.
M.3.2
FACTOR 2 – MANAGEMENT APPROACH  

The Government assesses the Offeror’s ability to perform task orders on this contract by evaluating the Offeror’s management plans and capabilities.  The Government will evaluate the Offeror’s performance management, service management, and transition management plans, approaches, tools and capabilities.  The Offeror’s management approach must demonstrate an adequate understanding of the scope and complexity of the management requirements of the solicitation task areas.

Subfactor 1 – Performance and Quality Management is more important than Subfactor 2 – Services Provisioning Management which is more important than Subfactor 3 – Phase-In and Transition. See figure below.
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M.3.2.1
Subfactor 1 - Performance and Quality Management 
The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate a sound understanding of performance management and identifies the necessary performance management and quality assurance criteria and processes to enable the Government to fully and adequately monitor the performance of the services to be provided under the contract as identified in the Service Management Functions (SMF) in the SOO.  The Offeror must submit:

· A Quality Assurance Plan (QAP) and Quality Assurance Surveillance Plan (QASP)
· Service Level Agreements (SLA)
· Operating Level Agreements (OLA)
· Performance Work Statement (PWS).
Element 1 – Quality Assurance Plan and Quality Assurance Surveillance Plan, Element 2 – Service Level Agreements (SLAs), Element 3 – Operating Level Agreements and Element 4 – Performance Work Statement are comparatively equal, but more important than the remaining comparatively equal elements, Element 5 – Incentive Structure and Element 6 – Equipment.  See figure below. 


[image: image6]
· Element 1 – Quality Assurance Plan (QAP) and Quality Assurance Surveillance Plan (QASP).  The QAP (To include the “Mini-QAP’s” for SLA’s, as discussed in L.2.3) shall describe the Offeror’s systematic method for providing confidence that the Offeror’s products and services are developed and delivered according to established processes and is of the highest quality.  The QASP shall specify all work requiring surveillance by the Government and the method(s) of surveillance to ensure that the Contractor performs in accordance with the performance metrics and standards defined in the PWS and SLAs; there must be a clear alignment between these documents.  The Offeror shall submit a QAP and QASP proposal that identify adequate processes for:

· Identification of non-conforming services/equipment;

· Identification of the root causes of non-conformance; and

· Problem avoidance and correction.


The Government recognizes that it is ultimately its responsibility to finalize the QASP, even though the Offeror is required to provide one. 

· Element 2 – Service Level Agreements (SLA).  The Offeror must submit a set of SLAs that provide enough data points for the Government to adequately monitor the contractor functions as identified in the SMFs in Table 1 of the SOO.  The SLAs must be set at adequate, but realistic, levels.  The Offeror must identify SMFs or major SMF elements that it determines cannot realistically be managed through an SLA, and explain why.  The SLA structure does not necessarily require a one-to-one match of SLA and SMF, but the relationship between SLAs and SMFs must be clearly laid out.  Finally, ensure that the Offeror has developed adequate and realistic Performance Metrics and Acceptable Quality Levels for all submitted SLAs.

· Element 3 – Operating Level Agreements (OLAs).  The Offeror must identify the major and critical interrelationships between contractor and Government support groups and submit OLAs that address these interrelationships, are relevant to the SMFs, and adequately address performance accountability. 


· Element 4 - Performance Work Statement (PWS). The Offeror’s PWS must be consistent with the Offeror’s proposal and the Government SOO.  It must fully incorporate the scope of the CORENet effort and be traceable to DISA’s objectives and to the Offeror’s proposed internal processes.

· Element 5 – Incentive Structure.   The Offeror must propose a positive and negative incentive structure for meeting or not meeting the SLAs that is clear, executable and meaningful.  A positive and negative incentive structure will make sure high levels of performance are maintained over the life of the contract.

· Element 6 – Equipment.  The Offeror must propose a hardware and software procurement capability via the contract, to be known as the Equipment Purchase Release (EPR) function, which will provide for adequate competition, incorporate strategic sourcing concepts, is in accordance with FAR provisions, and provides best value to the Government.

M.3.2.2
Subfactor 2 – Services Provisioning Management.  

The Government evaluates the Offeror’s proposal and PWS to ensure they demonstrate a sound understanding of service management.  The proposal must identify the processes, tools, and approaches required to accomplish successful management of CORENet services provisioning.  Assess the Offeror’s ability to successfully manage its proposed services solutions by evaluating its structure, quality training and focus, IT management plans, and ability to retain quality personnel.  Offerors who have a dedicated IT organization already in place are rated higher than those that do not.

Element 1 - Quality Recognition and Certifications, Element 2 - Staffing Approach and Element 3 - Technology Insertion are all comparatively equal, but more important than the remaining comparatively equal elements: Element 4 - Organizational Structure and Element 5 – Enterprise Configuration Management.  See figure below.
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· Element 1 - Quality Recognition and Certifications.  The Offeror must demonstrate that it has developed a mature process for achieving and measuring quality in performing IT support services.  Evaluate the compliancy of the Offeror with industry standards, appraisals of Offeror processes, and process and quality management certifications held by the Offeror or Offeror employees; these achievements must be related to IT service functions and operations.   The Offeror must demonstrate the capability to perform quality process management through achievement of at least one of the following three goals: 

· CORENet support personnel are, or will be before the award of the CORENet contract,  ITIL/ITSM certified as follows:

· One key employee has achieved Manager’s Certification;

· Two employees have achieved Practitioner’s Certification;

· Two employees have achieved V3 Foundation Certification. 

· The Offeror has been, or will be by the commencement of the CORENet task, certified to be compliant with ISO 9001 or ISO 20000 standards. 

· The Offeror has achieved, or will have achieved before the award of the CORENet contract, CMMI for Development (version 1.1 or 1.2) Maturity Level 2 (if that is the highest level achievable for a specific process) or 3 for multiple Process Areas.  These must include processes in each of the four process categories, and for at least eight of the foundation processes common to the new CMMI for Services constellation.

The Government will take into account the Offeror achieving more than one of the above goals, achieving additional relevant, professionally-recognized industry quality certifications such as ISO 27001, or receiving industry awards such as:   

· ISO 27001 certification;

· Deming Quality Award;

· Baldridge Award; or

· President’s Quality Award.


· Element 2 – Staffing Approach.  The Offeror must demonstrate a sound staffing approach to include the methodology for recruiting, hiring, retaining, and replacing employees, with an appropriate mix of qualifications/skill sets that will provide personnel with appropriate security clearances and professional IT certifications, for continuous uninterrupted support.   The Offeror must include a Compensation Plan for Employees in its proposal.

· Element 3 – Technology Insertion. The Offeror must propose a technology insertion process and plan that recognizes the Government's budgeting process, the Government's need to maintain cost control, and the Government's need to have adequate visibility into the cost expenditure process The plan should clearly indicate opportunities for the Government and contractor to initiate technology based on business drivers and organizational benefits.

· Element 4 - Organizational Structure.  The Offeror must document that it has in place a dedicated organization that can provide the full range of IT services to a Government customer.  Consider the size of the organization, including the number of personnel possessing security clearances, the levels of those clearances, and the length of the organization’s existence.  The placement of the IT organization within the overall management of the parent organization must allow for adequate exposure and authority to support all IT requirements of the contract.

· Element 5 – Enterprise Configuration Management. The Offeror must demonstrate a sound approach to providing responsive change management and configuration management processes that will adequately identify, control, and track all versions of hardware, software, documentation, processes, and procedures of the information technology (IT) organization.  The Offeror will recommend changes or additions to the Government’s existing and planned tools and processes it determines are necessary to ensure a sound CM process will be put into place.  

M.3.2.3
Subfactor 3 – Phase-In and Transition Approach  

The Government evaluates the Offeror’s Phase-In and Transition approach to ensure that it demonstrates a sound understanding of contract transition.  The approach must identify the processes and resources required to adequately phase-in from the current contract to full assumption of CORENet responsibility and transition from a time-and-material contract to a performance-based fixed price contract.  The approach must identify the plan, schedule and risks as well as how those risks will be mitigated with minimal Government oversight.

All elements are considered comparatively equal.  See figure below.
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· Element 1 –Plan and Process.  The Offeror must submit a Phase-In and Transition plan that will ensure a smooth phase-in of contract services and continuity of the IT infrastructure performance and mission support, as well as effect a smooth but timely transition from the Time and Materials task orders under the current contract to the performance-based task orders that will be issued under this new contract.  The plan should show an understanding of the activities and resources required to successfully transition personnel, the IT infrastructure workload requirements, and continuity of mission support.  The plan should adequately describe how the Offeror will start up the organization, recruit, hire and retain employees with the appropriate mix of qualifications/skills sets and appropriate security clearances in order to mobilize, and transition in the new contract without a disruption of services.

· Element 2 – Schedule. The Offeror must submit a Phase-In and Transition schedule that has the Phase-In from the incumbent to the new contractor accomplished in no more than three months and full deployment of the proposed SLAs, AQLs and performance metrics accomplished within six months.  The schedule should be chronological, time phased and executable starting at the beginning of phase-in, through the due diligence process, and up to and including the finalization of SLAs and performance metrics.


·  Element 3 – Risk Mitigation Plan. The Offeror must submit a risk mitigation plan that is comprehensive, describes all risks associated with Phase-In, identifies a means of mitigating these risks to acceptable levels, and requires the minimum Government oversight.

M.3.3
FACTOR 3 – PAST PERFORMANCE  

M.3.3.1
General

The Offeror will be evaluated on its performance and the performance of proposed subcontractors under existing and prior contracts for similar services, i.e., management of large and complex IT systems.  This past performance will be used an indicator of the Offeror’s capability to perform task orders under the CORENet Phase I solicitation.  The Government will assess the recency, relevancy and performance quality of individual past performance efforts.  The efforts must meet recency and relevancy thresholds to be evaluated; if there is a complete lack of recent or relevant past performance information, the proposal will receive a white (neutral) rating (i.e., neither favorable nor unfavorable) for past performance.  More recent and more relevant efforts will receive more weighting, past performance as a prime contractor will be weighted more than performance as a subcontractor, and past performance by the Offeror will be weighted more than past performance by a subcontractor.

M.3.3.2
Subfactors

Past performance quality is identified through three subfactors:  Recency, Relevancy, and Performance.  Recency and Relevancy are partially threshold criteria, and are assessed in a different manner than other subfactors, as detailed in sections M.3.3.3 and M.3.3.4.  The subfactors Recency, Relevancy and Performance Quality will not receive color codes, and there is no weighting applied.    

M.3.3.3
Recency

The government establishes the recency of the Offeror’s past performance effort; this is used as a threshold and evaluation criteria.  To be eligible for evaluation, the effort must have been completed no earlier than three years prior to the proposal due date, or, for ongoing efforts, must have been in place at least nine months before the proposal due date.  Eligible efforts will be considered more recent (completed no earlier than 18 months before the proposal due date) or less recent.  More recent efforts will be given a greater weight in establishing a past performance rating.

M.3.3.4
Relevancy

The Government establishes the relevancy of the Offeror’s past performance effort relative to the required CORENet services and the scope of the CORENet Technical Architecture; the effort must be at least “somewhat relevant” to be eligible for evaluation.  More relevant efforts will be given a greater weight in establishing a past performance rating.

A. The effort will be determined to be either highly relevant, relevant, somewhat relevant or marginally/not relevant, per the following guidelines: 

· Highly Relevant- Past/present performance effort involved essentially the same magnitude of effort and complexities this solicitation requires.  If the effort is a highly relevant performance-based, the effort should be highly relevant for Element #2 and a second element, and relevant for the third; otherwise it should be highly relevant for all three IT elements.

· Relevant - Past/present performance effort involved much of the magnitude of effort and complexities this solicitation requires.  If performance-based, the effort should be at least relevant for two of the IT elements and somewhat relevant for the third; otherwise, it should be relevant for all three of the IT elements.   

· Somewhat Relevant - Past/present performance effort involved some of the magnitude of effort and complexities this solicitation requires.  The effort should be somewhat relevant for at least two of the elements.

· Marginally/Not Relevant - Past/present performance effort did not involve any, or very little, of the magnitude of effort and complexities this solicitation requires.

B. Relevancy will be determined using four elements, as follows:

· Element 1 - Performance-based Services - To what extent does the effort use performance-based tasks?  How many SLAs and performance metrics are in use?
· Element 2 - Scope of IT Infrastructure, User Base and Support.  How similar is the effort to the CORENet in terms of the user population, Local Area Networks (LAN) and sites, classification levels, and what percentage of the task is being performed by the Offeror (as a subcontractor or teaming partner)?
· Element 3 - IT Services Relevancy - To what extent does the effort encompass the required CORENet services, as identified in the SOO? 

· Element 4 - IT Technology Relevancy - To what extent does the effort support the technologies and capabilities of the CORENet Technical Architecture?

M.3.3.5
Performance Quality
Past performance quality is identified through five elements.  These elements will be evaluated for each assessed past performance effort.  One of the following overall ratings will be assigned to the Performance Quality Subfactor:

· Excellent

· Satisfactory

· Minimally Adequate

· Inadequate

Element 1 - Quality of Service is more important than any of the other elements.  Element 2 - Timeliness of Performance is more important than the remaining comparatively equal elements:  Subfactor 3 - Cost Control, Element 4 - Business Management, and Element 5- Customer Relations.  See figure below. 


[image: image9]
· Element 1 - Quality of Service
Evaluate the Offeror’s technical excellence and ability to satisfactorily deliver the required IT  support services for this related contract effort, to include:

· Meeting the technical requirements of the contract;

· Meeting the management requirements of the contract;

· Meeting the customer’s performance-based quality control requirements; and

· Using service management and quality control methodologies, such as ITIL, IT Service Management, and CMMI.


· Element 2 – Timeliness of Performance

Evaluate the Offeror’s ability to:

· Meet milestones and deliverables deadlines;

· Adhere to contract schedules; 

· Respond in a timely manner to technical direction, contract change orders and administrative requirements; and

· Provide timely notice to technical and contracting officials for this related contract effort.

· Element  3 - Cost Control


Evaluate the Offeror’s ability to:
· Perform within or below budget;

· Use established industry methodologies for achieving cost efficiencies;

· Establish a positive relationship of negotiated costs to actual costs; 

· Submit reasonably priced change proposals; and

· Provide current, accurate, and complete billing in a timely manner. 

· Element 4 - Business Management 

Evaluate the Offeror’s ability to provide effective personnel, resource and subcontractor management for this related contract effort, to include:

· Identify sufficient human resources and skill sets to adequately perform the contract and maintain and change these resources and skill sets as required;

· Award subcontracts in a timely manner, pay all subcontractors in a timely manner,  immediately resolve significant problems with the management of subcontracts; and 

· Identify and maintain all other required resources.

· Element 5 - Customer Relations

Evaluate the Offeror’s ability to:

· Display cooperative and proactive behavior with the customer’s technical representative(s) and Contracting Officer Establish a positive relationship of negotiated costs to actual costs; 

· Be responsiveness to technical direction;

· Resolve problems; and
· Achieve customer satisfaction for this related contract.
M.3.4
FACTOR 4 - COST AND PRICE FACTOR 

A. The Offeror is required to submit all pricing data in the format indicated in Sections B and L of the solicitation.  Offerors are required to submit their proposed costs for the entire 60-month period.  The evaluation period commences with the date of contract award and ends 60 months later.  Contract months and evaluation months are assumed to be the same.

B. The cost/price evaluation will be based upon the total Discounted Life-Cycle Cost (DLCC) for each proposal.  The total proposed price for each Offeror will also be evaluated for completeness, reasonableness, and if necessary, price realism.  Cost/price will not be rated with a color.


· Completeness. The Government will verify that all solicitation requirements have been priced, figures are correctly calculated, and costs are presented in a clear and useful format.


· Reasonableness. The Government will determine the reasonableness of the overall price based on adequate price competition and by comparison with the Government’s Independent Government Cost Estimate (IGCE).


· Realism. The Government may evaluate price realism with regard to the ability of the Offeror to meet requirements in terms of skills required, complexity of disciplines and job difficulty, if the Government deems such analysis necessary.  The Government may also compare the Offeror’s cost and price proposal to the technical proposals to determine that an understanding exists of the work to be performed and that the proposed labor categories and hours appear to be sufficient to provide the required services and accomplish the required tasks.  The Government may also assess the labor support information submitted pursuant to Section L, Volume IV – Factor 4 Cost and Price, as part of any cost realism analysis conducted.  Unrealistically low prices may indicate a lack of complete understanding of the requirements, a high-risk approach to performance, and or an inability to attract and maintain a high-quality workforce.  The Government considers the findings of such analysis regarding an Offeror’s ability to perform and the risk of its approach.  Since proposed labor rates are fixed, the price evaluation shall not be adjusted as a result of any such cost realism analysis.

C. The Government will base the price evaluation for all Offerors on the total Discounted Life Cycle Cost (DLCC) for each proposal.  The DLCC will be determined based upon multiplying the proposed fully-burdened labor rates by the corresponding hours for each year of the contract period.  An annual price is computed by totaling the labor costs with the award fee pool amount and the estimated travel costs.  The total price for each year will be multiplied by the discount factors listed below.  The discounted annual amounts will then be summed to calculate the total DLCC.  The price evaluation will use the discounted factors indicated below based upon the nominal discount rate of 4.3 percent specified in OMB Circular A-94.

	Evaluation Month (EM)
	1-12
	13-24
	25-36
	37-48
	49-60

	Discount Factor
	.979
	.939
	.900
	.863
	.827
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� The Defense Information Systems Agency (DISA) operates three major administrative networks: (1) DISANet, (2) Computing Services ADMIN LAN, which supports personnel at DISA’s Defense Enterprise Computer Centers (DECCs) worldwide, and (3) GNONet, which supports personnel of the Joint Task Force–Global Network Operations (JTF-GNO) in the NCR.





� The detailed SMF guides and additional MOF 3.0 Framework reference material are found at the following URL: � HYPERLINK "http://www.microsoft.com/technet/solutionaccelerators/cits/mo/mof/default.mspx" �http://www.microsoft.com/technet/solutionaccelerators/cits/mo/mof/default.mspx�  


� Microsoft Corporation, MOF Executive Overview, version 3.0, August 2004, pp. 16, 18. 


� Tier 1 is “remote” support provided by Call Center personnel.  Tier 2 is support provided by system/network administrators and desk side support personnel (escalated from tier 1).  Tier 3 is defined as support provided by engineering/deployment personnel (escalated from tier 2).





