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Executive Summary
<Direction:  A Version Description Document (VDD) MUST be provided for every unique delivery of a Capability Module (CM).  The VDD is part of the Software Configuration Item baseline.
The Executive Summary summarizes the significant changes/features that are included in the release.  It should also include a point of contact for the current release.
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2Table 1:   Capability Packages for <Capability Module Name>




1 Scope
1.1 Identification

<Direction:  Provide the full identification of the Capability Module (CM), including title, abbreviations and version.  (They should be consistent with those provided in the CM Work Package.)>

1.2 System Overview
<Direction:  State the purpose of the CM.  Describe the general nature and history of the CM:  the development, operations, and maintenance.  Specify sponsor, organization, users, and projected uses.  Describe the CM’s relationship to other known systems.>

1.3 Document Overview
<Direction:  Summarize the purpose and use of the document.  Describe security, privacy, and other constraints associated with the document.>

1.4 Referenced Documents

<Direction:  List the title, the version/revision, and the date of the referenced documents.
2 Version Description
<Direction:  Summarize briefly the contents in this section.

For each Capability Package under this CM, list the Commercial-Off-The-Shelf (COTS) software products and Guest Operating System (OS).  See  Table 1 for an example.  Also, the virtual machine configuration parameters for the Capability Packages should be provided in the Administration Manual.  See Appendix I of the Developer’s Handbook for an example.>
Table 1:   Capability Packages for <Capability Module Name>
	Items
	Descriptions

	Capability Package Name
	Readiness Assessment and Analysis, SORTS 1.1.0.0 Enterprise Edition for Linux

Short name: FR-RAA-SOR-L-1.1.0.0

	COTS
	WebLogic Server 9.2

	Guest OS
	Red Hat Enterprise Linux 4.0


2.1 Inventory of Materials Released

<Direction:  List by identification numbers, titles, abbreviations, dates, version numbers, and release numbers (as applicable) all the physical media (for example, listings, tapes, and disks) and associated documentation that makes up the software version being released.  Include applicable security and privacy considerations for these items, safeguards for handling them, and instructions and restrictions regarding duplication and license provisions.>

2.2 Inventory of Software Contents

<Direction:  List by identifying numbers, titles, abbreviations, dates, version numbers, and release numbers (as applicable) all computer files that make up the software version being released.  This includes software developed for NECC only.  Any applicable security and privacy considerations should be included.>

2.3 Changes Installed

<Direction:  List all changes that have been incorporated since the previous VDD.  Identify, as applicable, the associated change requests and the effects of the changes on operation and on interfaces with other hardware and software.>

Note:  This section does not apply to the initial software version.
2.4 Interface Compatibility

<Direction:  List and describe any other CMs, systems, or Critical Configuration Items (CCIs) affected by the change(s) incorporated in the current version, if applicable.>

2.5 Deviations

<Direction:  List the approved deviations for this CM delivery here, if any.

Note:  The CM Specification in the Work Package defines the functional and performance requirements for the CM.  The Service Level Agreement (SLA) quantifies the CM’s delivered capability performance at one or more hosting sites.  Any variance between the CM Specification and the CM to be delivered MUST be captured by a Request for Deviation (RFD), which needs to be approved by the NECC Configuration Control Board (CCB) or the Configuration Management Board (CMB).  Developers MUST follow the RFD procedure [Ref. 4 in the Developer’s Handbook], which also provides a RFD form.

>

2.6 Installation Instructions

<Direction:  If the Administration Manual includes such instructions, simply reference that document.  Otherwise, provide the following information, as applicable:

· Instructions for installing the software version, including instructions for deprecation of old versions

· Identification of other changes that have to be installed for this version to be used, including site-unique materials/contents not included in the software version

· Security, privacy, or safety precautions relevant to the installation

· Procedures for determining if the version has been installed properly

· A point of contact to be consulted if there are problems or questions with the installation

Note:  Developers should observe the following statements about installation in the Developer’s Handbook.
· Prior to delivery, developers SHOULD go through the deployment process for the Capability Packages and test the deployed Packages using a VMWare Server.  Furthermore, the installation step SHOULD be performed by a system administrator based solely on the installation instruction in the VDD or the Administration Manual.  This will improve the success rate of deployment later at a GCN site.

· With the support of on-site personnel at a GCN site, there should be no site visit needed by the developers for installing CMs.

· As part of the Capability Package creation procedure, developers MUST lockdown the virtual machine.

>

2.7 Possible Problems and Known Errors

<Direction:  Identify any possible problems or known errors with the software version at the time of release.  Describe the steps being taken to resolve the problems or errors and instructions for recognizing, avoiding, correcting, or otherwise handling them (e.g., workarounds).
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<Direction:  Remove this section if not applicable.>

