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Executive Summary
<Direction:  The Software Design Description (SDD) describes the software implementation of a Capability Module (CM).  It documents key engineering decisions made in the software design.  The SDD is part of the Software Configuration Item baseline.
The Executive Summary summarizes the critical design features/decisions.  It also discusses key assumptions and constraints for the design.>
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1 Scope

1.1 Identification

<Direction:  Provide the full identification of the Capability Module (CM), including title, abbreviations and version.  (They should be consistent with those provided in the CM Work Package.)>

1.2 System Overview

<Direction:  State the purpose of the CM.  Describe the general nature and history of the CM, the development, operations, and maintenance.  Specify sponsor, organization, users, and projected uses. Describe the CM’s relationship to other known systems.>

1.3 Document Overview

<Direction:  Summarize the purpose and use of the document.  Describe security, privacy, and other constraints associated with the document.>
1.4 Referenced Documents

<Direction:  List the title, the version/revision, and the date of referenced documents.
2 Software Design

<Direction: Summarize briefly the contents in this section.>

2.1 Use Case Analysis 
<Direction: The CM Specification defines the functional and performance requirements for the CM.  The Specification is derived from a corresponding Capability Definition Package (CDP) and one or more Engineered Mission Threads (EMTs).  Use cases for the CM MUST trace back to these NECC artifacts.

Document all use cases with UML use case diagrams (e.g. see Figure 1) and textual descriptions.  Identify the roles (actors) for each use case.  If use case analysis has been performed in the EMTs, simply reference them.>

Figure 1:  Use Cases for <CM name>[image: image1.png]



2.2 Service Description

<Direction:  List the services and the use cases they support.  See Table 1 for an example.  State the rationale for the choice of services and describe each service.  Note that service interfaces are documented in the Interface Design Description (IDD).>
Table 1:  Mapping Services to Use Cases
	Services
	Use Cases Supported

	Service A
	…

	Service B
	…

	
	


2.3 Logical Architecture Diagram
<Direction:  Draw the logical architecture diagram(s) for the CM, showing the subcomponents (e.g. presentation, business, and data layers) in the CM and their connections.  Clearly identify the service interfaces for the CM and the external interfaces between this CM and other CMs or systems.  Describe the flow of information into and out of the CM.>

2.4 Dynamic Analysis

<Direction:  Describe how the subcomponents in the logical architecture interact with each other to fulfill the use cases.  Draw sequence, data flow, or state diagrams, as needed.>

2.5 Physical Architecture Diagram
<Direction:  Draw physical architecture diagram(s) that depict the CM at multiple GIG computing nodes.  Identify network interface cards and other networking elements.

Describe the flow of information into and out of the CM.  Describe any cross security domain data exchange and internal communications across security boundaries.

Include the following topics as appropriate:

· Hosting strategy at different GIG Computing Nodes (enterprise and operational sites).

· Data synchronization and replication across the nodes. 
· The required network characteristics (bandwidth and latency) for the CM to function across these nodes.

· Design features that handle operational sites with disconnected, intermittent, or limited network connection.

Note that software platform information, such Commercial-Off-The-Shelf (COTS) software items and Guest Operating System (OS), is covered in the Version Description Document (VDD).>

2.6 Logical Data Model and Physical Schema

<Direction:  Describe the logical data model (OV-7 in the DoD Architecture Framework) and physical schema (SV-11 in the DoD Architecture Framework) for this CM design (see DoD Architecture Framework, Version 1.5, 23 April 2007 [link]).
The logical data model defines the data types (or entities) relevant to the CM and the relationships among the data types.  The physical schema describes the actual implementation of the logical data model.  Both may be modeled as UML class diagram, with the physical schema including detailed attribute information.  If XML schemas for the CM services are included in the Interface Design Description (IDD), describe how those schemas relate to the data model.
>
2.7 Information Assurance/Security
<Direction:  Describe the approach for Information Assurance/Security in the CM and the rationale for the decision.  Specifically,

· Map the DoD Security Technical Implementation Guides (STIGs) and Security Checklists identified in the Test, Evaluation, and Certification Criteria (TECC) to the CM design.

· List relevant standards and describe their use in the CM.

· Describe the integration with User Management CM for user authentication and authorization.  State the authentication mechanism, provide detail on authorization policies, and list the attributes needed by this CM
>
2.8 Design Issues and Notes
<Direction:  Expand the discussion on critical design features/decisions in the Executive Summary.  Elaborate key assumptions.  Describe the results of engineering trade-off.  Discuss current limitations and future enhancements.  Discuss the compliance to requirements, standards, and constraints specified by NECC.  Identify waivers requested.  Discuss the expected performance and scalability characteristics relative to the Service Level Agreement.  Provide information the software implementation (choice of programming language, selection of COTS and OS, etc.).>

3 External Interfaces

<Direction:  Describe the characteristics (information exchange, data format and size, frequency, standards, information assurance/security information) of the external interfaces between this CM and other CMs or systems.  MUST include all interfaces not covered by the IDD.>

4 Requirements Traceability

<Direction:  The design of the services is traced back to the requirements in the CM Specification through use cases (cf. Table 1).  Describe how the design addresses other requirements (e.g. performance) not covered by Table 1.  A Requirements Traceability Matrix, which lists the requirements and the corresponding design features, may be embedded or referenced.
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