STATEMENT OF WORK (SOW)

For

CONTRACTOR SERVICES SUPPORT

For

Defense Information Systems Agency (DISA) Computing Services

1.0 BACKGROUND

The Defense Working Capital Fund Accounting System (DWAS) is a Commercial Off-The-Shelf (COTS) Accounting system that has been implemented as a fully integrated Working Capital Fund (WCF) and General Fund financial management system supporting accounting functions.  DWAS is a client server application providing on-line, real-time financial management system support with multiple functional modules sharing a common Oracle relational database that performs the following accounting functions: fund distribution, General Ledger, fixed assets, Accounts Receivable, Accounts Payable, cost accounting, billing, contract sales, inventory, and reporting. The Production application is hosted on a mid-tier, Hewlett Packard (HP) UNIX, server located at DECC Ogden.

DWAS Navy Finance and Accounting Centers (NAVFAC) customers are located in the continental United States (CONUS) and outside the continental United States (OCONUS).  Because of significant time differences between the DWAS NAVFAC customers, Production sites somewhere are always adversely impacted by the system being taken down to install a new release, perform system maintenance or data extracts.  DFAS requires that the time differences across the DWAS user base within a partition be reduced from the current 20 hours to 6 hours.

DFAS prepared Infrastructure Service Request (ISR) 07-26, dated August 15, 2007, requesting that DISA Computing Services Directorate (CSD) implement an additional partition in the Hewlett Packard (HP) UNIX, server located at DECC Ogden that currently hosts the DWAS NAVFAC database and implement a separate database to support Public Works Center (PWC) Guam and PWC Japan.

The purpose of this preliminary design is to document the requirements and provide a high level specification for the engineering solution proposed to address the requirement.
2.0 OBJECTIVE

This effort will provide the technical expertise required to unpack, install, connect and configure: (1) Remarket 1GHz PA8800 Dual CPU, rp7420/rp8420, (2) Remarket HP-UX Enterprise OE LTU 1 CPU w/sys, (2) HP 8GB HD SyncDRAM Midrange Memory, (1) PCI-X 2 port 1000Base-T Gigabit Adapter and (2) HP PCI-x 2p 4Gb FC and 2p 1000BT Adapters into model RP8420 server, serial number USE43499WM.  Server is located in Bldg 891, 7879 Wardleigh Rd, Hill AFB, UT 84056-5996.
This equipment will be handled in compliance with the Original Equipment Manufacturer (OEM) specifications and standards and installation is to be provided by an approved and authorized OEM certified Hewlett-Packard technician.
3.0 GOVERNMENT RESPONSIBILITIES
A government Point of Contact (POC) at the designated location will provide guidance as required.  During the period of performance, the work will be performed as scheduled by the designated site.

4.0 ACCESS TO GOVERNMENT LOCATION

The government will provide access to the location required for the execution of the task in this SOW.

5.0 TASK REQUIREMENTS

Task 1 – The Contractor is required to install all parts as listed within the DISA Order and this Statement of Work.
Task 2 – The Contractor will configure all parts identified in Paragraph 2.0 of this Statement of Work as needed.
Task 3 – The Contractor will demonstrate to the TPOC listed in paragraph 10 of this Statement of Work, or his/her designate that all newly installed parts as well as all existing components successfully pass all OEM diagnostic tests.

6.0 PERIOD OF PERFORMANCE

The period of performance is 5 days (40 hours) within a month’s window of time during off duty working hours.  Core working hours are typically between 8:00 A.M. (EST) – 5:00 P.M. (EST), Monday through Friday.  

7.0 PLACE OF PERFORMANCE

The location of this work will be at the designated location as listed:

DISA DECC Ogden
7879 Wardleigh Rd, Bldg. 891
Hill AFB, UT  84056-5996
8.0 CONTRACT TYPE

Firm fixed price.

9.0 POINTS OF CONTACT (POC)

Technical POC:
Robin Hope

801-605-7313

Robin.Hope@csd.disa.mil
The contractor will coordinate through the Technical POC at all activities associated with this task order.  The contractor shall contact the site Technical POC NLT 24 hours prior to arrival on site.  The contractor shall provide the site Security POC NLT 48 hours prior to arrival with company a Visit Authorization Letter (VAL).

10.0 SECURITY

The work to be performed under this contract is up to and including the Secret level and the position is IT-1 for systems access.  The company must have a final or interim Secret Facility Clearance (FCL) from the Defense Industrial Security Clearance Office (DISCO).  For contractor employees, it requires a minimum of interim Secret security clearance and interim IT-1 eligibility when performance starts.  This section shall be considered a supplement to block 13 of the Government provided DD 254, Contract Classification Specification.

References:

a.    DOD 5200.2-R, DOD Personnel Security Program 

b.    DOD 5220.22-M, National Industrial Security Program Operating Manual

c.    DOD 5220.22-R, Industrial Security Regulation

The references above can be located by visiting the Official Department of Defense Website for DOD Issuances at:  http://www.dtic.mil/whs/directives/
The Contractor will forward a Visit Authorization Letter (VAL) on all their employees to the Government site at which work under this solicitation will be performed and a comprehensive VAL to the following address:

DISA Field Security Operations

ATTN: G041, Bldg 1 (Mrs. Faith Horton)

1 Overcash Avenue

Letterkenny Army Depot

Chambersburg, PA 17201-4122

The VAL shall be on company letterhead or pre-fabricated form and contain the following information:

· Contract number with start and end dates

· Company point of contact (POC) and telephone number

· Government Task Monitor name and telephone number

· Complete legal name of employee(s)

· Social Security Number

· Security Clearance level, date granted, and

· Adjudication facility name, i.e., DISCO

· Type of personnel security investigation (PSI) pending or complete

· Date of PSI completed

Contract personnel must comply with local security requirements for entry and exit control for personnel and property at the government facility.

Contractor personnel will be required to comply with all Government security regulations and requirements.  Initial and periodic security training and briefings will be provided by Government security personnel.  Failure to comply with security requirements can be cause for termination of employment.

The Contractor shall not divulge any information about DoD files, data processing activities or functions, user identifications, passwords, or any other knowledge that my be gained, to anyone who is not authorized to have access to such information.  The Contractor shall observe and comply with the security provisions in effect at the DoD facility.  Identification shall be worn and displayed as required.

DISA retains the right to request removal of contractor personnel regardless of prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interest of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer (CO). When and if such removal occurs, the contractor shall, within 15 working days, assign qualified personnel to the vacancy(ies) thus created.

