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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.
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EXCEPTION TO SF 30
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STANDARD FORM 30 (Rev. 10-83)
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FAR (48 CFR) 53.243

a.  The purpose of this amendment to the solicitation is to revise the RFP in response to vendor questions and comments.

b.  See Block 14 continuation for list of changes in this amendment.

c.  The proposal due date, and all other terms and conditions remain unchanged.
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SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION  SF 30 - BLOCK 14 CONTINUATION PAGE 

The following have been added by full text: 

        BLOCK 14 CONTINUATION PAGE
AMENDMENT 4:

a.  Section J, Attachment 7, GFE List is revised to reflect correct task order reference as attached.

b.  Section J, Attachment 17, Task Order 0005 Statement of Work (SOW) is revised at paragraph 1.0, as attached.

c.  Section J, Attachments 3, CDRLs and Attachment 4, DIDs are revised as attached.  Four spreadsheets addressing incongruencies in the CDRL, DID list, and references in the task order SOWs are also attached for reference.

d.  Task order SOWs for 0001, 0020, and 0024 are revised to correct CDRL/DID references as attached.

e.  Contract SOW, paragraph 14, CDRLs is revised to reflect the appropriate DID for each CDRL as attached.

e.  Contract SOW, paragraphs 3.24.2 through 3.24.11 were moved to a new paragraph 3.28.  The references in Sections L [L.4.B.c(1), Element 5, Subelem 4]  and M [M.3.2.a(2), Subfactor 1, Elem 5, Subelem 4] are revised to reflect correct reference to new SOW paragraph 3.28.

f.  Task Order SOW for 0024 is also revised (in addition to item d above) is also revised at paragraph 4.

SECTION C - DESCRIPTIONS AND SPECIFICATIONS 

The following have been modified: 

        STATEMENT OF WORK
DEFENSE INFORMATION SYSTEMS AGENCY

DEFENSE INFORMATION SYSTEM NETWORK (DISN)

DISN NETWORK MANAGEMENT SUPPORT SERVICES – 
GLOBAL / RECOMPETE (DNMSS-G/R) 

NETWORK ENGINEERING CONTRACT (NEC)
(DNMSS-G/R NEC)
STATEMENT OF WORK

14 December 2006

1.0  
BACKGROUND

In the mid-1990s, the Office of the Secretary of Defense (OSD) directed the Defense Information Systems Agency (DISA) to incorporate the many disparate Department of Defense (DOD) telecommunications infrastructures into one common interoperable telecommunications system.  As a result the Defense Information System Network (DISN) was created and today functions as DOD’s consolidated worldwide telecommunications infrastructure providing end-to-end information transport for DOD operations.  

This requirement is intended to provide DISA with the worldwide network management services required in planning, designing, enhancing, implementing, operating and maintaining the DISN and its systems.  
1.1  
SCOPE

This Statement of Work (SOW) is for the continuation of Administration, Operation and Maintenance, and Network Management, and related services to support the Defense Information System Network (DISN).   The resulting contract will provide support services associated with network and system management and other related support services for DISA and DOD Military Services and Agencies, and other U.S. Government Departments and Agencies on a global basis.   This includes providing continuing system and network planning, engineering, enhancement, acquisition, implementation, integration, management, maintenance and operations support at Task Order-specified locations for the following components of the DISN:  The Defense Switched Network (DSN) (voice services, the Defense Red Switch Network (DRSN) (secure voice services). the DSN and DRSN network management systems: Advanced DSN/DRSN Integrated Management Support System (ADIMSS/ARDIMSS), the Integrated Network Management System (INMS), and other specified DISN networks and systems and their respective management systems.

2.0 
 Applicable Documents
2.1  
Direct References
2.1.1 CJCSI 6215.01B, Chairman of the Joint Chiefs of Staff Instruction (CJCSI), Policy for the Defense Switched Network, 23 September 2001. http://www.dtic.mil/

2.1.2  DISAI 210-20-2, Preparation and Processing of DISA Numbered Publications, 08 November 1999. 
2.2 
Other Useful Documents
2.2.1
DSN Sources 
2.2.1.1
DISAC 310-70-85A, Defense Switched Network (DSN) Network Configuration Management Plan (NCMP), current version

2.2.1.2
DISAC 310-70-85, Defense Switched Network (DSN) European Configuration Management Plan (ECMP), 17 May 2005.

2.2.1.3 
DISAC 300-115-2, DSN Security Guide, 21 November 1986.

2.2.1.4 
Defense Switched Network (DSN) Network Configuration Management Instruction (NCMI), current version

2.2.1.5 
JIEO Technical Report, Defense Information System Network (DISN) Circuit Switched Subsystem,  Defense Switched Network (DSN) Generic Switching Center Requirements (GSCR), current version. http://jitc.fhu.disa.mil/tssi/reqtsdocs.html

2.2.1.6  
Worldwide Routing Plan (WWRP) for the Defense Switched Network (DSN), current version.

2.2.1.7  
Worldwide Numbering Plan (WWNP) for the Defense Switched Network (DSN), current version.

2.2.1.8 
 Defense Switched Network (DSN) Operations Management Record (DOMR), February 2005.
2.2.2
DRSN Sources
2.2.2.1
 DISAC 310-70-86, Defense RED Switch Network (DRSN) Configuration Management (CM) Guide April 2006, (FOUO).

2.2.2.2  
Defense RED Switch Network (DRSN) Security Guide, Draft DISAC 300-115-7, current version, (FOUO).

2.2.2.3 
 Defense RED Switch Network (DRSN) System Description, 16 May 1996, (FOUO).

2.2.2.4 
 Defense RED Switch Network (DRSN) Network Management Guide, Draft DISAC 310-70-84, current version (FOUO).

2.2.3
Network Management Sources
2.2.3.1  
Advanced Defense Switched Network (DSN) Integrated Management Support System (ADIMSS) User’s Manual, 14 April 2006

2.2.3.2  
Advanced Defense RED Switch Network (DRSN) Integrated Management Support System (ARDIMSS) User’s Manual, 25 August 2003.

2.2.3.3 
 Advanced Defense Switched Network (DSN) Integrated Management Support System (ADIMSS) Configuration Management Plan, 4 August 2005

2.2.3.4  
Advanced Defense Switched Network (DSN) Integrated Management Support System  (ADIMSS) Software Requirements Specification 14 April 2006

2.2.3.5  
Advanced Defense Switch Network Integrated Management Support System (ADIMSS)  Supportability Plan, 30 November 2005

2.2.3.6 
 Defense Switched Network (DSN) Advanced Integrated Management Support System (ADIMSS) System Description, July 26 2001

2.2.3.7  
Defense Red Switch Network (DRSN) Advanced Integrated Management Support System  (ARDIMSS) System Description, 22 May 2002.

2.2.3.8  
Functional Requirements and Operational Procedures for the Integrated Network Management  System (INMS), Version 2.0, 20 August 1999.

2.2.3.9  
Trusted Facility Manual, Integrated Network Management System (INMS), Version 2.0, 26 June 2005.

2.2.3.10 
DRSN Integrated Management Support System (ADMISS) Database Administration Plan, April 2006.

2.2.3.11 Joint Defense Control System (JDCS-Core) Configuration Management Plan, Version 2.0, December 2005..

2.2.4 
Other Sources
2.2.4.1  
DISAC 310-65-1, Circuit and Trunk File Data Elements and Codes Manual of the DCS, 20 February 2003.

2.2.4.2  
DISAC 310-70-57, Supp 5, DISA Quality Assurance Program Performance Evaluation, 08 May 2002.

2.2.4.3  
DISAC 310-130-4, Defense User's Guide to the Telecommunications Service Priority (TSP) 
   System, 8 Sep 1997.

2.2.4.4  
DISAI 240-110-8, Information Security Program, 24 Jun 1996.

2.2.4.5  
DISAI 630-230-19, Automatic Data Processing, Information Systems Security Program, 9 Jul 1996.

2.2.4.6  
DISA-PAC INSTRUCTION, 310-70-3, Quality Assurance Team Chief Handbook, April 2006.

2.2.4.7  
DISA-C 310-130-1,  Submission of Telecommunication Service Requests. 08 October 2002. 

DISA-C 300-110-3, Global Defense Information Systems Network Long-Haul Security Policy,   25 September 2002, FOUO.
2.2.5
Information Assurance Sources

2.2.5.1
CJCSI 6211.02B, Defense Information System Network (DISN): Policy, Responsibilities And Processes, 31 July 2003.

2.2.5.2
.CJCSI 6215.01B, Policy For Department Of Defense Voice Networks, 23 September 2001.

2.2.5.3
.CJCSI 6510.01D, Information Assurance (IA) And Computer Network Defense (CND), 15 June 2004.

2.2.5.4
.DoD 8570.01-M, Information Assurance Workforce Improvement Program, 19 December 2005.

2.2.5.5
.DoDD 5200.1, DoD Information Security Program, 13 December 1996.

2.2.5.6
.DoDD 5200.2, DoD Personnel Security Program, 9 April 1999.

2.2.5.7
.DoDD 8500.1, Information Assurance (IA), 24 October 2002.

2.2.5.8
.DoDD 8570.1, Information Assurance Training, Certification, and Workforce Management, 15 August 2004.

2.2.5.9
.DoDD 5220.22, National Industrial Security Program, 27 September 2004.

2.2.5.10
.DoDD O-8530.1, Computer Network Defense, 8 January 2001, FOUO.

2.2.5.11
.DoDD O-8350.2, Support to Computer Network Defense (CND), 9 March 2001, FOUO.

2.2.5.12
.DoDI 8100.3, Department of Defense (DoD) Voice Networks, 16 January 2004.

2.2.5.13
.DoDI 8500.2, Information Assurance (IA) Implementation, 6 February 2003.

2.2.5.14
.DoDI 8551.1, Ports, Protocols, and Services Management (PPSM), 13 August 2004.

2.2.5.15
.DoDI 8580.1, Information Assurance (IA) in the Defense Acquisition System, 9 July 2004.

2.2.5.16
.CJCSM 6510.01, Defense-In-Depth: Information Assurance (IA) And Computer Network Defense, 10 August 2004, FOUO.

2.2.5.17
.DoD CIO Memorandum, Interim Department of Defense (DoD) Information Assurance Certification and Accreditation Process Guidance, 6 July 2006.

2.2.5.18
.Section 3541 of Title 44, United States Code, Federal Information Security Management Act of 2002 (FISMA), 

2.2.5.19
.Interim Department of Defense (DoD) Certification and Accreditation

(C&A) Process Guidance, DoD Information Assurance Certification and Accreditation Process (DIACAP), July 6, 2006.

2.2.5.20
.DoD Directive 8100.1, Global Information Grid (GIG) Overarching Policy, September 19, 2002.

2.2.5.21
.Office of Management and Budget (OMB) Circular A-130, Management of Federal Information Resources, Transmittal 4, November 28, 2000.

2.2.5.22
.National Security Telecommunications and Information Systems Security Instruction (NSTISSP) No. 11, National Information Assurance Acquisition Policy, July 2003.

2.2.5.23
 DISA Voice Networks Information Assurance Test Plan, 19 April 2005

2.2.5.24
National Institute of Standards and Technology Special Publication 800-42 (NIST SP 800-42), Guideline on Network Security Testing, October 2003

2.2.5.25
National Institute of Standards and Technology Special Publication 800-42 (NIST SP 800-48), Wireless Network Security, November 2002

2.2.5.26
ASD(NII)/DoD CIO 16 August 2005 Ipv6 Transition Plan memorandum

2.2.5.27
DoD CIO, Internet Protocol Version 6 (IPv6), A Key to Net-Centric Operations, 16 May 2006
3.0
Requirements
3.1
Program Management

The Contractor shall provide sufficient management and technical staffs to develop required plans, conduct studies, and implement and execute project activities, as specifically described in the individual Task Orders.  The Contractor shall be responsible for the design, engineering, development, testing, installation, implementation, maintenance, and ongoing support of current and future network, system and telecommunications management and related services.
3.2
Planning and Control


As a minimum, the Contractor shall carry out the following program management functions:

3.2.1
Establish a Plan of Action and Milestones (POAM)

3.2.2
Ensure adequate staffing to meet support requirements

3.2.3
Closely monitor and control scheduling and task activities

3.2.4 
Ensure deliverable items are correct and submitted on a timely basis

3.2.5 
Ensure project personnel exhibit the expertise and capabilities defined in the individual Task Orders

3.2.6 
Conduct status and in-process conferences, reviews and meetings.

3.3
Administrative Support

The Contractor shall perform general administrative duties at the Contractor’s centralized facility and at other sites as directed by Task Orders.  Administrative support functions include, but are not limited to: 

3.3.1
Perform day-to-day contract administration

3.3.2 
Acquire and maintain the proper security clearances for Contractor personnel

3.3.3 
Ensure Contractor personnel are trained to the appropriate DISA System Administrator (SA) Level 1

3.3.4 
Provide on-site and on-call support, in accordance with best commercial practices at specified locations

3.3.5 
Maintain a centralized database for contract administration and contract deliverable documents

3.3.6 
Maintain a centralized database for site-specific documents, contact information, and other related information

3.3.7 
Support DOD Service and Agency training exercises and associated tactical system connectivity requirements

3.3.8 
Develop, maintain, and implement a Disaster Recovery Plan

3.3.9
Implement comprehensive security administration functions

3.3.10
Provide technical writing support

3.3.11
Provide conference and meeting support

3.4
Briefing Materials  

As specified in the task orders, the Contractor shall prepare and present briefings to management and to user groups.  Task Order requirements shall include, but are not limited to, the development, use and distribution of the following briefing and meeting materials:

3.4.1
Desktop presentations

3.4.2
Audio and visual aids

3.4.3
Graphs, charts, etc.

3.4.4
Handouts
3.5
Network and Systems Engineering

The Contractor shall provide the Government with network and related systems engineering services in support of the Government at designated Continental U.S. (CONUS) and Outside Continental U.S. (OCONUS) locations.  The Contractor shall perform engineering functions within the scope of the specific Task Order requirements and as described generally in the following subsections:  


3.5.1
Software Development

Included in this support is software development, assessment of current systems and network redesigns, emerging technology evaluations, and maintenance of an active product quality assurance program.  Growth plans and technology migration paths shall be developed for systems evolution and modernization.  The Contractor shall assist the Government with software design evaluations, interface requirements definition, design, development, integration, and testing.  Prototyping support shall be provided as part of system design and implementation.


3.5.2
Process Improvement  

Software programs developed under this acquisition shall meet or exceed the process improvement initiatives specified under Maturity Level 2 of the current version of the Capability Maturity Model Integration (CMMI), or the equivalent ISO standards of the International Organization for Standardization, or other equivalent recognized standard(s) approved by the U.S. Government.


3.5.3
Document Updates

All resulting documents shall be maintained to reflect current activities and direction by the Contractor.  Draft documents shall be released for review and update before they are finalized and incorporated into the contract documentation suite.
3.6
Planning Support  

The Contractor shall provide planning support and make recommendations for meeting DOD, DISA and DISN objectives and satisfying the requirements specified in the individual Task Orders.

3.7
Plans

The Contractor shall prepare plans in support of technical and support areas, as specified in individual Task Orders.  These plans shall include, but not be limited to, the following:

3.7.1
Mission Needs Statements

3.7.2
Telecommunications Plans

3.7.3
System Descriptions

3.7.4
Implementation Plans

3.7.5
System Integration Plans

3.7.6
Risk Management Plans

3.7.7
Materiel Fielding Plans

3.7.8
Configuration Management Plans

3.7.9
Contingency and Disaster Recovery Plans

3.7.10
Integrated Logistics Support (ILS) Plans

3.8
Studies

The Contractor shall perform studies and propose problem solutions and improvements in the areas of telecommunications, circuit switching, metropolitan area networks, transmission and computer systems performance, user acceptance, capacity planning, resource use, response times, traffic patterns, computer security, system accounting, and communications protocols and interfaces.  Studies shall include, but are not limited to:

3.8.1
Reviews of network/system/user requirements

3.8.2
Concept development studies

3.8.3
Operational impact studies

3.8.4
Network topology studies

3.8.5
New technology identification and assessments

3.8.6
Technical alternative studies with rough cost estimates

3.8.7
Network modeling to optimize performance
3.9
Analyses 

The Contractor shall perform analyses to determine network and system functional requirements and the application of state-of-the-art communication technologies.  This requires demonstrated Contractor expertise in transmission, circuit switching, packet and cell routing, and network/system and management.  Analyses to be performed are:

3.9.1
Assessments to determine network grade of service

3.9.2
Analyses of traffic and performance measurements

3.9.3
Evaluations and recommendations for improvement of networks, systems and services

3.9.4
Evaluations of services from non-Government communications providers and Common Carriers

3.9.5
Analyses to determine economic impacts, cost-benefit tradeoffs and expected return on investments

3.10
Specifications

When directed by Task Order, the Contractor shall provide network and system specifications that adhere to accepted standards and satisfy the requirements of the Government.  The specifications to be produced shall include, but are not limited to:


3.10.1
Network/system reliability/availability/maintainability (RAM)


3.10.2
Network/system performance, survivability and interoperability


3.10.3
Type, performance and path diversity of transmission media 


3.10.3
Network monitoring and failure detection thresholds


3.10.4
Restoration priorities and minimum response times

3.11
Design

The Contractor shall perform technology research and develop alternative designs as specified by Task Orders to meet system and user requirements and to determine the feasibility of using new technologies.  These alternative designs will be reviewed to determine their practicality and applicability in light of their relative costs.  As specified in individual Task Orders, the Contractor shall perform the following tasks in support of network and systems design activities:


3.11.1
Conduct system requirements reviews


3.11.2
Validate system and user requirements


3.11.3
Determine current network and system baselines


3.11.4
Develop alternative designs with rough cost estimates


3.11.5
Conduct preliminary and critical design reviews


3.11.6
Incorporate design review recommendations


3.11.7
Develop integrated design documents

3.12
Enhancements
As directed in the Task Orders, the Contractor shall provide enhancements technology refresh to Government Off-the-Shelf (GOTS) network management applications, software applications/interfaces for system requirements, and hardware platforms, as specified in individual Task Orders.  The enhancement process shall take advantage of standard practices in systems and components.  Enhancement products and documentation include, but are not limited to, the following:

3.12.1
Enhancement plans and milestones

3.12.2
Task assignments 

3.12.3
Processes and controls for in-house enhancement of hardware and applications software

3.12.4
 Software modifications and scripts applied locally

3.12.5
System interfaces and protocols when standard interfaces and protocols are not applicable to enhancement requirements

3.12.6
Component, unit, system and integration testing

3.12.7
Resulting modified hardware and software products

3.12.8
Component drawings and software flow diagrams

3.12.9
User installation and maintenance manuals

3.12.10
Site-specific installation and acceptance procedures

3.12.11 
Web on-line documentation storage and retrieval capabilities
3.13
Government Rights

All hardware and software acquired by the Contractor for the purpose of supporting Government requirements shall become the property of the U.S. Government.  The Government’s technical and data rights regarding all hardware and software items enhanced under this contract shall be governed in accordance with DFARS clauses 252.227-7013 and 252.227-7015 of the contract.
3.14
Integration

General Integration Functions: The Contractor shall provide services necessary to ensure the integration of current and future networks, systems, hardware platforms, and software products and capabilities into the DISN.  The Contractor shall assist in enhancement information architectures, facilities upgrade studies, capacity planning, and system integration plans.  As a minimum, the contractor shall provide the following functions:

3.14.1
Integrate hardware, software and communications capabilities of networks and systems

3.14.2
Integrate miscellaneous Information Technology (IT) components

3.14.3
Integrate and configure Windows/NT-to-Unix cross-platforms and implement solutions to related integration issues

3.14.4
Assess new technologies for possible integration into existing network and system hardware platforms and software applications

3.14.5
Conduct reviews of the impact on current configurations if enhanced products and services being offered to the Government are implemented

3.14.6
Develop Interface Control Documents (ICDs) which specify physical and logical interfaces between the systems being integrated and user interfaces to the systems
3.15
Commercial Off-The-Shelf (COTS) Products
The Contractor shall incorporate COTS hardware, firmware, and software to the greatest extent possible in the design, enhancement, and acquisition of all systems.  The Contractor shall integrate and test the latest version of COTS software products and recommend hardware and software upgrades to the Government that are necessary to meet COTS support and licensing requirements.  The Government reserves approval rights for hardware and software upgrades to COTS products.

3.16
Implementation

The Contractor shall implement network and system solutions as directed by the Government.  In addition to supporting installation activities directly, the Contractor shall be responsible for producing the following documentation related to network and system implementation:

3.16.1
Site surveys

3.16.2
Site agreements
3.16.3
Implementation plans
3.16.4
Routing and numbering plans
3.16.5
Transmission service orders
3.16.6
Cutover procedures
3.16.7
Switch cut sheets
3.16.8
Data collection methodology
3.16.9
Grade of service recalculations
3.16.10
Test and acceptance procedures
3.17
Procurement Support

When network/system hardware or software procurements are required by the Government, the Contractor shall provide technical, planning and analysis services to support those acquisitions as required by individual Task Orders.
3.18
Procurement Documentation

Contractor acquisition support service functions may include, but are not limited to, producing the following documentation:

3.18.1
Risk analyses

3.18.2
Cost estimations

3.18.3
System requirements documents

3.18.4
Studies and analyses for purchase, lease or development of hardware/software/telecommunications  products and services

3.18.5
Assessments of current/new Commercial Off-The-Shelf (COTS) hardware and software packages

3.18.6
Live test and demonstration procedures

3.18.7
Supporting documents for purchase of COTS products

3.18.8
Statement of Work (SOW) documents for Request for Proposal (RFP) packages
3.19
Purchasing Assistance

The Government may request Contractor assistance in the actual procurement of components and services to support network and system implementation.  The procurements will be in conjunction with the system design and implementation recommendations by the Contractor.  The Government may elect to utilize other Government contracting vehicles external to DISA for equipment acquisition and maintenance.  Items to be acquired with Contractor assistance may include, but are not limited to:

3.19.1
Hardware components and cabling

3.19.2
Systems and applications software

3.19.3
 Computer peripheral equipment

3.19.4
Other items integral to installation

3.19.5
Hardware and software installation services

3.20
Contractor Purchases

The Government may also direct the Contractor to purchase miscellaneous items of hardware and software under this contract.  All items purchased by the Contractor on behalf of the Government shall be documented appropriately on Form DD250.

3.21
Testing and Quality Assurance

The Contractor shall define, enhance and support the testing requirements and testing activities specified in individual Task Orders, including testing for: networks and systems, Quality Assurance (QA), Independent Verification and Validation (IV&V), and COTS compatibility assurance.
3.21.1
Test Documentation

The Contractor shall develop documentation related to testing of network and systems, hardware components, and applications software, as applicable.  Test documentation shall include, but not be limited to:

3.21.1.1
Test and Evaluation Master Plan (TEMP)

3.21.1.2
Performance Evaluation (PE) Plans

3.21.1.3
Test and Acceptance (T&A) Plans

3.21.1.4
Quality Assurance (QA) Plans

3.21.1.5
Commissioning Plans

3.21.1.6
Test procedures and expected results
3.21.2
Testing Recommendations

The Contractor shall recommend the level of testing to be performed and the evaluation criteria to be applied.  The evaluation criteria shall be based on mission criticality, associated risks, and the level of project complexity.  The Contractor shall document resulting Government decisions and plans for testing and acceptance.

3.21.3
Testing Services

Test support services shall apply to software, hardware, and network applications, as applicable, and shall include the following support functions:

3.21.3.1
Identify H/W, S/W and documentation factors essential to testing success

3.21.3.2
Participate actively in network and system test activities

3.21.3.3
Observe and conduct network/system/component acceptance testing

3.21.3.4
Perform system level testing to ensure that all programs operate as an integrated system

3.21.3.5
Develop and execute test procedures to assess system performance and identify problem areas

3.21.3.6
Analyze test results, make system adjustments and develop optimum solutions for hardcore problems

3.21.3.7
Define network/system/component quality assurance factors

3.21.3.8
Develop test software and criteria for Quality Assurance testing and Independent Verification and Validation

3.21.3.9
Support Quality Assurance inspections at unscheduled intervals and report the results as directed

3.21.4
Quality Assurance Inspections
Quality assurance inspections shall include, but are not limited to, verifying:
3.21.4.1
Conformance to good engineering practices

3.21.4.2
Accuracy and adequacy of prepared documentation

3.21.4.3
Proper labeling of cables, ports and equipment

3.21.4.4
Availability of network and system configuration diagrams
3.21.5
Independent Verification and Validation

Independent Verification and Validation (IV&V) provides an impartial and authoritative evaluation of independently acquired hardware and software.  In some specific cases, IV&V testing will be performed by the DISA Joint Interoperability and Test Command (JITC) at Ft Huachuca, Arizona.  As specified in individual Task Orders, the Contractor shall provide the following services in support of IV&V activities:
3.21.5.1
Requirements analysis and specifications review

3.21.5.2
Rapid prototype and test software development

3.21.5.3
System data and media conversion

3.21.5.4
Test tools and techniques enhancement

3.21.5.5
Stand-by engineering support during IV&V
3.22
COTS Compatibility Assurance

The Contractor shall ensure that Commercial Off-The-Shelf (COTS) products considered for integration into DISN networks and systems allow editing and are compatible with the following basic capabilities and configurations:

3.22.1
DISN network management systems

3.22.2
Government database structures

3.22.3
Relational DBMS (SQL)

3.22.4
UNIX and Windows/NT based products

3.22.5
GOSIP/TCP-IP/POSIX Standards

3.22.6
Terrestrial and satellite transmission systems

3.22.7
Topology and traffic displays and alarm formats

3.22.8
Briefing and presentation applications

3.22.9
Sun workstation and server configurations

3.22.10
Geographic network representation displays, with zooming from worldwide views down to site components, circuits and cabling
3.23
Information Assurance
The Contractor shall provide information assurance support services for voice, video, and data systems as specified in individual Task Orders.

3.23.1
Information Assurance (IA) Services

3.23.1.1
Contractor functions to provide information assurance services include, but are not limited to, the following:

3.23.1.2
Develop Information Assurance Plans and Procedures

3.23.1.3
Develop an Information Assurance Classification Guide

3.23.1.4
Develop and implement System Security Authorization Agreements (SSAAs) and DIACAP System Implementation Profiles (SIPs)

3.23.1.5
Register in the Vulnerability Compliance Tracking System (VCTS)

3.23.1.6
Respond to and comply with Information Assurance Vulnerability Alerts (IAVAs)

3.23.1.7
Assist in the successful completion of Security Readiness Reviews (SRRs)

3.23.1.8
Obtain IT-I certifications for personnel

3.23.1.9
Develop a data ownership/data classification guide

3.23.1.10
Ensure networks and systems being developed implement DoD baseline IA Controls.  

3.23.1.11
Ensure networks and systems being developed are based on evaluated COTS and GOTS products per policy.  

3.23.1.12
Develop software applications information assurance requirements

3.23.1.13
Develop system security and system accreditation documentation

3.23.1.14
Develop and implement mitigation plans based on certification findings in the Vulnerability Management System, and provide status updates to VMS as required.

3.23.1.15
Document IA controls baselines

3.23.1.16
Provide annual assessments to support FISMA reporting, including but not limited to development of Plan of Action and Milestones (POA&M) documentation in the approved DoD/DISA/Federal format.

3.23.1.17
Document, implement, and enforce agreed-upon controls and mitigation strategies

3.23.1.18
All Information Assurance services and products developed shall adhere to all applicable Federal, DoD, and DISA policies and guidance including, but not limited to those sources provided in section 2.6.
3.23.2
Information Assurance of Systems and Data
During the performance of information assurance related services, the Contractor may have access to planning information, live data, proprietary data and records that are sensitive and/or classified.  The Contractor shall not divulge information about Government files, procurement, and source selection activities, or any other sensitive or classified information to anyone who is not authorized to have such information.  The Contractor shall provide information assurance support services for voice, video, and data systems as specified in individual Task Orders.

3.23.2.1
Provide security awareness training

3.23.2.2
Select, implement, and maintain access control software

3.23.2.3
Maintain existing security related documentation

3.23.2.4
Establish and protect storage and retrieval systems for classified and sensitive data

3.23.2.5
Comply with DOD baseline IA Controls including those documented within the Security Technical Implementation Guides (STIGS), DoD policies and procedures and Federal Information Assurance Guidance.  

3.23.2.6
All Information Assurance Services and products developed shall adhere to all applicable Federal, DoD, and DISA policies and guidance including, but not limited to those sources provided in section 2.6.
3.23.3
Information Assurance Management

Security management requirements/tasks to be performed shall include, but are not limited to, the following:

3.23.3.1
Manage system security services (authentication, access control, encryption, audit trails)

3.23.3.2
Assist in enforcing physical access restrictions to facilities housing system management resources and ongoing operations.

3.23.3.3
Control and monitor mechanisms that exist to protect selected resources, user information and security objects

3.23.3.4
Control access to encryption processes and to databases that are used for archiving and retrieving network and system management information

3.23.3.5
Protect the confidentiality, authenticity and integrity of network management data (access lists, routing tables, performance data, traffic flow analyses, audit data, accounting and billing data)

3.23.3.6
Generate reports of recorded security violations as they occur.

3.23.3.7
Provide information assurance training, certification, and workforce management in accordance with DoD Directive 8570.1, i.e., the contractor will provide personnel fully qualified, trained, and certified to perform their IA duties

3.23.3.8
Document and maintain system component Information Assurance baselines to support Change Management, Configuration Control, and Certification & Accreditation processes.

3.23.3.9
All Information Assurance Management capabilities and products shall adhere to all applicable Federal, DoD, and DISA policies and guidance including, but not limited to those sources provided in section 2.6.
3.24
Networks, Systems, Data and Facilities Security

The Contractor shall provide security support services and protection for networks, systems, data and facilities as specified in individual Task Orders.

3.24.1
Facilities Security 

During the performance of facility security related services, the Contractor may have access to planning information, live data, proprietary data and records that are sensitive and/or classified.  The Contractor shall not divulge information about Government files, procurement, and source selection activities, or any other sensitive or classified information to anyone who is not authorized to have such information.  The Contractor shall provide the following services for facility protection:

3.24.1.1
Provide security awareness training

3.24.1.2
Recommend and implement physical security measures

3.24.1.3
Observe and comply with the security provisions in effect at Government facilities

3.24.1.4
Wear and display any required ID badges at all times

3.24.1.5
Maintain existing security related documentation
3.25
Database Design and Maintenance

The Contractor shall perform database activities as part of design, development, operation and maintenance support services, as specified in the individual Task Orders.

3.25.1
Database Support
The Contractor shall provide an appropriate database structure and related support services that include, but are not limited to, the following:

3.25.1.1
Provide a full database system and corresponding database administration capabilities at the Contractor centralized facility and at other locations as directed by Task Orders

3.25.1.2
Develop database capacity and performance specifications

3.25.1.3
Review, develop, and implement logical and physical database and data warehouse designs
3.25.1.4
Periodically review database designs and modify databases based upon utilization and performance estimates
3.25.1.5
Actively manage database partitioning and storage requirements
3.25.1.6
Prepare software and database design assessment reports
3.25.1.7
Enhance, implement and maintain appropriate safeguards to preserve the functional integrity of database information
3.25.1.8
Enhance, implement and maintain database backup and recovery procedures, including load and purge procedures
3.25.2
Data Storage and Processing
Data storage and processing procedures and services shall include, but are not limited to, the following:

3.25.2.1
Analyze current data item descriptions and storage structures and recommend and implement enhancements
3.25.2.2
Identify data to be stored in the database and develop the corresponding data item descriptions
3.25.2.3
Plan for, and implement compatibility with existing data structures and conversion routines
3.25.2.4
Review existing data dictionaries and modify them as necessary, or develop new data dictionaries
3.25.2.5
Incorporate new data items and update existing data as new information is identified and collected
3.25.2.6
Design and develop database SQL queries and reports
3.25.2.7
Extract and distribute database information to Government-specified locations for review and analysis
3.26
Customer Service and Support

The Contractor shall provide on-site customer problem identification and resolution support, as well as system administration to support management and control of user connectivity to DISN networks and of other managed objects in order to maximize service availability to the users.  Supported sites may include multiple DOD Service and Agency operations centers and user sites as designated in specific Task Orders.

3.26.1
Service Initiation

Requirements for initiation of telecommunications services shall include, but are not limited to, the following functions:

3.26.1.1
Providing general administrative support for customer service

3.26.1.2
Generating Telecommunications Service Requests and Orders (TSRs/TSOs)
3.26.1.3
Analyzing user and site service requests for feasibility and adequate justification
3.26.1.4
Recording activation of communication links/user connectivity
3.26.1.5
Developing and maintaining Electronic Bulletin Boards and World Wide Web applications and pages
3.26.1.6
Developing local reports of communications activities and problem resolutions for site use
3.26.2
Technical Support

Requirements for technical support to DISN customers shall include, but are not limited to, the following functions/services:

3.26.2.1
Providing trouble desk service for technical assistance
3.26.2.2
Responding to user queries and trouble reports in a friendly manner using non-technical terms when necessary
3.26.2.3
Helping end-users with local corrective procedures and resolution of system software problems
3.26.2.4
Answering user questions concerning network operations and information transfer applications
3.26.2.5
Tracking user-reported problems to their resolution
3.26.2.6
Customizing site-configurable portions of GOTS products
3.26.2.7
Providing physical and logical connectivity to network and system applications programs
3.26.3
Integrated Logistics Support

The Contractor shall provide installation, training, documentation, and maintenance of designated systems as required by the Government in the individual Task Orders.  The Contractor shall also provide support for remote workstations, to include installation, enhancement, local system and database administration, training, configuration control, and technical assistance.

3.26.4
Installation

The Contractor shall provide personnel, facilities, hardware, software, and other ancillary services for site installation and integration tasks.  Requirements/tasks to be performed include, but are not limited to, the following:

3.26.4.1
Conduct interviews with potential/expectant customers

3.26.4.2
Perform site surveys and develop initial planning documents
3.26.4.3
Determine cable plant routings, type of power required and optimum locations for power outlets
3.26.4.4
Prepare site-specific check-out, alignment and test procedures
3.26.4.5
Prepare site-specific plans for system and service cutovers and commissioning of newly installed   hardware and software
3.26.4.6
Develop site engineering drawings and ensure adequate site preparation
3.26.4.7
Install and perform system test of GFP hardware and software

3.26.4.8
Install and configure UNIX and Windows/NT Servers and Workstations
3.26.4.9
Install and configure supporting local network resources for connectivity to long-haul 
  communications capabilities

3.26.4.10
Make adjustments to hardware and software configurations for site specific requirements
3.26.4.11
Develop written documentation, in accordance with local activity guidelines, that contains maintenance procedures for installed hardware and software

3.26.4.12
Record as-built/as-installed specifications and drawings for system archives and for local site use

3.26.5
Training

3.26.5.1
 Services:  The Contractor shall provide training as required by the Government and as specified in individual Task Orders.  Contractor training services shall cover networks, telecommunications systems, software applications, and management of networks and systems.  Training requirements shall include, but are not limited to, the following:

3.26.5.1.1
Training management

3.26.5.1.2
Classroom training

3.26.5.1.3
Individual training

3.26.5.1.4
Hands-on training
3.26.5.1.5
Refresher training

3.26.5.1.6
Computer-Based Training (CBT)
3.26.5.1.7
Management and staff training
3.26.5.1.8
End-user training for DOD/Contractor developed software tools
3.26.5.1.9
End-user training for new products being integrated into current configurations
3.26.5.1.10
Arrangements for formal vendor training on COTS products
3.26.5.2
Materials:  The Contractor shall be responsible for the development and provision of materials to support training, including, but not limited to, the following materials:

3.26.5.2.1
Training plans

3.26.5.2.2
Course materials

3.26.5.2.3
Course descriptions

3.26.5.2.4
Training aids

3.26.5.2.5
Training equipment

3.26.5.2.6
Trouble resolution guidance

3.27
Maintenance
3.27.1
Services:  The Contractor shall provide hardware, software, network component, and telecommunications system maintenance support services as specified in individual Task Orders.  The Contractor shall perform the following general maintenance functions:

3.27.1.1
Enhance and modify hardware and software maintenance procedures as necessary
3.27.1.2
Ensure that system and component maintenance is performed properly and according to the terms and conditions of any maintenance contracts
3.27.1.3
Provide support in updating and maintaining voice switch databases and translation tables, including switch revision messages

3.27.1.4
The Contractor shall also be responsible for recommending and then implementing (after Government approval) improvements to networks, systems and components to improve maintenance, including modifications and enhancements to hardware and software to accommodate: growth in files, databases and interfaces; changes in required response and restoral times; changes in requirements and regulations; and changes to accommodate revised network and system criteria.
3.27.2
Hardware Maintenance:  The Contractor shall provide specified hardware maintenance in accordance with individual Task Orders and local site policies.  The Contractor shall be responsible for adhering to established system and site information processing and telecommunications equipment repair procedures.  The Contractor shall:
3.27.2.1
Provide the user with a point of contact for scheduled and emergency hardware maintenance
3.27.2.2
Perform preventive maintenance according to schedule and emergency maintenance as necessary
3.27.2.3
Identify, isolate and trouble-shoot discovered problems
3.27.2.4
Replace and/or repair defective equipment
3.27.2.5
Restore service in accordance with prescribed sequences

3.27.2.6
Coordinate with third party maintenance contractors
3.27.2.7
Coordinate with DOD sites and other Government organizations
3.27.3
System and Software Maintenance:  The Contractor shall provide assistance in the maintenance and enhancement of systems and software.  These responsibilities are defined in the individual Task Orders and may include, but are not limited to, the following functions:

3.27.3.1
Distribute applications software updates
3.27.3.2
Provide and implement operating system upgrades
3.27.3.3
Evaluate and implement COTS product upgrades
3.27.3.4
Resolve response time and queuing problems

3.27.3.5
Resolve critical errors related to installed systems and software
3.27.3.6
Review system and software maintenance histories to identify recurring, non-critical problems and anomalies

3.27.3.7
Make changes or corrections to the computer programs to maximize system operational performance

3.27.4
Network Maintenance:  The Contractor shall perform specified Local Area and Wide Area Network (LAN/WAN) maintenance in accordance with Task Order requirements.  Desired maintenance schedules will be provided by DISA, site personnel and other requesting activities will provide.  LAN/WAN maintenance activities include, but are not limited to, the following functions:  

3.27.4.1
Perform preventive network maintenance and data updates on a regularly scheduled basis, in a prioritized sequence, and at those times that least interfere with critical operations of the networks being maintained 

3.26.7.2
Accomplish operationally critical remedial network maintenance on a high priority basis within specified response times
3.27.5
Documentation Maintenance:  The Contractor shall provide Change Control Documentation (CCD) concerning all alterations and modifications to network infrastructure that affect maintenance functions.  Upon securing requisite approval, the CCD revisions shall be entered into current "master" documentation.  Maintenance-related documentation to be controlled may include, but is not limited to, the following:

3.27.5.1
"Master" as-built drawings
3.27.5.2
Network and system specifications

3.27.5.3
Network/system/component maintenance manuals
3.27.5.4
System and component operating instructions

3.27.5.5
Trouble-shooting and diagnostic procedures
3.27.5.6
Maintenance training manuals and materials
3.27.6
Supporting Documentation:  The Contractor shall develop written and electronic documentation that contains reference material for use by the Contractor and DISA and site personnel to install, modify and maintain hardware and software and to train network and system controllers and users.  Functions to be performed include, but are not limited to, the following:

3.27.6.1
Enhance and maintain standard operating procedures (SOPs) for use by network and system management personnel
3.27.6.2
Enhance and maintain site operational procedures and documents
3.27.6.3
Enhance and maintain computer operation guides
3.27.6.4
Order or enhance and maintain end-user publications
3.27.6.5
Prepare material necessary for release of software updates and Change Control Documentation to the field
3.27.7
Document Storage:  The Contractor shall establish and maintain a centralized repository for storage of installation, maintenance and training documents using standard DOD/DISA applications and terminology for various types of communication media, as specified in individual Task Orders.  Types of documentation to be placed in the repository shall be, but are not limited to, the following:

3.27.7.1
Operator and operational procedures and materials
3.27.7.2
As-built specifications and drawings
3.27.7.3
Equipment and facility configuration drawings

3.27.7.4
Drawings showing power sources and cable routings
3.27.7.5
Full end-to-end network topology drawings, including switching and transmission components
3.28
Network and System Management

The Contractor shall provide administration, operation, and network and system monitoring and control support at Government network management facilities as specified in the individual Task Orders.  Contractor support functions include the real-time operation and management of computer systems, networks, LANs/WANs, and other components of designated networks.  Management support shall include, but is not limited to, the DISN GNC, GNSC and TNCs and other centers as designated in specific Task Orders.

3.28.1
System Administration

The Contractor shall provide the following network and system administration functions:

3.28.1.1
Provide administration of functions to support overall system operations for both remote and local systems

3.28.1.2
Provide qualified personnel for on-site node and switch operations

3.28.1.3
Provide personnel with telecommunications expertise in circuit switched network management and control

3.28.1.4
Provide network, system and component restoral planning support

3.28.1.5
Cross correlate collected data from related functional areas with each other as necessary to plan changes and upgrades and to resolve system problems, using especially data from the configuration and fault management areas

3.28.1.6
Assist DISA in near and long-term planning of information system capabilities

3.28.1.7
Store and process performance, fault, configuration, accounting and security data that has been collected from network switches and components
3.28.2
System Operation

The contractor shall perform network-operating services in accordance with specific Task Order requirements.  The requirements/tasks to be performed shall include, but are not limited to:

3.28.2.1
Initialize, enhance, revise and terminate network and system operation and management capabilities as directed by DISA
3.28.2.2
Operate fielded system management applications to support long-haul and site-specific telecommunications requirements
3.28.2.3
Coordinate closely with DISA and Military Service personnel for efficient monitoring and control 
of networks and systems
3.28.2.4
Perform acceptance tests and activate new switches and network trunks
3.28.2.5
Maintain peer-to-peer data transfer and sharing capabilities with other designated management systems
3.28.2.6
As required: maintain management systems, perform periodic backups and support users
3.28.2.7
Ensure network/system operations adequately support management of performance, fault, configuration, accounting and security functions of the DISN management centers
3.28.3
Performance Management

Performance management requirements/tasks to be performed shall include, but are not limited to, the following:

3.28.3.1
Monitor the quality of information processing services and implement control measures as necessary
3.28.3.2
Collect, collate and store traffic data and performance information on all major switches, systems and subsystems
3.28.3.3
Analyze traffic and performance data and make recommendations for changes and enhancements based on these analyses
3.28.3.4
Recognize and diagnose performance deficiencies in a real-time environment
3.28.3.5
Activate controls to fine tune system performance
3.28.3.6
Generate general and specific periodic and ad hoc reports on traffic flow, network/system performance, and observed trends in volume and location of communications and information processing requirements

3.28.4
Fault Management

Fault management requirements/tasks to be performed shall include, but are not limited to, the following:

3.28.4.1
Detect and isolate problems or abnormal operations of networks, systems and components in a real-time environment

3.28.4.2
Detect and identify suspected related faults and predict possible future error occurrences through monitoring of specific events and alarms and user information inputs

3.28.4.3
Perform diagnostic testing as necessary to duplicate errors and verify observed/reported faults
3.28.4.4
Correct critical problems on a real-time basis in order to restore networks and systems to proper working order
3.28.4.5
Make recommendations for the correction of non-critical problems and implement those corrections as directed
3.28.4.6
Maintain event logs from observed error occurrences and user trouble reports with corrective actions taken
3.28.5
Configuration Management

Configuration management requirements/tasks to be performed shall include, but are not limited to, the following:

3.28.5.1
Identify the extent and detail of network/system hardware and software data required for status accounting/auditing purposes

3.28.5.2
Establish and update network, system and element configuration information in a uniform manner and in a common database environment

3.28.5.3
Establish and maintain mechanisms for accessing configuration status information by DISA and the Military Services on a real-time basis

3.28.5.4
Maintain and distribute communications network and systems software to DISA-designated monitoring and control centers
3.28.5.5
Recommend appropriate inventory levels for equipment replacement
3.28.5.6
Generate both general and specific periodic and ad hoc reports reflecting the status of network and system configurations
3.28.5.7
The contractor shall use the DISA mandated Configuration Management and Project Scheduling and Tracking System to document and track all network actions within the DISN.  Currently DISA’s Integrated Configuration And Management System (ICATS) is the DISA mandated system.  

3.28.6
Accounting Management

Accounting management requirements/tasks to be performed shall include, but are not limited to, the following:

3.28.6.1
Collate, store and retrieve network/system usage data

3.28.6.2
Implement, revise and enhance the tools and operational measures to collect specified usage data
3.28.6.3
Establish and terminate user accounts as directed by DISA and within the limits of network/system resources available

3.28.6.4
Evaluate rate structures and recommend rate revisions to recover costs for the implementation and 
use of DISN resources
3.28.6.5
Determine charges for the use of DISN network resources and services based on published rate 
structures
3.28.6.6
Generate usage billing reports on a regular basis and other usage related ad hoc reports as directed by DISA
3.28.7
Security Management

Security management requirements/tasks to be performed shall include, but are not limited to, the following:

3.28.7.1
 Manage network security services (authentication, access control, encryption, audit trails)
3.28.7.2
 Assist in enforcing physical access restrictions to facilities housing network management resources and ongoing operations
3.28.7.3
 Control and monitor mechanisms that exist to protect selected network resources, user 
 information and security objects

3.28.7.4
 Control access to encryption processes and to databases that are used for archiving and retrieving network management information
3.28.7.5
Protect the confidentiality, authenticity and integrity of network management data (access lists, routing tables, performance data, traffic flow analyses, audit data, and accounting data)

3.28.7.6
Generate reports of recorded security violations as they occur.  In order to assess network performance, provide data for future network design and resize efforts, and accurately report subscriber usage of DISN assets, the Contractor shall collect system accounting, call detail data (Automated Message Accounting (AMA) data, Military Call Detail Recording (MCDR) data, etc.), and traffic metering data from each managed object in the designated network.

3.28.8
Collection Functions

The Contractor shall provide support service functions for the processing and reporting of usage data.  These functions include, but are not limited to, the following:

3.28.8.1
Develop procedures for collecting and processing traffic and usage data
3.28.8.2
Collect and process traffic metering data and prepare and distribute traffic reports
3.28.8.3
Collect and process and dispatch AMA data to the Defense Information Technology Contracting Organization (DITCO) for distribution of usage reports to using organizations
3.28.8.4
Manage and operate the applications system for usage sensitive and customer reports
3.28.8.5
Develop procedures for resolution and correction of usage reports that are found to be in error
3.28.9
Usage Reports

In accordance with individual Task Orders, the Contractor shall process and format collected data for use in: network design and engineering studies, network and system assessments, operational management reports, and customer usage reports.
4.0
SHIPPING AND TRANSPORT

When commercial air transport is not available or when transport via services of the Air Mobility Command (AMC) are more advantageous to the Government, the Government will provide the Contractor with authorization to use military airlift support and/or military pouch for OCONUS equipment and documentation shipments, in accordance with DOD 4515.13-R, chapter 7.  The incurred AMC transport costs shall be borne by the Contractor.

4.1
Relationship of Prime Contractors

In order for the contractors to fulfill their contractual obligations to the Government, the NEC/R and ASC/R Prime Contractors shall cooperate and coordinate closely with each other.  An offeror should not submit a proposal for either role, unless it is prepared to cooperate fully and in good faith with the other DNMSS-G/R contractor.

4.1.1
Program Management Plan

The contractor shall provide the contracting officer an Associate Contractor Program Management Plan in contractor format that defines their coordinated approach for ensuring contractor cooperation in meeting the requirements of this contract.  The Plan shall include, but not be limited to the following items:

4.1.1.1
How contractor-to-contractor intercommunication shall be achieved
4.1.1.2
Contractor management structures and the relationships between them
4.1.1.3
Respective contractor authorities and responsibilities
4.1.1.4
How the NEC and ASC plan to support each other to successfully accomplish the work
4.1.1.5
Methodology for escalation of non-resolved issues.

4.1.2
Joint Plan

The NEC and ASC shall jointly sign the plan, and a draft shall be submitted to the Contracting Officer within 30 days of contract award.  The plan needs to be reviewed quarterly and updated yearly if needed.

4.1.3
Disputes

Neither prime contractor shall direct changes to the task orders assigned, or to the work products and deliverables required of the other DNMSS-G/R contractor.  The NEC and ASC shall provide each other unlimited and timely access to deliverables they produce under this contract, and all required work products, which produce the deliverables.  The contractors shall advise the contracting officer of any dispute or disagreement that threatens to interfere with the successful execution of this contractual undertaking.  The Government has conclusive authority with regard to resolution of such disputes. 

4.1.4
Data Exchange

To satisfy contract requirements, the NEC and the ASC contractors shall closely cooperate in the sharing and exchange of data and operational expertise.  To support this requirement, the NEC and ASC contractors may form an agreement(s) to share proprietary data and protect against its unauthorized use or disclosure.  A copy of any such agreement(s) shall be provided to the Contracting Officer.
4.2
Work Performance Locations in Task Orders

Work performance locations are defined by the Task Orders.  They include, but are not limited to, the following locations:

4.2.1
Contractor’s own facilities in the vicinity of the National Capital Region (NCR), Washington, District of Columbia
4.2.2
DISA Headquarters, Arlington, Virginia
4.2.3
DISN Global Network Operations Center (GNC), at DISA Headquarters, Arlington, Virginia
4.2.4
DISA/DISN Program Management Office, Falls Church, Virginia
4.2.5
DISA-DITCO (Defense Information Technology Contracting Organization), at Scott Air Force Base, Illinois
4.2.6
DISN Global Network Operations Support Center (GNSC), at Scott Air Force Base, Illinois

4.2.7
DISA Joint Integration Test Command (JITC) Fort Huachuca, Arizona
4.2.8
DISA-CENTCOM (Central Command), at Macdill Air Force Base, Florida
4.2.9
DISA-Europe TNC, at Patch Barracks, Stuttgart, Germany
4.2.10
DISA-Pacific TNC, at Wheeler Army Air Field, Wahiawa, Hawaii
4.2.11
DISA-CENT (Central Command Forward) TNC, at Manamah, Bahrain, in Southwest Asia
4.2.12
As specifically tasked, support services shall also be provided by the Contractor at alternate and additional base/post/camp/station locations.
5.0
GOVERNMENT AND CONTRACTOR PROPERTY
5.1
Contractor Use of GFP

Government Furnished Property (GFP) i.e. equipment and information, may be made available by Task Order for use by the Contractor to provide the required services. The Contractor shall evaluate and, where suitable, use GFP in providing those services.  As part of the contract requirements, the Contractor shall be responsible for meeting all of the requirements of FAR Part 45, including maintenance of GFP and completing and documenting an annual inventory, as part of the contract requirements.
5.2
Contractor Hardware and Software

The Contractor shall provide additional hardware and software as needed in order to satisfactorily perform project management and system management and related support services required by the individual Task Orders.  The Contractor shall be responsible for the installation of all Contractor-provided hardware and software.
6.0
DELIVERABLE ITMS

The Contractor is responsible for all deliverable items in the Contract Data Requirements List (CDRL) as tasked in the individual Task Orders.  The Contractor is separately and specifically responsible for the following deliverable items.
6.1
Monthly Status Report

The Contractor shall deliver a Monthly Status Report to the Contracting Officer’s Representative (COR) in electronic form.  The Monthly Status Report shall contain a summary of all activities completed during the previous month and the activities scheduled for the upcoming month and costs for the month, hours expended, outstanding issues, and their recommended resolution.  Also, report on trips completed and planned, including activities/personnel visited, accomplishments, and follow-up activities that are required as a result of the trip.  Report shall include the name of the person(s), cost of the trip, and duration.
6.2
Quarterly Progress Reviews and Conferences

The Contractor shall prepare progress briefings for the Government and will receive guidance from the Government at these progress reviews.  The reviews shall be held as required by the Contracting Officer but at least quarterly, and they shall be scheduled as mutually agreed upon between the Contracting Officer and the Contractor.  

6.2.1
The Quarterly Progress Reviews shall be held at the Contractor’s central facility and in a format suitable for simultaneous transmission via Video Teleconferencing (VTC) from the Contractor’s facility to DISA-Scott, DISA-Europe, DISA-Pacific, and DISA-CENT, plus up to two additional sites, using not less than 256 Kbps transmission capacity to each site.
6.2.2
The Contractor shall carry out coordination with the Government to ensure maximum participation for the reviews and shall provide: the central facility for the reviews within the National Capital Region (NCR), the VTC equipment at that facility, hard copies of all briefing slides and discussion materials to the attendees, electronic copies of all briefing slides and discussion materials to the Contracting Officer, COR and participating DISA field offices, and a record of issues addressed and their disposition.
6.2.3
Subcontractors shall be responsible for providing their progress and discussion materials to the prime Contractor in sufficient time to allow the prime Contractor to produce the required briefing packages and briefing slides and make timely distribution to the field offices.
6.2.4
The Contractor shall participate in conferences and meetings with Government personnel relevant to deliverables, progress, or problems.  Conferences shall be scheduled as conveniently as possible and shall be mutually agreed upon.
6.3
Deliverable Item Conformance

Deliverable items are specified in the individual task orders.  Unless specified otherwise in the task order, deliverables shall be provided in the current DISA standard software format (MS Office 2000), CD-ROM media, or electronic E-mail attachment.  As DISA upgrades or changes its documentation standards and applications, the Contractor shall comply with the changes and deliver documents using the new standards and application suite.
6.3.1
DISA Numbered Publications  All DISA publications prepared by the Contractor shall be in accordance with DISAI 210-20-2, Preparation and Processing of DISA Numbered Publications.

6.3.2
Common Operating Environment  All software development and acquisition efforts put forward by the contractor shall be compliant with the GIG Common Operating Environment (COE) and shall support the Joint Defense Information Infrastructure Control System (JDIICS) architecture.

6.3.3
Government Response to Deliverables  The Task or Alternate Task Monitor or the Contracting Officer’s Representative (COR) will review only the contract deliverable that have an “A” in block 8 of a CDRL and respond within twenty (20) working days to the Contractor.  The response will be either an acceptance of the deliverable or a rejection of the deliverable with comments for additional action by the Contractor
.

7.0
SECURITY CLEARANCES AND CERTIFICATIONS
7.1
Facilities and Information Access

Contractor personnel who will require access to DISA Headquarters, SKY7, DISA-Europe Headquarters, DISA-Pacific Headquarters, DISA-Central Command facilities, Building 1700 at Scott Air Force Base, DISA field offices, or other DOD Service and Agency facilities on a regular basis must be U.S. Citizens with U.S. SECRET or TOP SECRET security clearances (as specified in the individual Task Orders).  No Foreign Nationals shall be allowed access to management centers, databases, computer facilities, or certain planning documents.  Many of the management planning tasks require access to classified data concerning war planning.  Some tasks may require access to U.S. and NATO SECRET material as well as access to Sensitive Compartmented Information (SCI).  Some tasks will require access to SECRET NOFORN databases at the worker level (non-supervisory/non-management).  Some task will require a need to courier classified through the Defense Courier Service for the COMSEC material.  The Contractor shall be responsible for ensuring that properly cleared personnel are available to perform tasks, which require access to SECRET NOFORN data.  Contractor personnel working in the TNCs in Europe and the Pacific may have access to TOP SECRET data and may require a U.S. TOP SECRET CLEARANCE.  Security requirements are stated in the attached DOD Form 254.
7.2
Computer-User Certification
In accordance with DISA and DOD policy, all contractor personnel who use Government computers in the performance of their duties shall attain and maintain the proper IT-I level of certification, as designated in the individual Task Orders.
8.0
GOVERNMENT RESPONSIBILITIES

The Government will carry out the responsibilities described in the following paragraphs.
8.1
Facility and Document Access
The Contracting Officer's Representative (COR), Alternate Contracting Officer's Representative (ACOR), Task Monitors (TMs), and Alternate Task Monitors (ATMs) will assist the Contractor in the efforts required to obtain necessary access to U.S. Government facilities and documentation required for contract performance.  These include, but are not limited to, applicable DISA circulars and instructions, documents produced by DISA under other support contractor efforts, and other DISA documents, which could be of assistance in completing required tasks.
8.2
Theater Clearances
8.2.1
The COR will assist the Contractor in obtaining theater clearances for contractor personnel (for both on-site and visiting personnel) and will assist the Contractor in arranging field trips which may be required for contract performance.  All contractor trips shall be pre-approved by the TM or ATM and by the COR.
8.2.2
Theater clearances for contractor trips to the Central Command Area of Responsibility (CENTCOM AOR) must be received in-theater no later than forty-five (45) days prior to travel, unless expedited due to Government operational exigencies.
8.3
Government-Furnished Office Space
8.3.1
Office space (not exceeding the standards imposed upon Government employees of equivalent rank or grade) and furniture may be provided by the Government as defined in the individual task orders.  Office space furnished will be according to the DOD standard for action officers of Grade GS‑7 and above.  Government furniture, if available, will be provided in an "as is" condition.
8.3.2
If Government space is not sufficient or not available the Contractor may be required to obtain requisite office space, or, in some cases, additional office space, with furnishings in Virginia, Maryland, Illinois, Florida, Hawaii, Germany, and Southwest Asia.  The Contractor may be required to obtain office space, or additional office space, with furnishings if other DISA components, Military Service components or Government agencies are added and Government space is not sufficient or not available.
8.4
GFP and Computer System Access
8.4.1
The COR, TMs and ATMs are responsible for the efforts required to obtain access to DISA computer systems for Contractor use in carrying out support service activities, in particular: resource allocation, system management, configuration management, requirements data collection and forecasting, accounting and billing, database maintenance, and traffic analyses.  Access to DISA systems and computers shall be in accordance with then current DISA policies and procedures.

8.4.2
The Contractor is authorized to use Government Furnished Property (GFP) solely for the performance of the services required under this SOW at no cost, during the life of the contract.  The Contractor shall be responsible for complying with the Government property requirements of FAR Part 45 and DFARS Part 245.
9.0
GEOGRAPHICAL CONSIDERATIONS
9.1
Facility Locations
9.1.1
Contractor services and project management interaction with DISA will be carried out primarily at the following locations:  

9.1.1.1
Headquarters, Defense Information Systems Agency (DISA) and Global Network Operations Center (GNC): 701 South Courthouse Road, Arlington, Virginia 22204-2199

9.1.1.2
DISA DSN/DRSN/INMS Program Manager Facilities: 55275 Leesburg Pike (SKY7), Falls Church, Virginia 22041
9.2.2
The Contractor may also be required to carry out services and project management interaction at the following locations, if necessary:  

9.2.2.1
DISA Defense Information Technology Contracting Organization (DITCO): 2300 East Drive, Scott Air Force Base, Illinois 62225-5406.
9.2.2.2
DISA Global Network Operations Support Center (GNSC): Building 1700, 3rd Floor Command Center, Scott Air Force Base, Illinois 62225-6343
9.2.2.3
Headquarters, DISA-Europe, and Theater Network Operations Center (TNC): Building 2340, Patch Barracks, 70569 Stuttgart-Vaihingen, Germany
9.2.2.4
Headquarters, DISA-Pacific, and Theater Network Operations Center (TNC): Building 107, Wheeler Army Air Field, Wahiawa, Hawaii 96786
9.2.2.5
Headquarters, U.S. Central Command, and DISA-CENTCOM: 7115 South Boundary Boulevard, Bldg 540, Macdill AFB, FL 33621-5101
9.2.2.6
Headquarters, U.S. Central Command (Forward), and DISA Theater Network Operations Center 
(TNC): Manamah, Bahrain
9.2.2.7
The Contractor centralized facility that houses key project management personnel shall be located within easy commuting distance of DISA program management personnel located primarily in Arlington, and Falls Church, Virginia.
10.0
TRAVEL APPROVAL

Travel may be performed by contractor personnel, based upon task order requirements, as authorized by the Task or Alternate Task Monitor (TM or ATM), and as approved by the Contracting Officer’s Representative (COR).  Travel is authorized for the key contractor management personnel to attend the Program Status Reviews.  No other travel shall be performed in connection with these requirements (other than local travel) without the prior written approval of the COR, or unless specifically stated in the individual "TRAVEL REQUIREMENTS" paragraph of the Task Order.
11.0
TECHNICAL EXPERT STATUS ACCREDITATION (TESA)

Should German Technical Expert Status Accreditation (TESA) certification be necessary to work on this task, it is the contractor personnel responsibility to acquire this certification.
12.0
BACKGROUND OF THE DISN AND ITS NETWORKS 

12.0.1
The Defense Information Systems Network (DISN) is the information transfer element for the DOD Global Information Grid (GIG).  The DISN provides the DISA core services in support of telecommunications requirements of the Joint Staff, the Warfighters, and other DOD and non-DOD customers.

12.0.2
A goal of the DISN is to ensure dominant battlespace awareness from the Warfighter's view.  Therefore, maintaining a network that is current with state-of-the-art technology requires that the DISN be actively managed and refreshed constantly through technology insertion.  This technology is dynamic and in a state of constant change, the DISN, in order to fulfill its mission requirements, will continue as a life-cycle project well into the future.

12.0.3
When fully implemented, DISN will provide sufficient value-added, common-user services and bandwidth for the high-volume exchange of voice, data, imagery, and video telecommunications anywhere in the world.  This Statement of Work provides for continued support of DISN networks and network management systems.  

The below paragraphs describe the networks that require support through this contract.

12.1
Defense Switched Network (DSN)
12.1.1
The Defense Switched Network (DSN) is an inter-base telecommunications system that provides end-to-end, long-haul, common-user, digital voice, data and video services.  It supports high priority traffic during peacetime, crisis, and conventional war.  It provides readily available, rapid and reliable service with multilevel precedence and preemption capability.  The DSN is an outgrowth of integration of Military Department (MILDEP) voice and video telecommunications programs.  The DSN, by including the network side of the Military Department (MILDEP) end offices and interconnecting trunks, is a much larger network than its predecessor, the old AUTOVON System.  The DSN scope was directed by the Joint Chiefs of Staff (JCS).  The DSN scope includes requirements to:

12.1.1.1
Ensure continuity of services for Command and Control users

12.1.1.2
Provide greater control for operations and interoperability

12.1.1.3
Ensure that DISA can manage the network as a single integrated system

12.1.2
DSN enhanced digital voice; data and video services are nearing full implementation.  Switched digital services are also available in the form of ISDN capabilities for the transfer of data, facsimile, and video information in the dial-up mode.  In Europe and the Pacific, full ISDN has already been implemented in conjunction with the implementation of full ISDN in the Continental U.S. (CONUS).  The use of ISDN provides clear robust channels for passing high quality, high speed data, facsimile, and video.  Usage sensitive billing was previously established in CONUS and in the Europe, Pacific, Southern and Central Command Theaters.  This allows managers to analyze their cost for DSN usage as compared to other available services (commercial, Federal Telecommunications System (FTS), etc.) and to make decisions based on economics.  It also allows DSN network managers to analyze DSN costs, make comparisons with competitive services and take measures to lower costs where necessary to maintain DSN competitiveness.
12.1.3
The DSN in the Western Hemisphere (DSN-WESTHEM) is a private line network with provisions to interconnect with U.S. and host nation Public Switched Telecommunications Networks (PSTNs) and with tactical and other special networks.  The DSN makes use of both U.S. Government-owned and commercial transmission media to provide connectivity and diverse routing for a measure of survivability.  When used, specified components of the leased transmission media will be under DOD management and technical control.  The strategy for the DSN-WESTHEM calls for providing the U.S. Commander-in-Chief (the CINC), and the DOD Services and Agencies and subordinate commands with integrated voice and data networks to satisfy Command and Control (C2), administration and logistics requirements.  The DSN-WESTHEM provides services to users in the Continental U.S. (CONUS), Puerto Rico and Panama and has connectivity to cooperating Government entities in several other countries in the Western Hemisphere.
12.1.4
The DSN-WESTHEM is currently comprised of six government-owned Multi-Function Switches (MFS).  There are DOD Service and Agency End-Office (EO) switches, PBXs, Remote Service Units (RSUs) and concentrators located at 600 U.S. bases, posts, camps, stations and other facilities that are connected to the MFS switches, and to some extent among each other.  MCI provides bandwidth management services, but this will be transitioned to a government-operated service by fourth quarter 2006.  The Services and Agencies perform network management for their own switches.
12.1.5
The DSN in the Europe Theater (DSN-EUR) is a private line network with provisions to interconnect with host nation PSTNs and with tactical and other special networks.  The DSN makes use of both U.S. Government-owned and host nation transmission media to provide connectivity and diverse routing for a measure of survivability.  When used, specified components of the host nation transmission media will be under U.S. management and technical control.  The strategy for Europe calls for providing the U.S. Commander in Europe and his subordinate commands with integrated voice and data networks to satisfy command and control, administration, and logistics requirements.
12.1.6
The DSN-EUR is currently comprised of 105 circuit switches (tandem, multifunction, end office and remote service units).  These are primarily Siemens switches but there are also several Nortel switches.  The switches that comprise the DSN-EUR network are under 24x7 network management and control from the Theater Network Operations Center (TNC), located at Headquarters, DISA-Europe, Patch Barracks, Stuttgart-Vaihingen, Germany.  Although primarily a non-secure system, the DSN-EUR supports secure voice/data communications through STU-III telephone sets.  The DSN-EUR is currently comprised of a separate DSN Signaling System No. 7 (DSN SS7) network in each major land mass.
12.1.7
The DSN in the Pacific Theater (DSN-PAC) is a private line network with provisions to interconnect with host nation PSTNs and with tactical and other special networks.  The DSN makes use of both U.S. Government-owned and commercially leased transmission media to provide connectivity and diversity for survivability reasons.  The DSN-PAC attempts to maximize physical diversity by utilizing terrestrial fiber, submarine fiber, copper cable and line of sight microwave and troposcatter radio, as well as satellite transmission (military and commercial) wherever feasible.  Although primarily a non-secure system, the DSN-PAC supports secure voice/data communications through STU-III telephone sets.  The DSN-PAC is currently comprised of a separate DSN Signaling System No. 7 (DSN SS7) network in each major land mass.  These are tied together via transoceanic data links between major landmasses.  The DSN-PAC provides high-speed data, video, imagery, and facsimile services via dial-up Switched 56 Kbps circuits and satellite avoidance routing in support of the Command and Control (C2) requirements of the Commander of U.S. Forces in the Pacific and of his subordinate commanders.  The DSN-PAC also has a contingency branch to support tactical missions.
12.1.8
The 62 Nortel switches that currently comprise the DSN-PAC network are under 24x7 network management and control from the Theater Network Operations Center (TNC), located at Headquarters, DISA-Pacific, Wheeler Army Air Field (AAF), Hawaii.
12.1.9
The DSN Central Command (DSN-CENT) network in Southwest Asia (SWA) is a private line network with provisions to interconnect with host nation PSTNs and with tactical and other special networks.  The DSN makes use of both U.S. Government-owned and commercially leased transmission media to provide connectivity and diversity for survivability reasons.  The DSN-CENT attempts to maximize physical diversity by utilizing terrestrial fiber, submarine fiber, copper cable, line of sight microwave and troposcatter radio wherever feasible, as well as relying heavily on satellite transmission (military and commercial).
12.1.10
The six Nortel switches that currently comprise the DSN-CENT are under 24x7 network management and control from the DISA-CENT (forward) location in Manamah, Bahrain.
12.1.11
The primary tool for exercising network management of the DSN-EUR is the Advanced DSN Integrated Management Support System (ADIMSS) that is hosted on a Sun SPARC workstation platform at the Global Network Operations Support Center (GNSC) in CONUS and at each OCONUS Theater Network Operations Center (TNC).  A separate telemetry control network with Internet Protocol (IP) routers is used to provide secure connectivity between ADIMSS and the DSN switches in CONUS and each theater.
12.2
Defense Red Switch Network (DRSN)

The Defense Red Switch Network is the global, secure, circuit-switched element of the DISN, and is interconnected by the DISN transmission backbone and commercial transmission links.  It was created by approval of the Assistant Secretary of Defense for Command, Control and Communications.  Subsequently, the DRSN has been guided by CJCSI 6215.01B, which provides policy guidance for both the DSN and the DRSN.  The DRSN provides high quality, secure voice and data communications, and secure voice and video teleconferencing capabilities to the National Communications Agency (NCA), the Joint Chiefs of Staff (JCS), Theater and Support Commanders, and other senior decision makers.
12.2.1
The DRSN-WESTHEM is a network of twenty (20) U.S. Government-owned Raytheon switches distributed throughout CONUS, and includes Panama (for support to the Southern Command (SOUTHCOM)).  The switches are interconnected via the DISN transmission backbone and commercial transmission links.  The DRSN currently provides high quality, secure voice, data, video and teleconferencing capabilities to senior commanders and subordinate commands throughout the northern part of the Western Hemisphere.  Projected expansion to additional WESTHEM locations is expected during the next five years.
12.2.2
The DRSN-EUR is a network of seven (7) Raytheon CCSS family switches that interconnect via the DRSN backbone and commercial transmission links.  The DRSN provides high quality, secure voice communications, secure data communications, and secure conferencing capabilities for the Commander, U.S. European Command (USEUCOM) and subordinate units.
12.2.3
The DRSN-PAC is currently a network of eleven (11) circuit switches interconnected by dedicated, encrypted, inter-switch trunks routed over the DISN, which includes both Government-owned and leased commercial media.  Two (2) of these switches are located in Alaska.  Each DRSN site is interconnected into the DSN for backup purposes, and as a means of reaching STU-III users on other networks.  It provides high quality, secure voice and data communications, to include secure conferencing capabilities in support of the Commander, U.S. Pacific Command (USPACOM),Alaska (supported by USPACOM), and subordinate commands. The DRSN-PAC network is under 24x7 network management and control. 
12.2.4
The DRSN-CENTCOM has five (5) DRSN switches which are currently managed by the Europe TNC.
12.2.5
The network management system for the DRSN is the Advanced DRSN Integrated Management Support System (ARDIMSS), which ensures that secure, efficient and functional use of the network is maintained.  The PanaVue / NETMS platforms are also used in DRSN management for the Red Prominas that are part of the DRSN.
12.3 
DSN/DRSN Network Management (ADIMSS/ARDIMSS)

The DISA-owned software tool that will continue to be used to provide Administration, Operation and Maintenance/ Network Management (OA&M/NM) capabilities for monitoring, managing, and controlling the DSN and DRSN networks is the centrally managed and developed COTS‑based Advanced DSN/DRSN Integrated Management Support System (ADIMSS/ARDIMSS).  Reference is made here to ADIMSS/ARDIMSS as a single application, with the understanding that the ARDIMSS product is, in essence, a capability subset and security enhancement of the ADIMSS, and a result of the differences between DSN and DRSN switch capabilities and security requirements.

12.3.1
ADIMSS/ARDIMSS network management capabilities will be enhanced based upon anticipated functionality changes and improvements in the circuit switching platforms for the Western Hemisphere and the Europe, Pacific, and Central Command Theaters.

12.4
DISA Integrated Network Management System (INMS)

12.4.1
The current Joint DISN Control System (JDCS) implementation within the DISA Network Operations (NetOps) Centers consists of a set of integrated and federated tools.  These systems are based on a Windows 2003 operating system.  The central system of JDCS is the Integrated Network Management System (INMS), which currently utilizes the AI Metrx NeuralStar commercial off-the-shelf (COTS) product as the core application Sequal Server as the database.  A life-cycle upgrade to NeuralStar Version 8.0.1 is currently underway with a completion timeframe of April 2007.  The INMS provides interfaces to those DISN elements and element managers that perform autonomous fault, configuration, accounting, performance, and security (FCAPS) management.  The second system within the JDCS suite is the Trouble Management System (TMS), which is based on the Remedy ARS product and Sequal Server as the database.  TMS provides DISA with a common Trouble Ticketing system, allowing the control centers to manage fault information and accomplish up-channel reporting.  The third system in the JDCS suite is the Integrated Configuration and Tracking System (ICATS).  ICATS consist of two COTS products, Visionael and Remedy ARS and provides a common configuration management tool for the DISN networks and allows project management for equipment upgrades and circuit implementations.  The final systems is the Report Management System (RMS).  This systems provides the capability to develop and post reports based on the data that resides in the other JDCS tools or any database information required by the NETOPS control centers. 
12.4.2
From one workstation, the JDCS provides the ability to monitor and actively manage the diverse networks that comprise the DISN.  The JDCS tools  do not replace the existing element management systems (EMS), but augments them by correlating events and providing integrated management with a view of the entire enterprise infrastructure.  It does this by taking inputs from elements and element managers, filtering those inputs, and then presenting a composite picture to the operator while simultaneously providing a drill-down capability for viewing detailed information.  From this, decisions are made to generate trouble tickets within TMS and reports are generated within RMS to facilitate trend analysis and performance metrics.  Both INMS and TMS rely on the network configuration information that resides in ICATS to formulate the integrated views and populate data elements within the TMS trouble ticket

12.4.3
JDCS has been implemented within DISA at several DISA control center locations:

12.4.3.1
Global Network Operations Center (GNC) at DISA Headquarters

12.4.3.2
Global Network Operations Support Center (GNSC) at DISA-Scott

12.4.3.3
Theater Network Operations Centers (TNCs) at:

12.4.3.4
DISA-Pacific

12.4.3.5
DISA-Europe

12.4.3.6
DISA-Central Command Forward (Southwest Asia)

12.5
Asynchronous Transfer Mode Management System (AMS)
The DISN Asynchronous Transfer Mode (ATM) Management System (AMS) provides capabilities for SONET management, ATM provisioning, and web-based network management.  The AMS maximizes use of COTS products to enhance DISA’s ability to manage the multi-vendor ATM networks of the DISN.  AMS is currently deployed at the GNC and GNSC.  AMS has expanded from a CONUS ATM network management system to a global system, and has been selected by some Military Services and other DoD Agencies to manage their networks.  The existing AMS has capabilities for fault, configuration, accounting, performance, and security (FCAPS) management.
13.0
FUTURE CONSIDERATIONS

The following paragraphs describe future network/system planning and enhancement considerations that relate to the work under this contract.
13.1
DSN Planning

Requirements in the next five years will center primarily on maintaining and sustaining the operations of the worldwide DSN.  In addition to maintaining operational readiness, the DSN has significant enhancements and improvements planned for this period, e.g., Voice over IP (VoIP) and Voice Telephony over ATM (VToA).  Initially, the transition of the DSN-WESTHEM from the current MCI leased switching services to a new DOD-owned and operated infrastructure will set the stage as the first and most extensive major enhancement to the DSN.  Along with the change to a core network of DOD switches, a telemetry control network using Internet Protocol (IP) routers will also be established to ensure that efficient and functional use of the DSN-WESTHEM can be maintained using the capabilities of ADIMSS.  Future consolidations of the DSN may continue as the Military Services adjust to Base Realignment and Closure (BRAC) mandates.  Significant changes will also occur in the rebasing plan for the European theater.  Improvements are also planned for the switching platforms in both the Pacific and Central Command Theaters to keep up with advances in technology.  Coupled with these upgrades, the Pacific DSN is planning changes in its infrastructure to meet growing and expanding missions in that Theater.  Configuration management and inventory control will be enhanced to take on an ever-increasing role in support of DSN operations.
13.2
DRSN Planning 

DRSN activities during the next five years will include continued network expansion and reconfiguration as new service locations are added and existing locations are modified, upgraded or removed.  The network management system will be further enhanced, with new capabilities implemented at the switches and on ARDIMSS at the various operations centers.  Voice over IP, configuration management and inventory control will also play an important role in supporting DRSN operations.
13.3
ADIMSS/ARDIMSS Enhancements

Circuit switched network management responsibilities are being expanded in the near term to include managing and controlling IP and non-IP addressable telecommunications assets in the DSN and DRSN networks, such as Switch Multiplex Units (SMUs), Signal Transfer Points (STPs), ATM nodes, VTOA edge devices, Signal Control Points (SCPs), and transmission elements, including Codex packet switches, echo cancellers, digital patch and access units, and Channel Service Units (CSUs).  Future requirements will include providing Theater Commanders with training exercise and contingency connectivity to the global DSN network via commercial components, and then performing administration, operation and management of that connectivity until completion of the exercise/contingency.
13.3.1
Additional requirements will include engineering support for all network management efforts by providing recommendations for use of emerging technologies, network design enhancements and system reconfigurations, and making subsequent insertions in network management systems.  DSN management capabilities are being expanded through ADIMSS to provide five-minute polling of switch data throughout all Theaters.  DRSN network management requirements are also being expanded in the near term to include design and implementation of: a more efficient and reliable telemetry network, integration of SNMP management data from Raytheon SDS and DSS switches into the ARDIMSS suite, and management of N.E.T. multiplexer and Passport assets into the ARDIMSS platform.

13.3.2
During the next five years, as there is continued network expansion and reconfiguration, new service locations are added, and existing locations are modified, upgraded, or removed, ADIMSS/ARDIMSS will also undergo changes to accommodate the network changes.  These management systems will be further enhanced and new capabilities will be implemented at the switches and at the DISA command centers.  Configuration management will continue to play an important role in supporting administration, operation and management of the DISN circuit switched networks.  Integration of applications such as databases, drawing packages, and trouble ticketing on platforms shared between element management systems and the Integrated Network Management System (INMS) is a major requirement in the DISN network management future.
13.4
INMS Modernization

In each DISA Theater or Area of Responsibility (AOR), the DISA control centers have the highest level central control responsibility for systems and elements providing the network management capabilities for the DISN.  These control centers are the GNC, GNSC and TNCs described earlier.  This responsibility includes the centralized monitoring of DISN status and the pro-active, real-time control of DISN operations and elements.
13.4.1
The complexity and scope of the DISN makes manual methods of monitoring its many networks, systems, subsystems and components ineffective.  As one initiative in the ongoing effort to increase automation of the network management processes, DISA has established the INMS capabilities, comprised of equipment at each designated control center. The INMS operates at the SECRET HIGH-level, with the capability to also monitor unclassified networks through the use of one-way interfaces.
13.4.2
The INMS architecture is based on inference engine technology, which is currently a Unix-based implementation of the NetExpert COTS products.  However, this architecture is presently being modernized by performing a life-cycle replacement of NetExpert by the Windows/NT-based implementation of the NeuralStar COTS products from AI Metrix.
13.4.3
The INMS contains a set of integrated support tools that includes a trouble management system (TMS).  The TMS is the DISA standard implementation of the Remedy Action Request System (ARS).  TMS standardizes the data, schema, and ticket exchange capabilities, while providing automated ticket generation, auto-population, and notification features.
13.4.4
Another tool supporting the INMS, Visionael NetDesign, is the physical network configuration management tool.  NetDesign provides configuration management functionality to the INMS.  It is fully integrated into the INMS, providing a seamless link between fault management, performance management and trouble ticketing capabilities.
13.4.5
The management tools are all operationally linked to the INMS.  The INMS currently monitors the following systems:  ATM, CODEX 9800, DPAS, DRSN, DSCS, DSN, GBS, GCCS, HITS, IDNX, NIPRNET, SIPRNET, SPX, STM-18, TRAMCON and VTC.  As they become available, additional element management systems (EMSs) will be added to the INMS.
14.0
CONTRACT DATA REQUIREMENTS LIST (CDRLS) & DATA ITEM DESCRIPTION (DIDS).  

This is a general requirement laying the groundwork for more specific requirements in the task orders.  Each task order will reference the below DIDs via sequence number in order to establish specific data requirements or identify additional data requirements (i.e., contractor format) as required.  This list is not all-inclusive.

	  CDRL 
	DiD #
	CDRL Title

	A001
	DI-MISC-80347
	Task Order Management Plan

	A002
	DI-MNGT-80227
	Contractor Monthly Status Report

	A003
	DI-ADMN-81373
	Quarterly Progress Review (QPR)

	A004
	DI-MISC-80508A
	Switch Database Ops Procedures Update

	A005
	DI-MISC-80508A
	Switch Database Recommendations Rpt.

	A006
	DI-MISC-80639C
	Engineering Change Proposal

	A007
	DI-MISC-80652
	Telecomm Svc Request

	A008
	DI-MISC-80652
	Switch Revision Message

	A009
	DI-CMAN-80369C
	Engineering Change Proposal Status Rpt

	A010
	DI-MISC-80652
	Topology Drawing

	A011
	DI-MISC-80652
	DSN-EUR Tech or Mgmt Rpt

	A012
	DI-MISC-80508A
	Systems Performance Report

	A013
	DI-MISC-80508A
	Ad Hoc Report

	A014
	DI-MISC-80508A
	Traffic Analysis Report

	A015
	DI-MISC-80652
	Numbering and Routing Plan

	A016
	DI-MISC-80652
	Monthly Network Availability Report 

	A017
	DI-MISC-80652
	Usage Statistics Report

	A018
	DI-MISC-80508A
	Ad Hoc Traffic Studies

	A019
	DI-MISC-80508A
	Performance Evaluation Report

	A020
	DI-MISC-80652
	DSN-EUR ADMISS Software Products and Tools Rpt

	A021
	DI-MISC-80652
	DSN-EUR ADMISS Support Report

	A022
	DI-MISC-80652
	DSN-EUR ADMISS Performance Rpt

	A023
	DI-MISC-80652
	DSN-EUR ADMISS Sys Config. Drawing

	A024
	DI-MISC-80652
	DSN-EUR ADMISS Cir Layout Drawing

	A025
	DI-MISC-80652
	DSN-EUR ADMISS IAVA Compliance Status Report

	A026
	DI-MISC-80652
	DSN-EUR ADMISS LAN/Telemetry Traffic Analysis Rpt.

	A027
	DI-MISC-80652
	DSN-EUR ADMISS Hardware/Software Inventory

	A028
	DI-ADMN-81505
	Report, Record of Meeting Minutes

	A029
	DI-ADMIN-81505
	Trip Report

	A030
	DI-MISC-80508A
	Network Engineering Analysis Report

	A031
	DI-MISC-80508A
	Numbering/Routing Plan Analysis

	A032
	DI-MISC-80508A
	Expanded Routing Plans

	A033
	DI-MISC-80508A
	Source to Destination Call Matrices

	A034
	DI-MNGT-80227
	DSN Status Report

	A035
	DI-MNGT-80227
	DRSN Status Report

	A036
	DI-MNGT-80227
	Document Updates

	A037
	DI-MNGT-80227
	Lessons Learned Report

	A038
	DI-MNGT-80227
	Transmission Status Report

	A039
	DI-MGNT-80004
	DISA-PAC ADMISS Disaster Recovery Plan

	A040
	DI-MISC-80652
	DSN-PAC Document Updates

	A041
	DI-MISC-80652
	DSN-PAC Reports 

	A042
	DI-MISC-80652
	DSN-PAC Document Updates

	A043
	DI-IPSC-81441A 
	DISA-PAC Software Application

	A044
	DI-MISC-80652
	DSN-PAC Interswitch Trunk Report

	A045
	DI-MISC-80652
	DSN-PAC Reports 

	A046
	DI-MISC-80652
	DSN-PAC ADMISS Configuration Management Annex

	A047
	DI-MISC-80652
	DSN-PAC Network Drawings

	A048
	DI-MISC-80652
	DSN-PAC ADMISS Circuit Layout Drawings

	A049
	DI-MISC-80652
	DSN-PAC ADMISS Library Catalog

	A050
	DI-MISC-80652
	DSN-PAC ADMISS X.25 Node Address Book

	A051
	DI-MISC-80652
	DSN-PAC GFE Inventory Booklet

	A052
	DI-MISC-80392
	DSN-PAC ADMISS Security Procedures

	A053
	DI-MISC-80652
	DSN-PAC ADMISS Issue/Concept Papers, Briefings, White Papers

	A054
	DI-MISC-80652
	DSN-PAC ADMISS Security Risk Assessment

	A055
	DI-MISC-80652
	DSN-PAC ADMISS Security Plan

	A056
	DI-IPSC-81441A
	DRSN-EUR ARDMISS Software Products and Tools

	A057
	DI-MGNT-80004
	DRSN-EUR ARDMISS Disaster Recovery Plan

	A058
	DI-MGNT-80004
	DRSN-EUR ARDIMISS Maint. Instructions

	A059
	DI-MISC-80652
	DRSN-EUR ARDIMISS Hardware/software Inventory

	A060
	DI-MNGT-80227
	DRSN-EUR ARDMISS Monthly Report

	A061
	DI-MNGT-80227
	DRSN-PAC Report 

	A062
	DI-MISC-80652
	DRSN PAC ARDMISS Inventory

	A063
	DI-MISC-80652
	DRSN PAC ARDMISS Config. Drawing

	A064
	DI-MISC-80652
	DRSN PAC ARDNISS Telemetry Drawings

	A065
	DI-MGNT-80004
	DRSN-PAC ARDMISS Disaster Recovery Plan

	A066
	DI-MISC-80652
	DRSN-PAC Supplement to ADMISS/ARDMISS Users Guide

	A067
	DI-MISC-80652
	DRSN-PAC Report

	A068
	DI-IPSC-81441A
	DISA-PAC User Software Application

	A069
	DI-IPSC-81441A
	DRSN-SCOTT User Software Application

	A070
	DI-MISC-80652
	ARDIMISS Inventory

	A071
	DI-MISC-80652
	ARDIMISS System Drawings

	A072
	DI-MISC-80652
	ARDIMISS Circuit Layout Drawings

	A073
	DI-MGNT-80004
	ARDIMISS Disaster Recovery Plan

	A074
	DI-MISC-80652
	DSN Call Detail Data Status Report

	A075
	DI-MISC-80652
	DSN-usage Sensitive Call Data Support Rpt

	A076
	DI-MISC-80652
	Traffic Metering Data Collection Report

	A077
	DI-MISC-80652
	DSN Data Collection, Processing and Reporting Specification 

	A078
	DI-MISC-80652
	DSN Data Collection, Processing and Reporting Processes

	A079
	DI-MISC-80652
	EMSS Usage Sensitive Call Data Collection Report

	A080
	DI-MISC-80652
	DSN Data Process and Procedure Report

	A081
	DI-MISC-80652
	Comprehensive Call Detail Recording (CDR) Report

	A082
	DI-MISC-80652
	Switch Community of Interest Report

	A083
	DI-MISC-80652
	DSN-Centcom/Operation Enduring Freedom Call Detail Recording Report

	A084
	DI-MISC-80652
	DSN-Ft Eustis Video Usage Report

	A085
	DI-MISC-80652
	DSN-Air Force Video Usage Report

	A086
	DI-MISC-80652
	Graphics of Trunk Occupancy in the DSN-CONUS Data IS Backbone Report

	A087
	DI-MISC-80652
	Records of Calls that occupy the DSN-CONUS Data IST Back Report

	A088
	DI-MISC-80652
	HMW Report for DSN HWM services provided to CENTCOM Theater of Operation

	A089
	DI-MISC-80652
	HMW Report for DSN HMW Services – AF in Europe

	A090
	DI-MISC-80652
	HMW Report for DSN HMW Services – AF in PAC

	A091
	DI-MISC-80652
	DSN Usage Web page Data

	A092
	DI-MISC-80652
	DSN Call Minute Queries by Calendar Month

	A093
	DI-MISC-80652
	EMSS Usage Presentation Material

	A094
	DI-MISC-80652
	Comprehensive Traffic Data Report

	A095
	DI-MISC-80652
	DSN-Centcom/Operation Enduring Freedom Comprehensive Traffic Data Report

	A096
	DI-MISC-80652
	Feasibility of Collecting, Processing and Reporting on Traffic Metering Data Collected from Tactical IGX and other non-DSN Switches

	A097
	DI-MISC-80652
	DSN Cost Analysis Ad-Hoc Reports

	A098
	DI-MISC-80652
	DSN Data Collection, Processing and Reporting Processes and Transport Systems Description

	A099
	DI-MISC-80652
	DISA-CENTCOM DSN Management Reports

	A100
	DI-MISC-81489
	DISA-CENTCOM ADMISS System Configuration Drawings

	A101
	DI-MISC-81489
	DSN-CENTCOM ADMISS Circuit Layout Drawings

	A102
	DI-MISC-80652
	System Control Circular

	A103
	DI-MISC-80652
	Switch Revision Message

	A104
	DI-MISC-80652
	Telecommunications Service Request

	A105
	DI-MISC-80652
	Switch Revision Message

	A106
	DI-MISC-80652
	ADIMSS/ARDIMISS Issue/Concept Papers, Briefings, White Papers

	A107
	DI-ADMN-81505
	ADMISS/ARDMISS Memorandum/Meeting Minutes

	A108
	DI-MNGT-80227
	ADMISS/ARDMISS Status Review

	A109
	DI-IPSC-81431A
	ADMISS/ARDMISS System Description

	A110
	DI-MISC-80508A
	ADMISS/ARDMISS AD HOC REPORTS

	A111
	DI-IPSC-81433A
	ADMISS/ARDMISS Software Requirements Specification

	A112
	DI-MGNT-80004
	ADMISS/ARDMISS Transition Implementation Plan

	A113
	DI-IPSC-81428A
	ADMISS/ARDMISS Site-Specific Installation Plan

	A114
	DI-MISC-80652
	ADMISS/ARDMISS Cutover/Implementation/Installation Plan/Review

	A115
	DI-MISC-80508A
	ADMISS/ARDMISS Master JTIC Test Plan

	A116
	DI-IPSC-81441A
	ADMISS/ARDMISS Source and Executable Code

	A117
	DI-IPSC-81443A
	ADMISS/ARDMISS User's Manual

	A118
	DI-MISC-80652
	ADMISS/ARDMISS Database Users Guide

	A119
	DI-MISC-80652
	DSN/ADMISS Switch Operation and Maintenance Feature Package

	A120
	DI-MISC-80652
	JTIC Site Drawing

	A121
	DI-MISC-80652
	JTIC ADMISS CM Plan annex

	A122
	DI-NDTI-80808 
	JTIC ADMISS Security Procedures

	A123
	DI-NDTI-80808
	JTIC ADMISS Certifications Test Plan and Report

	A124
	DI-MISC-80652
	ADMISS/ARDMISS CM Plan

	A125
	DI-ADMN-81505
	Version Description Documentation

	A126
	DI-IPSC-81441A
	Software Documentation

	A127
	DI-MISC-80652
	ADIMSS/ARDIMSS Support Plan

	A128
	DI-ADMN-81505
	Memorandum/Meeting Minutes

	A129
	DI-MISC-80652
	ADMISS System Administrator's Guide

	A130
	DI-MISC-80652
	ADMISS Issue/Concept Papers, Briefings, White Papers

	A131
	DI-MISC-80652
	ADMISS Security Risk Assessment

	A132
	DI-MISC-80652
	ADMISS Security Plan

	A133
	DI-MGNT-80004
	ADIMISS CSSA System Admin Plan

	A134
	DI-MISC-80652
	ADIMISS CSSA System SOP

	A135
	DI-MGNT-80004
	ADMISS Disaster Recovery Plan

	A136
	DI-MISC-80652
	Inventory

	A137
	DI-ADMN-81505
	ADMISS Memorandum/Meeting Minutes

	A138
	DI-ADMN-81505
	JITC Memorandum/Meeting Minutes

	A139
	DI-MISC-80652
	Telemedicine Network Design Recommendations

	A140
	DI-MISC-80652
	Telemedicine Network Implementation Plan

	A141
	DI-MISC-80652
	Telemedicine Implementation/Lessons Learned

	A142
	DI-MISC-81458
	Telemedicine Training Course

	A143
	DI-CMAN-81314
	INMS System Segment Specification

	A144
	DI-CMAN-81314 
	INMS Software

	A145
	DI-CMAN-81314 
	INMS Comprehensive Documentation CD-ROM

	A146
	DI-MGMT-80227
	JDCS Operational Field Support and INMS Weekly Email Reports

	A147
	DI-MISC-80652
	INMS Database and Workstation GHOST IMAGE

	A148
	DI-MISC-81458
	INMS Training Plan

	A149
	DI-NDTI-80808 
	INMS System Test Plans and Procedures

	A150
	DI-IPSC-81440A 
	INMS Test and Analysis Results Report

	A151
	DI-MISC-80508A
	Business Case Studies

	A152
	DI-MISC-80652
	Life-Cycle Cost Report

	A153
	DI-MISC-80652
	Migration Report

	A154
	DI-MISC-80652
	Compliance Report

	A155
	DI-MISC-80652
	Value Briefing

	A156
	DI-MISC-80508A
	Technical Documentation

	A157
	DI-MISC-80508A
	Updated Engineering and Test Database

	A158
	DI-MISC-80508A
	Global Switched Digital Services Status Testing and Analysis and General Activities Report

	A159
	DI-MISC-80652
	Architectural Drawings and Plans

	A160
	DI-MISC-80652
	Numbering and Routing Plan

	A161
	DI-MISC-80652
	Transition Engineering Plan

	A162
	DI-MISC-80652
	Site Cutover Plan Review Report

	A163
	DI-MISC-80652
	Site Implementation Review Report

	A164
	DI-MISC-80652
	Site Survey Review Report

	A165
	DI-MISC-80652
	Network Rest and Acceptance Plan

	A166
	DI-MISC-80508A
	Network Test Plan Report

	A167
	DI-MISC-80652
	Site Specific Test Plan Review

	A168
	DI-MISC-80652
	Transmission Plans

	A169
	DI-MISC-80652
	Timing and Synchronization Plan and Report

	A170
	DI-MISC-80652
	Commissioning Test Plan and Report

	A171
	DI-MISC-80652 
	Firewall Implementation Description

	A172
	DI-MISC-80508A
	Security Scripts User Documentation

	A173
	DI-MISC-80652 
	Master Station Log (LAN/Database Mgmt)

	A174
	DI-MISC-80652 
	Equipment Inventory

	A175
	UDI-A-26199A
	System Network Drawings (LAN)

	A176
	DI-MISC-80652
	Authorized Users List

	A177
	DI-MISC-80652 
	Software Configuration Inventory

	A178
	DI-MGNT-80004
	System Administration Plan

	A179
	DI-MGMT-81580
	Standard Operating Procedure

	A180
	DI-MGNT-80004
	Disaster Recovery Plan

	A181
	DI-MISC-80508A
	Data Warehouse and ESRS Disaster Recovery Plan

	A182
	DI-MISC-80508A
	Performance Reports

	A183
	DI-CMAN-80858B
	Configuration Management Report

	A184
	DI-MISC-80508A
	DRSN ESRS Node/IP Address Book

	A185
	UDI-A-26199A
	Site Specific Installation Plan

	A186
	UDI-A-26199A
	ESRS Telemetry Sys Logistics Plan

	A187
	DI-IPSC-81441A
	Software Application

	A188
	DI-MISC-80652
	ADIMISS/ARDMISS Hardware/Software Inventory

	A189
	DI-MISC-80508A
	ARDIMSS Ad Hoc Reports

	A190
	DI-MISC-80652
	DSN-EUR Trouble Tracking and Reporting Report

	A191
	DI-MISC-80652
	DSN-EUR Network and Management System Performance Report

	A192
	DI-MGMT-81580
	DISA-EUR TNC DSN Standard Operating Procedures

	A193
	DI-MISC-80652
	DSN-EUR TNC Monthly Activities Report

	A194
	DI-MISC-80652
	DSN-EUR Directory of ADIMSS Rules/Thresholds

	A195
	DI-MISC-80652
	DRSN-EUR Trouble Tracking and Reporting Report

	A196
	DI-MISC-80652
	DRSN-EUR Network and Management System Performance Report

	A197
	DI-MGMT-81580
	DISA-EUR TNC DRSN Standard Operating Procedures

	A198
	DI-MISC-80508A
	DRSN-EUR Directory of ARDIMSS Rules/Thresholds

	A199
	DI-MISC-80508A
	Plan Analysis and Recommendations

	A200
	DI-MGMT-80033
	Site Implementation Plan (SIP)

	A201
	DI-MGNT-80004
	Enhancement/Upgrade Implementation Plan

	A202
	DI-MISC-80508A
	Switch Performance Recommendations Report

	A203
	DI-MISC-80652
	Network Quality Assurance Report

	A204
	DI-MISC-80508A
	Quality Assurance Instruction

	A205
	DI-ADMIN-81373
	Network Performance Briefing

	A206
	DI-MISC-80508A
	SYSCON Audit Report

	A207
	DI-MISC-80652
	Switch Database Change Orders

	A208
	DI-MISC-80652
	Switch Revision Messages

	A209
	DI-MISC-80652
	Switch Database Report

	A210
	DI-MISC-80508A
	Preplanned Routing Change Plans

	A211
	DI-MISC-80652
	Switch Database Maintenance Status Report

	A212
	DI-MISC-80652
	Switch Performance Report

	A213
	DI-ADMN-81373
	Switch Performance Briefing

	A214
	DI-MISC-80652
	Circuit Actions Report

	A215
	DI-IPSC-81443A
	ADIMSS User Software Application

	A216
	DI-IPSC-81443A
	DSN-EUR Database Administration Plan

	A217
	DI-MISC-80652
	Network/Transmission Reconfiguration Plan or Plan Review

	A218
	
	Not Used

	A219
	DI-MISC-80652
	DSN-EUR Preplans/Restoral Plan Updates

	A220
	DI-MISC-80508A
	Multiplex Plans 

	A221
	DI-MISC-80508A
	Test plans

	A222
	DI-MISC-80508A
	Draft and Final Telecommunications System Installation Plan

	A223
	DI-MISC-80508A
	Draft and a Final Cutover Plan

	A224
	DI-MISC-81489
	Installation Drawings

	A225
	DI-CMAN-81314 
	Interface Control Document

	A226
	DI-MISC-80508A
	Configuration management policies and procedures

	A227
	DI-MISC-80508A
	Recommendations for changes and/or improvements to CM Process

	A228
	DI-MISC-80508A
	Inputs/changes as required to the Switch Revision Message (SRM)

	A229
	DI-MISC-89652
	Engineering Change Proposal (ECPs) / Request For Change (RFC) status report

	A230
	DI-MISC-89652
	CM User Software Application Database

	A231
	DI-MISC-89652
	As-built Drawings

	A232
	DI-MISC-80652
	EUCOM Unauthorized Precedence Report

	A233
	DI-MISC-80392
	DSN Operations Analysis Center Missions and Functions Statement 

	A234
	DI-MISC-80652
	DSN Operations Analysis Cell Concept of Operations White Paper

	A235
	DI-MGMT-81580
	DSN Analysis Center Standard Operating Procedures (SOP)


(END OF STATEMENT OF WORK)

SECTION L - INSTRUCTIONS, CONDITIONS AND NOTICES TO BIDDERS 

The following have been modified: 

        L.4. PROPOSAL SUBMSN & FORMAT
L.4 INSTRUCTIONS FOR PREPARATION AND SUBMISSTION OF OFFERS    (JAN 2007) (PL8313)

A.  PROPOSAL FORMAT AND SUBMISSION REQUIREMENTS.

a.  Purpose.  These instructions prescribe the format for proposals and describe the approach for the development and presentation of proposal data.  They are designed to ensure the submission of information essential to the understanding and comprehensive validation of proposals.  Offerors are cautioned to follow the instructions carefully.

THE GOVERNMENT RESERVES THE RIGHT TO REJECT ANY PROPOSAL THAT DOES NOT SUBSTANTIALLY COMPLY WITH THESE PROPOSAL PREPARATION INSTRUCTIONS.

b.  Proposal Format.  The Offeror shall submit its proposal in electronic format, in accordance with the following instructions.  This information is provided to enable Offerors to understand the electronic format and application software to be used for submitting softcopy proposals.


(1)  All proposal volumes shall be submitted in Adobe Acrobat, Portable Document Format (PDF), Version 7.0 or earlier.  The font type shall either be Times New Roman or Arial Narrow, no smaller than 10-point.  It is recommended that the electronic PDF file be no larger than 5MB.  Offerors are cautioned that file sizes in excess of 5MB may not upload in a timely manner, causing proposals to be received late.


(2)  Any other attached documents requested herein, such as Executive Summary, labor rate spreadsheets or presentation materials (if required), shall be compatible with Microsoft (MS) Office 2000 (or newer) format.  Any graphics files embedded within the MS documents shall be provided in either *.jpg or *.pcx format in order to minimize memory storage requirements for electronic files.  Landscape pages shall face right.  It is recommended that the sum of all MS document files be no larger than 5MB compressed.  Compression tools are limited to PKZip or WinZip.  The font size for text contained in embedded graphics (tables and illustrations) shall be no smaller than 8 point Times New Roman or Arial Narrow font.  Paper size shall be 8 ½ inches by 11 inches.  Offerors may zip all files together or submit separate upload submissions for their entire proposal.  While file size is limited to 5MB per file, there is no limitation on the total number of files that an offeror uploads with their proposal submission.

c.  Electronic Submission.  Use of the software and procedures described in this section will reduce the amount of time and effort needed by the Government to receive and install proposals into an electronic evaluation system and will help to ensure that proposals are suitable for reading electronically.  Information regarding electronic products listed herein should not be construed as Government endorsement for such products.


(1)  Efforts by the Government to clarify or expedite installation of electronic proposal submissions, in accordance with FAR 15.207(c), will not be considered discussions.


(2)  The Government will access the softcopy versions of the Offeror’s proposal over the Internet using the DecisionPoint™ source selection tool provided by AcqCenter.com (http://www.dp.acqcenter.com).


(3)  As indicated above, and except as otherwise identified, all proposal volumes shall be submitted in Adobe Acrobat PDF, Version 7.0 or earlier.  Offerors shall use the Acrobat Link feature for cross-references that are electronically linked, and linked files must be contained in the same directory.  The Acrobat Bookmark feature may also be used for document navigation; however, use of the Acrobat Notes feature is prohibited.  Offerors shall use the ‘Optimize’ feature of Adobe Acrobat to decrease file size and prepare them for viewing on the Internet.  Offerors are encouraged to limit file size to 1MB (maximum of 5MB) to reduce delay in uploading proposals over the Internet.


(4)  The Offeror shall prepare a “readme” file which describes the organization and layout of its softcopy submission.  File should be named "Readme.###" (# = appropriate file extension, .doc, .pdf, .txt ).  It should be submitted with ALL other documents and bundled in the submitted .zip file.


(5)  Exceptions to Adobe Acrobat.  Proposal documents required to be submitted in other than Adobe Acrobat PDF media are described in Section L.4.


(6)  Offerors are authorized to utilize a facsimile signature, as defined in FAR 2.101, with the electronic submission of their proposal. 

d.  Page Numbering.  The Offeror shall use a standard page numbering system to facilitate proposal references.  Number consecutive pages within sections.  Charts, graphs and other insert materials shall be page-numbered as part of the page numbering system.

e.  Page Limitations.  Page limitations are identified for each volume of the proposal as described in Section L.4, and will be treated as maximums.  If exceeded, excess pages will not be read or considered in evaluation of the proposal and will be returned to the Offeror as soon as practicable.  Included in the page count are separate pages providing graphics, charts, illustrations and pictures.

f.  Cost and Pricing Information.  No cost or pricing information of any kind shall be included in any volume except Volume III, Cost/Price Proposal.

g.  World Wide Web (WWW) Interface.


(1)  Proposal Submission.



(i)  Prior to submitting proposals, you (the Offeror) must register on the DITCO Contracting Opportunities Web Site at https://www.ditco.disa.mil/dcop, and have received email notification from DITCO of registration acceptance.  If you registered with DITCO for a prior solicitation, you DO NOT need to re-register for this solicitation, as long as your user-id and password are still active.  During the registration process, when prompted, choose "The solicitation requires vendor registration for eligibility."  On the following page enter the solicitation number.  (Note: The solicitation number entered during this initial registration process is only used to expedite the registration approval process.  Once you have registered and been approved on the DITCO web site, you may use the assigned user-id and password for responding to all future solicitations.)  Finally, complete the remaining registration pages as prompted.  All new registrations require verification and approval by DITCO personnel, before proposals can be uploaded.  The verification and approval process normally takes about a day.  PLEASE TAKE THIS INTO CONSIDERATION WHEN PREPARING YOUR RESPONSES.  Waiting until the last minute before registering may cause you to miss the deadline for responding to this solicitation.  Once your registration information has been verified and approved, your user-id and password will be sent to you via email.  This user-id and password is required for uploading proposals to the web site.  If you have any questions with the registration or upload process, please contact the DITCO customer service center at (618) 229-9333.  If you have any questions regarding this solicitation, please contact the Contracting Officer.



(ii)  In order to respond to this solicitation, the Offeror must deliver a copy of its proposal in CD-ROM format to the address shown in Block 7 of the SF 33, and upload a complete proposal to the DITCO web site at https://www.ditco.disa.mil/dcop.  It will be necessary to use a web browser with 128-bit (domestic strength) encryption.  It is recommended that Offerors use a recent version of a web browser; either Netscape 7.2, which is available at http://home.netscape.com/computing/download/index.html or Internet Explorer 6.0, which is available at http://www.microsoft.com/downloads.  Secure Sockets Layer (SSL) will protect the proposal submission web session, ensuring the confidentiality of the submission.



(iii)  In accordance with FAR 52.215-1, Instructions to Offerors - Competitive Acquisition, the Offeror’s proposal submission will be considered complete when all volumes are received.


(2)  Testing.    If an Offeror would like to test the upload process, they may do so at: https://www.scott.disa.mil/dcop <https://wwwqual.scott.disa.mil/dcop>.  In the right menu, under the heading "Submit Proposals for:," select "Upload Proposal Test."  (A user-id and password IS required for testing the upload process.)


(3)  Electronic Files.  If necessary, separate the electronic files of the proposal at logical breakpoints using the table of contents as a guide.  Each file must be autonomous and complete.


(4)  Virus Check.  Offerors shall perform a virus check prior to proposal submittal.  Virus checking will be conducted at the source selection site prior to the beginning of the evaluation using the current version of Norton AntiVirus.


(5)  Proposal Backup.  In addition to the electronic proposal submission via the Internet, each proposal shall be submitted in CD-ROM format to the address shown in Block 7 of the SF 33.  In the event of any inconsistency between the CD-ROM version and the Internet version of the proposal, the inconsistency shall be resolved in favor of the Internet version.  All proposal information/submissions must be received by the closing date and time specified in Block 9 of the SF 33.

B.   PROPOSAL CONTENT AND PAGE LIMITATIONS

a.  Executive Summary.  The Offeror shall provide a 10-page executive summary that describes the significant attributes of its proposal (10-page limit).  

b.  Volume I - Past Performance.  The Offeror shall identify no more than three (3) recent (completed within the last three years: 2004-2007, or work that is on-going) contracts or task orders on which it has performed as either the prime contractor or subcontractor (identify accordingly), for evaluation by the Government team.  In selecting the three past performance efforts, the Offeror should consider the factors stated in Section M, as well as the technical task areas identified in the statement of work, Section C and task order statements of work.  Accuracy of past performance data is of significant importance since the Government will verify the information provided for each effort.  A 1-page introduction, or summary, in the Offeror’s format may be included prior to the proposal data contained in Volume I, Section 1.  This 1-page introduction does not count towards the page counts included in L.4.b.(1).  Volume I consists of two sections.


(1)  Section 1 - Previous Contracting Efforts.  For each of the three identified past performance efforts, the Offeror shall provide the data set found at Section J, Attachment 9, Past Performance - Previous Contracting Efforts (10-page limit per each past performance effort; 30-page limit total for Section 1).  If an Offeror submits more than the 10-page limit per each past performance effort, only the first 10 pages for each past performance effort shall be evaluated by the government.



(i)  Part 1 - Past Performance Data.  Complete the past performance data for each contract or task order identified, including the labor categories used for both the prime and subcontractors.



(ii)  Part 2 - Summary Overview of the Statement of Work.  Identify the key requirements of the statement of work in each of the contracts or task orders performed.  Provide all performance information that is relevant to the DNMSS-G/R NEC requirements.  Include information on the size, scope and complexity of the requirement.  Include any performance requirements and any Government-identified performance metrics/requirements.



(iii)  Part 3 - Conformance to Previous Contract Specifications.  The Offeror shall identify the ability of its organization to conform to the requirements during performance of the previous contracting effort.  Provide any significant obstacles or technical challenges to achieving the required objectives and solution.  Identify innovative technical approaches or solutions that helped achieve the required objectives.

Element 1 – Scope of Past Performance.  The Government will evaluate the offeror’s ability to accomplish IT tasks similar to the scope and complexity to the work described in Section C, DNMSS-G/R NEC Statement of Work, and each of the nine Task Orders that will be evaluated and issued at award.  

Element 2 - Quality of Service.  The Government will evaluate the Offeror’s ability to comply with demanding performance requirements globally, and to provide a product or service that met the customer’s quality requirements.  The Offeror’s performance will be examined to determine whether the quality of product or service necessary in providing conformance to contract requirements was met.

Element 3 – Business Relations.  The Government will evaluate the Offeror’s ability to demonstrate a business-like concern for the customer’s interests and the ability to demonstrate a reasonable and cooperative behavior.  The Government will examine the history of the Offeror’s commitment to the satisfaction of end users through effective problem resolution and initiative in responding to Government’s unique needs.  The assessment will be examined to determine the degree to which the Offeror met the levels of cooperation needed to be an effective business partner.

Element 4 – Ability to Meet Schedule.  The Government will evaluate the Offeror’s ability to deliver a product or service according to an agreed schedule.  The proposal will be examined to determine if the Offeror demonstrates a history of meeting scheduled milestones and delivering new services on time, including on an expedited basis.  The cause of any schedule variances will be examined to determine the extent to which the Offeror was able to deliver products or services on time.

Element 5 – Cost Control.  The Government will evaluate the Offeror’s ability to deliver a product or service at an agreed-to price or cost.  The cause of any variances in the award amounts and the amounts at completion (or estimated to complete) will be evaluated to determine the extent to which the Offeror is able to control project costs.

Element 6 – Utilization of Small Business Concerns.  The Government will evaluate the Offeror’s ability to comply with the requirements of FAR clause 52.219-8, Utilization of Small Business Concerns, in past or current contracting efforts. Included in the evaluation is the extent to which procedures were in place to ensure the timely payment of amounts due pursuant to the terms of subcontracts with all small business concerns. 

Element 7 – Small Business Subcontracting Plan.  The Government will evaluate the Offeror’s ability to comply with the requirements of FAR clause 52.219-9, Small Business Subcontracting Plan, in past or current contracting efforts.  Small businesses with no record of having a Small Business Subcontracting Plan will be rated neutral.


(2)  Section 2 - Customer Assessment.  The Offeror shall provide the Past Performance Questionnaire found at Section J, Attachment 10 to one of the Customer Points of Contact (POC) identified in Attachment 5, for each of the three identified past performance efforts.  In order to avoid conflicts of interest, the Offeror shall not identify the DISA/DITCO’s DNMSS-G Contracting Officer as customer POC for assessment purposes, however, DNMSS-G Task Monitors may be used as customer POC assessors.  In order to expedite the assessment process, the Offeror may complete Section 2, Contract Information, for the convenience of the customer evaluator.  The Offeror shall not, however, complete any other section of the past performance questionnaire.  The questionnaire shall be provided to the customer POC with instructions to complete and submit directly to the DNMSS-G/R NEC Past Performance Team no later than the date indicated in Section 1 of the questionnaire.  Electronic submission is preferred, however, hardcopy mail or fax will be accepted.  In addition to providing administrative information, the customer POC will provide evaluations of the Offeror’s past performance for the following assessment elements (page limit not applicable; subject to the extent of input provided by the customer POC).  The Offeror shall provide a 1-page list of the customers from whom the Government should expect to receive assessments concerning the Offeror’s past performance.  This list does not count towards the page counts included in L.4.b.(1).

 Element 1 – Scope of Past Performance

 Element 2 – Cost Control

 Element 3 – Ability to Meet Schedule

 Element 4 – Quality of Services

 Element 5 – Socioeconomic Goals

 Element 6 – Subcontract Management

 Element 7 – Business Relations

 Element 8 – Management of Key Personnel

c.  Volume II – Technical and Management Approach.  Offerors shall submit their proposed technical and management approach as Volume II of the written proposal.  Volume II consists of two sections.


(1)  Section 1 - Technical Solutions.  The Offeror’s technical solution shall demonstrate a clear understanding of both the DNMSS-G/R NEC statement of work described at Section C and the statements of work of Task Orders 01-09 found in Section J.  The Offeror shall describe its planned approach in accomplishing task order requirements.   

Elements 1-4, and 6– 9 (Task Orders 01-09).  The Offeror shall address its overall understanding and approach to each of the DNMSS-G/R NEC task orders.  In particular, the Offeror will address the technical approach subelements specified in Section M.3.  This response shall be presented in a task order proposal format, as described in Section G.1.  The Offeror shall propose a labor category mix and number of hours for each labor category and any required other direct costs (materials and travel without applicable costs), within the technical and cost proposal for each scenario.  A sanitized cost proposal shall be submitted with the technical volume that includes only the proposed labor category(ies) and proposed labor hours for each labor category.  The sanitized proposal does not count toward the task order proposal total page limitations.  The Offeror shall demonstrate a clear understanding of the information assurance requirements needed to implement their proposed solution.  (10-page limit each for technical proposal (cost proposals, resumes not included), 90 page total)

Element 5 (General Statement of Work).  The Offeror shall address its overall understanding and approach to support the requirements outlined in the contract-level statement of work.  The contractor will specifically address the following areas.  (15-page limit)

Subelement 1.  Program Management:  Demonstrate the capability to meet the requirement for management of the current circuit switched network, associated packet switched support network, and developing hybrid network from current operations through all incremental steps to the hybrid network envisioned to be in place at the end of the contract lifecycle. (SOW Para 3.1)

Subelement 2.  Analyses:  Demonstrate the capability to meet the Government's requirement for analysis of effects of a broad range of network factors (from design changes to integration of new equipment into the current network to transition to the developing hybrid network). (SOW Para 3.9)

Subelement 3.  COTS Compatibility Assurance:  Demonstrates the capability to perform and support requirement for Compatibility Assurance of the current circuit switched network, associated packet switched support network, and developing hybrid network from current operations through all incremental steps to the hybrid network. (SOW Para 3.22) using International Telecommunications Union (ITU), Internet Engineering Technical Force and commercial (e.g. Telecordia) standards.

Subelement 4.  Networks, Systems, Data, and Facilities Security Management:  Demonstrate the capability to establish and maintain mechanisms for real-time program management support (SOW Para 3.28) including systems operations, performance and fault management on a global basis.

Subelement 5.  Quarterly Progress Reviews and Conferences:  Demonstrates the ability to prepare and perform performance audits and issue resolution for use by the Contractor and DISA to continuously improve processes (SOW Para 6.2).  The contractor shall also show an ability to manage the work of its sub-contractors.


***Additional Required Technical Proposals – Task Orders 10-24.  The Offeror shall provide a separate technical proposal for each of the twenty four (24) task orders in Section J.  For purposes of contract-level source selection, the Government will only evaluate the first nine task order proposals (Task Orders 1-9) in the DNMSS-G/R NEC source selection process.  The remaining 15 task orders (Task Orders 10-24) will be evaluated after source selection.  The Government’s intent is to issue the remaining 15 task orders immediately following contract award.  However, the Government reserves the right to issue only those task orders determined to be technically acceptable in accordance with the task order statement of work (and at the agreed contract rates).  Those task orders (Task Orders 10-24) determined to be technically acceptable, with fair and reasonable prices (at the agreed rates) will be issued immediately following contract award without further discussions or negotiations.  The Government also reserves the right to hold further discussions or negotiations after contract award for any of the additional task orders (Task Orders 10-24) determined to be technically unacceptable, or with unacceptable pricing, after contract award.  As specified in the labor rate tables (Microsoft excel spreadsheets) Task Orders 0003, 0009, 0010, 0017, 0020, and 0023 are anticipated to be awarded on a Time and Materials basis, all other task orders are anticipated to be awarded on a Firm Fixed Price basis.***


(2)  Section 2 - Management Solutions.  The Offeror shall demonstrate a clear understanding of the management requirements of this solicitation by providing a concise description of its management approach in the areas discussed in the following paragraphs.   

Element 1.  Key Personnel.  In Attachment 6, the Offeror shall provide a list of dedicated key personnel, and their functions, who will be responsible for managing the DNMSS-G/R contract, including quality control, proposal management, contract management, as well as the individual assigned as the single interface with the Government’s DNMSS-G/R NEC contracting organization.  In addition, the Offeror shall list key personnel for each of the task orders (Task Orders 1-9).  The Government will evaluate the resumes of the Offeror’s personnel and letters of commitment, and the key personnel information to determine the quality of individuals proposed to staff the DNMSS-G/R NEC contract and individual task orders.  The capabilities of the Offeror’s key personnel will be evaluated to determine the composition and competency of the proposed DNMSS-G/R NEC support structure.  (3-page limit for the completed Attachment 6; 2-page limit for each resume submitted, except Program Manager resume which has a 4-page limit; letters of commitment do not count against the page limitation)
Element 2 - Ability to Recruit, Train, Maintain and Retain High-Quality Personnel.  In accordance with FAR 52.222-46 - Evaluation of Compensation for Professional Employees, the Offeror shall provide a comprehensive plan (minus compensation plan) for professional employees.  The Government will evaluate the Offeror’s ability to recruit, train, maintain and retain a high-quality work force.  (6-page limit)

Element 3 - Quality Awards, Recognition and Certifications.  The Offeror shall complete the Quality Awards, Recognition and Certification Profile at Section J, Attachment 11. The Government will evaluate the  quality awards, recognitions and certifications held by the Offerors, with emphasis on those that directly support network management and operations.  Offerors will be evaluated on documented and verified awards, recognition and certifications in one or more of the following:  Software Engineering Institute (SEI) Capability Maturity Model (CMM), ISO 9000, ISO 9001:2000, Six Sigma, or other recognized industry quality awards, recognitions and certifications.  SEI CMM Level 2 Certification is required.  Offerors possessing ISO and Six Sigma certifications will be rated more highly than those that do not..  (2-page limit; copies of certificates do not count against the page limitation)

Element 4 - Management and Organizational Structure.  The Government will evaluate the Offeror’s proposal to determine if it has a dedicated organization that can adequately support the management of the 24 anticipated DNMSS-G/R NEC task orders supporting the DISN Network.  The management structure and size of the organization, including the number of personnel possessing security clearances and the levels of those clearances, will be considered.  (7 page limit).

Element 5 – Participation of Small Business Concerns.  The Government will evaluate the extent of proposed participation by small business, to include small disadvantaged business concerns and historically black college or university and minority institutions, in performance of the contract.  For small business Offerors, a Small Business Subcontracting Plan is not required, but the extent of proposed participation by small business concerns will be evaluated. In addition, the extent to which such firms are specifically identified in the offer will be evaluated.  (5-page limit)

d.  Volume III - Cost/Price Proposal.

(1)  The Cost/Price Proposal Volume shall include prices for all labor categories set forth in the Labor Rate Table at Section B – Supplies or Services and Prices (page limit not applicable) and in the provided Microsoft Excel spreadsheets (Section J, Attachment 5).  This table reflects the Government’s required labor categories for all work anticipated under DNMSS-G/R NEC.  All labor categories must be priced for all of the contract years (5 years total).  Failure to price all labor categories for all years may result in a rejection of the Offeror’s proposal.  Offerors are authorized to propose additional labor categories in the same format as the shown in the rate table at Section B and in the Microsoft Excel Spreadsheets at Attachment 9.  Additional labor categories proposed shall be limited to those deemed appropriate for the scope of effort described in the DNMSS-G/R NEC statement of work at Section C.  In addition to the proposed prices, a description of duties shall be submitted as an addendum to Attachment 8.  This addendum shall be submitted with both the Technical Proposal and Cost/Price Proposal.  Any additional labor categories and rates proposed will not be included in the source selection process.  Should the Government determine the additional labor categories and rates to be in the Government’s best interest, they may be included in the successful offeror’s final contract award.  The Government reserves the right to include/not include any additional labor categories so proposed.  In the event of any inconsistency between the Section B pricing and the pricing contained within the Microsoft Excel spreadsheets, the inconsistency shall be resolved by giving precedence to the Microsoft Excel spreadsheets.  The Offeror shall comply with instructions contained herein for development of its cost/price proposal.  The Offeror shall submit information that is other than cost or pricing data in support of the prices proposed, which at a minimum shall include a compensation plan as specified in FAR 52.222-46.  The cost/price proposal shall include a cost breakdown for the labor rates, and also for the mark-up percentage that is applied to Other Direct Costs (ODCs), and proposed profit for firm fixed price ODCs.  All labor performed under individual task orders will be compensated via the proposed T&M and FFP composite rates.  Cost-reimbursement task orders may be negotiated on a case-by-case basis, but will not be evaluated for contract award purposes.


(2)  The use of uncompensated overtime is not allowed.  Offerors shall propose all hourly rates based on a 40-hour work-week (2,080 hours per year).


(3)  An Offeror’s proposal is presumed to represent its best efforts to respond to the solicitation.  Any inconsistency between promised performance, the technical proposal, identified personnel resources and cost/price must be explained in the proposal.  For example, if the intended use of new and innovative techniques is the basis for an abnormally low estimate, the nature of these techniques and their impact on cost or price shall be explained; or, if a corporate policy decision has been made to absorb a portion of the estimated cost, that must be stated in the proposal.  Any inconsistency, if unexplained, may raise a fundamental question of the Offeror’s understanding of the nature and scope of the work required and may adversely impact the Offeror’s standing upon evaluation.  The burden of proof as to cost credibility rests with the Offeror.  Unrealistically low prices may indicate an inability to understand requirements and a high-risk approach to contract performance.  Accordingly, the Government may consider the findings of such an analysis in evaluating an Offeror’s ability to perform and the risk of its approach.


(4)  The Offeror shall forward one (1) complete copy of its pricing proposal to its cognizant Defense Contract Audit Agency (DCAA) office in order to save time in verifying rates with the various DCAA offices.  Offerors shall defer to their local DCAA representative to determine the media that DCAA prefers to receive this information.  Information for each burden/indirect cost rate shall be furnished for each burden center, i.e., General and Administrative (G&A), facilities capital cost of money (FCCM), fringes, engineering overhead, profit, etc.  The prime contractor shall explain how the proposed composite rate was developed.  The Offeror shall include all Defense Contract Management Agency (DCMA) and DCAA POC information in its proposal.


(5)  The Offeror shall provide a separate price proposal for each of the twenty four (24) task orders in Section J, in accordance with Section G.1, Task Order Procedures.  For purposes of contract-level source selection, the Government will only evaluate the first nine task order proposals (Task Orders 1-9) in the DNMSS-G/R NEC source selection process.  The remaining 15 task orders (Task Orders 10-24) will be evaluated after source selection.  The Government’s intent is to issue the remaining 15 task orders immediately following contract award.  However, the Government reserves the right to issue only those task orders determined to be technically acceptable in accordance with the task order statement of work (and at the agreed contract rates).  Those task orders (Task Orders 10-24) determined to be technically acceptable, with fair and reasonable prices (at the agreed rates) will be issued immediately following contract award without further discussions or negotiations.  The Government also reserves the right to hold further discussions or negotiations after contract award for any of the additional task orders (Task Orders 10-24) determined to be technically unacceptable, or with unacceptable pricing, after contract award.  As specified in the labor rate tables (Microsoft excel spreadsheets) Task Orders 0003, 0009, 0010, 0017, 0020, and 0023 are anticipated to be awarded on a Time and Materials basis, all other task orders are anticipated to be awarded on a Firm Fixed Price basis.***

(6)  Subcontractors will not be required initially to submit information that is other than cost or pricing data in support of the prices proposed.  However, the Government reserves the right to request this information if needed to determine price reasonableness.


(7)  The Offeror shall submit its proposal via electronic submission, in accordance with Section L.5.b, and shall also provide one copy on CD-ROM, in MS Office 2000 format, i.e., MS Excel Office 2000 Version software.

e.  Volume IV - Contract Information. 

The Offeror shall submit the following sections within Volume IV:

* Section 1 - Transmittal Letter and SF 33

* Section 2 - Section K, Representations and Certifications

* Section 3 - Equal Employment Opportunity (EEO) Pre-award Clearance Information

* Section 4 - Subcontracting Plan (Large Businesses Only)

* Section 5 – Required Facility and Level of Safeguarding Clearances, or Interim Clearances


(1)  Section 1 - Transmittal Letter and SF 33.



(i)  Part A - Transmittal Letter.  The Offeror shall submit a cover letter with the proposal.  The cover letter shall address the information required by FAR 52.215-1(c)(2).  (2-page limit)



(ii)  Part B - SF 33.  The Offeror shall include a completed SF 33, properly executed and signed by an official authorized to commit the Offeror.  Acknowledgment of receipt of any amendments may be made in either the transmittal letter or in Block 14 of the SF 33 (1-page limit).


(2)  Section 2 - Section K, Representations and Certifications.  The Offeror shall submit properly executed representation and certifications identified in Section K, Representations, Certifications and Other Statements of Offerors of the RFP (page limit not applicable).


(3)  Section 3 - Equal Employment Opportunity (EEO) Pre-award Clearance Information.  To expedite the Government’s EEO pre-award clearance request process, the prime contractor shall include a list of all proposed subcontractors with a proposed subcontract value estimated at $10 million or more, to include the following information:  Name, address, individual’s name/point of contact, and telephone number.  The Government plans to request EEO clearances early in the evaluation process to avoid possible delays in making contract awards (page limit not applicable).


(4)  Section 4 - Subcontracting Plan (Large Businesses Only).  The Offeror shall submit a subcontracting plan that addresses the requirements of FAR and DFARS Parts 19, with specific attention paid to FAR 19.704, Subcontracting Plan Requirements; FAR 52.219-9 - Small Business Subcontracting Plan, and DFARS 252.219-7003 - Small, Small Disadvantaged and Women-Owned Small Business Subcontracting Plan (DoD Contracts) (page limit not applicable).


(5)  Section 5 – Required Facility and Level of Safeguarding Clearances, or Interim Clearances.  The Offer shall demonstrate that they either currently have the required facility and level of safeguarding clearances or interim clearances.  The Offeror shall also demonstrate that they can comply with the Contract Security Classification Specification, DD Form 254, provided as Attachment 1.  (page limit not applicable)

(End of Provision)

SECTION M - EVALUATION FACTORS FOR AWARD 

The following have been modified: 

        M.3.  EVALUATION CRITERIA
M.3.  Evaluation Criteria.
M.3.1.  Factors, Subfactors, and Elements.

a.  General.  The Government will apply the following tailored evaluation criteria to identify the best value proposal(s).  The evaluation criteria represent key areas of importance to be considered in the source selection decision.  The elements, subfactors, and factors have been chosen to support a meaningful discrimination between and among competing proposals.  The proposals will be evaluated against the Government’s requirements using three factors:

· Past Performance.

· Technical/Management Approach.

· Cost and Price.

b.  Definitions.  In order to provide insight into the Government’s value of the factors, the following terminology is used:

· More Important.  The criterion is greater in value than another criterion.

· Comparatively Equal.  The criterion is nearly the same in value as another criterion; any difference is very slight and unimportant.

c.  Relative Importance.  For evaluation purposes, the following describe the relative importance that will be used in evaluation of each of the factors, subfactors, elements and subelements for the DNMSS-G/R NEC source selection.


(1)  Factor-Level Relative Importance

· Non-cost Factors:  The Technical and Management Approach factor is more important than Past Performance factor.

· The Cost/Price Factor compared to Non-Cost Factors:  All evaluation factors other than cost or price, when combined, are significantly more important than cost or price.

(2) Subfactor/Element/Subelement-Level Relative Importance:

· Factor 1.  Relative Importance of Past Performance Elements:  

· All three subfactors (three previous efforts) are comparatively equal.

· The following past performance elements apply to each of the past performance subfactors (three previous efforts) and are listed in the following order of relative importance (most important to least important):

· Element 1, Scope of Past Performance

· Element 2, Quality of Service

· Element 3, Business Relations

· Element 4, Ability to meet Schedule

· Element 5, Cost Control

· Element 6, Utilization of Small Business Concerns

· Element 7, Small Business Subcontracting Plan

· Factor 2.  The Technical and Management Approach subfactors, elements and subelements relative importance follow: 

· The Technical Approach subfactor is more important than the Management Approach subfactor.  

· The elements of the Technical Approach subfactor are listed in the following order of relative importance (see section M.3.2 for detailed description of the elements) (listed most important to least important):

1. Elements 1 and 2 are comparatively equal to each other, and more important than all other Technical Approach elements.  

2. Elements 3, 4, and 5 are comparatively equal to each other, and are more important than the following elements; 

3. Elements 6 and 7 are comparatively equal to each other, and are more important than the following elements;  

4. Elements 8, 9, and 10 are comparatively equal to each other, and are the least important of the Technical Approach elements.

· All subelements within each technical element are comparatively equal.

· The elements of the Management Approach subfactor are listed in the following order of relative importance (most important to least):

· Element 1, Key Personnel

· Element 2, Ability to Recruit, Train, Maintain, and Retain High-Quality Personnel

· Element 3, Quality Awards, Recognition, and Certifications

· Element 4, Management and Organizational Structure

· Element 5, Participation of Small Business Concerns

d.  Risk Assessment.  The Government will perform an overall risk assessment of each Offeror’s proposal.  Proposal risk assessment focuses on the risks and weaknesses associated with the Offeror’s proposed approach.  Assessment of risk is done at the Technical/Management Approach and Past Performance factor levels, and includes potential for disruption of schedule, degradation of performance and the need for increased Government oversight, as well as the likelihood of unsuccessful contract performance.  For any risk identified, the evaluation will address the Offeror’s proposal for mitigating those risks and why that approach is or is not manageable.  The following definitions of risks shall be used for Technical Management Approach and Past Performance:
Risk Assessment Description Table

	Risk
	Description

	High
	Offeror’s proposed approach is likely to cause significant disruption of schedule, increase in cost, or degradation of performance, and will require a high level of contractor emphasis and Government monitoring to overcome difficulties

	Medium
	Offeror’s proposed approach is likely to cause a moderate disruption of schedule, increase in cost, or degradation of performance, and will require a medium level of contractor emphasis and Government monitoring to overcome difficulties

	Low
	Offeror’s proposed approach is likely to cause minimal or no disruption of schedule, increase in cost, or degradation of performance, and will require a low level of contractor emphasis and Government monitoring to overcome difficulties



(1)  The risks which will be assessed are those associated with Past Performance or Technical and Management Approach aspects of the program.  Risks may occur as a result of a particular technical approach, operational process, management plan, or as a result of the schedule and economic impacts associated with these approaches.


(2)  Government risk assessments (High, Medium or Low) will be addressed in evaluation narratives with strengths and weaknesses and depicted in briefings with color ratings for each factor.


(3)  A risk assessment rating will be used in conjunction with the color codes for each assessed factor.  The statements within the color code definitions assess different evaluation aspects than the risk assessment ratings.  The statements within the color code definitions reflect evaluation of how well the Technical/Management Approach and Past Performance factors (for example) within the proposal meets the requirements.  The risk assessment rating (High, Moderate or Low) reflects evaluation of the likelihood that the proposed approach will actually be achieved.

e.  Color Ratings.  The Technical/Management Approach and Past Performance evaluation areas contain evaluation criteria/factors.  Offerors will be rated on the basis of the following color code and strengths and weaknesses system:

Figure A-1

Color Code Rating Table

	Color
	Technical Approach
	Strengths
	Weaknesses
	Past Performance

	Blue
	The proposal exceeds requirements and clearly demonstrates the offeror’s capability to deliver exceptional performance.
	There are numerous strengths that are of direct benefit to the Government.
	Weaknesses are considered insignificant and have no apparent impact to the program.
	Highly relevant/very recent past performance in all identified past performance efforts; excellent performance ratings.

	Green
	The proposal is satisfactory; the offeror is capable of meeting performance requirements.
	Some strengths exist that are of benefit to the Government; the strengths clearly offset weaknesses.
	A few weaknesses exist; they are correctable with minimal Government oversight or direction.
	Relevant/somewhat recent past performance in all identified past performance efforts; acceptable performance ratings.

	Yellow
	The proposal is minimally adequate; the offeror is most likely able to meet performance requirements.
	Few strengths exist that are of benefit to the Government; the strengths do not offset the weaknesses.
	Substantial weaknesses exist that may impact the program; they are correctable with some Government oversight and direction.
	Somewhat relevant/not very recent past performance; mostly acceptable performance ratings.

	Orange
	The proposal is inadequate; it is doubtful whether the offeror can meet performance requirements.
	Little, if any, strengths exist that are of benefit to the Government; the weaknesses clearly offset the strengths.
	Weaknesses exist that adversely impact the program; they are correctable with significant Government oversight and direction.
	Little relevant past performance identified; mostly unacceptable performance ratings.

	Red
	The proposal is highly inadequate; the offeror cannot meet performance requirements.
	There are no beneficial strengths.
	Numerous weaknesses exist that are so significant that a proposal re-write is not feasible within a suitable timeframe.
	Little relevant past performance identified; almost all unacceptable performance ratings.

	White
	Not used
	Not used
	Not used
	Completely lacks relevant performance history or past performance is unavailable, not due offeror’s failure to provide information.


M.3.2.  Detailed Description of Evaluation Criteria.

a.  Non-Cost Factors.

(1) FACTOR 1 - PAST PERFORMANCE.  

The Government will assess the Offeror’s capability to perform task orders under the DNMSS-G/R NEC contract by evaluating the Offeror’s past performance, as either a prime contractor or subcontractor, on previous IT contracts.  Past performance as a prime contractor will be rated more highly than performance as a subcontractor.  Only past performance data regarding IT efforts completed within the last three years (2004-2006), or work that is ongoing, will be evaluated.  The lack of relevant past performance information will result in the assignment of a neutral rating (i.e., neither favorable nor unfavorable).  However, not providing three instances of past performance information, when it is indeed available, may result in a negative past performance rating.  Technically complex tasks managed and implemented across an enterprise will be rated more highly than tasks of lesser size, scope and complexity.  All relevant past performance will be considered.  

Subfactor 1 - Previous Contracting Effort 1.  The Government will evaluate the Offeror’s past performance completed within the last three years (or ongoing) as the prime or subcontractor in management of three large and complex IT-related efforts similar in scope and complexity to DNMSS-G/R NEC Statement of Work and nine evaluated task orders to be issued at contract award.  The evaluation will focus on the Offeror’s technical understanding and technical capability as demonstrated by the size, scope, complexity and results achieved in the completion of actual contracts/task orders similar to those in DNMSS-G/R NEC task orders and as described in Section C of the solicitation, Statement of Work.  Technically complex tasks managed and implemented across an enterprise will be rated more highly than tasks of lesser size, scope and complexity.  The evaluation will also focus on the innovative solutions developed and implemented by the Offeror to address complex efforts and technical challenges, along with the results achieved.  Emphasis will be placed on the application and use of performance metrics and quality control plans, which demonstrate program objectives and/or customer expectations were met or exceeded.  The lack of relevant past performance will result in the assignment of a neutral rating (i.e., neither favorable nor unfavorable).
Element 1 – Scope of Past Performance.  The Government will evaluate the offeror’s ability to accomplish IT tasks similar to the scope and complexity to the work described in Section C, DNMSS-G/R NEC Statement of Work, and each of the nine Task Orders that will be evaluated and issued at award.  

Element 2 - Quality of Service.  The Government will evaluate the Offeror’s ability to comply with demanding performance requirements globally, and to provide a product or service that met the customer’s quality requirements.  The Offeror’s performance will be examined to determine whether the quality of product or service necessary in providing conformance to contract requirements was met.

Element 3 – Business Relations.  The Government will evaluate the Offeror’s ability to demonstrate a business-like concern for the customer’s interests and the ability to demonstrate a reasonable and cooperative behavior.  The Government will examine the history of the Offeror’s commitment to the satisfaction of end users through effective problem resolution and initiative in responding to Government’s unique needs.  The assessment will be examined to determine the degree to which the Offeror met the levels of cooperation needed to be an effective business partner.

Element 4 – Ability to Meet Schedule.  The Government will evaluate the Offeror’s ability to deliver a product or service according to an agreed schedule.  The proposal will be examined to determine if the Offeror demonstrates a history of meeting scheduled milestones and delivering new services on time, including on an expedited basis.  The cause of any schedule variances will be examined to determine the extent to which the Offeror was able to deliver products or services on time.
Element 5 – Cost Control.  The Government will evaluate the Offeror’s ability to deliver a product or service at an agreed-to price or cost.  The cause of any variances in the award amounts and the amounts at completion (or estimated to complete) will be evaluated to determine the extent to which the Offeror is able to control project costs.
Element 6 – Utilization of Small Business Concerns.  The Government will evaluate the Offeror’s ability to comply with the requirements of FAR clause 52.219-8, Utilization of Small Business Concerns, in past or current contracting efforts. Included in the evaluation is the extent to which procedures were in place to ensure the timely payment of amounts due pursuant to the terms of subcontracts with all small business concerns. 

Element 7 – Small Business Subcontracting Plan.  The Government will evaluate the Offeror’s ability to comply with the requirements of FAR clause 52.219-9, Small Business Subcontracting Plan, in past or current contracting efforts.  Small businesses with no record of having a Small Business Subcontracting Plan will be rated neutral.

Subfactor 2 - Previous Contracting Effort 2.  
Elements 1-7 - Same as Subfactor 1.
Subfactor 3 - Previous Contracting Effort 3.  


Elements 1-7 - Same as Subfactor 1.

(2) FACTOR 2 – TECHNICAL AND MANAGEMENT APPROACH.  

The Government will assess the Offeror’s capability to perform task orders under the DNMSS-G/R contracts by evaluating the Offeror’s technical and management experience and capabilities.  Subfactor 1 - Technical Solutions is considered more important than Subfactor 2 - Management Solutions.

Subfactor 1.  Technical Approach.   

The Government will assess the offeror’s ability to successfully support the nine task orders to be issued at contract award, as well as the offeror's ability to meet the requirements in the contract level statement of work.
Element 1: Task Order 07.  DSN/DRSN Network Management Software (ADIMSS/ARDIMSS) and DSN Telemetry System Support.
Subelement 1.  Demonstrate the capability to provide network management support system engineering which includes modification of network management support software.  (TO 7 Para 2.2.1).  Support will also include Interoperability (IO) and Information Assurance (IA) testing, COTS product compatibility.

Subelement 2. Show how to provide centralized network management support software development and maintenance support to a classified and unclassified global telecommunications network.  (TO 7 Para 2.2.2).
Subelement 3.  Demonstrate the capability of centralized configuration control and change of a global network management support system including such actions as:  Factory Acceptance Testing (FAT), Network testing at a U.S. Department of Defense Test Center and customer acceptance testing..  (TO 7 Para 2.3.2.1).
Subelement 4.  Demonstrate the capability to provide network security support to a global network and meet all security criteria.  Need to meet certification and accreditation of a global network through System Security Authorization Agreements (SSAA) certification support and security testing, and meet the requirements of the U.S. Government’s Security Readiness Review (SRR) process. (TO 7, Para 2.4.2.5) (TO 7 Para 2.4.2).  The offeror will be familiar with such procedures as:  and updating Security Technical Implementation Guides (STIGs) and IAVAs (TO 7, Para 2.4.2.7), Global Network Intrusion Detection Systems (IDSs) and firewalls (TO 7, Para 2.4.2.10).
Element 2: Task Order 09.  DSN Network Implementation, Engineering, and Planning – Global.
Subelement 1.  Demonstrate the capability to perform engineering assessments of global telecommunications network and develop business case studies that support engineering planning in various areas supporting large scale network evolution from circuit switched to Internet Protocol (VoIP and IP Video teleconferencing). (TO 9 Para 2.1.1)

Subelement 2. Demonstrate the capability to provide systems engineering expertise in Integrated Services Digital Network (ISDN), implementation, operations, and test support on a global telecommunications network to include engineering plans and plans that document T1.619a primary rate interface/Signaling System number 7 (SS7) implementation requirements.  (TO 9 Para 2.6)  

Element 2: Task Order 02.  DSN/DRSN Network Management Operational Support – Europe.
Subelement 1.  Demonstrate ability to provide 24-hour, 365 days per year, on-site, real-time network monitoring, management, problem isolation and resolution on US Department of Defense telecommunication networks.  The offeror shall have experience with network management equipment such as RED Promina/IDNX and experience with integrating European and US standard voice, IP, and transmission technologies. (TO 02 2.1.1, 2.1.3, 2.2.1, and 2.2.3).

Subelement 2.  Actively use and analyze transmission management tools supporting networks to ensure adequate and reliable network-wide bandwidth utilization.  The contractor shall ensure optimum call routing among switch facilities including restoral coordination with other on- and off-site personnel.  All actions pertinent to network disruptions or degradation of service shall be documented using the REMEDY TMS ticketing system.
Element 4: Task Order 04.  DSN System Operations/Engineering, Quality Assurance and Management – Pacific.
Subelement 1.  Demonstrate the capability to provide technical expertise in the operation of Nortel Networks SL-100, extract and analyze switch data such as switch tables, logs reports, and various translations, maintain the network-wide Automatic Trunk Testing (ATT) and Routine Exercise (REX) test schedule matrix for all switches and to include the use of maintenance terminal to navigate through the SL-100, and understand switch translations and Multi-Level Precedence and Pre-Emption rules.  Show working knowledge of Tekelec Eagle STP equipment and other ancillary transmission equipment such as echo cancellers, transcoders, and CSU/DSUs, and encryption devices. (TO 04 Para 2.1).  Demonstrate the ability to coordinate and direct the troubleshooting actions of this equipment by various technical personnel across multiple time zones.

Subelement 2. Demonstrate the capability to evaluate switch performance in a large scale network (TO 04 Para 2.4) by managing extract switch performance data, software error messages, logs, and audits.  Extract and analyze data from switches and develop courses of action to correct deficiencies.  Perform testing as required from maintenance consoles.

Subelement 3. Demonstrate the capability to provide Nortel SL-100 switch programming, circuit activation, and troubleshooting for directed exercises (TO 04 Para 2.5).  Provide this same capability for CDS/SMUs, Madges, PBXs, STPs, and Passport ATM switches in their native “languages”.  Demonstrate the ability to structure switch databases to allow the development of pre-planned routing changes and numbering plans.

Subelement 4. Demonstrate the capability to provide network switch database administration (TO 04 Para 2.3) including programming support for switches, CDS/SMU configurations, updating Standard Operating Procedures and user documentation. 
Subelement 5. Demonstrated capability to provide support for Video Teleconferencing  calls (TO 04 Para 2.9) including troubleshooting and isolating network problems with customers, diagnosing, reporting, and determining performance of telesync testing. Perform periodic tests via routing of ISDN supporting both voice and video calls.

Element 5: General Statement of Work – Overall Requirements.
Subelement 1.  Program Management:  Demonstrate the capability to meet the requirement for management of the current circuit switched network, associated packet switched support network, and developing hybrid network from current operations through all incremental steps to the hybrid network envisioned to be in place at the end of the contract lifecycle. (SOW Para 3.1)

Subelement 2.  Analyses:  Demonstrate the capability to meet the Government's requirement for analysis of effects of a broad range of network factors (from design changes to integration of new equipment into the current network to transition to the developing hybrid network). (SOW Para 3.9)

Subelement 3.  COTS Compatibility Assurance:  Demonstrates the capability to perform and support requirement for Compatibility Assurance of the current circuit switched network, associated packet switched support network, and developing hybrid network from current operations through all incremental steps to the hybrid network. (SOW Para 3.22) using International Telecommunications Union (ITU), Internet Engineering Technical Force and commercial (e.g. Telecordia) standards.

Subelement 4.  Networks, Systems, Data, and Facilities Security Management:  Demonstrate the capability to establish and maintain mechanisms for real-time program management support (SOW Para 3.28) including systems operations, performance and fault management on a global basis.

Subelement 5.  Quarterly Progress Reviews and Conferences:  Demonstrates the ability to prepare and perform performance audits and issue resolution for use by the Contractor and DISA to continuously improve processes (SOW Para 6.2).  The contractor shall also show an ability to manage the work of its sub-contractors.


Element 6: Task Order 05.  ADIMSS Theatre Support – Pacific.
Subelement 1.  Demonstrated capability to provide technical expertise in database management, daily network management, and automatic collection of traffic and performance data from Network switches (including Nortel SL-100 and Lucent 5ESS) and associated network elements across a geographically diverse network. (TO 5 Para 2.0).
Subelement 2. Demonstrate capability to ensure certification and accreditation of a large scale integrated network management support system including compliance with U.S. Department of Defense security guidelines (TO 5 Para 2.6.1.5).
Subelement 3. Demonstrate and describe elements to be included  in maintaining and developing a disaster recovery plan including detailed procedures for restoring complete operations from backups and new hardware (TO 5 Para 2.1.1.1), archiving of data and developing Standard Operating Procedures.
Element 7: Task Order 06.  DRSN Network Management Operational Support - Scott CONUS, Global NetOps Support Center (GNSC).
Subelement 1.  Ability to perform system administration on a Sun-based element management system (TO 6, para 2.1.1).  Enhance supporting software products (including Government off the shelf products), such as Hewlett-Packard (HP) OpenView, automated routines, script files, etc. to monitor, analyze, and report the performance of network management support systems.  System administration shall also include the capability to update a network configuration management program.  (TO 6, para 2.1.1.17)
Subelement 2.  Demonstrate the ability to administer and trouble shoot and report on network management system databases for a, critical U.S. Department of Defense command and control network. (TO 6, para 2.2).  Reporting capability shall make use of Oracle’s Developer/2000 application.  The offeror will also show an ability to recommend enhancements to the network management databases.

Element 8: Task Order 01.  DSN System Operations/Engineering and Management – Europe.

Subelement 1.  Demonstrate the ability to develop, write, and implement US Department of Defense switched network configuration management policies and procedures to cover configuration audits and other areas of configuration management (TO 01 Para 1.0).  This ability will include updating US Department of Defense Circulars as a result of configuration policy and procedural changes to the network, and general administrative configuration management support and documentation.

Subelement 2  Demonstrate the ability to use analytical methods to collect, process, and report US Department of Defense network and switch data and make recommendations for automation and improvements (TO 1 Para 2.1).  Specific expertise is required to generate, implement, and maintain switch databases in major commercially available telephone switches that include, but are not limited to: Nortel, Siemens, REDCOM and Avaya models.  Further ability is required with generating, implementing, and maintaining software configurations on other telecommunications peripheral devices such as Passport Bandwidth compression devices, Signal Transfer Points, and Echo Cancellers. 

Subelement 3.  Demonstrate the ability to provide engineering or technical drawings in accordance with U.S. Government standards (TO 1 Para 2.3) that include topology drawings showing current trunking between switches, circuits, types of trunks, and other related information.
Element 9: Task Order 03.  DSN Network Implementation and Planning.
Subelement 1.  Demonstrate the capability to develop and manage detailed site implementation plans for network switch cutovers (TO 03 Para 2.2 and TO 03 Para 2.3) by providing an outline of how to accomplish a cutover.  Plans shall include elements such as:  call routing, precedence and preemption testing, recorded announcement testing, numbering plan, preset conference, and site-specific translation database (TO 03 Para 2.2).  Cutover plan management capability shall include monitoring of: schedules and milestone charts, cutover tasks, floor plans, detailed circuit designs, switch routing and translation tables, testing requirements, and test parameters for trunks, lines, and telephones (TO 03 Para 2.3).  Implementation expertise shall include experience with timing and synchronization of transmission facilities, data collection systems, and backup power systems. (TO 03 Para 2.2 and TO 03 Para 2.3).

Subelement 2. Demonstrate the capability to analyze current and proposed Network topology plans to ensure that optimum configuration are achieved (TO 03 Para 2.5).

Element 10: Task Order 08.  Joint DISN Control System (JDCS) Operational Field Support and Integrated Network Management System (INMS) Administration and Maintenance (A&M) Task.
Subelement 1.  Demonstrate the ability to provide and maintain an integrated network management system (INMS) consisting of a suite of equipment operating at the Secret High level and at the sensitive but unclassified level that provides the capability to monitor classified and unclassified networks.  In addition, the contractor must provide and maintain a TOP SECRET/SCI INMS located in a Global NetOps Support Center and maintain a network with a 98% availability rate (TO8   3.2 1.3.1-1.3.4).  The operator will show an ability to work in Germany, Hawaii, Illinois, and Bahrain in performance of this work.

Subelement 2.  Demonstrates the ability to maintain a Joint Network Control System ‘DOMAIN’ to include configuration, testing, support, customization, and fine-tuning of on-site servers/platforms and systems. (TO8 2.6, 3.1)
Subfactor 2 - Management Approach.  

The Government will assess the offeror’s ability to successfully support the management of the DISN network by evaluating its structure, quality focus, business operations, and commitment to small business participation.

Element 1 - Key Personnel.  The Government will evaluate the resumes of the Offeror’s personnel and letters of commitment, and the key personnel information to determine the quality of individuals proposed to staff the DNMSS-G/R NEC contract and task orders.  The capabilities of the Offeror’s key personnel will be evaluated to determine the composition and competency of the proposed DNMSS-G/R NEC support structure.

Element 2 - Ability to Recruit, Train, Maintain and Retain High-Quality Personnel.  The Government will evaluate the Offeror’s ability to recruit, train, maintain and retain a high-quality work force.  In addition, Offerors shall provide a comprehensive plan (minus compensation plan) for professional employees for evaluation.

Element 3 - Quality Awards, Recognition and Certifications.  The Government will evaluate the  quality awards, recognitions and certifications held by the Offerors, with emphasis on those that directly support network management and operations.  Offerors will be evaluated on documented and verified awards, recognition and certifications in one or more of the following:  Software Engineering Institute (SEI) Capability Maturity Model (CMM), ISO 9000, ISO 9001:2000, Six Sigma, or other recognized industry quality awards, recognitions and certifications.  SEI CMM Level 2 Certification is required.  Offerors possessing ISO and Six Sigma certifications will be rated more highly than those that do not.
Element 4.  Management and Organizational Structure.  The Government will evaluate the Offeror’s proposal to determine if it has a dedicated organization that can adequately support the management of the 24 anticipated DNMSS-G/R NEC task orders supporting the DISN Network.  The management structure and size of the organization, including the number of personnel possessing security clearances and the levels of those clearances, will be considered.

Element 5 – Participation of Small Business Concerns.  The Government will evaluate the extent of proposed participation by small business, to include small disadvantaged business concerns and historically black college or university and minority institutions, in performance of the contract.  For small business Offerors, a Small Business Subcontracting Plan is not required, but the extent of proposed participation by small business concerns will be evaluated. In addition, the extent to which such firms are specifically identified in the offer will be evaluated.

(3) COST AND PRICING



(1) The offeror is required to submit all pricing data in the format indicated in Sections B and L of the solicitation.  Offerors are required to submit their proposed prices for the entire 60-month period, as set forth in Section B of the solicitation.  The evaluation period commences with the date of contract award and ends 60 months later.  Contract months and evaluation months are assumed to be the same.




(2) The proposed prices for the labor categories, other direct costs (ODCs) and the task orders will be evaluated with respect to their completeness and reasonableness.  Offerors shall submit prices for the complete set of requirements.  The reasonableness of the overall price will be determined on the basis of adequate price competition and by comparison with the Independent Government Cost Estimate (IGCE).



(3) The Government may evaluate cost and price realism with regard to the ability of the offeror to meet requirements in terms of skills required, complexity of disciplines and job difficulty, if the Government deems such analysis necessary.  The Offeror’s Cost/Price Proposal  may be compared to the technical proposals to determine the offeror’s (1) understanding of work to be performed and (2) capability and capacity to provide the required services and accomplish the required tasks.  The Government may also assess the labor support information submitted with Volume III - Cost and Price proposal, as part of any cost realism analysis conducted.  Unrealistically low prices may indicate a lack of complete understanding of the requirements, a high-risk approach to performance, and or an inability to attract and maintain a high-quality workforce.  The Government considers the findings of such analysis regarding an offeror’s ability to perform and the risk of its approach.  Since proposed labor rates are fixed, the price evaluation shall not be adjusted as a result of any such cost realism analysis.




(4) The price evaluation for all Offerors will be based on the total Discounted Life Cycle Cost (DLCC) for each proposal.  The DLCC will be determined based on the proposed rates for the labor categories, the mark-up and profit percentages for ODCs, along with the proposed prices of the task orders.  Contractor-generated labor categories will not be included as part of the DLCC evaluation.  The proposed labor rates for each labor category in Section B, for each respective year, will be multiplied by the corresponding hours specified by the Government.  The mark-up and profit percentages proposed for each year will be applied to Government estimates for ODCs.  For evaluation purposes, ODCs will be considered as utilizing firm fixed price (FFP) task orders (i.e., the profit percentage will be applied in the DLCC calculation).  The profit percentage will only be applied to the estimated costs, not the estimated costs plus the mark-up percentage.  In order to obtain maximum price competition, the number of hours for each labor category, the estimated amount for ODCs to be used for the price evaluation will not be disclosed outside the Government.  The Government will compute an annual price by totaling the labor costs with the estimated ODCs, plus mark-up and profit, and the evaluated task order prices.  Discount factors will then be applied to the total annual price.  The price evaluation will use the discount factors indicated below based upon the nominal discount rate of 4.80 percent specified in OMB Circular A-94:

	Evaluation Year (EY)
	1
	2
	3
	4
	5

	Evaluation Month (EM)
	1-12
	13-24
	25-36
	37-48
	49-60

	Discount Factor
	0.977
	0.932
	0.889
	0.849
	0.810


(End of Provision)
(End of Summary of Changes) 

