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Preface

This document addresses planning for developing and implementing a Configuration Management Program for the Office of the Comptroller of the Currency (OCC), Office of Information Technology Services (ITS).  This ITS Enterprise Configuration Management (CM) Procedures support the CM activities required for identifying and controlling all configuration items developed and maintained by the ITS.  These CM Procedures augment the ITS Enterprise CM Plan.  The intended audience for this document is the CM Program Manager, SDLC Program Manager, CM Managers, CM Specialist, CM Tool Administrator, and other CM Program personnel.  
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1. INTRODUCTION

This document provides the Configuration Management (CM) staff with a single source for procedures, forms, and guidance needed to conduct day-to-day CM activities.  These procedures define and describe the CM activities the CM staff encounters throughout the System Development Life Cycle (SDLC).

These CM procedures apply to all ITS projects and systems in maintenance. These procedures can be tailored to meet the unique needs of each application.  Changes required to meet a development or maintenance project’s unique requirements are documented in the application’s CM plan. 

This document is used in conjunction with the ITS Enterprise CM Plan and the application-specific CM Plan that describes the specific tasks needed to satisfy the CM activities. These CM activities are:

· Preparing a CM plan for the specified project according to the documented procedure.

· Performing as described in the CM plan and the appropriate CM procedures.

· Establishing and maintaining the electronic and physical CM libraries.

· Establishing procedures to control access to the CM libraries.

· Providing the naming and numbering scheme for configuration items.

· Identifying the configuration items and placing them under CM control.

· Identifying the product baseline.

· Performing configuration change control

· Change request tracking implementation,

· Change control boards, (SCCB and TCCB) implementation and facilitation, and

· Enterprise Change Control Board (ECCB) implementation and facilitation.

· Performing configuration status accounting 

· Scheduling and performing Status Accounting Audits and

· Reporting the results of Statues Accounting Audits to affected stakeholders.

· Performing release management

· Developing release packages and coordinating the release of products for deployment,

· Establishing procedures for interfacing with project Training/Installation staff,

· Labeling baselines for release, and

· Establishing and maintaining product baseline over product life.

· Performing configuration audits 

· Conducting configuration audits and

· Reporting audit results, tracking findings to closure, developing corrective actions, and conducting follow-on audit(s) to assess effectiveness of corrective actions.

· Providing measures to management for assessing configuration management process performance.

· Providing training for CM staff on CM activities and procedures.

Since these CM procedures are living documents, expect changes as the CM process matures.  These procedures are maintained by the CM Program Manager in support of all the OCC ITS projects where a CM role is maintained. These projects include but are not limited to those involving development, maintenance, integration, modification, training or oversight and each project varies in scope from a simple one-day effort to full-scale system development. Proposed changes or additions to this document should be submitted to Configuration Management (CM) using the current document change request procedures. Additions and changes to the procedures within this document will also be incorporated based on the results of periodic reviews, lessons learned, QA audits of these processes and feedback from users.
1.1 References

The following document is related to these Configuration Management Procedures:

· OCC ITS Enterprise Configuration Management Plan. June 2006

1.2 Acronyms

Acronyms used in this document are defined the table below.

	Acronym
	Description

	CASE
	Computer Aided Software Engineering

	CCB
	Configuration Control Board

	CD
	Compact Disc

	CI
	Configuration Item

	CIO
	Chief Information Officer

	CTO
	Chief Technology Officer

	CM
	Configuration Management

	CMMI
	Capability Maturity Model Integrated

	COTR
	Contract Office Technical Representative

	COTS
	Commercial Off-the-Shelf

	CR
	Change Request

	CSA
	Configuration Status Accounting

	CSCI
	Application Software Configuration Item

	DB
	Data Base

	DBA
	Data Base Administrator

	DIA
	Detailed Impact Analysis

	DL
	Development Library

	DRR
	Deployment Readiness Review

	DS
	Data Specification

	EA
	Enterprise Architecture

	ECCB
	Enterprise Configuration Control Board

	FRR
	Functional Requirements Review

	FRS
	Functional Requirements Specification

	ID
	Identification

	IIA
	Initial Impact Analysis

	HWCI
	Hardware Configuration Item

	IT
	Information Technology

	ITS
	Information Technology Services

	IV&V
	Independent Verification and Validation

	JAD
	Joint Application Development

	LAN

	Local Area Network

	LAN ID
	Network Logon ID

	LB
	Large Banks

	LIS
	Licensing Information System

	OCC
	Office of the Controller of the Currency

	O&M
	Operations and Maintenance

	PDR
	Preliminary Design Review

	PE
	Process engineer

	PR
	Problem Report

	PS
	Process Specification

	QA
	Quality Assurance

	RN
	Release Notes

	SCCB
	Software Configuration Control Board

	SD
	Support Desk

	SDLC
	System Development Life Cycle

	SEI
	Software Engineering Institute

	SMS
	System Management Server

	SOP
	Standard Operating Procedure

	SOW
	Statement of Work

	SSS
	System/Subsystem Specification

	SWCI
	System Software Configuration Items

	T&E
	Test And Evaluation

	TCCB
	Technical Infrastructure Configuration Control Board

	TI
	Technical Infrastructure

	TOC
	Table of Contents

	TRR
	Test Readiness Review

	VDD
	Version Description Document

	WBS
	Work Breakdown Structure 


1.3 Definitions

CM is a discipline that establishes and maintains the integrity of a system and its components.  The CM discipline is a series of activities that manage the integrity of the products, systems, and documentation.  The procedures in this document support the CM activities to ensure proper identification of CIs; control the changes to product and product components; and to report the status of the CIs.

The CM procedures are grouped into the six major areas of CM activities: 

· CM Management and Planning – CM Management and Planning is the preparation of the CM Plan that determines overall CM management strategy, work plan, and deliverables.  Installation of and access to the CM tools is provided to CM personnel.

· Configuration Identification - Configuration Identification is a discipline for identifying the configuration of an item and documenting its functional and physical characteristics. 

· Configuration Control - Configuration Control is the process of controlling changes to CIs, baselines, products, product components and systems.

· Configuration Status Accounting - Configuration Status Accounting is the auditing and reporting of the status all configuration items including the status of all CRs associated with each CI.  

· Configuration Audit – Configuration Audit is an audit to verify that a product’s or product component’s documented configuration conforms to its as-built configuration.

· Release Management - The release management process ensures the successful deployment of a product and all of its associated documentation (baseline). 

2. CONFIGURATION MANAGEMENT ACTIVITIES

2.1 CM MANAGEMENT AND PLANNING

Policy  

CM activities shall be planned for all projects under development and in production.  The plan shall specify CM activities appropriate for the risks and cost involved. The plan shall identify relevant stakeholders of the CM process and the appropriate level of their involvement. Adequate resources, funding, and tools shall be made available for performing CM activities.
Purpose

The purpose of these procedures is to outline a consistent and repeatable process to ensure the consistency and quality in CM planning and development; and to provide guidance for the CM tool access control.

The CM Procedures that support CM Management and Planning and are contained in this section are:

CM-PROC-01 Developing a CM Plan

CM-PROC-02 CM Version Control Tool Access

CM-PROC-03 CM Tracking Tool Access

CM-PROC-01 Developing a CM Plan
Procedures

Each project will develop a CM plan at project inception.  The CM plan supports the project plan and identifies the CM role within the project.  The CM plan specifies the standards and procedures used on the project.  Each project will develop and have a CM plan that parallels the Project Plan.  The ITS Enterprise CM Plan may be referenced when developing a project level CM plan.
Input: CM Plan Template (Attachment A) CM Manager, CM Specialist

Activities/Steps:

1. Use the CM Plan template to create the outline for the CM Plan.

2. Open template in Attachment A.

3. Follow the guideline provide in the CM plan template. 

4. Submit the Project CM Plan to CM Manager for approval.

Outcome: The outcome of this procedure is a final CM Plan, and an E-mail from the CM Manager to the CM Specialists and to the CM Stakeholders of the availability of the CM Plan.
Attachment A

CM Plan Template

CONFIGURATION MANAGEMENT PLAN TEMPLATE

Format: Include a title page, signature page, document control page, preface, table of contents, and an introduction and purpose (of the document not system or product) section in each document.  The project CM plan may specify additional CM documentation requirements specific to a particular project.

Title Page: This page must contain the project name, document title, date, version level and project office name.  Also, identify any specific project, task or process identified within the document.

Signature Page: This page contains the required signatures of the CM Program Manager and Program Manager
Document Control Page: Any subsequent changes to the document that had been previously delivered to the customer will be listed on this page.
Preface: The preface is the first page inside the document and contains the same information contained in the Introduction and Purpose section described below. 

Table of Contents: The Table of Contents (TOC) immediately follows the preface or Document Control page dependent upon the document.  At a minimum, it shows major section headings, major subsection headings, and appendices.  Note: appendices are part of the TOC.  After the TOC, list exhibits, tables, figures or illustrations as appropriate.

1. INTRODUCTION
Provide a brief statement that introduces the Configuration Management (CM) plan and describes, in general terms, its use in managing the configuration of the specific project, or system.  Configuration Management is a uniform practice for managing system software, hardware and documentation changes throughout the development project.

1.1 Purpose
Describe why this Configuration Management plan was created, what it accomplishes, and how it is used.

1.2 Scope

Define the scope of Configuration Management planning.  Identify items that will be placed under configuration control.

1.3 References
List the documents that are referenced to support the Configuration Management process including any project or standards documents referenced in the body of the Configuration Management plan.

1.4 Acronyms
List acronyms used in document with meanings.

1.5 Definitions
List and define specific terminology used in document.   

2. ITS ENTERPRISE CONFIGURATION MANAGEMENT PROGRAM ORGANIZATION

This section describes and graphically portrays the contractor's organization with emphasis on the Configuration Management activities including:

· The relationships and integration of the contractor's project organization and functional organization;

· Responsibility and authority for Configuration Management of all participating groups and organizations including their role in Configuration Management boards, and the integration of Configuration Management  functions with other program activities such as technical reviews;

· Identification of the contractor’s organization and its responsibilities;

· Interfaces between the con tractor’s organization and the Government, subcontractors, and associate contractors.

2.1 Configuration Management Responsibilities

The roles and responsibilities of Configuration Management personnel in each activity shall be clearly defined.  If participation in informal reviews, such as walk-through, is planned, the responsibilities of personnel in these activities shall also be included in this paragraph.  Responsibilities for implementing Configuration Management for the project are typically as follows: Define each role.

· Project Manager

· Project Team Members

· Configuration Control Board

· Configuration Management  Group

· Contracting Officer Technical Representative (COTR)

· Contractor
· Define the roles and responsibilities of the CM team

3. CONFIGURATION MANAGEMENT METHODOLOGY

This section describes the lifecycle methodology as it applies in the context of the project.  The Systems Development Life Cycle (SDLC) document should be referred to for guidance.  

3.1 System Development Life-Cycle

Refer to SDLC document

3.2 Life-Cycle Milestone Phases
This section describes and graphically portrays the sequence of events and milestones for implementation of Configuration Management in each phase with major program milestones and events, including as a minimum:

· Release and submittal of configuration documentation in relation to program events (e-g., technical reviews).

· Establishment of internal developmental configuration and contractual baselines.

· Implementation of internal and Government configuration control.

· Establishment of Configuration Management boards.

· Implementation of a status accounting information system.

· Conduct of configuration audits
(List your milestones.  The Systems Development Life Cycle (SDLC) document should be referred to for guidance).    

3.3 Configuration Management Policies, Procedures, Standards
See Enterprise CM Plan.
4. CM COMMUNICATIONS PLAN

This section specifies how CM communicates for projects using Configuration Management control.  

4.1 Objectives

4.2 Communications Roles and Guidelines

4.3 Communications Matrix

4.4 Communications Responsibility

5. CONFIGURATION MANAGEMENT PROCESS


This section specifies how to implement each of these six items for projects using Configuration Management control.  

This section describes Configuration Management  activities for identifying Configuration Items, initially creating Configuration Items, managing changes to Configuration Items, creating Product Baselines, controlling Product Baselines, reporting configuration status, performing audits, coordination (interface control), and managing contractors.


5.1 Configuration Management Process Model
See the Enterprise CM Plan

5.2 Configuration Management Activities Overview

This section gives an overview of Configuration Management activities for identifying Configuration Items, initially creating Configuration Items, managing changes to Configuration Items, creating Product Baselines, controlling Product Baselines, reporting configuration status, performing audits, coordination (interface control), and managing contractors.

5.2.1 CM Management and Planning

5.2.2 Configuration Identification


This section describes the procedures for identifying configuration items.  Identify the CIs to be controlled and specify a means of identifying changes to the CIs and related baselines.  At a minimum, the system itself, all COTS software and hardware for the system (or application) and any support software developed in-house or by contractor should be a CI.

· Selection of CIs (HWCI’s, CSCI’s, and SWCI’s)

· Assignment and application of configuration identifiers including document numbers, nomenclature, serial numbers and part number to hardware; and software identifiers to software and firmware.

5.2.2.1 Identifying Baselines

Identify the CIs be managed and specify a means for identifying changes to the CIs and the related baselines. 
5.2.2.2 Hardware and COTS Software Items for Production Baselines


Identify the CIs to be controlled and specify a means of identifying changes to the CIs and related baselines.  At a minimum, the system itself, all COTS software and hardware for the system (or application) to function, and any support software developed in-house or by contractor should be a CI.


5.2.3 Configuration Change Control
This section explains that configuration change management is a process for managing configuration changes and variances in configurations.  Configuration control is the systematic proposal, justification, evaluation, coordination, approval and implementation of changes after formal establishment of a configuration baseline

5.2.4 Configuration Status Accounting


This section describes the procedures for Configuration Status Accounting including:

· The methods for collecting, recording, processing and maintaining data necessary to provide contractual status accounting information via reports and/or data base access.

· Description of reports/information system content related to, as applicable.

· Identification of current approved configuration documentation and configuration identifiers associated with each CI.

· Status of proposed engineering changes from initiation to implementation.

· Results of configuration audits; status and disposition of discrepancies.

· Status of requests for critical and major deviations and waivers.

· Traceability of changes from base lined documentation of each CI.

5.2.5 Configuration Audits

This section shall describe the approach to supporting configuration audits and reviews, including:  Plans, procedures, documentation, and schedules for functional and physical configuration audits; and format for reporting results of in-process configuration audits

5.2.6 Configuration Release Management

This Section describe the processes in place to control the amount and number of versions documented by this CM Plan and how documents and software is turned over to CM and released from CM

6. CONFIGURATION MANAGEMENT ACTIVITIES

6.1 CONFIGURATION IDENTIFICATION

Explain that Configuration Identification is the basis on which the configuration items (CIs) are defined and verified; CIs and documents are labeled; changes are managed; and accountability is maintained.  Define the automated tools that will be used to track and control the configuration baselines.  Describe the methods for controlling, tracking, implementing and reporting changes.

6.1.1 Naming Conventions for Configuration Items
Provide details of the file naming convention to be used on the project and how file configuration integrity will be maintained.

6.1.2 Release Numbering and Identification

Describe the identification (numbering) criteria for the software and hardware structure, and for each document or document set.


6.1.2.1 Interface Identification

Identify the interfaces to be managed and describe the procedures for identification of interface requirements, establishment of interface agreements, and participation in any Interface Control Working Groups (ICWG).

6.1.3 Configuration Management Controlled Library

This section describes the Configuration Management controlled library.  Where software, documents, and deliverables may be logged and stored to ensure all configuration component masters are protected but accessible.  Configuration Management Library Inventory contains a record for each inventoried item and assigns it a configuration item (CI) number.  The CI number provides a means of easily tracking the item and allows an inventory list to be generated that can be used to verify that inventoried items are still intact. 

6.1.4 Configuration Management Releases

See Enterprise CM Plan

6.2 CONFIGURATION CHANGE CONTROL

Explain that configuration change management is a process for managing configuration changes and variances in configurations.  Configuration control is the systematic proposal, justification, evaluation, coordination, approval and implementation of changes after formal establishment of a configuration baseline.  Include the following:

6.2.1 Change Request Process

See the Enterprise CM Plan

6.2.2 Configuration Control Boards (CCBs)

See the Enterprise CM Plan

Identify the interfaces to be managed and describe the procedures for identification of interface requirements, establishment of interface agreements, and participation in any Interface Control Working Groups (ICWG)
6.2.3 Version Control

See the Enterprise CM Plan

6.3 CONFIGURATION STATUS ACCOUNTING
Describe when and how Configuration Status Accounting (CSA) is to be conducted.  See the Enterprise CM Plan.
6.4 CONFIGURATION AUDITS AND REVIEWS

Describe how peer review audits and formal audits will be accomplished for the purpose of assessing compliance with the CM Plan.  These could include baseline audit, functional configuration audit, physical configuration audit, software, and hardware physical configuration audit.  See the Enterprise CM Plan

6.4.1 CM Audits

6.4.2 QA Audits of CM

6.4.3 Reviews

Describe how the technical reviews relate to the establishment of baselines and explain the role of Configuration Management in these reviews.

6.5 CONFIGURATION RELEASE MANAGEMENT

Describe the processes in place to control the amount and number of versions documented by this CM Plan and how documents and software is turned over to CM and released from CM.  See the Enterprise CM Plan

6.6 Configuration Management Planning

See the Enterprise CM Plan

7. CONFIGURATION MANAGEMENT SCHEDULES


7.1 Configuration Management Schedules (coordination with other project activities)

The schedule of most Configuration Management activities to be performed is defined by the Project Plan.  These include:

· Planned updates to this Configuration Management Plan

· Creation of Product Baselines

· Baseline audits

· Schedules for Configuration Management Oversight Meetings <and other activities> will be set as a result of review and approval of this plan.

· Schedules for oversight of contractor Configuration Management activities <define or reference the schedule
7.2 CM Phases
See the Enterprise CM Plan

8. CONFIGURATION MANAGEMENT RESOURCES


8.1 Tools, Techniques, Training
Identify the tools, techniques, and training used to support the Configuration Management function.  Discuss the application of these items to Configuration Management’s function in appraisal, preventive and corrective actions that contribute to the success of the project.

8.1.1 Techniques


Describe Configuration Management's use of the supporting policies, and accepted standards in management of internal activities.  Describe the role of CM to ensure that any contractors conform to the requirements of the policies, and standards.  
8.1.2 Tools


Describe the tool sets that Configuration Management employs in the conduct of administrative and technical functions.
8.1.3 Training

Describe the training that will be provided to the Project team.

9. CM PLAN MAINTENANCE

Describe the activities and responsibilities necessary to ensure continued Configuration Management planning during the life cycle of the project.  Define who is responsible for monitoring the Configuration Management plan.  Describe how frequently updates are to be performed; how changes to the Configuration Management plan are implemented.
9.1 Project Level CM Plan Maintenance


9.2 Relationship to other plans


10. CM CONTRACTOR / VENDOR CONTROL


Contractors are required to meet the CM requirements.  The requirements may be modified to fit the scope and magnitude of the contract task.  A complete Configuration Management plan should be required of the contractor if an extensive contract is envisioned.  If the contract is minor in content a plan may not be required.  However, provisions must be made for continuous communication and monitoring of Configuration Management activities, review, and disposition of subcontractor supplied documents and subsequent changes, and the final audits.  Contractors will provide status accounting reports reflecting the development of software, hardware, and COTS Configuration Item data.

10.1 CM Contractor Control


10.2 CM Vendor Control


11. CONFIGURATION MANAGEMENT RECORDS COLLECTION AND RETENTION
11.1 Storage, Handling, and Release of Project Media

See the Enterprise CM Plan

11.2 Backup and Recovery

Define how database for repository will be routinely backed-up.
11.3 Storage

See the Enterprise CM Plan

Appendix A – CSCI Listing
CM-PROC-02 CM Version Control Tool Access
Procedures

Access control database provides Version Control within the CM tool.  Within this database, there is a list of users and custom designed options to set privileges and access for users.  The Privilege Sets combines privileges according to the access control needs of a project.  The Privilege Sets are further controlled by limiting access to a particular Promotion Group.  The Access List Groups are given a specific set of privileges via the Access Privilege Sets.  An Access List Group can be assigned one or more of these Privilege Sets.  Each Access List Group is assigned one Privilege Set and there are no restrictions attached to any of the Privilege Sets.  

Users with common access needs are associated with an Access List Group appropriate for their responsibilities as determined by the CM Program Manager, SDLC Program Manager, CM Managers, Project Managers, and/or O&M Tasks Leads.  The CM tool administrator can supply any user with more privileges should the CM Program Manager, CM Managers, Project Managers and/or O&M Tasks Leads determine it is necessary.  

The CM tool administrator controls all modifications to the access control databases, including changes to the Access Privilege Sets, Access List Groups, or user lists for each access control database.  There is an access control database for each project.  The following Access Privilege Sets and Access List Groups are the same in each of the access control databases.  Only the user lists differ between the access control databases.

Input: CM Program Manager, SDLC Program Manager, CM Program Manager, CM Managers, Project Managers, O&M Tasks Leads, CM specialist, CM tool administrator, and CM Tool

Activities/Steps:

1. Determine user access privileges.

2. Provide users access by assigning privileges to CM tools according to their duties.

The following Access Privileges charts list the access privileges for the five Privilege Sets.  Six Access List Groups are described in the paragraphs following the Privilege Set charts. 

Access Privilege Sets:

Privileges for users in Privilege Set CM_Staff

	CM_Staff Privilege Definition

	Add, delete, and modify version labels to archive items

	Add, Delete, Modify, or Move Promotion Group

	Promote to next Group

	Add, Copy, Modify, Delete Projects

	Add or remove versioned files from Project or Subproject

	Break lock (remove anyone’s lock)

	Configure Project

	Check-out tip and non-tip revisions

	Check-in tip and non-tip revisions

	Create archives

	Create Branch in archive revisions

	Lock test and non test revisions.-

	Unlock tip and non tip revisions

	Modify change descriptions

	Modify work file descriptions

	Modify Archive property access list

	Modify Archive property Comment Delimiter

	Modify Archive property Owner

	Modify Archive property Attributes

	Modify Archive property Versioned File Name

	Show Journal - Generate Journal Reports

	View archive header information

	View delta information

	View revision histories


Privileges for users in Privilege Set Developers

	Developer Privilege Definition

	Add and Modify version labels

	Check-in trunk and branched tip revisions.

	Check-out tip 

	Get non-tip revisions

	Create archives

	Lock tip revisions

	Modify Archive property Owner

	Modify Archive property Attributes

	Modify Archive property Versioned File Name

	Modify change descriptions

	Modify work file descriptions

	Modify Projects

	Add or remove versioned files from Project or Subproject

	Remove their own locks

	Show Journal – Generate Journal Reports

	View archive header information

	View delta information

	View revision histories


Privileges for users in Privilege Set Quality_Assurance

	Quality_Assurance Privilege Definition

	Check out test and non-test versions

	Show Journal – Generate Journal Reports

	View archive header View archive header information

	View changed information

	View revision histories


Privileges for users in Privilege Set Record_Viewer

	Record_Viewer Privilege Definition

	Check out test and non-test versions

	Show Journal - Generate Journal Reports

	View archive header information

	View change information

	View revision histories


Privileges for users in Privilege Set Viewer_Only

	Viewer  Only Privilege Definition

	Show Journal - Generate Journal Reports

	View archive header information

	View delta information

	View revision histories


The CM tool access control is handled on several levels.  Each user is assigned to a group.  Each group is assigned certain access levels to the various fields.  The access levels provide access to various fields when submitting a record, updating a record, or both.  Further, access to the record can be restricted by whether you are the owner (assignee) or the submitter.  If the user does not have access to a field during Submit or Update activities, these fields will not displayed.  

The default group ADMIN has access to all Privilege Sets.  Only the CM tool administrator can control access to the CM databases and allow creation of or modification of fields within the CM database via the CM tool.  The CM tool allows you to create groups and sign permissions based on the group.  The following provides examples of permission levels for different personnel.  

Access List Groups:

ADMIN uses the version control default Privilege Set of Unlimited.  This allows any user assigned this Privilege Set access to implement any function on any archive whose Access Control database lists them as an ADMIN user, including making changes to the Access Control database.  Changes to the Access Control database include adding, deleting, or modifying users, and adding, deleting, or modifying the Privilege Sets and Access List Groups.  Users should only be assigned to this group if they are to be CM tool administrator.

CM_STAFF uses the CM_Staff Privilege Set.  This group allows users to have access to most functions of the ADMIN group, except they can not make changes to the Access Control databases.  This group only has the permission of adding Version Labels.  CM personnel are assigned to this group.  
DEVELOPER uses the Developer Privilege Set.  This group should be those users who need to check in as well as check out revisions from a project’s archives.  Users would include software developers, document developers, database script developers, etc.

QUALITY_ASSURANCE uses the Quality_Assurance Privilege Set.  This group allows users to check out versions from any archive only to view.  They can generate reports on any archive or archives.  Users to be included in this group are testers and QA.

MANAGER uses the Record_Viewer Privilege Set.  This group allows users to check out revisions from any archive only to view.  The user can not check in a new revision.  They can generate reports on any archive or archives.  Users to be included in this group are managers or anyone who needs only to be able to review an application’s source code or documentation without making any changes to the archives.

LIMITEDACCESS uses the Viewer_Only Privilege Set.  This group only allows users to generate reports from the archives.  They are not to check out or check out revisions from the archive.  Users to be included in this group would be anyone who needs to be able to review archive files that are associated with a project.  Customers are included in this group.
Outcome: The outcome of this procedure is a standard for assigning Access control and granting privileges to the CM personnel and users of the CM tools.  CM tool administrator sends an e-mail to the CM tool users and stakeholders.

CM-PROC-03 CM Tracking Tool Access

Procedures

CM Tracking tool access control is handled at several levels.  Each user is assigned to a group.  Each group is assigned certain access levels to the various fields.  The access levels provide access to various fields when submitting a record, updating a record, or both.  Access to a record can be restricted by whether you are the owner (assignee) or the submitter.  If the user does not have access to a field during Submit or Update activities, these fields will not displayed.

The default group ADMIN has access to all fields.  This access provides for the creation or modification of fields in the CM Tracking Change Request database.  The tool also allows the creation of groups and assigns permissions based on the group 

Input: CM Program Manager, SDLC Program Manager, CM Managers, Project Managers, O&M Tasks Leads, CM Specialist, CM tool administrator, and CM Tool

Activities/Steps:

1. Determine user access.

2. Provide users access by assigning privileges for the CM tools according to their duties.

The custom-created groups for the CM Tracking Change Request database are defined in the following table.  This table provides examples of permission levels for different personnel.  

PERMISSIONS for CM Tracking Change Request database:

	CR Database Fields
	CM

Manager
	Dev
	Project

Manager
	CM

Specialist
	SDLC

Manager
	QA Manager
	OCC

User

	Affected APP
	S
	S
	S/U
	S/U
	S/Us
	S/Us
	N/P

	Affected CAS
	S/Uo
	S/Uo
	S
	S/U
	S/Uo/Us
	S/U
	N/P

	Analysis Man Days
	U
	U
	N/P
	U
	N/P
	N/P
	N/P

	Approved?
	Uo
	N/P
	S/U
	U
	Uo
	Uo
	N/P

	Assigned Group
	N/P
	N/P
	N/P
	S/U
	N/P
	Uo/Us
	U

	Assignee
	U
	Uo
	S/U
	U
	Uo
	Uo
	N/P

	Classification
	S
	S
	S/U
	S/U
	S/Uo/Us
	S/Uo/Us
	N/P

	Close Date
	N/P
	N/P
	N/P
	U
	N/P
	N/P
	N/P

	CM Man Days
	N/P
	N/P
	N/P
	U
	N/P
	N/P
	N/P

	Date Assigned
	U
	Uo
	S/U
	U
	N/P
	Uo
	N/P

	Date Completed
	Uo
	Uo
	N/P
	U
	N/P
	N/P
	N/P

	Des/Dev Man Days
	U
	U
	N/P
	U
	N/P
	N/P
	N/P

	Description
	S
	S
	S
	S/U
	S/Us
	S/Us
	N/P

	Doc Man Days
	U
	U
	N/P
	U
	N/P
	N/P
	N/P

	Function
	S/Uo/Us
	S/Uo/Us
	S/U
	S/U
	S/Uo/Us
	S/Uo/Us
	N/P

	General Type
	S
	S
	S/U
	S/U
	S
	S
	N/P

	Origin
	S/Uo
	S/Uo
	S
	S/U
	S/Uo/Us
	S/Uo
	N/P

	Priority
	S/U
	S
	S/U
	S/U
	S/Us
	S/Us
	N/P

	Priority Emergency?
	S/U
	N/P
	S/U
	S/U
	N/P
	N/P
	N/P

	QA Man Days
	N/P
	N/P
	N/P
	U
	S/Uo/Us
	U
	N/P

	Related CRs
	S/Uo
	S/Uo
	S
	S/U
	S/Uo/Us
	S/Uo
	N/P

	Related PRs
	S/Uo
	S/Uo
	S
	S/U
	S/Uo/Us
	S/Uo
	N/P

	Related Trouble Calls
	S/Uo
	S/Uo
	S
	S/U
	S/Uo/Us
	S/Uo
	N/P

	Release Type
	N/P
	N/P
	N/P
	S/U
	N/P
	N/P
	N/P

	CCB Recommendation
	Uo
	N/P
	S/U
	S/U
	S/U
	N/P
	N/P

	Service
	S/Uo/Us
	S/Uo/Us
	S/U
	S/U
	S/Uo/Us
	S/Uo/Us
	N/P

	Status
	Uo
	Uo
	S/U
	S/U
	Uo
	Uo
	N/P

	Submit Date
	S
	S
	S
	S
	S
	S
	N/P

	Submitter Phone #
	S/U
	S/Us
	S/U
	S/U
	S/Uo/Us
	S/U
	N/P

	Submitter
	S
	S
	S
	S/U
	S
	S
	N/P

	Title
	S
	S/Us
	S
	S/U
	S/Us
	S/Us
	N/P

	Total Man Days
	U
	U
	N/P
	U
	Uo
	U
	N/P

	Unit Test Man Days
	U
	U
	N/P
	U
	N/P
	N/P
	N/P


Legend:  S=Set at Submission, U=Update, Uo=Update if owner (assignee), Us=Update if submitter, N/P=No permissions

Outcome: The outcome of this procedure is a standard for assigning Access Control and granting privileges to the CM specialists and other users of the CM tool.  An E-mail is sent from the CM tool administrator to the CM Specialists, the CM tool users and stakeholders.

2.2 CONFIGURATION IDENTIFICATION

Policy
Work products including documentation shall be identified, controlled, and available.  The selection of the configuration items shall be based on documented criteria.  Any changes to these selected work products also shall be controlled 

Each system shall establish or have access to a repository for the CM records; for software, and hardware a repository shall be established for storing configuration items/units. Authorization shall be obtained before changed configuration items are entered into the CM system.  A procedure for check-in and check-out shall be established. The procedure shall identify relevant stakeholders of the CM process and the appropriate level of their involvement. 

The CM Procedures that support Configuration Identification contained in this section are:

CM-PROC-05 Naming and Numbering Scheme

CM-PROC-06 CM Electronic Library Functions

CM-PROC-07 CM Physical Library Functions

CM-PROC-08 Library Use Check Out and Check in

CM-PROC-05 Naming and Numbering Scheme

Purpose

The purpose of this procedure is to provide a consistent and repeatable process that ensures properly labeled configuration items (CI) are archived into the CM Electronic and Physical Libraries.

Procedure
This procedure applies to CM Procedures CM-PROC-06 CM Physical Library Functions and CM-PROC-07 Electronic Library Functions.
Input: CM version tool, CM Specialist, Project CIs (files, documents) 

Activities/Steps:
1. Configuration item turned over to CM for assignment.

2. Check CIs into the CM version tool.

3. Using the labeling scheme, label the item appropriately.  (Refer to Table 1.)

4. Using the Numbering scheme , number the item appropriately

5. Save information into the CM Electronic and Physical Libraries.
Table 1. CONFIGURATION ITEM Labeling and Numbering Scheme
	Application Software
	System Software
	Hardware
	Documents
	Other CM Artifacts

	[APPLID][Platform]

[Usage][VERSION]

Refer to Attachment A
	Refer to Attachment A
	Refer to Attachment A
	[APPLID][DOC NAME]

[VERSION RELEASE NUMBER]

Refer to Attachment A
	*CMYYYYNNN

*Other CM artifacts Designators

1.  YYYY = year (2006, etc.)

2.  NNN== numbers (001, 002, etc.)


Outcome:  The outcome of this procedure is the CM specialist labels the CIs and archives the item into the CM Physical Library.

CM-PROC-06 CM Electronic Library Functions

Purpose

The purpose of this procedure is to outline a consistent and repeatable process by which CIs, both documentation and executable software, are delivered, stored for check-out, and archived by the Configuration Management group into the CM Electronic Library.

Procedure

The CM Inventory database available through CM version tool is an inventory of everything submitted to CM to be baselined.  A Configuration Item number is automatically provided to each item that is cross-referenced in the change description of the archive in CM version tool.

Each inventory record contains the following information:

· Description of the product

· Product origination

· What CRs or PRs the product satisfies

· Status of the product

· What was used to create the product?  (PowerBuilder 8.0, Popkin, Etc).

· The history of the product (when it was received by CM, when it went to QA, the outcome of QA, when it went to DRR, etc.), 

A promoted item always becomes part of the historical data.  The CI number of the promoted item is cross-referenced to its parent CI that is archived in the CM version tool.  The CM specialist for the application is responsible for submitting CI records and keeping all inventory information up-to-date.  Various types of Configuration Status Accounting information is obtained from the CM Inventory.  The CM Program Website displays the baseline information from CM Inventory.

Input:  CM version tool, CM Inventory, CM Library Inventory Log.

Activities/Steps:
1. CM receives item(s) via e-mail open e-mail save attachment.

2. CM saves the document file to a work directory 

3. Save the attachments to the designated drive or directory in project file folder.  Create a new folder if this the first time a file or document is turned over to the CM specialist.

4. Check into CM version tool
5. CM assigns a unique Identifier to each item and prints the identifier on the document.

6. Log the item in the CM Electronic Library inventory log.  Separate the log sheet into logical groups, such as application releases, document releases, and memos.  Under each grouping, sort the inventoried CIs by application and by unique identifier so CIs such as documents show all versions of a released document, in order.  Refer to Table 2 for a sample of the inventory log format.
Table 2.  CM Electronic Library inventory log

	CI Number
	Configuration Item 
	Date
	Release Authority
	Release Date

	APPLICATION RELEASES:
	
	
	
	

	LIS_S_Source_D_01.00.00
	LIS source and Executable files,  LIS Release 01.00.00
	5/20/06
	
	6/1/06

	DOCUMENT 

RELEASES:
	
	
	
	

	LIS_D_UM_H_01.00.00
	LIS  Users manual,  LIS release 01.00.00
	5/20/06
	
	6/1/06


A hard copy of a deliverable or project related document is not accepted in only a hardcopy format.  The deliverable or document must be in electronic format (CM version tool, e-mail, CD). 

Outcome: The outcome of this procedure is CIs are labeled and placed into the CM Electronic Library.  CM Specialist sends a notification e-mail to the submitter, project manager, or O&M team lead that the item is under CM control.

CM-PROC-07 CM Physical Library Functions

Purpose

The purpose of this procedure is to outline a consistent and repeatable process by which CIs, both documentation and executable software, are delivered, stored for check-out, and archived by the Configuration Management group into the CM Controlled Physical Library.

Procedure

The physical library is organized with each application in a specific area of the library.  The applications’ CM Library Copies reside on the shelving with the CM Masters.  Place an “Out Guide” with the application name on each shelf.  Electronically submit the CIs directly to the CM Specialist.  

Input: Version Manager CM Inventory database, CM Library Inventory Log,

Activities/Steps:
1. Save the CIs received as file attachments in a working directory.
2. CM saves the document file to a work directory 

3. Save the attachments to designated drive or directory in that project file folder.  Create a new folder for a new document.
4. Print two copies of the item and write the CR number on the copies.
5. Check into CM version tool
6. Stamp one copy CM MASTER and the other CM Library Copy.

7. CM assigns a unique Identifier to each item and prints the identifier on the document.  (Refer to Naming and Numbering Scheme CM-PROC-05).  

8. Log the item in the CM Physical Library inventory log.  (Separate the Log sheet into logical groups, such as application releases, document releases, and memos.  Under each grouping, Sort the inventoried CIs by application and by unique identifier so CIs such as documents show all versions of a released document, in order).  Refer to Table 3 for a sample of the inventory log format.

9. If the CM Master is in a binder, place it on the shelf with the other Application Library Masters.  If the item is not in a binder, place the item in a File Pocket with the CI number & Date and place the File Pocket on the appropriate shelf.
Table 3.  CM Physical Inventory Log

	CI Number
	Configuration Item 
	Date
	Release Authority
	Release Date

	APPLICATION RELEASES:
	
	
	
	

	LIS_S_Source_D_01.00.00
	LIS source and Executable files,  LIS Release 01.00.00
	5/20/06
	
	6/1/06

	DOCUMENT 

RELEASES:
	
	
	
	

	LIS_D_UM_H_01.00.00
	LIS  Users manual,  LIS release 01.00.00
	5/20/06
	
	6/1/06


Outcome: The outcome of this procedure is CIs are labeled and placed into the CM Physical Library.  CM Specialist sends a notification e-mail to the submitter, project manager, or O&M team lead that the item is under CM control.

CM-PROC-08 Library Use Check Out and Check in

Purpose

The purpose of this procedure is to define a consistent and repeatable process for the Physical Library where CIs, both documentation and software, are delivered, stored for check-out, returned for checked by the CM specialist.

Procedure

Input: CM Version control tool, Checkout card (Out Guide) CIs (Project files, documents), CM Specialist, stakeholders

Library Check-out Procedures for CM Library Copy

Activities/Steps:

Checking out an item that was checked-in

1. Request the CM Library Copy of the item from CM.

2. If a copy of the item is not present and is not already checked-out, CM makes a copy of the item.  No CM Masters are to be checked-out from the CM Library

3. The requestor completes the appropriate information on the “OUT Guide” card and returns it to CM.

4. Upon receipt of the completed “Out Guide”, CM delivers a copy of the CM Library Copy to the requestor.

5. CM returns the “Out Guide” Card to the shelf.

Library Check-in procedures for CM Library Copy

Activities/Steps:

Checking in or returning an item that was checked-out

1. Return the CM library item(s) to the CM Specialist.

2. The CM Specialist places the item on the appropriate shelf in the CM library, and records the date the item returned on the “OUT Guide”.

Outcome: The outcome of this procedure is the proper CM Library use by CM for CIs placed into the CM Controlled Physical Library.  The CM Specialist sends an e-mail containing an accurate listing of the CIs that have been checked-out, checked-in, or returned to the CM Manager and CM Physical Library users.
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The Configuration Identification (CI) Numbering Scheme tracks hardware, system software, application software, and documentation for the ITS Technology Infrastructure (TI) baseline and Application Software baseline.  The information contained in this attachment explains the numbering scheme for each type of CI:

1.0 Hardware Configuration Items

There are four categories of Hardware Configuration Items (HWCIs): Workstations, Servers, Network Components, and Miscellaneous Hardware Items.  These CIs comprise the TI CCB Hardware Baseline.  The baseline includes all hardware products currently approved by the TI CCB for use in support of the OCC/ITS applications domestically and at OCC offices and sites worldwide.  Table 1 lists examples of CIs that fall within the four categories.

Table 1 Hardware Configuration Item Categories

	Workstations
	Servers
	Network Components
	Miscellaneous HW Items

	Small to medium computers running user applications, such as Microsoft Office, Outlook, Explorer, etc.

Single Pentium II and III processors

64 – 128 MB RAM

Hard drives

Single power supplies
	Medium to large computers running major applications, such as e‑mail, PDC, BDC, etc.

Dual Pentium II and III processors

256 – 512 MB RAM

Raids

Redundant power supplies
	Switches

Routers/IOS

Patch panels

Transceivers

ISDN cards

Modules
	Printers

UPS

Storage units

Scanners

Fax units

Equipment racks


The following illustrates and explains how the HWCI numbering scheme is developed.

1st Character

The first character identifies the configuration item as Hardware, i.e., “H”.

2nd Character

The second character identifies the OCC network enclave for which the HWCI is approved for use.  If an item is approved for more than one network, then additional codes are added.  For example, if a hardware item is approved for OpenNet and ClassNet, the first part of the HWCI would be H13-.  Table 2 identifies the network codes for these enclaves.
Table 2. Network Codes

	Network Code
	OCC Network

	1
	OpenNet

	3
	ClassNet

	4
	Unclassified Extranet

	5
	Classified Extranet

	6
	ODI/DIN Access

	7
	PACE


3rd and 4th Characters

Using the codes identified in Table 3, the third and fourth characters identify the type of HWCI.

Table 3. Equipment Codes

	Code
	Equipment

	AS
	Attached Storage

	CA
	Camera

	CB
	Cable

	CD
	Network Card

	CE
	Cell Phone

	CN
	Connector

	CO
	Controller

	CP
	Copier

	ED
	Encryption Device

	FI
	Fiber

	FW
	Firewall

	FX
	Fax Machine

	HD
	Hard Drive

	GD
	GDC

	IS
	ISDN Component

	LC
	Laptop Computer

	MD
	Module

	MS
	Matrix Switch

	ME
	Memory

	MO
	Monitor

	PD
	PDA

	PP
	Patch Panel

	PR
	PROMINA

	PT
	Printer

	RA
	Equipment Rack

	RT
	Network Router

	SC
	Scanner

	SH
	Shredder

	SE
	Sender

	SR
	Server

	SU
	Security Equipment

	SW
	Network Switch

	TD
	Tape Drive

	TR
	Transceiver

	TE
	Telephone

	TT
	Test Equipment

	TU
	Thumb Drive

	UP
	UPS Unit

	VP
	VPN

	WS
	Workstation


5th and 6th Characters

The codes identified in Table 4, the fifth and sixth characters identify the vendor.
Table 4. Hardware Vendor Codes
	Code
	Hardware Vendor

	AD
	ADIC

	AI
	Airis

	AL
	Allied Signal

	AP
	APC

	AW
	Alien Ware

	BT
	BTG

	CA
	Cabletron

	CI
	Cisco

	CL
	Cylink

	CO
	Cornet

	CQ
	Compaq

	CS
	Computer Security Solutions, Inc.

	CV
	Convex

	DL
	Dell Computer Corporation

	DT
	DRS Technologies

	EF
	EF Data

	EM
	EMCON

	FP
	FiberPlex

	GD
	General Dynamics

	GE
	Getronics, Inc.

	GN
	General Datacom

	GW
	Gateway

	GT
	Group Technologies

	HE
	Hetra Secure Solutions

	HP
	Hewlett Packard

	HS
	Handspring

	IB
	IBM

	IN
	Intra

	IO
	Iomega

	IR
	IRE

	JA
	Jantek

	KA
	Kara

	KO
	Kodak

	L3
	L3 Communications

	LC
	LaCie

	MA
	Marconi

	MB
	M&C Systems

	MC
	Macintosh

	MJ
	Majic Comms

	MI
	Micron

	MO
	Motorola

	MS
	Molser

	MT
	Mykotronx

	MX
	Maxor

	MY
	Mylex

	NA
	Network Appliance

	NB
	NetBotz

	NC
	NEC Corporation

	NO
	Nortel

	NG
	Network General

	NP
	Netprobe

	NS
	National Security Agency

	PC
	Polycom

	PO
	Promina

	QU
	Que

	RA
	Racal

	RD
	Radyne

	RI
	Ricoh

	SA
	Samsung

	SG
	Seagate

	SH
	Sharp

	SF
	SafeNet

	SI
	Schleicher International

	SN
	Sun

	ST
	SAT Corp.

	SY
	Sypris

	TC
	3Com

	TD
	TCC

	TE
	Tektronix

	TI
	Texas Instruments

	TO
	Tosibha

	TG
	Truegate

	VE
	Vectra

	VX
	Vertex RSI

	WA
	Wang

	WD
	Western Digital

	XT
	Xtec

	ZE
	Zeos

	ZY
	Zyfer


7th and 8th Characters

The seventh and eighth characters identify the HWCI level.  The HWCI levels consist of either logically grouped hardware end CIs that can stand alone and are composed of one or more assemblies, or a group of subassemblies joined together to perform a specific function.  Assemblies may be further decomposed into subassemblies or parts.  A subassembly may also be further decomposed into parts.  The subassemblies/parts designation is the lowest level physical entity that is controlled by CM.  A description of the levels follows.

The end item identifier is designated for the purpose to specify a complex HWCI as an assembly of subordinate elements.  The end item level represents a functional or logical grouping of an assembly or any combination of parts, subassemblies, and assemblies mounted together, normally capable of independent operation in a variety of situations.  A workstation is an example of an end item.

An assembly is designated to identify a combination of parts or subassemblies or any combination thereof joined together to perform a specific function.  An assembly is capable of disassembly as part of a specific end item.  A CD-ROM drive is an example of an assembly.

A subassembly is two or more parts that form a portion of an assembly or a unit replaceable as a whole, but having a part or parts that are individually replaceable.  A SCSI controller is an example of a subassembly.

A part is one piece or two or more pieces joined together that are not normally subject to disassembly without destruction.  A memory chip is an example of a part.

Table 5 identifies the HWCI level codes.

Table 5. HWCI Level Codes

	Code
	HWCI Level

	AS
	Assembly

	EI
	End Item

	SA
	Subassembly

	PT
	Part


9th, 10th, 11th, and 12th Characters

The ninth through twelfth characters identify a four-digit consecutive number that uniquely identifies the HWCI within the four equipment categories: Workstations, Servers, Network Components, and Miscellaneous Hardware Items.  For example, the last four characters of the 1st and 2nd HWCI within an equipment category would be 0001 and 0002, respectively.

Table 6 provides examples of completed HWCIs.

Table 6.  HWCI Examples
	CI Number
	Description

	H1-SR-HP-EI-0001
	H indicates a Hardware item on the TI baseline.

	H1-SR-HP-EI-0001
	1 indicates the item is approved for use on OpenNet network only.  Refer to Table 2.

	H1-SR-HP-EI-0001
	SR indicates that this HWCI is a Server.  Refer to Table 3.

	H1-SR-HP-EI-0001
	HP indicates that the vendor is Hewlett Packard.  Refer to Table 4.

	H1-SR-HP-EI-0001
	EI indicates that this HWCI is an End Item.  Refer to Table 5.

	H1-SR-HP-EI-0001
	001 indicates this is the first HWCI within a major category.  In this case, it is the 1st Server on the Server hardware baseline.

	H1-SR-CQ-EI-0004
	Hardware–OpenNet–Server–Compaq–End Item–4th Server on the Server hardware baseline.  

	H1-WS-CQ-EI-0001
	Hardware–OpenNet–Workstation–Compaq–End Item–1st Workstation on the Workstation hardware baseline.

	H3-RT-CI-EI-0223
	Hardware–ClassNet–Router–Cisco–End Item–223rd Network Component on Network Component hardware baseline.

	H1-ME-HP-PT-0034
	Hardware–OpenNet–Memory Chip–Hewlett Packard–Part–34th Miscellaneous Hardware Item on Miscellaneous Hardware Item hardware baseline.

	H1-CO-MY-SA-0012
	Hardware–OpenNet–Controller–Mylex–Subassembly–12th Miscellaneous Hardware Item on Miscellaneous Hardware Item hardware baseline.

	H13-HD-CQ-AS-0004
	Hardware–OpenNet and ClassNet–Hard Drive–Compaq–Assembly–4th Miscellaneous Hardware Item on the Miscellaneous Hardware Item hardware baseline.


2.0 System Software Configuration Items
System Software Configuration Items (SWCIs) are the grouped into four categories: Operating Systems, COTS Applications, Software Tools, and Developed Software.  The definition of an operating system is a software package that provides the basic instructions for the operation of a computer.  Applications are user-based software that allows the user to perform particular job functions, such as word processing, spreadsheets, project management, AutoCAD, etc.  Software tools are administrative-based software applications that perform background work, such as anti-virus detection and backups.  These tools are usually transparent to the user and do not require “hands-on” functions.  Developed software packages are defined as software specifically developed for use of OCC users.  Table 7 lists examples for the four categories of SWCIs.

Table 7. Software Configuration Item Categories

	Operating Systems
	COTS Applications
	Software Tools
	Developed Software

	Windows NT
	MS Office
	Norton Anti-Virus
	Employee Locator System

	Router IOS
	AutoCAD
	UltraBac
	CLOUT

	Service Pack
	MS Project
	Diskeeper
	Enhanced Distant Learning


The following illustrates and explains how the SWCI numbering scheme is developed.

1st Character

The first character identifies the configuration item as Software, i.e., “S”.

2nd Character

The second character identifies the OCC network enclave for an approved SWCI.  If an item is approved for more than one network, then additional codes are added.  For example, if a software item were approved for OpenNet and ClassNet, the first part of the SWCI would be S13-.  The network codes for these enclaves are identified in Table 2.

3rd and 4th Characters

Using the codes identified in Table 8, the third and fourth characters identify the type of SWCI.

Table 8. Software Type Codes

	Code
	Software Type

	AP
	Application (COTS)

	DV
	Developed Software

	OS
	Operating System

	TO
	Tool


5th and 6th Characters

Using the codes identified in Table 9, the fifth and sixth characters identify the vendor.

Table 9. Software Vendor Codes

	Code
	Software Vendor

	AA
	IRM/OPS/SIO/APD

	AB
	Adobe

	AD
	Autodesk

	AG
	Allen Systems Group, Inc. (ASG)

	AM
	Arman Software

	AP
	Apple

	AU
	Autonomy

	BA
	BEA Systems, Inc.

	BB
	BlackBerry Inc.

	BE
	BEI Corporation

	CA
	Computer Associates

	CD
	Crystal Decisions

	CI
	Cisco

	CO
	Cornet

	CR
	Crystal Decisions, Inc.

	CX
	Citrix

	DW
	Drawbase

	EF
	EF Data

	EI
	Environmental Systems Research Institute (ESRI)

	EM
	IRM/OPS/ENM/NED/EMS

	ER
	eRoom Technologies, Inc.

	ES
	Executive Software

	GD
	General Datacom Inc.

	GE
	General Dynamics

	GS
	GlobalScape

	HR
	HR/EX/SDD

	IB
	IBM

	IA
	InterAkt

	II
	IIP-ECA

	IM
	The Imaging Source

	IN
	Internet Security Systems

	IS
	Information Strategies Group

	LN
	Lexis-Nexis

	MA
	Marconi

	MC
	Majic Comms

	ME
	Merant

	MF
	McAfee

	MM
	Macromedia, Inc.

	MO
	IRM/OPS/MSO

	MS
	Microsoft

	MT
	ManTech Security Technology Corp.

	MU
	M&C Systems

	NB
	Net Botz

	ND
	NetDirect, Inc.

	NF
	Net Federal

	NI
	NetIQ

	NJ
	NJStar

	NK
	Niksun, Inc.

	NP
	Netprobe

	NS
	Netscape

	NW
	Netware

	QS
	Quest Software

	PD
	Public Diplomacy ALMAtization (PDA)

	PE
	People3

	PO
	PowerBuilder

	RA
	RSA Security Inc.

	RC
	RevCom

	RD
	Radyne

	RE
	Remedy

	RM
	Research in Motion

	RN
	Real Network

	SA
	SAT Corp.

	SB
	Starbase

	SD
	Security Dynamics Inc.

	SE
	Seagate

	SS
	S-S/IRM

	ST
	Stellent

	SY
	Symantec

	TC
	TCC

	TD
	Trust Digital

	TL
	TLC

	TM
	Trend Micro

	TR
	Travel Manager

	VD
	VanDyke

	VE
	Veritas

	VM
	VMWare

	WB
	Webalizer

	WZ
	WinZip

	ZY
	Zyfer


7th, 8th, 9th, and 10th Characters

The seventh through tenth characters identify a four-digit consecutive number that uniquely identifies the SWCI within each software type.  For example, the last four characters of the 1st and 2nd SWCI within a software type would be 0001 and 0002, respectively.

Table 10 provides examples of completed SWCIs.
Table 10. Sample SWCI Numbers

	CI Number
	Description

	S1-DV-PO-0002
	S indicates a Software item on the TI CCB baseline.

	S1-DV-PO-0002
	1 indicates this software is approved for use on the OpenNet network.  Refer to Table 2.

	S1-DV-PO-0002
	DV indicates that this software is Developed Software.  Refer to Table 8.

	S1-DV-PO-0002
	PO indicates that the vendor is PowerBuilder.  Refer to Table 9.

	S1-DV-PO-0002
	0002 indicates this is the 2nd SWCI on the “Developed Software” software baseline.

	S1-TO-ES-0007
	Software–OpenNet–Tool–Executive Software–7th SWCI on the Tool software baseline.

	S3-AP-AD-0006
	Software–ClassNet–Application–Autodesk–6th SWCI on the Application software baseline.

	S13-TO-MS-0021
	Software–OpenNet and ClassNet–Tool–Microsoft–21st SWCI on the Tool software baseline.


3.0 Application Software Configuration Items
The Application Software Configuration Item (CSCI) numbering scheme uses a fixed label for a release.  The CSCI has an application identifier, platform/usage identifier, and a version number.  The scheme for writing the “baseline release” label is:
[application identifier]-[platform/usage identifier]version number

LIS-WXPPC-CS-01.00.01

Application identifier can be two or more characters and must be meaningful to the function of the application, or its given acronym.

1-4th Characters

The first group of two or more characters identifies the application type for the CSCI, i.e., “LB” for Large Banks or “LIS” for License Information System.

5-9th Characters

The second group of three or more characters identifies platform type for the CSCI.  For example, if a developed CSCI resides on the PC using Windows XP, the CSCI is WXPPC.

Table 11 Software Type Codes

	Code
	Platform Type

	W2KPC
	Windows 2000

	WXPPC
	Windows XP

	W2KS
	Windows Server 2000


10-11th Characters

The third group of two or more characters identifies the usage type for the CSCI.  For example, a CSCI designated for Client/Server, the CSCI is CS.

Table 12 Software Type Codes

	Code
	Usage Type

	CS
	Client /Server

	SA
	Stand Alone

	LAN
	Local Area Network

	INT
	Internet/Intranet


12-17th Characters

The twelfth through seventeenth characters identify a six-digit consecutive number to identify the release version number of the CSCI for each application software type.

The version number consists of four levels in the format nn.mm.pp.ay, with each level separated by a period.

nn - The first level is incremented when an enhancement or a completely new version is released.  Because of the magnitude and/or complexity of the changes, all programs, procedures, tables, menus, and screens are included. 

mm – The second level is incremented when an enhancement or fix is required after the application goes to production.  Only certain files are affected, and only changed files are released as part of an interim release.

pp – The third level is for emergency Patch fixes.  This would also be required after the application goes to production.  Only certain files are affected, and only changed files are released as part of an emergency release. 

18-19th Characters

ay - The fourth or lowest level is comprised of a letter indicated by an ‘a’, and a sequential number indicated by a ‘y’.  The letter indicates the type of release, such as QA or production.  The sequential number indicates the iteration of the release.  Examples are: T1- indicating the initial QA release of an application, and T2 - indicating the second QA release.  The deletion of these two letters indicates a production release.

Table 13 provides an example of completed CSCI.
Table 13. Example CSCI Number
	CI Number
	Description

	LIS-WXPPC-CS-01.00.01
	LIS indicates an application software configuration item name in production.  

	LIS-WXPPC-CS-01.00.01
	WXPPC indicates platform – Windows XP workstation on a PC.

	LIS-WXPPC-CS-01.00.01
	CS indicates usage - client/server.

	LIS-WXPPC-CS-01.00.01
	01 indicates version number – major enhancement or new version

	LIS-WXPPC-CS-01.01.01
	01 indicates minor enhancement or fix when in production.

	LIS-WXPPC-CS-01.00.01
	01 indicates emergency release.

	LIS-WXPPC-CS-01.00.00.T1
	T1 indicates initial test baseline release.


-----------------------------------------------------------------------------------------------------------

4.0 Documentation Configuration Items

Documentation Configuration Items (DCI) are documents that are associated with the hardware, application software and system software products that are developed during the SDLC process.  The DCI labeling and numbering scheme as follows:

[APPLID][DOC NAME][VERSION RELEASE NUMBER]

Example LIS_SRS_v1.1.doc

Table 14 provides an example of a DCI labeling numbering scheme.

Table 14. DCI Naming Convention Example

	CI Number
	Description

	LIS_SRS_v1.1.doc
	LIS indicates an application ID.  [APPLID]

	LIS_SRS_v1.1.doc
	SRS indicates the document name.  This is the System Requirements Specification.  [DOC NAME]. 

	LIS_SRS_v1.1.doc
	V1.1 is the version release number.  [VERSION RELEASE NUMBER]

	LIS_SRS_v1.1.doc
	.doc indicates the type of document.  Ex: .doc is a Word document, .xls is an Excel spreadsheet.  [TYPE OF FILE]


2.3 CONFIGURATION CHANGE CONTROL

The CM Procedures that support Configuration Change Control contained in this section are:

CM-PROC-09 Change Request Procedure

CM-PROC-10 Emergency Change Request 

CM-PROC-04 Initial CCB Evaluation Process 

CM-PROC-11 Create Initial CCB Report

CM-PROC-12 INITIAL- CCB and Update CM Tool 
CM-PROC-13 Create CCB Report 

CM-PROC-14 CCB Change Control Procedure 

CM-PROC-15 Version Package Processing

CM-PROC-16 Promotion Groups Labeling

A. Change Request

Policy
Work products including documentation shall be identified, controlled, and available.  The selection of the configuration items shall be based on documented criteria.  All changes to these selected work products also shall be controlled.

CM-PROC-09 Change Request Procedure

Purpose

The purpose of this procedure is to provide a consistent and repeatable process for a Change Request (CR) to be entered, maintained, tracked, approved, and prioritized until completion.

Process

CR Process Flow
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Procedure

OCC users, management, developers, and other ITS personnel may submit a proposed request for change to the OCC ITS technical infrastructure, application software, or documentation.  CM specialists track and control submitted CRs using a single CM tracking tool.

An assignment of a unique identification number to a new CR is automatic.  The CM specialist notifies the appropriate ITS personnel/managers via e-mail of the availability to review in the CM tracking tool “in-box”.  The CM specialist uses the CM tracking tool to assign, prioritize, monitor, and report the status of CRs.  
The appropriate Configuration Control Board (CCB) convenes with the authority to:

· Review

· Approve/disapprove

· Categorize changes

· Prioritize changes 

· Require creation of additional change requests

Authorization to implement a change by affected development or maintenance teams is the CCB approval. 
As the CR progresses through the SDLC process, the status of the CR is tracked and updated.  The CM specialist updates the CR status with the appropriate status type each time the CR advances into the next SDLC phase.  The CM specialist also uses this information to prepare the Configuration Status Accounting Reports.  The following table provides the CR Status Types and their descriptions.
CR STATUS TYPE
DESCRIPTION

New
(N)
Submitted CR no analysis completed

CCB
(CCB)
CR is currently under CCB review 

Requirements Definition
(RD)
CR is in requirements analysis  

Design
(DS)
CR is in design
Development
(DV)
CR is in development

Test
(T)
CR is in test

Released (in production)
(P)
CR is completed

Once the change has been developed, tested, implemented, and successfully released, the CM specialist assigns the CR to “released” status.  

Input: CM specialist, CM tracking tool, OCC users, ITS personnel, and CR 

Activities/Steps: 

1. User submits change request, CR information entered into the CM tracking tool. 

2. CM tracking tool assigns “submitted” status (default).
3. CM specialist evaluates the CR (Refer to CM-PROC-04) and creates a report for the appropriate CCB.(Refer to CM-PROC-11)

4. CM specialist prepares CCB agenda and schedules the CCB.
5. CCB reviews change request.  (Refer to CM-PROC-12)
6. CCB approves Change request.  (Disapprovals close CR and status appropriately.)
7. Define Requirements

8. CCB reviews final requirements.  (Refer to CM-PROC-14)

9. CCB approves requirements.  (For CCB disapprovals that require additional analysis, go back to step 7.
10. Design requirements 
11. CCB reviews design when the CDR is completed.

12. CCB approves design.  CM specialist promotes to “DS” status.  (For CCB disapprovals that require additional design, go back to step 10.)
13. Development begins.  CM specialist promotes to “DV” status.
14. Version package turned over to CM.

15. CM specialist conducts TRR.  CM specialist promotes to “QA” status.

16. TRR passes (If TRR fails, go back to step 13.)
17. Testing performed and completed 

18. Test passes (If Test fails, go back to step 13.)
19. CM specialist conducts DRR.  CM specialist promotes to “DRR” status.

20. DRR passes (If DRR fails, go back to step 13.)
21. CCB approves final review.

22. If CCB disapproves, go to step 13.
23. Change request released and implemented.  CM specialist promotes to “P”, (Released) status.

24. END
Outcome: The initial outcome of the CR procedure is the approval to proceed to the analysis and then to the development phase of the CR process.  Analysis and development CR information is required to be entered into the CM tracking tool before the CM specialist accepts it for QA testing and deployment.  The final outcome of the CR procedure is the CCB approval of the CR and the eventual release.  The CM specialist sends an e-mail of the CR status to the CM Manager(s), affected customers, users, and ITS personnel. 

CM-PROC-10 Emergency Change Request 

Purpose

The purpose of this procedure is to provide a consistent and repeatable process for expediting an Emergency CR through the CR process.

Process

Emergency CR Process Flow
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Procedure

An Emergency CR is the highest priority and progresses faster through the CR process. 

The CM specialist coordinates and facilitates immediate responses to emergency CRs, and escalates emergency CRs to the CCB.  With time being the critical factor, unscheduled CCB meetings ensure a timely response as well as combining the analysis and development phases 

Emergency CR releases require minimum initial documentation.  The release includes only those items that aid in the “fix” to be processed: the CR(s), the required module listings to move, and the CM-drafted memo regarding the installation of the new software for operational use.  The release of supporting documentation, such as user or maintenance manuals is required before the close of the release.  However, the immediate release of emergency changes to documentation only is required.

A Test Readiness Review (TRR) for an emergency fixes are not normally scheduled but are still subject the QA and Deployment Readiness Review (DRR) processes. 

Input: CM specialist, CM tracking tool, OCC users, ITS personnel, and CR

Activities/Steps:
1. User submits emergency CR information entered into the CM tracking tool.

2. The CM specialist selects the emergency CR(s) and update status appropriately.    

3. Change the “Status” to “DS”; change the “Assignee” to the appropriate CM specialist, or CCB and change “Date Assigned” to “current date/time”.

4. Highlight all the CRs that are to be included in the CCB. 

5. Choose ACTION/NOTIFY USER – a Notify User dialog box appears.

6. From the Users: drop down menu; choose the User Name(s).  The OCC Project Manager can approve an emergency CR.  If any name is not in the User list, the add name in step 12 when the e-mail screen is displayed. 

7. Notify via should be e-mail (click on In-Tray to remove check mark and click on e-mail to add check mark).

8. Select (Click on) Options button - Mail Options dialog box appears.

9. Style Sheet – Standard.  (Use Pull Down Menu).

10. The following “View Message” option is checked. 
11. Click OK.

12. The e-mail screen appears.  Enter a sentence or paragraph requesting that the CR be processed as an Emergency and explaining why it is an Emergency.

13. Example 1:

14. Submitter requests approval to treat the attached application CR as an Emergency.  The statement "This CR is requires immediate action due to threats of litigation to the OCC." explains why this is an emergency.

15. Click on send icon.

16. The OCC ITS Project Manager responds to the e-mail with approval or disapproval.  If not approved, then notify the OCC Program Manager.  It is necessary to revise the justification for wanting this CR to be an Emergency and then resubmit the request.  Once an approval is received, proceed to the next step.  
17. For each CR in the Emergency CR request, update the following fields:

18. Status - change to In Dev - CR sent to Development for implementation

19. Approved?  – Change to “CCB approved”. 

20. Assignee - enter the development lead to whom the CR is to be assigned. 

21. Date Assigned - choose the “current date/time” option.

22. Emergency Priority - Change to “Y” for Yes.

23. Notes - enter “Approval Comments” text under Notes.

24. Click on the “notes” button on the update display.

25. Click on the “new” button on the pop-up window.

26. Click on the down arrow for the available note titles.

27. Select the appropriate note title.  (Approval comment)

28. Enter the note text.  (Text pasted from the e-mail responses.)

29. Click on “OK” to save the note.

30. Click on “OK” to leave the note pop-up window.  The window displays the title of the newly entered note.

31. Notify the development manager that the CR(s) have been CCB approved.

Outcome:  The outcome of the Emergency CR procedure is the CCB approval to proceed and combine the analysis and development phases of the CR process.  The developer enters the analysis and development information (fields and notes) into the CR database before the CM specialist accepts it for QA testing and deployment.  The CM specialist sends an e-mail providing the CR status to the CM Manager(s), affected customers, users, and ITS personnel. 

B. CHANGE CONTROL BOARDS (CCB)

Policy
The ITS Enterprise shall have a board with the authority for managing the enterprise’s baselines (e.g., an enterprise configuration control board (ECCB)).  Baselines shall be released only with authorization from the ECCB and from configuration items in the CM system.  The ECCB shall have responsibility to analyze the impact of changes.  Changes shall be tracked to closure.
Each project under development, system in production and the technical infrastructure shall have a board with the authority for managing the baselines (e.g., a software configuration control board (SCCB) and the technical infrastructure configuration control board (TCCB)).  Baselines not impacting the organization shall be released only with authorization from the SCCB or TCCB and from configuration items in the CM system.  The ECCB shall have responsibility to analyze the impact of changes to the organization.  Changes shall be tracked to closure.  

CM-PROC-04 Initial CCB Evaluation Process 

Purpose

This process describes the procedure to select the appropriate Configuration Control Board (CCB) to evaluate a submitted CR.

Process
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Procedure

The CM specialist evaluates submitted CRs for CCB review using specific criteria.  This evaluation determines which CCB is responsible for reviewing the CR.    
Input: Submitted CRs, CM tracking tool, Microsoft word, CM specialist, stakeholders
Activities/Steps:

1. Originator submits a CR.
2. CM specialist evaluates the CR.
a. If the CR is a level 3 change as defined as one or more of the following criteria: statutory change, affects policies, impacts the Technical Reference Model (TRM), or exceeds approved budget.  The CM specialist promotes the CR to CCB state and forwards the CR to the ECCB.  

b. If the CR is a level 2 change as defined as one or more of the following criteria: changes to requirements, changes to interfaces between subsystems, changes that affect hardware, changes that affect more than one business unit; the CM specialist promotes the CR to CCB state and forwards the CR to the TCCB.   

c. The CR is a level 1 change if it does not meet the level 3 and level 2 criteria and meets the following criteria: changes to the assigned application software and no impact to the schedule.  The CM specialist promotes the CR to CCB state and forwards the CR to the SCCB.  

3. Refer to CM PROC -13 and CM PROC-14.
The CM specialist creates the CCB Report, schedules the appropriate CCB Meeting, and notifies the attendees.  (The attendees normally are the CM Program Manager, the appropriate customer, the appropriate project manager or O&M team lead, and other ITS representatives 

Each attendee reviews the CRs and provides input for each CR.  In reviewing each CR, the CCB adjourns if:

· The proposed change affects other OCC applications, impacts the technical infrastructure, or is assigned to an incorrect OCC application.

· More information is required prior to making a decision.

· The CR is approved for development and deployment.

The ITS CM Program Manager or CM managers facilitate CCB meetings.  A disposition is determined for each CR reviewed.  Disposition choices are “closed”, “deferred”, “developed”, and “released”. 

A CM specialist takes minutes at the CCB and notes any comments in the CCB report

Outcome: The outcome of the Initial CCB Evaluation Procedure is the appropriate CCB selection and the forwarding of the CR to the appropriate CCB.  The CCB approves the CR to be “closed”, “deferred”, “developed”, or “release”.  The CCB approval is updated in the CM tracking tool. 
CM-PROC-11 Create Initial CCB Report

Purpose

The purpose of this procedure is to provide a consistent and repeatable process for creating and distributing Initial CCB reports.  This guideline is for all CCBs.  
Procedure 

The Initial CCB is a review held with ITS and customer representatives.  This review discusses CRs that require CCB approval prior to proceeding with a CR analysis.  The Initial CCB determines if a new CR requires an Initial Impact Analysis (IIA), a Detailed Impact Analysis (DIA), be “deferred”, or be “closed”.  The INITAL-CCB also determines if other applications are affected and whether to open a CR.  Because INITIAL-CCB attendees are at various ITS locations and business units, the CM specialist creates and e-mails a CR summary listing at least 2 days before the scheduled INITAL-CCB meeting. 

The CM specialist takes the minutes at the INITAL-CCB review and notes any comments in the INITAL-CCB report.  After the review, the CM specialist updates the CM tracking tool for each CR with the results of the CCB meeting.

The ITS CM Program Manager or a CM Manager facilitates the INITAL-CCB, ensures the review of each CR, and determine the disposition for each CR. 
LIS is used an example for these procedures, but can be used to create reports for any application.  To use these procedures for another application substitute the name of the application field with the new application name.

Input: Submitted CRs, CM tracking tool, Microsoft word, CM specialist, stakeholders
Activities/Steps:

1. Create a Word Document for the Report file:

a. Create a agenda 

b. The title should include the Application up for discussion.

Example: LIS INITAL-CCB Agenda - June 2006

c. Include Page Numbers in the bottom center of the page.

d. List newly submitted CRs to be discussed 

2. Gather the list of CRs for the CCB review from the CM tracking tool.  (Create a query to be used each time you are creating this report)

3. Send an e-mail invitation to the appropriate OCC and ITS personnel to attend the CCB.  Give attendees ample time to prepare for meeting.  

a. Schedule the Meeting and notify the attendees.

b. (This normally is the ITS CM Program Manager, OCC business unit manager(s), and other ITS representatives. 

4. Each attendee reviews the CRs to provide input to the INITAL-CCB.  As a result of the review, the INITAL-CCB adjourns if:

· The proposed change is a duplicate CR.

· The CR is a problem/fix, or an enhancement.

· The change affects other OCC applications.

· The change is assigned to the incorrect OCC application.

· More information is required prior to making a decision.

· It is a disposition of a CR.

5. Select FILE>>SAVE AS.

a. Select the directory in which to save the file(s).

b. Enter the name of the file. 

<Application> INITAL-CCB AGENDA mmddyy.doc

(I.e., LIS INITAL-CCB AGENDA 060806.doc)

mmddyy = the day the meeting is to be conducted.
c. Send document via e-mail to attendees.

Outcome:  The outcome of the Create INITAL-CCB Report Procedure is the CM specialist sends an e-mail of the report to the CCB members. 
CM-PROC-12 INITIAL- CCB and Update CM Tool 
Purpose

The purpose of this procedure is to provide a consistent and repeatable process for updating the CM tracking tool with the INITAL-CCB approved status for each CR.  This guideline is for all CCBs.  
Procedure 

During the INTITIAL-CCB review, the CCB approves, defers, or disapproves the CR.  The CM specialist takes minutes at the CCB and notes any comments in INITAL-CCB report.  After the review, the CM specialist updates the CCB disposition of the CR in the CM tracking tool.  
Input:  Submitted CRs, CM tracking tool, Microsoft word, CM specialist, CCB attendees.
Activities/Steps: 
1. Select the appropriate CR and update status accordingly.  

CR STATUS TYPE
DESCRIPTION

New
(N)
Submitted CR no analysis completed

Evaluation/CCB
(CCB)
CR currently under CCB review 

Requirements Definition
(RD)
CR is in requirements analysis  

Design
(DS)
CR is in design analysis

Development
(DV)
Development (coding)

Test
(T) 
Test

Production
(P)
Change completed
Duplicate
(DP)
CR is a duplicate of another CR (close CR and reference other CR number

Closed
(CL) 
CR closed no further action taken 

Approved
(AP)
CR approved for next phase, list the phase 

Deferred
(DF)
CR deferred 
2. Update the CR with the appropriate status.  Ensure all pertinent information and why the CCB selected a particular status is included in the comments of the CR.
3. Close all CRs that the CCB “closed”.  If a note is not entered explaining why the CR is being closed, enter “INITAL-CCB comments” text under Notes.

· Click on the “notes” Tab on the update display.

· Click on the “Add” button.

· Click on the down arrow for the available note titles.

· Select the appropriate note title.  (INITAL-CCB Comment)

· Enter the note text.  (Text can be pasted from other documents.)

· Click on “OK” to save the note.  The window displays the title of the new note.

· Click OK to exit the update screen.
4. The CM specialist e-mails the minutes of the INITAL-CCB to the CCB attendees
Outcome: The outcome of the INITAL-CCB procedure is an update to the CM tracking tool of the INITAL-CCB CRs that are approved to be “closed”, “deferred”, or placed in Analysis status.  A CCB CR report and CCB minutes are completed and an e-mail sent from the CM specialist to the CCB attendees.

CM-PROC-13 Create CCB Report 

Purpose

The purpose of this procedure is to provide a consistent and repeatable process for creating a CCB report for the final CCB.  This guideline is for all CCBs.  
Procedure

The CCB is a review held with CCB members and business unit representatives.  This review discusses CRs that require CCB approval for development, to be “deferred”, or to be “closed”.  The CCB also determines if other applications are affected and whether to open a new CR.
The ITS CM Program Manager or a CM Manager facilitates the CCB, ensures the review of each CR, and determine the disposition for each CR. 
Because CCB attendees are in various groups in the OCC, the CM specialist creates and e-mails the CR report 2 days before the scheduled CCB meeting.  The CCB report information has four sections:

· CRs to be closed

· CRs to be deferred 

· CRs Development

· Deferred-CCB 

The CM specialist takes the minutes at the CCB review and notes any comments in the CCB report.  After the review, the CM specialist updates the CM tracking tool for each CR with the results of the CCB meeting.

LIS is used an example for these procedures, but can be used to create reports for any application.  To use these procedures for another application substitute the name of the application field with the new application name.

Inputs: e-mail, CM tracking tool, CM specialist
Activities/Steps:

1. Create a Word Document for the Report file:

a. The title should include the CCB (TCCB, SCCB, or ECCB) for the convening board.

b. Include Page Numbers in the bottom center of the page.

2. List the CRs discussed in the meeting in columns.

CR#

Priority 
Status  

3. List the outcome and status of each CR.

4. Send a draft CCB Report via e-mail to the attendees of the CCB.
Each attendee reviews the draft CCB Report for accuracy and provides feedback. 
5. Select FILE>>SAVE AS.

a. Select the appropriate directory to save the file(s).

b. Enter the name of the file. 

      <Application> CCB AGENDA mmddyy.doc

       i.e., LIS CCB AGENDA 060806.doc)

       mmddyy = the day the meeting is to be conducted

c. Send final CCB Report via e-mail to attendees.

Outcome: The outcome of the Create CCB Report Procedure is that the CM specialist sends a copy of the report to the CCB attendees.

CM-PROC-14 CCB Change Control Procedure 

Purpose

The purpose of this procedure is to provide a consistent and repeatable process for preparing, scheduling, and conducting a Configuration Control Board (CCB).  This procedure also provides guidelines on updating CM tracking tool with the CCB approval status for each CR.  This guideline is for all CCBs.  
 Process

CCB Change Control Process Flow 
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Procedure

Input: Submitted CRs, CM tracking tool, Microsoft word, CM specialist, stakeholders
Activities/Steps:

1. Originator prepares and submits a Change Request (CR).
2. The CM tracking tool assigns an ID default state for CR as “Submitted”.

3. CM specialist assigns the CR to the appropriate CM specialist (Refer to CM-PROC-04).  CM specialist creates CR report for the appropriate CCB (Refer to CM-PROC-11).
4. The CM specialist prepares an Agenda and schedules the CCB meeting to review CR to approve the CR for analysis. 

5. The CCB members review and discuss the CR to approve the CR for analysis.  (Refer to CM-PROC-12) 

6. a.   If disapproved the CR is “deferred” or “closed” by the CM specialist, go to END.  

b.
If approved, the CM specialist promotes the CR to the “Analysis” state and assigns the CR to a requirements analyst.

7. The requirements analyst updates the CR with the defined requirements.  

8. The CM specialist prepares a CCB agenda and schedules the next CCB meeting to review the CR for Design.  (Refer to CM-PROC-13)
9. The CCB attendees review and discuss the requirements and approve the CR for Design. 
a.
If disapproved, the CR is “deferred” or returned to the requirements analyst.  Go back to step 7. 

b.
If approved, the CM specialist promotes the CR to the “Dev” state and assigns the CR to the development lead. 

10. The design is completed.

11. The development lead schedules a Design Review (DR) to review the design for approval to proceed to development. 

12. If the Design is disapproved, the CR is returned to development and the required action items are completed.  The development lead enters the results into the CR.

a. 
If the Design is approved, the approval of the Design is entered into the CR.

13. Development is performed and completed.  

14. The development lead prepares the Version Release Package and submits it to the CM specialist.  
a.
The CM specialist verifies that only the CRs approved by the CCB are in the release and that the release package is complete.  Based on the findings, the CM specialist accepts or rejects the release package.

b.
If the CM specialist does not accept the package, it is returned to the development lead.  The development lead corrects the deficiency and resubmits the release package to the CM specialist.  

c.
If accepted, the CM specialist updates the CR and schedules a Test Readiness Review (TRR).

15. The CM specialist conducts the TRR.  The status of all deliverables in the application release is discussed and plans for QA testing are finalized. 

16. If QA does not accept the release, the development lead corrects the deficiencies found in the TRR package and resubmits the package to the TRR.

a.
If QA accepts the release, the CM specialist updates the CR state to “QA” and assigns the correct Promotion Group and Version Label in the version control tool. 

17. QA conducts the QA tests.  When QA testing is complete, proceed to step 18.

18. If QA does not pass the release and submits Problem Reports (PR), the development team corrects the PR, corrects the software, and/or documents related to the PR and submits to the CM specialist.  The CM specialist submits the PR version release to QA.  The process returns to Step 13.

a.
If QA passes the release, the CM specialist schedules a Deployment Readiness Review (DRR). 

19. The CM specialist conducts the DRR. 

20. If the release is not approved, the development group corrects the deficiencies, the CM specialist (performs a build if required) submits the new build/version release to QA.  The process returns to Step 13.

21. If the release is approved, the CM specialist schedules the CCB Final Review.  
a.
The CCB meets to do the final review and approve deployment of the release.

22. If the release is not approved the CM specialist submits the new build/version release to QA.  The process returns to Step 13 above.

a.
If the release is approved, the CM specialist promotes CR to “Released” state and assigns the correct Promotion Group and Version Label in the version control tool. 

23. The ITS deployment team installs the release on all the appropriate workstations.

24. Go to END.
Outcome: The outcome of the CCB Procedure is that CRs are approved to be “closed”, “deferred”, or “developed” or “released”.  The CM tracking tool is updated with the CCB approval information, and a new CM tracking tool query is created.  The CM specialist prepares a CCB CR report and CCB minutes and an e-mail sent from the CM specialist to the CM Program Manager, CM Managers and the affected stakeholders.

C. VERSION CONTROL 

Policy

Each system shall establish or have access to a repository for the CM records; for software, and hardware a repository shall be established for storing configuration items/units.  Authorization shall be obtained before changed configuration items are entered into the CM system.  A procedure for check-in and check-out shall be established. 
Purpose

The purpose of these procedures is to provide a consistent and repeatable process for version control. 

CM-PROC-15 Version Package Processing

Procedure

The CM specialist reviews the Version Package completed by the development team to insure that the required software elements are complete.  If the Version Packages does not contain all the required deliverables, the CM specialist rejects and returns the Version Package to the development team.  Once the package is complete, the CM specialist continues processing the package and prepares for the Test Readiness Review (TRR).

Input: Version Package, CM tracking tool, MS word, Version Package checklist, CM specialist, CM version management tool, and stakeholders
Activities/Steps:
1. Version Package received from the development team.

2. Check-in the project files and documents into the CM version management tool.

3. Review the completeness of the Version Package.

4. Prepare for the TRR.  (Refer to CM-PROC-24 Test Readiness Review Turnover)
Outcome:  The outcome of this procedure is a complete Version Package.  The CM specialist sends an e-mail to the CM Manager reporting the application readiness for testing.

CM-PROC-16 Promotion Groups Labeling

Procedures
The CM Specialist uses the CM version tool Promotion Groups to control the promotion of software and documentation version files as the files progress through development (DEV), test (QA), and into production (PROD).  For emergency changes, the use of the emergency fix (EMER_FIX) Promotion Group instead of the DEV Promotion Group is required.  Using promotion groups for archived files are set to limit user accessibility to each Promotion Group.

The Promotion Groups assigned in the CM version tool are:
	Normal Release( Non-Emergency)
	Emergency Release

	DEV
	Emer_Fix

	QA
	QA

	PROD
	PROD


Input:  CM specialist, developers, QA, CM version tool, project files, documents, and stakeholders. 

Activities/Steps:

1.
Check in the Project files and documents into the CM version tool.  

2.
CM specialist assigns Promotion Group to DEV for development.
3.
CM specialist assigns Promotion Group to QA for testing.

4.
CM specialist assigns Promotion Group to PROD for deployment.
Outcome: The outcome of this procedure is the Promotion Groups for the archived files are set up to limit user accessibility throughout product’s development life cycle.  CM specialist sends an e-mail to development team, QA, CM Manager.
2.4 CONFIGURATION STATUS ACCOUNTING

Policy 
Affected groups and individuals are informed of the status and content of baselines.  Relevant stakeholders shall be involved according to the plan.

Purpose

The purpose of this procedure is to provide a consistent approach to presenting CM information in the Configuration Status Accounting Report.  This procedure also includes instructions on how to obtain the accumulated CR statistical information.

CM-PROC-17 CONFIGURATION STATUS ACCOUNTING REPORT 

Procedure

The objective of the Configuration Accounting Status Report is to record configuration item’s progress throughout the SDLC.

The Configuration Accounting Status Report provides management with sufficient information for identifying status of Version Releases, Emergency CRs, CCB activities, etc.  The CM Specialist uses the automated CM tool to acquire the information for the report.  The CM Specialist uses the CM tool to extract the status information CM tool and enters it into a Microsoft Word document.  The CM Specialist places the completed report in the CM library and provides a monthly report to the CTO, CM Program Manager, SDLC Program Manager, CM Managers, project manager(s), and O&M team leads.
The Configuration Accounting Status Report has two main sections:

Section 1: Contains CM Status Report Details.  This information provides the monthly occurrences (CCB meetings or Emergency Releases/CRs, etc.) that have affected any application.  CM reports the status information for each application. 

Section 2: Contains the Accumulative CR Statistics.  CM extracts this information from the CM tool.  CM reports the Accumulative CR Statistics for each Open and Closed CR for each application. 

Input: Microsoft Word, Microsoft Excel, monthly status from the CM Tool, CM Status Report Template (Attachment A), CM Specialist 

Activity/Steps

CM Status Report Details

1. CM creates the monthly CM Status Report by using Microsoft Word.  Open the CM Status Report template and fill out the cover page.  The report has five parts.  These parts give a status overview of the entire enterprise.  The parts include: (See Attachment A )
· Release Versions

· Action Item Status

· Ongoing Activities

· Issues and Risks

· Accumulative CR Statistics

2. Complete part 1, Release Versions by querying the CM Tool for the required data.
The release version section lists all current applications and their SDLC status.  This report will be several pages long.  Refer to Figure 1.
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Figure 1 -RELEASE VERSION STATUS

3. Complete part 2, Action Item Status by querying the CM Tool for required data.
Action Item Status
The Action Item Status lists all action items for each application.  The Action Item focuses on any action that took place during the month. Refer to Figure 2.  These items may include: 

· How many new CRs were submitted for the month?  (For each application)  
· How many CRs were released?  
· What CCB meetings were held?  
· Describe any actions requested.  (E.g. DRR, TRR, audits, SDLC reviews, etc.)
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Figure 2 -Action Item Status (1) 

4. Complete part 3, Ongoing Activities.  This part gives an overview of ongoing activities like support and training.  Provide any ongoing activities for configuration items.  Refer to Figure 3.

Ongoing Activities

Provide any ongoing activities that pertain to any application.  
5. Complete part 4, Issue and Risks.  This part gives an overview of issues and risks activities.  Define any open issues for configuration items

Issues and Risks

List all issues and risk pertaining to any application in production.
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Figure 3 -Action Item Status (2)
Accumulative CR Statistics Details
6. Complete Section 2, Accumulative CR Statistics.
This second section in the report is for Accumulative CR Statistics.  These statistics provide the number of CRs and their status that currently exists for each application and infrastructure.  The CM Specialist extracts this information from the CM tool by creating queries to obtain the CR status information.  The CM Specialist imports the extracted CR status information into the Microsoft Excel spreadsheet and then transfers it into the report.  This information provides a measure of the time it takes to get a “fix” or “enhancement” through the CR process.  This statistic can also indicate monthly productivity.  Refer to Figure 4.  
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Figure 4 - Example Excel Spreadsheet 
This section of the report will contain the following information:
· The number of Accumulated Open CRs arranged by “Priority” and “CR Status Classification” (Problem and Enhancement). 
· The number of Accumulated Open CRs arranged by CR Status. 
· The number of Accumulated Closed CRs arranged by “Priority” and “CR Status Classification” (Problem and Enhancement). 
· The number of Accumulated Closed CRs arranged by Status. 
· The number of CRs closed for the month arranged by “Priority” and “CR Status Classification” (Problem and Enhancement). 
· The number of CRs closed for the month arranged by Status.
7. Complete the Report and provide it to appropriate personnel.  File a copy in the CM library.
Outcome: The outcome of the Configuration Accounting Status Report procedure is a report for the CTO, CM Program Manager, SDLC Program Manager, Customers, CM Managers, project managers, and O&M team leads that contain all the information of the CM activities for the month, and accumulated CR statistics for the month.  Place the report in the CM library and e-mail a copy of the report to all affected stakeholders.

Attachment A

Configuration Status Accounting Report
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Configuration Status Accounting Report
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Department:
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Product/Process:




Prepared By:

	Document Owner(s)
	Project/Organization Role

	
	

	
	

	
	


1. CM Status Report Details

Release Versions

Release versions for the applications discussed in this report are as follows: 

(Add new applications including COTS as they fall under CM control)

	System
	Status
	Release

	
	
	

	OMBUDSMAN System
	Production
	13.02.00

	
	
	

	
	
	

	Remedy Help Desk
	Production
	04.00.03

	CAGnet
	Production
	01.00.00

	CAG Wizard
	Production
	02.08.03

	[New application]
	[Enter status]
	[Enter release number follow the number scheme]

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	Examination System
	Production
	01.00.00

	Supervisory Information System
	Production
	01.00.00

	BERT 
	Development
	01.00.00

	Canary
	Development
	01.00.01

	[New application]
	[Enter Status]
	[Enter release number follow the number scheme]

	
	
	

	
	
	

	Fiscal Management System
	
	

	$MART
	Production
	01.01.00

	MAPS
	Production
	01.04.00

	
	
	

	
	
	

	[New application]
	[Enter status]
	[Enter release number follow the number scheme]

	
	
	

	
	
	


	
	Hardware
	Phase
	Release

	
	
	
	

	(
	Standard Desktop
	Production
	MS Windows 2000

	(
	Standard Laptop
	Production
	

	(
	OCC Server 
	Production
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Action Item Status

Action items for the applications are listed below.

OCC Enterprise System

· [List any action that has occurred during the reporting period regarding all applications including COTS on this system.]
· [If none exist state that as well.]

OMBUDSMAN System

· [List any action that has occurred during the reporting period regarding all applications including the infrastructure on this system.] 
· No CR was submitted in the month of April. 

· No CRs were released for the month of April.

Examination System
· [List any action that has occurred during the reporting period regarding all applications including the infrastructure on this system.  List any action that has occurred regarding applications on this system.]
· [If none exist state that as well.]

Chief Counsel System
· [List any action that has occurred during the reporting period regarding all applications including the infrastructure on this system.  List any action that has occurred regarding applications on this system.]
· [If none exist state that as well.]

Fiscal Management System

· [List any action that has occurred during the reporting period regarding all applications including the infrastructure on this system.  List any action that has occurred regarding applications on this system.]
· [If none exist state that as well.]

Infrastructure 

· Four new servers purchased in the month of April. 

· CM requested 50 workstations configured for new Department.  April 16, 2006.

·  Windows NT Server retired (list CI id number)

[List any action that has occurred regarding hardware for all systems.]

Ongoing Activities

The following activities are ongoing.

· Provide CM support for the ITS Configuration Management. 

Issues and Risks

There are no issues or risks to report.

[List any issues or risks that have occurred during the reporting period.]
2. Accumulative CR Statistics Details

Accumulative CR Statistics

The following tables list summary data for open and closed CRs that is a roll-up from all applications per system.  [Consolidate status from Excel spreadsheet.]
Accumulative CR Statistics (page 1)
	System
	Status
	Priority

	
	
	Emergency
	High
	Med
	Low

	OCC Enterprise System
	
	
	
	
	

	Application A
	Submitted
	
	
	
	

	
	In Development
	
	
	
	

	
	In QA
	
	
	
	

	
	PCCB
	
	
	
	

	
	Closed
	
	
	
	

	
	Released
	
	
	
	

	Examination Systems
	
	
	
	
	

	Application A
	Submitted
	
	
	
	

	
	In Development
	
	
	
	

	
	In QA
	
	
	
	

	
	PCCB
	
	
	
	

	
	Closed
	
	
	
	

	
	Released
	
	
	
	

	Fiscal Systems
	
	
	
	
	

	Application A
	Submitted
	
	
	
	

	
	In Development
	
	
	
	

	
	In QA
	
	
	
	

	
	PCCB
	
	
	
	

	
	Closed
	
	
	
	

	
	Released
	
	
	
	


Accumulative CR Statistics (page 2)
	System
	Classification
	Priority

	
	
	Emergency
	High
	Med
	Low

	OCC Enterprise System
	
	
	
	
	

	Application A
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application B
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application C
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Examination Systems
	
	
	
	
	

	Application A
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application B
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application C
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Fiscal Systems
	
	
	
	
	

	Application A
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application B
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	

	Application C
	Problem (Fix)
	
	
	
	

	
	Enhancement
	
	
	
	




Configuration Accounting Status Report Approvals
Prepared by
__________________________________



CM Specialist

Approved by
__________________________________

CM Manager

__________________________________

Responsible Manager

__________________________________

2.5 CONFIGURATION AUDITS AND REVIEWS

Policy 

CM shall periodically audit the baselines to verify that the baselines conform to the documentation that defines them.  

Purpose

The purpose of this procedure is to provide a consistent and repeatable process that provides the guidelines in preparing, scheduling, and conducting audits.  

CONFIGURATION AUDITS 

Configuration Audits are the formal examination of the functional and physical characteristics of a configuration item for the verification of conformance to its documented requirements.  The CM process has three types of CM audits: Functional Configuration Audit (FCA), Physical Configuration Audit (PCA), and Baseline Audit.

The CM Procedures that support Configuration Audits contained in this section are:

CM-PROC-18 FUNCTIONAL CONFIGURATION AUDITS

CM-PROC-19 PHYSICAL CONFIGURATION AUDITS

CM-PROC-20 CM BASELINE AUDITS

CM-PROC-18 FUNCTIONAL CONFIGURATION AUDITS

The Functional Configuration Audit (FCA) examines the "as-tested" characteristics of a configuration item that focuses on the design and performance.  The FCA provides a systematic comparison of requirements with the results of tests, analyses, or inspections collected from a pre-production item. 

Perform the FCA prior to Production and prior to or in conjunction with a Physical Configuration Audit (PCA).  Although an FCA is only required once for each CI, a number of FCAs may be accomplished during the life cycle of the CI.  

Audits scheduling varies depending on the particular project.  The configuration item's complexity may dictate an incremental audit approach throughout development until the completion of testing.  The FCA schedule should be in the Project Management plan and may be in the CM Plan.  The FCA should be conducted to ensure that each item of the application software along with the system software, and hardware was tested or inspected to determine that is satisfies the functions defined in the specifications.  

Procedures

Input:  Microsoft Word, FCA Checklist (Attachment A), CM Specialist

Activity/Steps: 

1. Select the configuration item to be audited.  
2. Schedule the audit  
3. Request all SDLC deliverable documents not on under CM control.  
4. Auditor completes the FCA Audit checklist.  
5. When the audit is complete, schedule follow-up meeting to discuss findings.  
6. Prepare the Audit Report.
Outcome:  The outcome of the PCA procedure is an audit report.  The CM Specialist files the audit report in the CM library and e-mails a copy to the CM Manager, project managers, O&M task leads and customer

CM-PROC-19 PHYSICAL CONFIGURATION AUDITS

Perform a PCA to determine whether all items identified as being part of the configuration are present in the product baseline.  The audit verifies if the correct version and revision of each CI is included in the product baseline and that it corresponds to information contained in the baseline’s configuration status report.  .The CM specialist performs the PCA during the SDLC Implementation Phase.

The PCA verifies the Product Baseline, including specifications and the technical data package so that future changes are made only through formal configuration change control procedures.

The Physical Configuration audit confirms:

· The CSCI is successfully built and integrated with the associated HWCIs and SWCIs.

· The delivered database is valid and represents the product. 

· All items are under configuration control.  

· Functional and allocated baselines are established.  

· Changes to previous baselines are completed. 

· Testing deficiencies have been resolved and appropriate changes implemented. 

· The system performs as designed.  

· The product baseline established after the PCA.  

The PCA schedule should be included in the Project Management plan and may be in the CM Plan.  The PCA is normally performed only once.  However, additional PCAs may be necessary if there is a change in the design after the Product Baseline is established

Procedures

Input: Microsoft Word, PCA checklist (Attachment A), CM Specialist

Activity/Steps: 

1. Select the configuration item to be audited.

2. Schedule the audit.
3. Request all SDLC deliverable documents not on under CM control.  
4. Auditor completes the PCA Audit checklist.  See Attachment A.  

5. When the audit is complete, schedule follow-up meeting to discuss findings.  
6. Prepare the Audit report.
Outcome:  The outcome of the PCA procedure is an audit report.  The CM Specialist files the audit report in the CM library and e-mails a copy to the CM Manager, project managers, O&M task leads and customer 

CM-PROC-20 CM BASELINE AUDITS

The Baseline Audit is a review of source code, run time files, documentation, configuration files, and installation scripts, requirements, specifications, standards, and instructions that comprise a software release.  The baseline must include any data or database related scripts or files used in the creation of the release.  The information about compilers, operating systems, and dependent stored as part of the baseline will enable the organization to recover from a disaster, comply with an audit, or understand the full release.  

Procedures

Input:  Microsoft Word, Baseline Audit Template (Attachment A), CM Specialist

Activity/Steps: 

1. Use audit checklist.  This will list all attributes to audit 

2. Determine the configuration item to be audited.  

3. Ensure Test Plans and Procedures documents are reviewed and approved by the SDLC Governance Board.

a. Examine the Requirements Traceability Matrix to ensure requirements in the Functional Requirements Document (FRD), System Design Document (SDD), and Interface Control Document (ICD) have been successfully tested and documented in the associated Test Plan, Procedures.

b. Was the software tested?  Do the test plans for the software cover all of the requirements in the software specification documents?  Did all the tests pass? 

c. In the case of hardware, ensure availability of personnel knowledgeable of testing techniques and familiar with the specifications and standards. 

4. Ensure the validity of data, reports, and analyses for final configuration. 

5. Auditor completes the Baseline Audit Checklist.  (Refer to Attachment A)

6. Ensure all documentation used by the team become part of the audit results. 

7. Certify satisfactory completion of the audit. 

8. Provide the audit report to the Project Manager. 

Outcome: The outcome of the baseline audit procedure is an audit report.  This audit report may include action items, which will need to be addressed.  The CM Specialist e-mails a copy of the audit report to the CM Manager and all affected stakeholders.  

CM Reviews 

CM will perform a review for each software product at two separate points in the software development phase.  These two are:

· The Test Readiness Review (TRR) ensures that configuration control and integrity is maintained at the end of the development phase.  Refer to CM-PROC-24 Test Readiness Review Turnover.

· The Deployment Readiness Review (DRR) ensures that configuration control and integrity is maintained at the end of the Testing Phase.  Refer to CM-PROC-25 Deployment Readiness Review.

Attachment A 

Configuration Audits

FUNCTIONAL CONFIGURATION AUDIT 
Date of Audit:  Date of execution of audit.

Release Identification: (Release prefix and release number with full text title.)
Questions:  The number and content of checklist questions are prepared to ensure the completion of the appropriate SDLC activities.  Questions require a “yes/no” response so that all “yes” answers indicate successful completion of a task and “no” if unsuccessful.
If the answer indicates “no”, provide an explanation in the space provided at the end of the Audit Checklist.  Maintain the checklist in the CM library along with any implementation plan for process improvements to correct discrepancies.

Mark each question (1) for Yes and (0) for No:  Metrics, indicating the percentage of successful procedures completed, are gathered by converting all “yes” responses to a one and “no” responses to a zero, adding the total and dividing by the number of questions on the checklist.
FUNCTIONAL CONFIGURATION AUDIT Checklist 
The objective of a functional configuration audit is to provide an independent evaluation of software products, verifying that its configuration items' actual functionality and performance is consistent with the requirement specifications.  Specifically this audit is held prior to the software delivery to verify that all requirements specified in the Software Requirements Specification have been met.  
	No.
	Question
	Yes
	No

	1. 
	Waiver/ Deviation Form prepared?  
	
	

	2. 
	Verification of Test Procedures submitted?  
	
	

	3. 
	Testing Completed?
	
	

	4. 
	Testing Results Complied and available?
	
	

	5. 
	Testing procedures reviewed and approved?
	
	

	6. 
	Verify risk management plan complete and updated?
	
	

	7. 
	For the scheduled release, has each Test Data CI been completed with a start/end date in CM tool?
	
	

	8. 
	Are all requirements in the Critical Design Review met?
	
	

	9. 
	Test Readiness Review Complete?
	
	

	10. 
	Was the Detail Design Document complete?
	
	

	11. 
	Is the Design walk-through complete?  
	
	

	12. 
	Are there any differences or deficiencies in the function of any changed CI?  (If so list details)
	
	

	13. 
	Review error report
	
	

	14. 
	Have all CI’s not affected by a CR within the scheduled release been recompiled and tested?  (regression testing)
	
	


List Areas of Non-compliance with Explanations:  

(List the functional configuration areas of non-compliance, with detailed text of any compliance issues.)
Submitted by: 

AUDITEE 









DATE

AUDITOR 









DATE

CONFIGURATION MANAGER






DATE 

PHYSICAL CONFIGURATION AUDIT CHECKLIST  

Date of Audit:  Date of execution of audit.

Release Identification: (Release prefix and release number with full text title.)
Questions:  The number and content of checklist questions are prepared to ensure the completion of the appropriate SDLC activities.  Questions require a “yes/no” response so that all “yes” answers indicate successful completion of a task and “no” if unsuccessful.
If the answer indicates “no”, provide an explanation in the space provided at the end of the Audit Checklist.  Maintain the checklist in the CM library along with any implementation plan for process improvements to correct discrepancies.

Mark each question (1) for Yes and (0) for No:  Metrics, indicating the percentage of successful procedures completed, are gathered by converting all “yes” responses to a one and “no” responses to a zero, adding the total and dividing by the number of questions on the checklist.

Documentation Audit Checklist - Documentation Audit Checklist is used during the Physical Configuration Audit.  The purpose of this form is to ensure the documentation changes associated with the release have been completed and turned over to the CM Enterprise Library

	No.
	Question
	Yes
	No

	
	Have the following documents been turned over to CM Enterprise Library: 

1. CM Plan

2. Project Plan

3. Data Conversion Plan

4. Development Test Plan

5. Data Management Plan

6. Functional Requirement Document

7. Independent Test Plan

8. Integration Document

9. Interface Control Document

10. Lessons Learned Journal

11. Planning Specification

12. Project Charter

13. Systems Design Document

14. Systems Development Plan

15. Systems Requirements Specification

16. System Security Plan

17. Test Analysis Report

18. Training Plan

19. User Manual

20. Verification & Validation Document

21. Version Description Document

22. Release Notes

23. QA Plan

**Note each project may require different levels of documentation.  The project plan should list the required documents.  All documents listed in project plan must be provided.


	
	

	
	Are the above documents properly label and numbered according to the approved nomenclature and number scheme?
	
	

	
	Are the documented CRs identified in CM tracking tool?
	
	

	
	Are these CRs listed in the release notes?
	
	

	
	Are changes listed on the CR?
	
	

	
	Is their an approved final of the Systems Requirement Specification?
	
	

	
	Is the CM Program Website updated?
	
	


List Areas of Non-compliance with Explanations:  

(List the physical configuration areas of non-compliance, with detailed text of any compliance issues.)

Submitted by: 

AUDITEE 









DATE

AUDITOR 









DATE

CONFIGURATION MANAGER






DATE 

BASELINE CONFIGURATION AUDIT CHECKLIST
Date of Audit:  Date of execution of audit.

Release Identification: (Release prefix and release number with full text title.)
Questions:  The number and content of checklist questions are prepared to ensure the completion of the appropriate SDLC activities.  Questions require a “yes/no” response so that all “yes” answers indicate successful completion of a task and “no” if unsuccessful.
If the answer indicates “no”, provide an explanation in the space provided at the end of the Audit Checklist.  Maintain the checklist in the CM library along with any implementation plan for process improvements to correct discrepancies.

Mark each question (1) for Yes and (0) for No:  Metrics, indicating the percentage of successful procedures completed, are gathered by converting all “yes” responses to a one and “no” responses to a zero, adding the total and dividing by the number of questions on the checklist.
Installation Audit Checklist – Use this Installation Audit Checklist during the Baseline Audit.  The purpose is to ensure that installation instructions within the Version Description Document/ (Release Notes) are properly documented and that adaptation requirements are accurate.

	No.
	Question
	Yes
	No

	1. 3. 
	Do the Version Description Document (VDD)/Release Notes (RN) provide you with enough information to install the application and make it run?
	
	

	2. 4.
	Is the database release required for this version of the application documented in the VDD/RN?
	
	

	3. 
	Is any server installation/release information provided if applicable within the VDD/RN?
	
	

	4. 5.
	Are dependent application versions listed?  Either COTS or custom developed.  
	
	

	5. 
	Is the database update information adequately documented in the VDD/RN?  
	
	

	
	Is the label number for the media documented in the VDD/RN?  
	
	


List Areas of Non-compliance with Explanations:  

(List the baseline configuration areas of non-compliance, with detailed text of any compliance issues.)
CR Audit Checklist – Use this CR audit checklist during the Baseline Audit.  Its purpose is to ensure that development teams have completed the CRs with the necessary information.
	No.
	Question
	Yes
	No

	1. 
	Does the list of CRs described in the VDD (maintenance and critical release notes) match the list CRs with the same Release Version?
	
	

	2. 
	Are all required fields completed on CR(s)?
	
	

	3. 
	Has CR(s) been approved by IRB and disposition recorded?
	
	

	4. 
	Has CR(s) been approved by CCB and disposition recorded?
	
	

	5. 
	Has implementers(s) been assigned?
	
	

	6. 
	Has resolution note been completed?  
	
	

	7. 
	Has Component(s) Affected been identified (with version management revision numbers)?  
	
	

	8. 
	Has Release Version been identified?  
	
	

	9. 
	Have all impact fields been addressed?  
	
	

	10. 
	For structure (MS SQL databases, or Enterprise Model) has separate CR been created?  
	
	

	11. 
	Is structure CR referenced as external related CR?
	
	

	12. 
	Has PC Tester been assigned?
	
	

	13. 
	Has testing note been added?
	
	

	14. 
	Has CR passed PC Testing?
	
	

	15. 
	Are testing installation dates assigned for both PC and SMI testing?
	
	

	16. 
	If documentation revision(s) are required is separate CR identified?  Is QA review completed?
	
	

	17. 
	Is separate documentation CR listed as internal related CR?
	
	

	18. 
	Is change description clear?
	
	

	19. 
	Are staff hours completed?
	
	

	20. 
	Has VDD has been delivered to the Enterprise Library if CRs closed?
	
	

	21. 
	Are estimated staff hours documented?
	
	

	22. 
	Are actual staff hours documented?
	
	

	23. 
	Have subsystems been entered (if applicable)?
	
	

	24. 
	Have CRs been closed out?
	
	


List Areas of Non-compliance with Explanations:  

(List the baseline configuration areas of non-compliance, with detailed text of any compliance issues.)
Submitted by: 

AUDITEE 









DATE

AUDITOR 









DATE

CONFIGURATION MANAGER






DATE 

2.6 CONFIGURATION RELEASE MANAGEMENT

Policy

The ITS Enterprise shall have a board with the authority for managing the enterprise’s baselines (e.g., an enterprise configuration control board (ECCB)).  Baselines shall be released only with authorization from the ECCB and from configuration items in the CM system.  The ECCB shall have responsibility to analyze the impact of changes.  Changes shall be tracked to closure.  

The CM Procedures that support Configuration Release Management contained in this section are:

CM-PROC-21 Release Label Assignment

CM-PROC-22 Document Turnover to CM 

CM-PROC-23 Tracking Project Deliverables

CM-PROC-24 Test Readiness Review (TRR) Turnover 

CM-PROC-25 Deployment Readiness Review

CM-PROC-26 Create Compact Disc

CM-PROC-27 Version Release Turnover to CM

CM-PROC-21 Release Label Assignment

Purpose

The purpose of this procedure is to provide the guidelines for the CM specialist to label items for a formal release of developed configuration items.
Procedures

The CM Electronic Library uses a CM version tool to check in and check out controlled electronic files.  Electronic files include all controlled software, scripts, documentation, and other types of electronic files associated with the release.

The objective of the Release Label Assignment Procedure is to ensure the CM specialist assigns the correct Version Label to the Application Version Release.

Inputs: CM version tool, CM Specialist, CSCIs, CM-PROC-05 Naming and Numbering Scheme

Activities/Steps:

Once the CSCIs identified for a release are checked-in by the developer, no changes will be made to CSCI until the CM specialist completes the version labeling.

1. Check in the CSCI files.

2. Refer to the CSCI section in the CM-PROC-05  Labeling and Numbering Scheme procedure 

3. Assign version label to the identified CSCI files.

4. Apply the version label to the CSCIs in the CM version tool.

Outcome: The outcome of the Release Label Assignment procedure the correct Version Label is assigned to a version controlled Application Version Release.

CM-PROC-22 Document Turnover to CM 

Purpose

The purpose of this procedure is to provide the guidelines for documentation turnover to CM.  

Procedures

CM is responsible for providing a repository for all SDLC produced documentation and tracking updates to these documents.  The CM Physical Library contains the hardcopies of these documents with softcopies placed in the CM Electronic Library.
After the Deployment Readiness Review (DRR) is completed and the Project Manager approves the document/deliverable, they are labeled as the final under CM control.  

Inputs: CM version tool, CM Specialist, Project Documents, Peer review report forms 

Activities/Steps:

1. The originator submits the documents and peer review results.

2. Check-in the document into CM version tool.  Place a copy of the peer review results into the Configuration Manager’s Release Packet folder.  

3. Assign a unique identifier and the draft number to each document.  (See CM =PROC-05 Naming and Numbering Scheme Procedure) 

4. Prepare the work product release packet and submit the packet to the DRR.  

5. Once the DRR approves the document, make two copies of the document.  Stamp each document with the appropriate (CM Master and CM Copy) stamp.  Enter the document into the CM Electronic Library with a hardcopy into CM Physical Library.

Outcome: The outcome of the Document Turnover to CM Procedure is a completed Document under CM control and ready for CM to prepare for turnover to QA.

CM-PROC-23 Tracking Project Deliverables

Purpose

The purpose of this procedure is to provide the guidelines on identifying and tracking a project’s deliverables.

Procedures

This procedure applies to all generated deliverables throughout the SDLC process.  As a project progresses through the SDLC the required deliverables will be placed under CM control for tracking.  The CM specialist provides the project manager with a status of the deliverables for each phase of the SDLC.
Inputs: CM version tool, CM specialist, Microsoft Project, Microsoft Excel, and a list of SDLC deliverables for each phase.
Activities/Steps:
1. Copy the Microsoft Project in Microsoft Excel.

2. Modify Title to reflect Application Name.

a. Select VIEW/HEADER and FOOTER

b. Click on Customer Header

c. Insert System Name before “Deliverable Checklist”

d. Click on OK 

e. Click on OK 

3. List the SDLC deliverables in the following format:

a. Deliverables:  Project Plan

b. Monthly Status Report

4. For each listed deliverable, enter the delivery date:

5. Check-in the completed spreadsheet into the CM version tool.

Output:  The outcome of this procedure is a list of all deliverables, the date placed under CM control and the date delivered.  Copies are emailed to the SDLC Program Manager and Project Manager.

CM-PROC-24 Test Readiness Review (TRR) Turnover 

Purpose

The purpose this procedure is to provide the guidance for turnover and QA acceptance of the application release package for QA testing.

Procedures

The Test Readiness Review (TRR) determines if the application is ready for testing.  Conduct the TRR after development is completed and the application is ready to move into the SDLC Testing Phase.  The purpose of the TRR to discuss the status of all deliverables listed in the Version Package.  

The CM specialist builds the Version Package for the TRR.  The CM Manager chairs the TRR with QA Test as the recipient of the Version Package.  A TRR is held only once for an application released for testing. Subsequent releases of the application due to problem fixes found during testing do not require a TRR.

Inputs:  CM version tool, CRs, CR Process Checklist (Attachment C), TRR Application Software Release Checklist (Attachment C), Test Readiness Review (TRR) Checklist (Attachment C), Unit test results and CM Specialist

Activities/Steps:

1. Create test directory using Windows Explorer on the O: drive.  

a. Highlight the root directory 

b. Select File/New/Folder

c. Rename the directory to the release or document name (e.g., LIS release 04.01.00)

2. Schedule the TRR and e-mail the required participants from the development, CM, QA Test, and DBA groups.  .

3. Verify all the steps listed on the CR Process Checklist for the CRs (if required) that are part of the release are completed.  See Steps 2a and 3d of the TRR Application Software Release Checklist.  

4. Verify that all database software code is in the appropriate directory for turnover to the DBA group.  

5. Each CR states which documents are affected under the “Documents Affected”.  Verify each updated/revised document turned over to CM prior to development’s Software Release turnover.  Notify the development lead of any missing documents.  Do not conduct the TRR until CM has received all documents.  

6. Perform the build procedure and verify that all files and libraries are placed into the test environment and are ready for QA testing  

7. Select the CRs (if any) for discussion at the TRR.  

8. In the list of Shared Queries, select <Application>_<Version Number> query (i.e., LIS 020100)  

9. Generate a summary report of all CRs 

a. Highlight the listed CRs

b. Select Actions/Notify User – The “Notify User” Dialog BOX will appear.  

c. Select the name from the Users: list

d. Click the In-Tray option to delete the check mark  

e. Click the E-mail option to add the check mark 

f. Click on “Options” button.  The Mail Options dialog box will appear.  

Style Sheet: Summary-ITS (Select form drop down menu)

g. Click OK to return to “Notify User” screen.

h. Click OK and the E-mail screen will appear. 

i. Click on “Send” button.

j. Go to Microsoft Outlook and save the e-mail to the appropriate directory as a .txt file. 

10. Generate a detail report of all CRs. 

a. Highlight the listed CRs

b. Select Actions/Notify User – The “Notify User” Dialog BOX will appear.  

c. Select the name from the Users: list

d. Click the In-Tray option to delete the check mark  

e. Click the E-mail option to add the check mark 

f. Click on “Options” button.  The Mail Options dialog box will appear.

Style Sheet: Microsoft Mail or Standard   (Select form drop down menu)

g. Click OK to return to “Notify User” screen.

h. Click OK and the E-mail screen will appear. 

i. Click on “Send” button.

j. Go to Microsoft Outlook and save the e-mail to the appropriate directory as a .txt file as the form type.

11. On the day of the meeting obtain a copy of the Test Readiness Review Checklist.(Attachment C).  Open the copied form in Microsoft Word and complete the following information:
Application: Project Name (LIS, LB, etc) Version:

The version number consists of three levels in the format nn.mm.ay, with each level separated by a period.

nn - The first level is incremented when an enhancement or a completely new version is released.  Because of the magnitude and/or complexity of the changes, all programs, procedures, control tables, menus, and screens are included. 

mm – The second level is incremented when a change, enhancement or fix is required after the application goes to production.  Only certain files are affected, and only changed files are released as part of an interim release.  

ay - The third or lowest level is comprised of a letter indicated by an ‘a’, and a sequential number indicated by a ‘y’.  The letter indicates the type of release, such as QA and production.  The sequential number indicates the iteration of the release.  Examples are T0- indicating the initial QA release of an application, and T2 - indicating the second QA release. 

Requestor:  Enter your first and last name.  

Date: Enter the date the TRR is scheduled.  

12. Verify that all listed reports, forms, and documents are with the TRR Checklist form. (Attachment C) 

13. Verify that all files and libraries are placed into the test environment and are ready for QA testing.

14. Perform the Software Baseline release Check using the TRR Application Software Release form. (Attachment C) Complete the following information:

Application: Project Name (LIS, LB, etc.)

Version Release: The Version Release Number turned over to CM

CRs: The CR numbers of the CRs included in the Release       

15. Verify each step was performed by checking the Yes Column.  Enter the appropriate information at the “write” statement.  Perform any item that is answered with a No.  Answers with N/A are not required for this release.

16. .Conduct the TRR.  During the TRR, the fill out the TRR Checklist to show the application’s readiness for QA test and QA review of documents.  QA determines if a missing deliverable will impede the testing effort, and QA refuses to perform the QA test due to incomplete deliverables or lack of deliverables necessary to conduct the schedule QA tests. 

17. Verify the listed CRs in the application software release have been CCB approved for development.  Notify the Project Manager, O&M team lead and CM manager of any unauthorized updates that are not approved by the CCB.

18. If QA rejects the application’s turnover, maintain the TRR checklist and reschedule another TRR meeting.  Note the deficiencies in the TRR Note field of the “Test Readiness Review (TRR)” form.  Ensure the deficiencies noted in the turnover package are corrected before the next scheduled TRR.

19. If QA accepts the turnover package for QA test, the TRR concludes.  Log the meeting notes on the Test Readiness Review (TRR) form and file with the application release in the CM Electronic Library.
Outcome: The outcome of the TRR procedure is an application release package turned over and accepted by QA.  QA testing begins at the completion of the TRR.  CM specialist prepares TRR minutes and sends an e-mail to all TRR attendees.

CM-PROC-25 Deployment Readiness Review

Purpose

The purpose of this procedure is to provide the guidelines in preparing an installation/release package for a Deployment Readiness Review (DRR), scheduling a DRR, conducting a DRR, and preparing the DRR minutes.  

Procedures

CM Specialist facilitates the DRR and provides the installation/release package for the review.  The DRR determines the readiness of an application for deployment into the production environment by ensuring testing has been conducted, any unresolved issues have been addressed, documentation is complete, all necessary personnel are trained to support the new release, and the deployment strategy is defined.  Acceptance of the application release is based on satisfying the established acceptance criteria.  Any changes made to the installation/release package as result of the DRR, results in the application being re-submitted to the QA team for testing. 

Inputs: CM version tool, Production Software Installation Schedule (Attachment C), and DRR Checklist (Attachment C), DRR Agenda (Attachment E), Production Deployment Release Checklist (Attachment E), DRR Minutes (Attachment E), and CM Specialist 

Activities/Steps:
DRR for Software Releases prior to CM deployment to OCC offices and sites  

The Installation/release package for the DRR prior to CM deployment consists of:

· Application Software Install file(s), Database Scripts, CR Summary Report 

· Production Installation Schedule (Attachment C), DRR Checklist (Attachment C), DRR Agenda (Attachment E), and Production Application Software Release Checklist (Attachment E)

Prepare installation/release package 

Prepare the Application Software Install File(s) and database Scripts

1. CM verifies that all Database scripts code is in the appropriate directory for turnover to the Data base administration group. 

2. CM prepares the Application Software Install Files. 

Create the summary listing of CRs:

1. Select the CRs to be discussed at the DRR.  

a.
In the Shared Queries listing, select <Application>_<Version Number> query (e.g., LIS 040100).

b.
Highlight the all CRs.

2. Choose ACTIONS/NOTIFY USER – a Notify User dialog box will appear

3. From the Users: drop down menu choose your User Name.  

4. “Notify via” E-mail (click on In-Tray to remove check mark and click on E-mail to add check mark).

5. Select (Click on) Options button - Mail Options dialog box appears

Style Sheet = Summary-OCC ITS.  (Use Pull Down Menu)

The following message options are checked:  

Preview Message with Mail system

Click OK.

6. The E-mail screen will appear.  Click on send icon.

7. Go into Microsoft Outlook and save the E-mails to a file. 

a.
Open the E-mail.

b.
Select FILE/SAVE AS.

c.
Select the directory in which the file(s) is saved.  

d.
Enter the name of the file.  The file has a txt extension (i.e. catclose1, catclose2, catrecdef1, catrecdef2, catanal1, catanal2, catdef1, catdef2, etc.).  In the Save as Type field, select Text only (*.txt) from the drop down menu. 

e.
Select SAVE.  

f.
Close the e-mail. 

8. Change the status of the CR in the query to “In DRR”.

Prepare the Production Installation Schedule:

1. Enter the following software information on the Production Installation Schedule (Attachment C):

Application: Project Name (LIS, LB, etc)

Version: If you know the version number, otherwise CM will assign.

Scheduled Installation Completion Date: The date the Install of all software must be complete and available for the facility’s personnel to access the new release. 

2. The first item is listed the Application software install files that were created above.  

3. The second item listed is the LIS Pre connect script.  This is required for certain releases only.  This may not be required for some other applications. 

4. The third item listed is the “Run All”.  A file which is created by the DBA and turned over to CM, will contain an execute command for each software module to be turned over to the database group and CM.  The naming format for the file is:

RA_<application>_mmddyyyv<version number>.sql

5. After the “Run All” file, list the Database scripts from the appropriate directory that are turned over to Database Administration group to be applied to the production database.  

6. Use the Software Turnover Listing Form submitted during the Turnover to CM procedure as a reference when filling out this information. 

Prepare the DRR Checklist:

1. Verify all the listed items listed on the DRR checklist (Attachment C) are placed under CM control.  If any are missing, CM must research and assure that the item(s) are under CM control and ready for delivery to the OCC office or facility.

Prepare the DRR Agenda:

1. Enter the following information on the DRR Agenda report Form (Attachment  E).Meeting called by:
Name of CM Manager

Facilitator:

Name of CM Specialist who will facilitate the DRR.

Invited:

DRR Members - The following groups should attend the DRR.

OCC representatives - refer to OCC e-mail list for specific names. 

Database Management – Person who applies the Database changes

Development –The development lead 

Project- Project Manager

QA Testers

Name of test testers

Installation technician: Name of the person who installs the software.

CC:



Program Manager, Project Manager, O&M team leads

Application/Release:

The application and the Version Release Number

(i.e., LIS Release 03.02.00)

Training:


What/Who/When/Where training is required.  

Software/Documentation:
What software and documentation is included in the release for deployment and is it identified.  

Outstanding Issues:

Issues that must be resolved before the release is deployed.  

2.
Schedule the DRR and notify the invitees via e-mail.  CM will attach to the E-mail a copy of the Test Summary Report prepared by QA, the DRR Agenda.

3.
At the DRR, QA discusses with the customer any outstanding issues from the QA testing.  Any outstanding Problem Reports deemed acceptable by the customer QA recommends deployment of the release to the Production Environment.  If the PR requires correction the DRR concludes. Any PR that is deemed acceptable by the customer, a CR written for the outstanding PR.

4.
If the customer approves the release for deployment to Production, prepare a deployment plan using the forms attached to DRR Agenda as part of the DRR minutes (Time, CRs, manner of deployment, etc.).  

5.
The attendees will determine if lack of a deliverable will impede the Deployment effort.  CM has the authority to refuse to perform the Deployment due to incomplete deliverables or lack of necessary deliverables to conduct the scheduled deployment.

6.
CM will verify with the customer that the CRs are completed, and assigned a Status of “RELEASED” in the CM version tool.  

7.
If OCC does not accept the release, the deficiencies and the required resolution are noted in the Note field of the DRR Agenda form.  Once the deficiency is corrected, reschedule another DRR.  

8.
If OCC ITS Project Manager accepts the turnover package for Deployment, the DRR concludes. Log the meeting notes on the DRR Minutes form.  File a copy of this form with the application release in the CM Library.  

9.
Update the directories and the CM version tool.  

10.
Create the Install_Disks and archive the Install_Disks directory to a CD. 

Prepare and distribute DRR Minutes.

1. CM enters the following information on the DRR Meeting Minutes form (Attachment E).  

Meeting called by:
 LIS – Configuration Management

Facilitator:

 Actual Name of CM Specialist who facilitated the meeting

Attendees:

 Names of people present at the DRR

CC:


 People invited but did not attend

Application/Release
The application and the Version Release Number (i.e., LIS Release 04.02.00)

Deployment Strategy
 The agreed upon deployment Process

Training


 The agreed upon Required Training


Outstanding Issues
 Resolution of Issues for deployment

OCC Comments:

 Notes from DRR

OCC Approval:

 The name of the person(s) who approved the release.  

Date Approved:

 The date that the release was approver.

Perform the Software Baseline Release Review using the Production Deployment Release Form. (Attachment E)  
1. Complete the following information: 

Application: Project Name (LIS, LB, etc.)  

Version Release: The Version Release Number turned over to CM  

CRs: The CR numbers of the CRs included in the Release  

2. Verify each step performed by checking the Yes Column.  

3. Enter the appropriate information at the “write” statement.  

4. Complete any item with a No answer.

5. Any item answered with N/A is not required for this release.

Outcome: The outcome of the DRR procedure is the sign off on the release by the Project Manager or O&M team lead; and documented deployment procedures for deploying to the OCC offices or sites.  

CM-PROC-26 Create Compact Disc

Purpose

The purpose of this procedure is to provide repeatable process for the guidelines in creating a QA Test CD, install CD, CM Master or CM Copy CD.  

Procedures

The application software and documentation is delivered to QA via the same media (Network server/folder, diskette, CD, etc.) as the final software and documentation that is delivered for deployment.  In addition, copies of the software and documents are copied to the appropriate media for storage in the physical library.  This procedure provides the instructions for creating the CD for delivery to QA, deployment or storage in the CM physical library.  

This section provided as an example only; and must be updated as to the specific details for the OCC ITS projects.

Inputs:  Recordable/Rewritable CD drive, access to the software/documentation, and the appropriate CM version tool, Adaptec CD Software, and CM specialist.

Activities/Steps:
1. Insert CD into the Recordable/Rewritable CD drive.

2. From the Start Menu, Select Programs =>AdaptecDirectCD =>DirectCD Wizard.

3. Click the NEXT button for the first three screens.

4. When the NAME YOUR DISC window displays, enter the application name in the “Type a name for your disc:” box – Name Your Disc Window.)

5. Click the FINISH button.  The software will format the CD.

6. The message window (Successfully Formatted Information Window) will display.  When the window disappears from the screen, the CD can be created.

Use Windows Explorer for the following:

7. Highlight the w:\LIS Projects\workdir\install_files\Release_<Release Number>/ Build<Build Number>_Release_<Version Number> (i.e., Build01_Release_01.02.00). 

6. Select Edit => Select ALL this will highlight all folders and files in the directory.

7. Select Edit => Copy.

8. Highlight the Recordable/Rewritable drive (i.e. E: \<Application>).

9. Select Edit => Paste.  This will copy of the files from the Network directory to the CD.

10. When the copy of the files is complete, eject the CD from the drive.

11. The Eject Disc window will display.  (Eject Disc Window.)  Click on “Organize the disc so that is can be read in most standard CD drives under …”Option  

12. Click the finish Button.

13. When the CD ejects from the drive, add the appropriate label to the inside cover and deliver the CD to the appropriate personnel.  
Outcome: The outcome of this procedure is a QA Test CD, install CD, CM Master CD or CM Copy CD.  
CM-PROC-27 Version Release Turnover to CM

Purpose

The purpose of this procedure is to provide guidelines to the development team that assures all necessary configuration items (application software, system software, hardware, and documentation) for version release are available for turnover to CM. 

Procedures

This provides the procedures required for placing an application’s software and documentation under CM control.  The application software version release is conducted prior to the SDLC Implementation Phase.  The development team provides the items listed below to CM when a release of an application software version release is ready for turnover and release into Production:

· Provide soft copies of all specification documents (such as Functional Requirements Specifications (FRS), design, test documents, release notes, user manuals, etc.)

· Provide a list of all elements needed for CM to compile an application.  

· Provide all source files for each module, including any icon or bmp graphics file and any DLLs not standard to the compiler.

· Provide all source files for any DLLs created specifically by development for the application.

· Provide all database procedures, Triggers, scripts, etc. source code.

· Provide Build Instructions and/or build files (such as the make files for Visual C++ and Visual Basic). 

· Make sure all such source files search for any required files under the current directory.  Any build set to search for files under a specific directory requires modification.  Setting subdirectories is acceptable as long as the master directory is set to current.

For each of the SDLC Phases, the products created during each phase for a project are placed under CM control.  During the Development Phase, all software and document components are checked-out of and checked-in to the CM version tool.  Developers are responsible for controlling their software during unit testing.  See CM-PROC-08 CM Library Check-in and Check out procedure. 

The Database Software Turnover Listing will accompany all database source code (i.e., procedures, triggers, scripts, etc.) and Software Turnover Listing will accompany all other source code types.  These forms will remain with the application through the entire Application Software/Release Process.  

Inputs: CM version tool, Version Release Package Checklist (Attachment A), software turnover listing, (Attachment B) database software turnover listing (Attachment B), Project files, CM Specialist, Project Manager, and O&M team leads.  
Activities/Steps:

1. The development lead opens the copied forms (Attachment A and Attachment B) in Microsoft Excel and completes the following information:

Application: Project Name (LIS, LB, etc)

Version:  If you know the version number, otherwise CM will assign.

Requestor:  Enter your first and last name.

Date:  Enter the date the Application version release is turned over to CM.

2. Complete Software Turnover Listing Form (See Attachment B) if you are turning over software.  

The developer lists the modified or new application software modules and Function Description on the Software Turnover Listing form.  List only new or modified code is on the form.  If the software is not checked into the CM version tool, the developer will enter the Location of Source Code on the form.  If the code is not checked into the CM version tool DEV promotion group, check the “In CM version tool” column.  

3. Complete the Version Package Checklist Form (See Attachment A) if you are turning over documents.  The Project Lead verifies all the listed items that are checked into the CM version tool.  Most of the Documentation items will already be in the CM libraries.  If any are missing, they are delivered at turnover time.

4. After the code is checked-in into the CM version tool, perform the Build.  

5. Complete Database Software Turnover Listing Form (See Attachment B) if turning over database software.  The Developer lists software modules and Function Description on the Software Turnover Listing form.  If the software is not checked into the CM version tool, the Developer would enter the Location of Source Code on the form.  If the code is checked into the CM version tool DEV promotion group, check the “In CM version tool” column.

6. Check in the database code into the CM version tool.  Check out the code listed on the “Database Software Turnover listing” from the CM version tool, and copy it to the appropriate CM drive: \<application>\install_diskRelease_<Version Release>\Database directory. 

7. The first software module that is listed is the “Run All” file.  The file created by the DBA and turned in to CM, contains an execute command for each application software module.  The naming format for the file is <application>_mmddyy<version number>.sql

8. Verify that all required documents are present in the turnover package, and are ready for turnover to QA.  

9. Verify that all software code is in the appropriate directory for the build process.  Reject the Version Release package if there are missing items.  Once the lead developer corrects the deficiencies, resubmit the package to CM. 

10. If CM accepts the Version Release package, CM will prepare the package for the Test Readiness Review (TRR). 

Outcome: The outcome of the Application Baseline or Version Release Turnover to CM Procedure is a complete Application Baseline or Version Release under CM control and ready for CM Specialist to prepare for turnover to QA.

ATTACHMENT A

Version Package Checklist 

	Application:
	
	Requestor:

	Version:
	
	Date:

	Documentation:
	Received?
	Comments:

	Acquisition Plan *
	 
	 

	MS Project Plan *
	 
	 

	Quality Assurance Plan *
	 
	 

	System Risk Management Plan *
	 
	 

	Configuration Management Plan *
	 
	 

	Data Conversion Plan *
	 
	 

	Design Description Document *
	 
	 

	Interface Control Document
	 
	 

	Implementation Plan *
	 
	 

	Maintenance Manual *
	 
	 

	Operations Manual *
	 
	 

	System Requirements Specification *
	 
	 

	System Security Plan *
	 
	 

	System Design Document *
	 
	 

	System Test Plan *
	 
	 

	Release Notice *
	 
	 

	Training Plan *
	 
	 

	Test Analysis Report *
	 
	 

	Test Problem Report *
	 
	 

	Training Plan *
	 
	 

	Database Software Turnover Listing
	 
	 

	Software Turnover Listing
	 
	 

	Build Instructions
	 
	 

	Source Software 
	 
	 

	Related Software
	 
	 

	*  Deliverable
	
	

	
	
	


ATTACHMENT B

Software Turnover Checklist 

	Application:
	
	Requestor:

	Version:
	
	Date:

	Location of Source Code:
	
	

	
	
	

	Software Name
	*Software Type
	Function/Change Description

	 Windows Upgrade
	Windows OS
	Upgrading OS from Windows 2000 SP4 to Windows 2003 SP2. This is not an upgrade in place; rather it’s new install

	 SQL Server Service Pack
	 SQL Server 2005
	Apply Service Pack 1 and Hot Fix 2153

	 XXX Application Release 5.4.0
	Application XXX
	Upgrade the Application XXX version from 5.3.9 to 5.4.0

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 

	 
	 
	 


*Note : Software Type can be categorized as a Major Release (i.e. going from Windows 2003 to Windows Vista OR from SQL Server 2000 to 2005), Application Release, Service Pack, Hot Fix, or Security Fix.
Database Software Turnover Checklist

	
	Version:
	
	Date:
	
	

	
	Location of Source Code:
	
	
	
	

	
	
	
	
	 
	

	EX SEQ
	Software Name
	*Software Type
	Function/Change Description
	In CM version tool
	DBA Changes

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	 
	 
	 
	 
	 

	 
	
	 
	 
	 
	 

	
	 
	
	
	
	

	Apply to: 
	Database Instance:
	           Apply Data and Name:
	
	

	
	
	
	
	
	

	 
	Development  
	 
	           _________________
	
	

	 
	Test              
	 
	            _________________
	
	

	 
	
	 
	            _________________
	
	


*Note : Software Type can be categorized as a Major Release (i.e. going from Windows 2003 to Windows Vista OR from SQL Server 2000 to 2005), Application Release, Service Pack, Hot Fix, or Security Fix.
ATTACHMENT C

Installation Checklist

	
	Application:   
	
	
	
	
	

	
	Version: 0x.0y.0z
	
	
	
	
	

	
	Scheduled Installation Completion Date:
	
	
	
	

	EXE SEQ
	Software Name
	*Software Type
	Assigned to:
	Scheduled Start Date
	Scheduled Start Time
	Install Complete

	
	CAS_JULY_08_2005v0x0y0z_RUN.zip
	Application Release
	 
	 
	 
	 

	
	 
	 
	 
	 
	 
	 

	1
	Command_file_0x0y00.sql
	Command File
	DBG (Database 0x.0y.0z.zip)
	 
	 
	 

	2
	0x0y0z_Messages.sql
	SQL
	 
	 
	 
	 

	3
	 update_system_parameter.sql
	SQL
	 
	 
	 
	 

	4
	CAS_PRECONNECT_0X0y.SQL
	Preconnect script
	 
	 
	 
	 

	5
	 
	 
	 
	 
	 
	 

	6
	 
	 
	 
	 
	 
	 

	7
	
	
	 
	 
	 
	 

	8
	 
	 
	 
	 
	 
	 

	9
	 
	 
	 
	 
	 
	 

	10
	 
	 
	 
	 
	 
	 

	11
	
	 
	 
	 
	 
	 

	12
	
	 
	 
	 
	 
	 

	13
	
	 
	 
	 
	 
	 

	14
	 
	 
	 
	 
	 
	 

	15
	 
	 
	 
	 
	 
	 


*Note : Software Type can be categorized as a Major Release (i.e. going from Windows 2003 to Windows Vista OR from SQL Server 2000 to 2005), Application Release, Service Pack, Hot Fix, or Security Fix.
Deployment (DRR) Checklist

	Application:   
	
	Date:   mm/dd/yy 

	Version:   0X.0Y.0Z
	
	

	 
	Received?
	Comments:

	DRR Agenda
	Yes
	 

	CR Summary Report
	Yes
	 

	Installation Schedule
	Yes
	

	Install Software (CD, FTP file, diskette)
	Yes
	 

	Database Software
	Yes
	 

	Related Software
	N/A
	 

	Release Notes\Overview
	Yes
	 

	
	
	 

	 
	 
	 

	Documents:
	
	 

	MS Project Plan
	Yes
	 

	System Requirements Specification
	Yes
	 

	Design Description Document 
	Yes
	 

	Integration Document
	N/A
	 

	Interface Control Document
	N/A
	 

	Operation Manual
	N/A
	 

	Maintenance Manual
	N/A
	 

	Training Plan 
	N/A
	 

	System Security Plan
	N/A
	 

	Test Analysis Report  
	Yes
	 

	Verification and Validation Document
	Yes
	 


CR Checklist

Affected Application: 

CR Number(s): 

Release Version: 0x.0y.0z
	Checklist Items
	Yes
	No
	N/A

	1. CCB Conducted
	 
	
	

	2. CRs entered into CM tracking Tool for other Affected Application.
	 
	
	 

	3. CRs approved were assigned to In IIA or In DIA status per CCB instructions
	 
	
	

	4. Analysis information for each CR was enter into CM tracking tool 
	 
	
	

	5. Analysis and required Man Days for each CR were entered into CM tracking tool 
	
	
	

	6. DOC Man Days for each CR were entered into CM tracking tool 
	
	
	

	7. CM Man Days and CM approval for each CR were entered into CM tracking tool.
	
	
	

	8. QA Man Days and QA approval for each CR were entered into CM tracking tool.
	
	
	

	9. CCB conducted
	
	
	

	10. Each CR was assigned to developer and status was changed to In DEV per CCB instructions.
	
	
	

	11. Version Release Number for each CR was entered into CM tracking tool.
	
	
	

	12. Development Information for each CR was entered into CM tracking tool.
	
	
	

	13. Status for each CR was changed to Unit Test Complete and each CR was assigned to CM.
	
	
	


CM Application Lead: 

Date Signed: 

ATTACHMENT D

CM Version Release Checklist and TRR Checklist
Application:               Version Release: 0X.0Y.0Z.T1
CRs:  xxxx, yyyy, xxxx, etc. (list the CR numbers in the release)

	CM Version Release Checklist
	Yes
	No
	N/A

	1. Receive the new/modified software to Software CM Program Manager.  Refer to Baseline or Version Release Turnover to CM for procedure.  
	
	
	

	2. Run <Application>_<Version Number> query in CM tracking tool
	 
	
	

	3. Verify that the CRs listed in the query are the same CRs listed in the Turnover document.
	 
	
	

	4. If a CR is listed in the Turnover document (part of the version turnover) and is not listed in the query, request a Virtual CCB for the CR. 
	
	
	 

	5. If a CR is listed in the query (approved by the CCB as part of the release) but is not listed in the Turnover document, request approval from the CCB to drop the CR.
	
	
	 

	6. If the CCB does not approve the adding or dropping of the CR(s) from the release, CM will notify the Project Manager and refuse the turnover of the release.  The Project Manager will remove/add the CR to the release or obtain approval from the CCB.
	
	
	 

	7. If the CR query list and the turnover CR list agree, or the CCB approves adding or dropping the CRs from the release, continue with the TRR/QA process
	 
	
	

	8. CM verifies that all Database software code is in the appropriate directory for turnover to the DBA group.
	 
	
	

	9. Verifies that all documents were received and are ready to be turned over to QA
	 
	
	

	TRR/QA Checklist
	Yes
	No
	N/A

	Perform Build Procedures (refer to CM Application Version Management User guide for build procedure.  Write directory name: Release_0X.0X.00/PowerBuilder\Build01_Release_0X.0Y.0Z.T1
	 
	
	

	10. Run <Application>_<Version Number> query in CM tracking tool
	 
	
	

	11. Print the CRs.
	 
	
	

	12. Change the CM tracking tool “Status” field to “In QA” for all CRs in the release.
	 
	
	 

	13. Create Test verification Form for each CR and a Test verification form for the .EXE.  Specify the directory where the executable code resides in the Comments
	 
	
	

	14. Create a QA Document Review form for each Document
	 
	
	

	15. Print Test verification forms for each CR and one Test verification form for the application, and a QA Document Review form for each document.
	 
	
	

	16. Fill out a TRR Checklist.  Verify all required items are ready to be turned over to QA.
	 
	
	 

	17. Conduct TRR for turnover to QA.
	
	
	 

	18. If QA Tester(s) does not accept, conduct TRR follow-up meeting after Project Group correct submits corrected deficiencies.  Do not proceed until QA Tester accepts.
	
	
	 

	19. If QA Tester(s) accepts, change the CM tracking tool “Status” field to “In QA”, “Assignee” field to the appropriate QA Tester, and “Date Assigned” field to the current time/date for all CRs in the release.
	
	
	 

	20. Promote software to QA.  
	 
	
	

	21. Add Test Version Label in CM version tool to software.

Write Test Version Label: LIS-wntpc-cs-0X.0Y.0Z.T1
	 
	
	


CM Application Lead: 

Date Signed: 
Pre TRR Checklist

	#
	PROCESS
	YES
	NO
	N/A
	ACTION TAKEN

	
	
	
	
	
	

	
	Work Products input
	
	
	
	

	1
	Have all of the configuration items identified in the project plan been baselined?
	
	
	
	

	2
	Do all products conform to CM’s defined standards?
	
	
	
	

	
	
	
	
	
	

	
	CM version tool
	
	
	
	

	 3
	Are all source archived (including source for DLLs, if applicable)?
	
	
	
	

	 4
	Are all files that create installation set archived (i.e. InstallShield source)?
	
	
	
	

	 5
	Are all database related files archived?
	
	
	
	

	 6
	Are all documents archived?
	
	
	
	

	 7
	Are all files reflecting correct test version labels?
	
	
	
	

	 8
	Have all files been properly promoted?
	
	
	
	

	 9
	Are all locks released?
	
	
	
	

	10
	Have floating version labels been applied indicating the test version number?
	
	
	
	

	11
	Do all change description for changed files indicate: app name, version number, and CR/PR corrected, or change made?
	
	
	
	

	
	
	
	
	
	

	
	CM Inventory (CM version tool)
	
	
	
	

	12
	Have all CIs been entered into the CM Inventory database?
	
	
	
	

	13
	Has each CI been properly updated to reflect the correct status?
	
	
	
	

	14
	Have all QA TEST COPY media been properly labeled as QA TEST COPY?
	
	
	
	

	15
	Has a test release folder been generated?
	
	
	
	

	16
	Has Application History/Status section been created and reflects the current status?
	
	
	
	

	
	
	
	
	
	

	
	CM Reports
	
	
	
	

	17
	Has Application Status Report (Appstat.xls) been updated?
	
	
	
	

	18
	Has the application been added to the Product Schedule on the CM Website?
	
	
	
	

	
	
	
	
	
	

	
	CRs (CMTool)
	
	
	
	

	19
	Have all CRs been approved by the CCB for implementation?
	
	
	
	

	20
	Has each CR been updated with development notes?
	
	
	
	

	21
	Do all CRs corrected for this release reflect correct status/assignee?
	
	
	
	

	22
	Has the release # been assigned to all appropriate CRs?
	
	
	
	

	
	
	
	
	
	

	
	Notification/Meeting Scheduled
	
	
	
	

	23
	TRR
	
	
	
	

	24
	DRR
	
	
	
	


CM Application Lead: 

Date of Audit
ATTACHMENT E

Deployment Readiness Review Agenda

	
[image: image11.wmf]
AGENDA
	Deployment Readiness Review

Date: MMMM DD, YYYY

Time: HH:MM – HH:MM AM/PM

 Conference Room: OCC Conference Room #                  

	

	Meeting called by:

Facilitator:
	

	

	Invited:

cc:


	

	
	

	
	<Application Name> - <Version Release>

	
	

	CRs in Release
	CR Summary Report Attached

	Deployment Strategy
	Installation Schedule Attached

	Training
	None

	Software/ Documentation
	Checklist Attached

	Outstanding Issues
	None

	Notes:
	OCC Approval:
	Date Approved:

	
	
	

	
	
	

	
	
	


Deployment Readiness Review Minutes 

	
[image: image12.wmf]
Meeting Minutes
	Deployment Readiness Review

Date: MMMM DD, YYYY

Time: HH:MM – HH:MM AM/PM

 Conference Room: OCC Conference Room #                 

	

	Meeting called by:

Facilitator:
	

	

	Invited:

cc:


	

	
	

	
	<Application Name> - <Version Release>

	
	

	Corrections in Release
	

	Enhancements in Release
	

	Changes in Release
	

	Deployment Strategy
	

	Training
	

	Software/ Documentation
	

	Outstanding Issues
	 

	OCC Comments:
	OCC Approval:
	Date Approved:

	
	
	

	
	
	


Production Deployment Checklist
	Production Deployment Action 
	Who
	Date/Initials

	1a.  Submit Test Report to CM
	QA
	

	1b.  Run <Application>_<Version Number> query in CM tracking tool 
	CM 
	

	1c.   Change the status of the CRs listed in the query to “In DRR”
	CM 
	

	1d.   Prepare DRR agenda, schedule meeting, notify attendees of meeting via e-mail and attach a copy of the DRR agenda.
	CM 
	

	1e.   Conduct DRR  Refer to procedure Deployment Readiness Review (DRR)
	CM /QA        
	

	2. If the Release is not approved, correct the deficiencies.  
	Project /Developer 
	

	3a.   If the release is approved, install the application to all workstations/PCs 
	OCC/Office
	

	3b.   Promote software in CM version tool to the Production Promotion Group
	CM 
	

	3c.   Add the Production Version Label in CM version tool to software. 

Write Production Version Label:
	CM 
	

	3d.   Rename directory to <release>_00_T<Test Number>

Write directory name:
	CM 
	

	3e.   Change the “status” field of  CRs listed in the query to “Released”
	CM 
	

	3f.   Change the  “state” field of the CRs listed in the query to “Closed”
	CM 
	

	3g. Delete version release query from CM tracking tool.

Enter query name:
	CM 
	

	3h.   Archive Install_Disks to CD.
	CM 
	

	3i.   Prepare and distribute DDR Minutes to the DRR attendees.
	CM 
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