The purpose of this follow-on contract ETIS III is to procure Environmental Test and Integration Services support for NASA’s Goddard Space Flight Center (GSFC) within the Applied Engineering and Technology Directorate (AETD). AETD is responsible for providing multi-discipline engineering expertise to both in-house and out-of-house instrument and spacecraft programs. To fulfill these responsibilities and ultimately achieve missions, the AETD must acquire a wide range of engineering services to implement the GSFC mission.
### Section 11: Classification (When filled in):

**a. Have access to classified information only at another contractor's facility or a government activity (Applicable only if there is no access or storage required at contractor facility. See instructions)**

**b. Receive and store classified documents only**

**c. Receive, store, and generate classified information or material**

**d. Fabricate, modify, or store classified hardware**

**x. Perform services only**

**f. Have access to U.S. classified information outside the U.S., Puerto Rico, U.S. possessions and trust territories**

**g. Be authorized to use the services of defense technical information center (DTIC) or other secondary distribution center**

**x. Require a DISA account**

**i. Have a TEMPEST requirement**

**j. Have operations security (OPSEC) requirements**

**k. Be authorized to use the defense courier service (DCS)**

**l. Receive, store, or generate controlled unclassified information (CUI)**

(DOD Components: refer to DoDM 5200.01, Volume 4 only for specific CUI protection requirements. Non-DOD Components: see instructions)

**m. Other (Specify) (See instructions)**

**DIRECT THROUGH (Specify)**

**PUBLIC RELEASE AUTHORITY: GODDARD SPACE FLIGHT CENTER OFFICE OF PUBLIC AFFAIRS, CODE 130, GREENBELT, MD 20771**

### Section 13: Security Guidance

The security classification guidance for classified information needed for this effort is identified below. If any difficulty is encountered in applying this guidance or if any other contributing factor indicates a need for changes in this guidance, the contractor is authorized and encouraged to provide recommended changes to challenge the guidance or the classification assigned to any information or material furnished or generated under this contract; and to submit any questions for interpretation of this guidance to the official identified below. Pending final decision, the information involved shall be handled and protected at the highest level of classification assigned or recommended. (Fill in as appropriate for the classified effort. Attach, or forward under separate correspondence, any documents/guides/extracts referenced herein. Click button to add additional pages as needed to provide complete guidance.)

The following documents shall be applicable and binding in the performance of this contract:

1. DOD 5220.22-M, National Industrial Security Program Operating Manual (NISPOM) (02/28/06)
2. NPR 1600.1A NASA Security Program Procedural Requirements, August 12, 2018
3. NPR 1600.2 NASA Classified National Security Information (CNSI) w/Change 2 (1/29/12), April 11, 2018
4. NPR 1600.3 Personnel Security (Change 2, April 29, 2013), May 31, 2018
5. NPR 1600.4A Identity and Credential Management, April 8, 2021

(Continued on page 3)

### Section 14: Additional Security Requirements

Requirements, in addition to NISPOM requirements for classified information, are established for this contract.

**x. No**

**Yes**

(If Yes, identify the pertinent contractual clauses in the contract document itself, or provide an appropriate statement which identifies the additional requirements. Provide a copy of the requirements to the CSO. Use Item 13 or click button if additional space is needed.)

### Section 15: Inspections

Elements of this contract are outside the inspection responsibility of the CSO.

**x. No**

**Yes**

(If Yes, explain and identify specific areas and government activity responsible for inspections. Click button or use Item 13 if additional space is needed.)

### Section 16: Government Contracting Activity (GCA) and Point of Contact (POC)

- **a. GCA NAME**
- **b. ACTIVITY ADDRESS CODE (AAC) OF THE CONTRACTING OFFICE (See instructions.)**
- **c. ADDRESS (Include ZIP Code.)**
- **d. POC NAME (See instructions.)**
- **e. POC TELEPHONE (Include Area Code.)**
- **f. EMAIL ADDRESS (See instructions.)**

### Section 17: Certification and Signatures

Security requirements stated herein are complete and adequate for safeguarding the classified information to be released or generated under this classified effort. All questions shall be referred to the official named below.

- **a. Typed name of certifying official (Last, First, Middle Initial) (See instructions.)**
- **b. TITLE**
- **c. ADDRESS (Include ZIP Code.)**
- **d. AAC OF THE CONTRACTING OFFICE (See instructions.)**
- **e. CAGE CODE OF THE PRIME CONTRACTOR (See instructions.)**
- **f. TELEPHONE (Include Area Code.)**
- **g. EMAIL ADDRESS (See instructions.)**
- **h. DATE**
- **i. SIGNATURE**

### Section 18: Required Distribution by the Certifying Official

- **x. Others as necessary (If more room is needed, continue in Item 13 or on an additional page if necessary.)**
13. SECURITY GUIDANCE (Continued)
6. NPR 1620.2A Facility Security Assessments, October 7, 2020
7. NPR 1620.3A Physical Security Requirements for NASA Facilities and Property, June 4, 2018
8. NPR 1660.1C NASA Counterintelligence and Counterterrorism w/Change 1, May 28, 2015, May 7, 2020
9. NPR 2810.1A Security of Information Technology (Revalidated with Change 1, dated May 19, 2011), July 16, 2018
10. NPD 1600.2E NASA Security Policy (Revalidated on 4/2/2015 w/Change 1), March 31, 2020
11. NPR 1660.1C NASA Counterintelligence and Counterterrorism w/Change 1, May 28, 2015, May 7, 2020
12. National Security Programs (Revalidated with Change 1 on July 28, 2016), July 28, 2021
13. NPD 1600.2E NASA Security Policy (Revalidated on 4/2/2015 w/Change 1), March 31, 2020
14. NPR 1600.2 NASA Classified National Security Information (CNSI) w/Change 2 (2/12/2014), April 11, 2018
15. NM 1600-55 Sensitive But Classified (SBU) Controlled Information
16. GPR 1600.1B, Goddard Space Flight Center (GSFC) Protective Services Program Requirements, June 20, 2022
17. GPR 1600.2 GSFC Protective Service Division Classified National Security Information and Industrial Security, December 11, 2018
18. GPR 1600.3 GSFC Protective Service Division Personnel Security, December 12, 2018
19. GPR 1600.4 Identity and Credential Management (12/04/2013), December 4, 2018
21.0MB Circular A.130, Appendix III, Security of Federal Automated Information Resources
22. Intelligence Community Directive Number 705 (17 Sept 2010)
23. Intelligence Community Directive Number 704 (01 Oct 2008)
24. Intelligence Community Directive Number 703 (21 Jun 2013)

Additional persons assisting with completion of form (signatures and titles)

14. ADDITIONAL SECURITY REQUIREMENTS (Continued)

15. INSPECTIONS (Continued)